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     Just as Mount Rushmore was a monumental task  
to accomplish, so was building the world’s first  
50,000 Watt RF Solid State Amplifier.
     From providing the absolute maximum power to  
the antenna to its indestructible design, we provide  
the most value for your money.

Key Features and Benefits:
•  High Output Power Class A Amp –  

50,000 Watts to obtain the full field strength you need.
• Configurable up to 225 MHz with varying output powers.
•  State-of-the-art liquid cooling for increased performance,  

reliability and longevity.
•  Best Efficiency in its Class – Save money using less input power.
• Built-in Self Test.

• Mismatch Tolerant – more power to the load and protection you can count on.
• Extensive Software Monitoring capabilities. 

• Wider Instantaneous BW achievable – reduces the number of amplifiers required.
• Able to operate in quarter system power mode with slight reconfiguring.

Other ar divisions: modular rf • receiver systems • ar europe

USA 215-723-8181. For an applications engineer, call 800-933-8181. 
In Europe, call ar United Kingdom +44 1908 282766 • ar France +33147917530 • ar Deutschland +49 6101 80270 0 • ar Benelux +31 172 423000

rf/microwave instrumentation 

ISO 9001:2008
Certified



Built To Last

To obtain more detailed information on this and other products call AR RF/Microwave Instrumentation at 215 723 8181 or visit us at www.arworld.us/builtToLast.
AR. We don’t just build great products. We build great products that last.

Copyright © 2015 AR. The orange stripe on AR products is Reg. U.S. Pat. & TM. Off.

www.arworld.us

     Just as Mount Rushmore was a monumental task  
to accomplish, so was building the world’s first  
50,000 Watt RF Solid State Amplifier.
     From providing the absolute maximum power to  
the antenna to its indestructible design, we provide  
the most value for your money.

Key Features and Benefits:
•  High Output Power Class A Amp –  

50,000 Watts to obtain the full field strength you need.
• Configurable up to 225 MHz with varying output powers.
•  State-of-the-art liquid cooling for increased performance,  

reliability and longevity.
•  Best Efficiency in its Class – Save money using less input power.
• Built-in Self Test.

• Mismatch Tolerant – more power to the load and protection you can count on.
• Extensive Software Monitoring capabilities. 

• Wider Instantaneous BW achievable – reduces the number of amplifiers required.
• Able to operate in quarter system power mode with slight reconfiguring.

Other ar divisions: modular rf • receiver systems • ar europe

USA 215-723-8181. For an applications engineer, call 800-933-8181. 
In Europe, call ar United Kingdom +44 1908 282766 • ar France +33147917530 • ar Deutschland +49 6101 80270 0 • ar Benelux +31 172 423000

rf/microwave instrumentation 

ISO 9001:2008
Certified

http://www.arworld.us
http://www.arworld.us/builtToLast


http://www.ahsystems.com


There is no need to compromise quality and cost anymore
With HV TECHNOLOGIES and Prâna you can have it all

Your Partner for EMC SolutionsYour Partner for EMC Solutions

www.hvtechnologies.com

What?!
Reliability Quick Service

Upgradeable
More Bandwidth

Class A Solid-State

& Value

100% Mismatch Tolerance
Deliver power into any load!

Finally!
• Long proven history of Quality, Support and Value
• Coverage 10 kHz to 6 GHz, up to 12 kWatts
• Class A Design will work without Damage into any Mismatch/VSWR
• Ideally suited for EMC applications 
• More Linear Power where it is needed
• Fully supported in North America by HV Technologies USA
• Expertise to help select the correct power level
• Upgradable, more Power when testing requirements change 
• Customized Options
       o Built in Bi-directional Couplers
       o Digital Control and Interface
       o RF Connector Locations
       o Rack Systems

HV TECHNOLOGIES, Inc.

703-365-2330
emcsales@hvtechnologies.com

www.prana-rd.com

http://www.prana-rd.com
http://www.hvtechnologies.com
mailto:emcsales@hvtechnologies.com
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Our expertise takes  
you to the top.
EMC solutions from 
Rohde & Schwarz.
We provide everything you need for development, precompliance and  
compliance measurements to ensure successful EMC certification. 
❙	 Exceptionally	fast	EMI	test	receivers
❙	 Efficient	diagnostic	tools	for	detecting	EMI
❙		EMC	software	packages	for	interactive	and	fully	automatic	measurements
❙	Wide	range	of	accessories	for	performing	EMI	measurements
❙	Compact	and	modular	broadband	amplifiers
❙	RF	shielded	chambers
❙	Complete	EMC	test	systems

For more information, visit:  
www.rohde-schwarz.com/ad/emc

15347.001_EMCCompetence_Incompliance Mag-März+Mai15_206x276_e.indd   1 26.01.15   11:00 Uhr
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Dear Readers,

It is my pleasure to welcome you to In Compliance Magazine’s 2015 Annual 
Reference Guide. This issue is devoted to bringing readers an invaluable 
collection of informative, fundamental engineering articles in the areas of 
EMC, Product Safety, ESD and Telecom and Wireless. 

We live in an age of accelerated change. Our society places a high value on 
the ability to see the world through creative eyes. Pushing the boundaries 
of what was inspires us to explore what is possible for our future. Stories 
of new technologies, new products and new beginnings are posted to our 
website daily. The role of the compliance engineer in the creation and 
execution of these channels of change continues to expand. We salute 
you for your ability to see how things interrelate, your commitment to 
excellence and your unquenchable thirst for knowledge.

We know from many conversations with you throughout the year and 
from your feedback on our surveys that you continue to rely on print 
media as a means of information consumption. Let’s face it, print is easily 
transportable, easy to put your hands on, and it’s an experience that can’t 
be replicated. In Compliance remains committed to providing our readers 
with the print experience every month. Just as you are committed to the 
excellence of your craft, we too remain committed to ours. 

And so, it is in the spirit of sharing knowledge, practical implementation of 
engineering facts, and essential information in one, easy to use book, that 
we present our Sixth Edition of this classic annual Compliance Handbook. 

Here’s what you will find inside. Beginning on page 10, Compliance 
Solutions highlight companies with in-depth profiles detailing their areas of 
expertise. Technical articles, categorized by subject matter, run from page 
22 to 179. Subject tabs appear in the outside margin to help you in easily 
navigating throughout the handbook. Toward the back of the Guide, the 
Directory section opens on page 177 with a Directory Index. Pages 187-189 
provide a comprehensive index of all products and services listed in the 
Products and Services Directory. And a full industry Vendor Directory 
begins on page 218.

You also have full access to the information found in the Guide on  
our website www.incompliancemag.com and our online directory  
at www.incompliance-directory.com.

As always, your comments, requests and new ideas 
are welcome! Send your email message to  
editor@incompliancemag.com. 

Until next time,

Lorie Nichols, Editor

Welcome to the  
2015 Annual Reference Guide
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Learn how receiver technology improves EMC 
measurements and download app notes at:
www.keysight.com/find/testQ

US A: 800 829 4444     CAN: 877 894 4414

Keep the test queue  owing.
Now you can detect EMI faster up to 44 GHz with the Keysight 
N9038A MXE EMI receiver. Speed up your EMC test queue with time 
domain scan. And get full CISPR 16-1-1:2010 and MIL-STD-461 
compliance with easy upgradability for the future.

© Keysight Technologies, Inc. 2014

http://www.keysight.com/find/testQ


IN THIS COMPETITIVE BUSINESS WORLD, 
EVERY LITTLE THING MAKES A BIG DIFFERENCE.

A.H. Systems, Inc.
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When you think of Quality, Reliability, Portability, 
Fast Delivery, and Customer service, the first 

name that comes to your mind is A.H. Systems, Inc. 

With the economy in a downward spiral, every 
engineer wants a good deal. Especially when it 
comes to purchasing one or more antennas. But what 
exactly are they paying for? It isn’t just getting the 
cheapest price for the antenna. It’s what you get with 
that antenna that matters. What makes A.H. Systems 
better than the competition? We provide what really 
matters. In this competitive business world, every little 
thing makes a big difference.

QUALITY
A.H. Systems is proud to know it is providing the 
highest quality products available. Quality problems 
arising in various areas are to be identified and 
solved with speed, technical efficiency and economy. 
We focus our resources, both technical and human, 
towards the prevention of quality deficiencies to 
satisfy the organizational goal of “right the first time...
every time”.

RELIABILITY
We manufacture a complete line of affordable, 
reliable, individually calibrated EMC Test Antennas, 
Preamplifiers, Current Probes and Low-Loss,  
High-Frequency Cables. All Products are available 
directly from our facility in Chatsworth, CA and 
through our Distributors and Representatives 
worldwide. Our products keep on working, which 
enable us to give a 3-year warranty, the longest in 
our industry.

PORTABILITY
How many times have you purchased several 
antennas and then you forget what department has 
them or where they are? You discover parts are 
missing and the data is lost. You are now frantic 
because you have a scheduled deadline for your 

testing. At A.H. Systems we bring portability to a 
new level. We specialize in Portable Antenna Kits 
and provide many models covering the broadband 
frequency range of 20 Hz to 40 MHz. Excellent 
performance, compact size and a lightweight 
package make each Antenna Kit a preferred choice 
for field-testing. Loss and breakage are virtually 
eliminated because each component has a specific 
storage compartment in the carrying case. When 
testing out in the field or traveling, keep them all in 
one case. Travel made easy!

FAST DELIVERY
A.H. Systems provides next-day, on-time delivery 
for a fast turn around schedule to help minimize any 
down time the customer may be experiencing during 
testing. We maintain stock of all of our products and 
to satisfy frantic customers, we have orders shipped 
the “same-day.” 

CUSTOMER SERVICE
When you have a problem in the field during testing, 
you need fast answers to solve your problem. How 
many times have you called a company to speak 
to an engineer for a technical problem you are 
experiencing? And it takes many days to get a call 
back, let alone the answer to your problems. At 
A.H. Systems you get great personal service. A live 
person to talk to! We are here to assist customers 
with their EMC/EMI testing requirements. We try 
to solve your problems while you are experiencing 
them. Even before, during and after the Purchase 
Order. Our knowledge in EMC testing and antenna 
design enables us to offer unique solutions to 
specific customer problems. Not only do we solve 
your problems, we help you find the right antenna. 
Talking with our customers and hearing what they 
have to say enables us to provide better products, 
services and more options for our customers.  
Call us. We are here to make your problems,  
non-problems. For more information about our 
products visit our website at www.AHSystems.com.

Special  Advert is ing Sect ion

http://www.AHSystems.com
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ETS-Lindgren is one of the 
world’s largest vertically integrated 
manufacturers of EMC systems and 
components. We are engaged in 
every aspect of the EMC industry; 
engineering, manufacturing, sales and 
support, calibration and repair. We are 
also committed to wireless, microwave, 
acoustic and medical technologies.

Company Roots
We trace our earliest roots to the 
1930’s when the Ray Proof Company 
began producing x-ray shielding for 
the medical market. In 1995, EMCO, 
Rantec and Ray Proof joined together 
to form EMC Test Systems, known then 
as ETS. Later, other companies were 
acquired; Euroshield Oy, Lindgren RF 
Enclosures, Holaday Industries, and 
Acoustic Systems. Today our company 
is known as ETS-Lindgren.

Global Scope
Headquartered in Cedar Park, Texas, 
ETS-Lindgren conducts business around 
the globe.

Our diverse and highly skilled global 
workforce consists of approximately 
750 employees in North America,  
South America, Europe, and Asia.  
We have four manufacturing facilities  
in the US, and one each in Great Britain, 
Finland, and China. 

Our sales network of more than 
60 independent representative and 
distributor organizations provides 
knowledgeable sales, service and 
support around the world. 

Commitment, Growth and 
Investment 
ETS-Lindgren is committed to 
our industry and encourages our 
employees to participate in standards 

committees, as speakers and session 
chairs at symposiums, and as authors 
and lecturers. It would be difficult to 
attend a symposium and not see an 
ETS-Lindgren team member in front 
of a podium, or read a journal or trade 
magazine without reading something 
authored by one of our engineers.

Our growth is propelled by meeting 
our customer’s need for systems and 
components that provide reliable 
service, repeatable results, and value at 
a fair price. Our history of success and 
proven track record virtually eliminates 
risky outcomes for our customers.

ETS-Lindgren believes in making 
investments that enable us to serve our 
customers better. Our manufacturing 
facilities use efficient, cost reducing 
systems. Our engineers work with 
modern equipment. We continue to 
expand our locations to better service 
our customers, such as our newest office 
in Bengaluru, India.

Environment and Safety
As a company and as individuals,  
ETS-Lindgren take great pride in 
contributing to the communities where 
we live and work. Our efforts include 
the support of local charities, one of 
which benefits children with hearing 
disabilities. We also care about the 
environment and are proud of the many 
ways in which our employees work to 
safeguard it. 

Our persistent efforts to improve on our 
safe work environment continue to pay 
off. We provide ongoing safety training 
and awareness, and a safe place to work. 

Our Work Ethic
ETS-Lindgren recognizes the 
importance EMC has in a world 
increasingly dependent on electronic 
devices operating safely and compliance 
with regulatory standards. That’s why 
our employees work daily to design, 
manufacture and support the systems 
and components our customers can 
depend on.

Providing Solutions 
for EMC Test and Measurement

Special  Advert is ing Sect ion
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SOLUTIONS. SIMPLIFIED.

(including BIM), site surveys, local permitting 
(MEP), project management, system performance 
verification, operator training, assistance with 
agency certification, and ongoing support.

With us, you work with a single accountable partner 
with a proven track record of delivering on our 
promises, and a knack for making things simple. 

See our solutions at the 2015 IEEE Symposium on 
Electromagnetic Compatibility & Signal Integrity at the 
Santa Clara, CA, Convention Center, March 15-21, 2015. 
We’ll be in our Booth 402 at the front of the exhibit hall. 

Keeping things simple 
makes you more productive. You get 

things done more quickly and with less effort 
when you have tools that are easy to use.

That’s exactly how our solutions for RF test are 
designed – easy for operators to use, and requiring 
a lot less of your effort to design and implement. 

We make it simple by providing test solutions that adapt 
to change, accept a choice of instrumentation, and operate 
with equal ease by engineers and lab technicians alike. 

At project level, our in-house capabilities smooth the 
way with RF, mechanical and architectural engineering

SOLUTIONS. SIMPLIFIED.

Keeping things simple 
makes you more productive. 

things done more quickly and with less effort 
when you have tools that are easy to use.

SOLUTIONS. SIMPLIFIED.

Keeping things simple 
makes you more productive. 

things done more quickly and with less effort 

ETS140039_SystmsSltns_KTD_FP_Ad_v10.2.indd   1 11/13/14   10:26 AM
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EMC/EMI transient test and measurement equipment
Our associate, EMC-PARTNER AG was founded by well-known EMC experts and complement 
our group with the most extensive lines of transient test equipment available.
ESD, EFT/Burst, Surge up to 48kV!, Ring Wave, Oscillatory Wave, ANSI, IEC, IEEE,
Harmonics/Flicker, Telecom, ITU, MIL-STD, DO160 (Sec 17, 19, 22), Component (relay,
surge protection, capacitors)

High Power Class A Solid-State Amplifiers with absolute mismatch protection
The partnership between HVT and Prana is all about focus on the customer: customer 
service,sales and support. Prana was founded in 1975. Ever since then, as a very highly 
respected European manufacturer, Prana has been meeting customer needs for RF test 
equipment for many applications, including EMC. 
10 kHz up to 6 GHz with powers up to 12,000 Watts

Large Impulse Military Test Systems HEMP
HV Technologies, with the assistance of Montena Technologies, provides turnkey solutions to 
test your system to the closest conditions possible, according to the standards in force. We 
are committed to delivering qualitative and reliable products compliant with the most stringent 
requirements. 
RS105 (NEMP), Pulse Current Injection (PCI), and many MIL-STD generators are readily 
available.

Leading manufacturer of positioning systems for EMC
innco systems GmbH is one of the world’s leading manufacturers of positioning systems for EMC 
(EMI / EMS), Wireless, OATS, RF, RCS and HF, Measurement and Testing Applications.
Turn tables, Antenna Masts, Field Probe Positioners Standard and custom versions

The staff of HV TECHNOLOGIES, Inc. (HVT), in partnership with EMC-PARTNER, AG, Montena Technology, Prana,
GAUSS INSTRUMENTS Innco Systems, and Pontis EMC, along with a wide selection of RF accessories, is focused on 
providingour clients with top quality, full compliance EMC test instruments at the most competitive prices. Our staff has 
been supporting the electro-magnetic compatibility (EMC) testing community by designing, producing, and distributing 
the best EMC test instruments for over two decades. Customers using our equipment receive the highest quality and 
the most accurate and repeatable waveforms and measurements. All equipment is backed and serviced by HVT. This is
only possible through innovative product design and the deployment of unique leading-edge technologies. We have the
products, delivery, and support you expect today and for years to come.

Your Partner for EMC Solutions
Equipment Knowledge Testing Knowledge Standards Knowledge͂ ͂

HV TECHNOLOGIES, Inc.
www.hvtechnologies.com 703-365-2330

emcsales@hvtechnologies.com

EMI Time Domain Receivers
Our partnership with GAUSS INSTRUMENTS, the developer and manufacturer of the TDEMI 
Measurement System, is revolutionizing how emissions testing is done. This advanced technol-
ogy achieves processing and measurement speeds up to 64000 times faster than conventional 
EMI receivers. 
Full Compliant EMI Receivers for CISPR, MIL, DO, and ISO

EMC hardened devices for EUT monitoring
HV TECHNOLOGIES is the exclusive channel partner for Pontis EMC to get North American cus-
tomers quicker turnaround times for sales and repair work. Offering a full line of Hardened Fiber 
optic transceivers to 200V/m & HIRF
Analog and HD cameras, Intercom Audio, CAN, LAN, USP, GPIB…

Renowned manufacturer for the quality / performances of its absorbers & test Systems
Siepel offers Anechoic chambers for the automotive industry, defense, space, nearfield, tele-
com… compliant to standards and / or to custom designs. Mode stirred reverberation chambers 
to perform immunity and emissions tests in compliance with international EMC standards for 
automotive, military, civil and aeronautics.
Unmatched knowledge and experience: Anechoic, Reverberation, Antenna and Chambers, 
dedicated to any application.

PONTIS
EMC PRODUCTS

http://www.hvtechnologies.com
mailto:emcsales@hvtechnologies.com
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Navigating the international playing 
field can be complicated. You may 
need to deal with complex country-
specific regulations, multiple tests 
and certifications and regional 
interpretations – but you do not need 
to do it alone. 

TÜV Rheinland has experience, 
resources and personnel to take care 
of all your testing needs – from EMC 
and product safety to cybersecurity 
and market access – to speed your 
time to market. With 500 locations in 
66 countries, TÜV Rheinland’s locally 
based experts work on your behalf 
to assure your products meet local, 
national and international requirements.

EMC Lab in Webster, N.Y.  
TÜV Rheinland customers have 
access to a premier EMC test facility in 
Webster, N.Y. It is a 10,000-square-foot 
laboratory equipped with a 10-meter 
semi-anechoic chamber, with a 
10-meter diameter turntable to test 
products up to 32 feet long, weighing 
up to 20,000 lbs. It is one of the largest 
capacity chambers commercially 
available in North America.

The state-of-the-art, ISO 17025- 
accredited laboratory provides 
complete EMC testing services to 
help electrical product manufacturers 
achieve global regulatory compliance, 
including the FCC, ICES and CE EMC 
requirements. Employing the 10-meter 
chamber and multiple dedicated test 
stations, several products can be 
tested at the same time, increasing 
productivity and reducing test time. 
Additionally, the Webster lab offers 
harmonics and flicker testing capability 
for high-power, three-phase products 

up to 63 Amps per phase 
according to the EN 61000-3-11 
and EN 61000-3-12 standards. 

TÜV Rheinland also offers EMC 
testing at four other locations 
throughout the US – Newtown, 
CT, Raleigh, NC, Pleasanton, 
CA and Santa Clara, CA – to 
help customers with all of their 
compliance needs.

OpenSky 
Organizations in the energy, 
medical device and Smart Grid 
industries will benefit from an 
extensive portfolio of services 
offered by TÜV Rheinland’s 
division OpenSky. The services 
include transformational IT 
infrastructure, security and 
compliance. The partnership 
with OpenSky enables TÜV Rheinland’s 
customers to quickly pick up on key 
IT security trends and innovations and 
implement them in a timely manner.

Medical Cybersecurity 
With the rise of wireless, Internet and 
networking technologies employed 
in medical devices, the need for 
effective cybersecurity to assure device 
functionality and patient information 
security has become essential. 
Healthcare delivery organizations are 
expecting medical device makers to 
provide “securable” devices, and asking 
for evidence. Similarly, the FDA’s new 
guideline on cybersecurity calls for 
changes to the risk analysis and should 
be followed for 510k submittals.

Product Safety Testing and 
Certification
TÜV Rheinland evaluates, tests and 
certifies the safety and quality of 
products in virtually all categories– 
from state-of-the-art computer 
equipment and wearable devices to 
heavy industrial machinery. With these 
services, you can: 

•	 Ensure compliance with national and 
international regulatory requirements

•	 Gain quick access to the global 
market with streamlined and timely 
solutions

•	 Competitively position yourself with 
TÜV Rheinland’s independent third-
party certifications

International Approvals
Today, companies need more than 
ever seamless solutions for access to 
world markets with timely and accurate 
product certification management. 
Learn about the current rules and 
regulations for gaining market access 
to Argentina, Saudi Arabia, China, 
Japan, Korea, India, Brazil, and more. 
TÜV Rheinland experts advise on 
regulatory requirements for a wide 
range of product categories, including 
medical, Information Technology, 
wireless, audio/video, household, and 
machinery.

Small Businesses 
Some laboratories are “friendlier” to 
small business operations than others. 
TÜV Rheinland provides a one-stop 
shop for small businesses, bundling 
services to make the regulatory and 
compliance puzzle much easier to 
manage. The staff are committed to 
making sure the customer understands 
what testing involves, providing a 
realistic timeline and outlining what 
items will need to be provided for 
testing. 

Why TÜV Rheinland
At TÜV Rheinland, we embrace 
compliance as your partner from the 
very start. We invite you to challenge 
us with your questions and pledge to 
deliver individualized solutions based 
on expertise, years of experience and a 
worldwide network of laboratories. 

TÜV Rheinland’s Efficient Compliance Solutions  
Get Products to Markets on Time 
One-Stop Testing Partner for All of Your Testing Needs

1300 Massachusetts Ave, Suite 103
Boxborough, MA 01719

Phone: 1-TUV-RHEINLAND
Fax: 978-266-9992

Email: info@tuv.com 
www.tuv.com/us 

Year Founded: 1872

TÜV Rheinland of North America, Inc.

10-meter semi-anechoic chamber in Webster, N.Y.

Special  Advert is ing Sect ion

mailto:info@tuv.com
http://www.tuv.com/us


Contact Us Today to Learn More
1-TUV-RHEINLAND
(1-888-743-4652)

education.tuv.com/time-is-money

We understand the challenges you face in bringing 
safe medical devices to the market quickly and on 
budget. We’ve streamlined our operations to support 
our commitment to our customers, and our expertise  
helps to ensure your products will be ready for 
delivery to the market.

We’ve Got 
You Covered

Medical Engineering Experts
Our global network of technical experts 
will put their local market knowledge to 
work for you:
•	 Streamlined Solutions
•	 Faster Market Entry
•	 Internationally Respected Mark
•	 Maximize Market Opportunities
•	 Increased Promotional Value

Medical Services Include:
•	 Product Safety
•	 Green/RoHS/REACH
•	 EMC/Wireless
•	 International Approvals
•	 Cyber Security
•	 CE Marking
•	 EN ISO 13485
•	 ISO 13485

Accreditations 
TÜV Rheinland is accredited as: 
•	 Accredited Certification Body by the 

Standards Council of Canada (SCC)  
for ISO/IEC 17021:2011

•	 Health Canada Recognized 
Certification Body under the  
CMDCAS Program

•	 Accredited by the ZLG and ZLS for  
the EU directives (MDD, AIMD, IVD)

•	 Accredited by DAkkS for  
ISO/IEC 17021:2011

Medical Educational  
Webinar Series
•	 RoHS/REACH for Medical
•	 EMC/Wireless for Medical
•	 Global Market Access for Medical
•	 Cyber Security
•	 Risk Management

http://education.tuv.com/time-is-money


EMI Gaskets & Shielding
Excellence by Design
Spira has been serving the EMC com-
munity with excellent quality EMI and RFI 
shielding products for over 30 years!

Corporate Headquarters:
Spira Manufacturing Corporation
12721 Saticoy Street South
North Hollywood, CA 91605
Phone: (818) 764-8222
Fax: (818) 764-9880
E-mail: sales@spira-emi.com
www.spira-emi.com

Company Info:
Spira offers the finest and most reliable 
EMI/RFI shielding gaskets and honeycomb 
filters in the market, at very competitive 
prices. The company was founded by one 
of the leading EMI design engineers in the 
industry. Spira’s commitment is to provide 
quality-engineered products, on-time 
delivery, superior customer service and 
technical support. Spira is ISO-9001 and 
AS9100 certified.

Products/Services:
Spira’s patented EMI/RFI and 
environmental gaskets offer excellent 
solutions for both cost-sensitive and 
high-performance applications. The 
unique spiral design offers extremely 
low compression set, long life and high 
shielding. Gaskets meet requirements 
including ITAR, DFAR, RoHS, FCC, EC, 
HIRF, & TEMPEST. Configurations are 
available both in groove and surface mount 
options, in diameters from .034” up to 1.5”.

Our Newest Inspiration in EMI Shielding!  

NEW Front-Mount Connector-Seal Gasket 
with EMI & Environmental Protection
Spira’s NEW Connector-Seal gaskets now come in  
front-mount or standard configurations, providing excellent 
EMI and Environmental protection! Our unique design 
includes a rigid layer between either silicone or fluorosilicone 
elastomeric sealing, and includes our patented spiral gasket 
for excellent EMI shielding. This gasket is extremely durable 
and provides reliable one atmosphere environmental sealing 
for flange-mounted connectors. 

NEW Shielded Honeycomb Fan Filter
Spira’s Shielded Fan Filters provide a high and reliable 
level of shielding at a great price. They include our patented 
spiral gasket and patented honeycomb “blending” process 
of the aluminum panels 
that provides up to 
80dB of shielding at 
1GHz. The filters are 
compatible with 40, 60, 
80, 92 and 120mm fans 
or in custom sizes with 
no additional design 
fees. Available in 1/8” 
cell by 1/4” or 1/2” thick 
honeycomb panels.

AS9100
ISO9001

Visit our website or contact us for more information and samples.

www.spira-emi.com

Special  Advert is ing Sect ion
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“A rose by any other name would stink.”
– Kenneth Adamson

We have all seen advertising copy for test equipment 
manufacturers’ “EMC receivers” and “EMC 
test services” provided by commercial EMI test 

facilities. While we know what the aforementioned receiver 
does, and what sort of services the test facility supplies, 
the nomenclature is wrong and is symptomatic of a deeper 
problem.

In this article, we examine defense and aerospace EMC 
practices, and compare/contrast these processes with those of 
other market sectors.  EMI vs EMC nomenclature is a good 
introduction.

Per ANSI C63.14 we control electromagnetic interference 
in order to achieve the desired state of electromagnetic 
compatibility: 

EMI: “Any electromagnetic disturbance … that … degrades 
… performance of electronic or electrical equipment.”

EMC: “The capability of electrical and electronic systems, 
equipments, and devices to operate in their intended 
electromagnetic environment … without … unacceptable 
degradation as a result of electromagnetic interference.”

Requirements controlling EMI characteristics such as CISPR 
22, CISPR 25, RTCA/DO-160 and MIL-STD-461 are means 
to an end. That end is electromagnetic compatibility between 
devices qualified to these standards and between them 

and radios. Conjointly, EMI requirements are not an end 
in themselves. Any device with an FCC Part 15 sticker has 
a disclaimer to the effect that, “This device may not cause 
harmful interference...” This is the desired end result - EMC. 
If the device does cause interference (despite having met its 
EMI requirements), the user is advised to separate culprit and 
victim, and as a last resort, shut the culprit off: the licensed 
user of the spectrum has priority over the unlicensed polluter.

The bottom line is that standards controlling EMI are 
one of the tools by which we achieve EMC and EMC is 
demonstrated, if at all, on the integrated system, which is 
typically a vehicle that drives, sails (above or below the sea) or 
flies (within or above the atmosphere). Equipment designed 
for use in homes, offices, and factories don’t have a specific 
installation, and there is no EMC check for such equipment. 
EMI requirements to which they are subjected are the sole 
qualification relative to EMC. Hence, it is not surprising that 
this market segment most often fails to properly distinguish 
between EMI and EMC.

Integrated vehicles are functionally evaluated – EMC tested –  
ensuring that each subsystem operates properly as part of 
the greater whole, acting as neither a source of nor a victim 
to EMI within the vehicle. Separately, the entire vehicle 
is subjected to external stresses such as steady-state and 
transient electromagnetic fields, and the subsystems must 
operate properly. “Proper operation” might include graceful 
degradation, such as anti-lock brakes becoming purely 
hydraulic brakes with no electronic control.

EMI vs. EMC 
What’s in an 
Acronym?
BY KEN JAVOR
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Revoluti onizing the Industry Schlegel Style 

Schlegel Electronic Materials has been a global leader in the design and producti on of EMI shielding 
products since 1987. Initi ally, with the inventi on of the Conducti ve Fabric Over Foam core gaskets, 
we have now created  more than 300 Profi les from gaskets with PSA to a myriad of clip on and pop fi t 
gaskets made with a variety of conducti ve fabrics designed to meet your low and high shielding performance 
requirements. Schlegel revoluti onized the approach to simple and complex shielding challenges in electronic 
devices for automoti ve, avionics, medical, computers, telecommunicati ons, military and commercial equipment.  
 
Today, Schlegel Electronic Materials as a world leader in the supply of a diverse range of EMI shielding products,  
now off ers a complete line of shielding products which includes;

SEM, Inc 
1600 Lexington Ave, Suite 236A 
Rochester, NY 14606 USA
Tel:  +1 585-643-2000
www.schlegelemi.com

SEM Belgium bvba
Slijpesteenweg 28 
8432 Middelkerke (Leffi  nge) 
Belgium 
Tel:  +32 59 560 270

SEM (Far East), Ltd.
Unit 3, 3/F, Block A 
New Trade Plaza 
6 On Ping Street 
Shati n, N.T., Hong Kong 
Phone:  +852 2686 9872

MEETING THE CHALLENGE

In additi on to all these products and capabiliti es, SEM prides itself on providing an unsurpassed 
level of service to its customers. Our SEM’s “FAST TRACK” sample response ensures that you get what 
you need, when and where you need it. Samples are available upon request. Schlegel EMI off ers 
Halogen Free gaskets as well. All products are RoHS and REACH-SVHC compliant. SEM US is also ITAR Certi fi ed.

With Global manufacturing capabiliti es in the US, China and Europe…. Schlegel Electronic Materials conti nues to set 
the standard for quality and innovati on and is prepared to support rapid prototyping and producti on on the turn of 
a dime on a global basis.

• Thermal Interface Materials- OpTIM- Now with a 
Thermally conducti ve non-silicone gap pad fi ller OP6200 and 
Thermally & Electrically conducti ve Nickel graphite OP-400.

• ORS-II- A patented broadband shield material for high and 
low frequencies applicati ons

• Conducti ve Tapes, including our Mask and Peel for masking 
during powder coati ng operati ons. It also provides galvanic 
compati bility and a highly conducti ve pathway to bare metal 
surfaces. CMP tape has no sharp edges, is very easy to work 
with and is cost eff ecti ve.

• DynaShear & DynaGreen (Halogen free structure)- highshear 
force capabiliti es designed to replace more expensive and 
less eff ecti ve fi ngerstock. The Dyna-Shear and Dyna-Green 
line of products, with its unique dimensional constructi on are 
designed to perform beyond 40GHz

• Shielded Windows- SEM supplies high quality opti cal fi lters 
and fascia panels. These products are manufactured to suit 
individual customer requirements or specifi cati ons and can 
be made from Allyl carbonate, Acrylic, Polycarbonate and 
Glass.

• Board Level Shields- PCBA cover and fence applicati ons or 
custom made using diff erent fi nishing and standard materials 
as Stainless Steel or Steel with Tin-plated.

• Transformers (Switching, Audio, Current Sense, Laminated 
and SMD Switching transformers, choke coil, Line fi lter/
common mode choke and SMD Power inductors. LED’s and 
Power supply applicati ons

• Conducti ve FR and Non-FR Foams ideal for I/O gaskets and 
RFI Connectors (backplanes, Ethernet ports) available in fi ve 
diff erent thicknesses. Fire Rated and Non-FireRated

• Fabric over Silicone gaskets feature over 70 dB att enuati on 
at 40 Ghz (SEM Strip line method) for high temperature 
applicati ons (only rectangular profi les)

• Oriented Wire in Silicone is available in both solid and 
sponge silicone, with aluminum or Monel embedded wires. 
It comes in sheet and strip forms or rule die cut with or 
without PSA. Custom orders upon request.

• Conducti ve silicone Elastomers are available in sheets, 
extruded, molded or die-cut forms- From D-shapes to 
O-rings.

• Environmental and EMI hybrid EEH Series gaskets have been 
specially designed to provide environmental sealing as well as 
EMI Shielding for outdoor electronic cabinets.

• I/O gaskets- Custom made I/O gasket with an excellent lead 
ti me

• EMI Fingerstock gaskets off er good performance and yield 
superb electrical spring contact within this industry.

• Fabric over foam gaskets now with more than 300 profi les. 
Diff erent shapes, heights, widths, fabrics & foams available.

http://www.schlegelemi.com
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Most importantly for this discussion, 
vehicle antennas will be interrogated 
by an EMI receiver looking for signals 
coupled to that antenna in-band to the 
receiver. On an automobile, that would 
mean 530 - 1710 kHz and 87.5 - 108 
MHz at the point where the coaxial 
transmission line disconnects from 
the AM/FM receiver, and perhaps the 
“shark fin” antenna used for satellite 
reception. On a military aircraft, 
in contrast, there could be such 
measurements from 0.15-1.99 MHz 
(ADF), 2-30 MHz (hf ), 30-88 MHz (vhf-
FM), 108-152 MHz (vhf-AM, with both 
air navigation aids and communications 
residing in this band), 225-400 MHz 
(uhf-AM), 960-1215 MHz (TACAN), 
and perhaps others as well.

Such testing is the ultimate high fidelity EMC check, because 
the test set-up is the installation. All EMI standard test set-ups 
are approximations of expected installations, whether vehicle, 
home, office, or plant, and at best provide an upper bound of 
what would be expected to be measured in situ.

Along these lines, I like to quote a forerunner standard to 
MIL-STD-464, which is the present day military standard for 
electromagnetic effects that apply to a vehicle procurement. 
The 1967 vintage MIL-E-6051D, “EMC Requirements, 
Systems,” paragraph 3.2.4.1, “Subsystems and Equipment,” 
opens as follows: “Unless otherwise specified in the contract, 
subsystems/equipments shall be designed to meet the 
requirements of MIL-STD-461 and MIL-STD-462. Since 
some of the limits in these standards are very severe, the 
impact of these limits on system effectiveness, cost, and 
weight shall be considered…”

The importance of this paragraph cannot be overstated. 
The essence of system engineering – any engineering – is 
tradeoffs. In vehicle engineering, we can review EMI test data, 
and decide if out-of-tolerance signatures allow an acceptable 
level of EMC. Often we do that by test – for instance, by 
installing equipment with excessive radiated emissions (RE) 
in the vehicle and monitoring the antenna band wherein the 
offending signals reside to see if they do in fact couple into 
the receiver, or if the installation provides enough isolation 
via shielding, shading and distance between equipment and 
victim antenna to eliminate the potential for interference.

Vehicle EMC engineers can do all this because EMI 
qualification testing occurs after a contract has been signed 
between equipment vendor and integrator. Integrator and 
vendor can collaboratively find an optimal solution for 
“system effectiveness, cost, and weight” and schedule. The 

© Lushpix / www.fotosearch.com Stock Photography

process can be bumpy, but it does work, especially within the 
military-industrial complex.

In the consumer marketplace, where FCC or European Norm 
or other national laws require passing EMI requirements 
before placing products on the market, there is no flexibility: 
the limit is the law. Therefore an extreme amount of attention 
is placed on measurement repeatability/uncertainty. A level 
playing field – irrespective of where a device is tested, or 
by whom – is an economic sine qua non (without which, 
nothing). Tight uncertainty requirements supporting 
repeatability requirements such as the +/- 4 dB normalized 
site attenuation for RE testing and the -0, +6 dB tolerance 
for the electric field immunity test uniform field area require 
more expensive test sites and more complex procedures than 
those required for equipments slated for vehicle usage. Two 
factors differentiating facility costs are the degree to which 
reflections are controlled, and separations between antenna 
and test sample, which drive chamber size.

It is commonplace to contrast military vs. commercial EMI 
test practices, but that is not a fundamental distinction. 
Commercial aerospace and automotive EMI test practices 
have much more in common with military practice than they 
do with qualification of consumer items on open area test 
sites (OATS) or in fully or semi-anechoic chambers (FAC/
SAC). The fundamental difference is installation in a vehicle 
(usually metal) vs. equipment slated for use in homes, offices 
and industrial plants. EMI testing of equipment installed 
in vehicles requires acknowledgment of the immediate 
proximity of electrical ground (vehicle structure) and the 
possibility that vehicle antennas will be placed nearby culprit 
electrical noise generators. Neither of these are the case for 
non-vehicle equipment. Or more precisely, it is quite possible 
in the home, office or factory that someone may try to listen 

http://www.incompliancemag.com
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to or watch a broadcast program or receive a wireless phone 
call and find that some device in the receiver’s vicinity is 
causing interference. But it is under their control to increase 
culprit and victim separation, when the problem usually goes 
away. Separations up to three meters are deemed under the 
control of the Class B equipment end user, and separations 
up to ten meters are assumed under the control of the Class A 
end user.

Three or more meter separations coupled with RE control 
starting at 30 MHz and radiated immunity starting at 80 MHz 
happily allow for EMI measurements under far field, or nearly 
far field conditions. 

Automobiles, aircraft and even large ships cannot guarantee 
such separations, and must impose one-meter RE 
measurements. Not all antenna-culprit separations will be 
precisely one meter, and while one-meter measurements are 
not scalable as are far field measurements, the vehicle EMC 
process does not stop at the one-meter measurement.

An example of the full vehicle EMC process offers insight into 
the fundamental differences between vehicle and non-vehicle 
EMI qualification. Medical devices designed for hospital use 

are needed in air ambulances. Part of ambulance qualification 
is EMI/EMC. The equipment in question already meets all 
medical device certifications, as it is commercially available 
and used in hospitals. But when re-qualified to aircraft EMI 
requirements, involving antenna-test sample separations of 
not three meters or more, but instead one meter, these devices 
often fail. Because the intent is to use existing off-the-shelf 
equipment, design modifications are undesirable and to be 
avoided, if at all possible.

When RE failures against the equipment limit are found, it 
is standard operating procedure to place the device in the 
aircraft and monitor aircraft antennas covering the failing 
frequencies with a spectrum analyzer, looking for evidence 
of excessive coupling. This is nothing new; the technique has 
been included in MIL-STD-464 since its inception in 1997. 
It is only the application to equipment neither designed for 
vehicle use, nor permanently installed in a fixed location 
within a vehicle that is different.

If the RFI signal measured at the aircraft antenna is deemed 
low enough to not be a problem, then the equipment-level 
EMI test failure does not force redesign. If the level measured 
at the vehicle antenna is too high, redesign is indicated 
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despite the previous far field qualification for hospital use. 
One-meter re-qualification is necessary despite the previous 
qualification involving far field testing (three or ten meter), 
despite persistent voices calling for a single unified far-field 
test approach for EMI testing, which comes from the OATS/
FAC/SAC faction.

Were we to accept the oft-repeated superiority of OATS/
SAC/FAC measurements and replace vehicle type one-meter 
measurements we would at our peril violate basic physical 
laws. While far field measurements are attractive for deriving 
analytical relationships between various circuit parameters 
and the resultant electromagnetic field, these predictions are 
not useful to vehicle integrators working in the near field.

Electric field structure is qualitatively, not just quantitatively 
different at one meter than at three and beyond. In close, we 
measure not only radiating signals, which are also picked up 
farther out, but in addition, inductive or quasi-static fields 
which do not propagate into the far field. On vehicles where 
the separation between culprit emitter and victim antenna is 
much closer than three meters, three meter and farther out 
measurements do not protect against interference.

The traditional automotive whip antenna used in the AM 
& FM broadcast bands is a good example. In the far field of 
a wire radiator, the electric field will be parallel to the wire, 
assuming the wire is long enough to develop a potential 
drop across its length. For other than a large ship or very 
large aircraft, this can’t happen in the AM band, only at FM. 
But in close, whether AM or FM, there is a non-radiating 
electric field component that starts on the wire and ends on 
the ground plane beneath it, due to the potential on the wire 
relative to ground. It cannot propagate, because the magnetic 
field associated with that wire circulates around it, and is co-
directional with it. Electromagnetic energy only propagates 
when electric and magnetic field vectors are at mutually non-
zero angles (Poynting’s theorem).

If that whip antenna can be one meter from a noisy cable, 
then the EMI test has to also place the antenna at one-meter 
separation.

Then there is the issue of separation between test sample and 
ground plane. In the typical vehicle installation, equipment 
bonds directly or indirectly to vehicle structure. The EMI test 
simulates this with a tabletop ground plane mounted 80-90 
cm above floor height. On an OATS or in a SAC/ FAC, the test 
sample is 80 cm above the floor ground plane, with at most 
a green wire connection to it. Including a tabletop ground 
plane on an OATS or in a SAC/FAC destroys the anechoic 
properties of the facility, and those who advocate for OATS/
SAC/FAC use also advocate for removal of the tabletop 
ground plane.

But the tabletop ground plane five centimeters below test 
sample attached cabling is worth up to 20 dB in reduced cable 
radiation efficiency for emission work, and something similar 
in terms of the effective aperture of test sample-connected 
cables during immunity/susceptibility testing. Especially 
for automotive use, where unshielded cables are the norm, 
meeting very stringent radiated limits one meter away in the 
absence of that ground plane is at best impractical.

It is presuming to insist on OATS and SAC/FAC type 
measurements in lieu of one-meter measurements for 
vehicle equipments. The comparison is apples and oranges. 
Considering not only (vehicle) equipment EMI testing, but 
also on-vehicle EMC assessment, including the super-hi 
fidelity check of RE coupling to vehicle antennas, it is clear 
that the overall vehicle EMI/EMC program efficiently does 
exactly what is needed.

Finally, there is the issue of protection of off-vehicle 
receivers. Automobile-level RE limits are imposed at ten 
meters to protect radios operating near roadways. Army 
ground vehicle-level RE limits impose control at one meter, 
to protect radios in a tactical operations center adjacent to 
which the vehicle might be parked. Some military aircraft 
impose RE control at one nautical mile to protect against 
aircraft detection by hostiles.

The simple conclusion is we test things the way we use them. 
It is always better to separate noisemakers and sensitive 
receivers, and when we can separate them we do, but when 
we can’t, then we have to assess the potential for  
EMI at the separations we expect in actual use.

To demand that vehicle equipment-level EMI testing adopt 
SAC/FAC/OATS type methods is akin to the old joke about 
looking for lost car keys not where they were dropped in a 
dark alley, but a block away under a street lamp, because it is 
easier to see there. 

Ken Javor has worked in the EMC industry 
over thirty years. He is a consultant to 
government and industry, runs a pre-
compliance EMI test facility, and curates the 
Museum of EMC Antiquities, a collection of 
radios and instruments that were important in 
the development of the discipline, as well as a 
library of important documentation. Mr. Javor is an industry 
representative to the Tri-Service Working Groups that write 
MIL-STD-464 and MIL-STD-461 (the “G” effort presently 
underway). He has published numerous papers and is the 
author of a handbook on EMI requirements and test methods. 
Mr. Javor can be contacted at ken.javor@emccompliance.com.
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Intentional RF transmitting devices seem to be everywhere.  
Smart phones, tablets and similar devices provide the 
ability for users to be connected to the internet any time, 

from any location using nearly any device.  Other than the 
Boundary Waters Canoe Area Wilderness and the inner 
canyon of the Grand Canyon, it may be difficult to find any 
location without WiFi available. RFID tags and transponders 
are used for inventory in retail stores, monitoring the location 
of equipment of all kinds and tracking patients in medical 
settings. We even see active RFID tags imbedded in electronic 
equipment undergoing EMC testing. (The experienced EMC 
professional can probably imagine the challenge this practice 
creates during an RF emission test!)

A sampling of transmission systems is 
shown in Table 1.

No doubt, the great expansion 
of this technology has improved 
society in many ways. The benefits 
of these devices are quite significant. 
An unintended side effect of the 
proliferation of transmitting devices, 
however, is the increased potential for 
malfunctions of electronic equipment 
in operation close to where the 
transmitters are used. Not only are 
more transmitting devices in use in all 
environments, the separation between 
any given transmitter and equipment 

that may be affected is generally decreasing. The separation 
distance is often uncontrolled with separations of a few 
centimeters not being uncommon. Contrast this proximity 
with the several meters or more of separation typical in the 
days before the use of portable devices with transmitters 
became so prevalent.

The types of equipment that may be adversely affected  
is nearly endless, including desk-top computers, point-of-
sale terminals, gas pumps, vehicle control systems,  
computer systems and other portable electronics, to  
name just a very few. 

A Challenge of  
Portable Radio 
Transmitters  
Used in Close Proximity

BY JOHN MAAS

Transmission 
System

Frequency Range Typical RF Power Access Technique/
Modulation

TETRA/TETRAPOL 380 to 676 MHz 
(not continuous)

10 W (RMS) TDMA, FDMA, 
DQPSK

GSM 824 to 1901 MHz 
(not continuous)

1 or 2 W AM, PSK

DECT 1.88 to 1.9 GHz 250 mW GMSK

UMTS 1.92 to 1.98 GHz 250 mW QPSK

WLAN 2.4 to 2.835 GHz  
5.15 to 5.725 GHz

100 mW  
1 W

OFDM

Bluetooth 2.4 to 2.4835 GHz 100 mW FHSS

LTE 790 to 862 MHz  
2.5 to 2.69 GHz

OFDMA, SC-FDMA

Table 1: A sampling of transmission systems
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This new-world reality creates some interesting challenges and 
opportunities for EMC professionals. What are the devices 
we must consider as sources of interference? What devices 
need to be hardened against new or changing interferences? 
How do we determine adequate immunity levels? Are existing 
test methods and standards sufficient? If not, are wholesale 
modifications required, or can existing standards be used 
with some (minor?) modifications? Which characteristics 
of the transmitted signals are important to the evaluation of 
disturbance potential?

These questions, and more, are being considered in multiple 
segments of industry, including standards developing 
organizations and various user segments. This article will 
explore some of the aspects of this situation, including the 
possibility of developing a new international test standard 
focused on close proximity immunity. The challenges that will 
need to be addressed to provide repeatable, meaningful test 
results will be explored. 

ANOTHER STANDARD?

One may ask why do we need a new test standard for 
this phenomenon. IEC 61000-4-3 covers immunity of 
electronic equipment to radiated RF electromagnetic energy, 
establishing both test levels and test procedures. The current 
edition of this standard even states “Particular considerations 
are devoted to the protection against radio-frequency 
emissions from digital radiotelephones and other RF emitting 
devices.” [1]. IEC 61000-4-21 includes a detailed description 
for the test setup, chamber validation procedure and test 
procedures required to perform radiated immunity testing in 
a reverberation chamber [2]. IEC 61000-4-20 provides details 
for performing immunity tests on in-scope equipment in 
transverse electromagnetic (TEM) devices. [3]

These standards are excellent documents for their intended 
purposes and certainly can be used to simulate disturbances 
created by portable transmitters used at distance from 
equipment potentially suffering interference. They may not 
always produce a satisfactory characterization of equipment 
immunity to portable transmission sources used within a very 
short distance, say 20 cm or less. Test limits in the range of 
3 to 10 volts/meter are typical when the disturbance source 
is a fair distance away. However, field intensities in close 
proximity to smart phones can be 100 volts/meter or more. 
Some equipment manufacturers and users reduce the risk of 
interference by specifying minimum separation distances that 
must be maintained between their equipment and portable 
transmitters. A typical specified separation distance is in the 
range of 1 to 3 meters. At the same time, we are seeing a move 
toward having service personnel use their smart phones very 
close to installed equipment while performing service. A 
practice gaining popularity is to place QR codes on equipment 
covers for service personnel to scan for accessing service 

information related to the equipment. Doing so while keeping 
smart phones 3 meters from the equipment would be, shall we 
say, a challenge.

Multiple industry segments have highlighted the problems of 
trying to use these existing standards to evaluate immunity 
of equipment to cell/smart phones used in close proximity. 
Notably, the automotive industry and the medical device 
industry have raised concerns with the suitability of existing 
test methods that could be used for this purpose. Groups 
within these industry segments reached the conclusion that 
the existing RF immunity test standards do not represent the 
close-proximity electric and magnetic field characteristics 
accurately enough and could produce results that are not fully 
in line with malfunctions created by interference sources used 
in close proximity in real-world situations.

The concerns raised by these groups helped initiate a new 
project in IEC to develop a new basic standard for immunity 
to devices used in close proximity. This project is in its early 
stages in Working Group 10 (WG10) of IEC SC77B. 

WG10 is considering all aspects of interference caused 
by portable transmitting devices in close proximity and 
comparing them with characteristics of existing standards to 
determine where those standards are a good match and where 
they are not appropriate. The characteristics that need closer 
scrutiny include:

•	 Field strengths very close to cell/smart phone versus 
common test levels

•	 Input power levels required for achieve those very high 
field strengths

•	 The significance of using near field sources as opposed to 
far field sources

•	 The significance of the source type, such as electric field or 
magnetic field and

•	 Modulation schemes.

One of the first things we considered was whether the existing 
IEC standards could be used for this purpose, either wholly or 
in part. 

EXISTING STANDARDS

The practice of using a linearly polarized antenna to create 
a uniform field area (UFA) in which the equipment being 
evaluated is immersed is described in IEC 61000-4-3. The 
standard states its test methods can be applied up to 6 GHz 
and that disturbances from portable transmitting devices such 
as cell phones have been given consideration. The method of 
independent test windows facilitates testing at frequencies 
greater than 1 GHz, the frequency typical for many types 
of portable transmitters. These factors certainly seem to 
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indicate this standard could be used to test for immunity to 
disturbances from portable RF transmitting devices. Some test 
labs have had good experience in doing just that. However, 
the input power levels required to establish field strengths 
on the order of 100 volts/meter can be quite large. They are 
possible to achieve, but large. For the independent windows 
method, the test distance between the transmitting antenna 
and EUT is 1 meter. Consequently, this method does not 
reproduce the near-field effects that exist in real-world close 
proximity situations. In some cases, not reproducing the near-
field effects may not be an issue, particularly for equipment 
where the intensity of the disturbances is the predominant 
effect. In such cases, IEC 61000-4-3 could be applied. Where 
this is not so, a different test method and standard would be 
needed.

Reverberation chambers can be used to immerse the 
equipment under test (EUT) in a field that is statically 
isotropic, homogeneous, unpolarized and uncorrelated. As 
described in IEC 61000-4-21, the entire EUT is exposed to 
simulated disturbances without the need to rotate the EUT 
or to move the transmitting antenna to multiple, discrete 
positions. Fairly high field strengths can be generated 
using moderate input power levels, thereby avoiding input 
power level concern when testing according to IEC 61000-

4-3. Similar to the practice of using a linear antenna to 
generate a uniform field area, the near-field effects that 
happen when the transmitting device is very close to the 
equipment experiencing interference are not reproduced in a 
reverberation chamber. 

Based on the analysis that is summarized briefly here, the 
current position is that these standards certainly can be 
used to evaluate the immunity of equipment to interference 
from portable transmitting devices, including cell phones. 
However, they are best suited to evaluate situations when the 
transmitting device is far enough away that it would not be 
considered as being used in “close proximity.” Therefore, an 
independent standard defining a test method that more fully 
replicates the particular characteristics of disturbances from 
transmitting devices used in close proximity to the equipment 
suffering interference and can be used when the test methods 
in the existing standards is not appropriate, adequate or 
sufficient should be developed.

TEST METHODOLOGY AND CHALLENGES

One of the challenges to be worked through is how to define 
what it means for the transmitting device to be in close 
proximity to the equipment experience the disturbance. We 
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could consider the transition from near field to far field, 
the intensity of the disturbance signal, an arbitrary physical 
separation or some other characteristic. However it is defined, 
this characteristic is important to establishing all the technical 
details in the standard.

An international standard must meet certain formal and 
informal criteria before it can be published and put into use. 
This requirement is especially true for a basic standard that is 
likely to be applied to a wide variety of equipment types. Test 
methods that are perfectly acceptable for a small, hand-held 
device may be totally impractical and produce questionable 
results for large industrial equipment. The people tasked with 
writing the standard must always keep in mind the bigger 
picture, considering how the standard may be used, the types 
of equipment that are likely to be evaluated against it and the 
state of the art in test equipment and the disturbance sources 
the standard intends to simulate.

The future standard is in the early stages of development. The 
work so far has identified some possible test methodologies 
as well as a number of issues that must be resolved before 
publication.

The test method being considered is based on the concept of a 
small RF coupler or antenna being scanned across the surface 
of the EUT. The coupler would be located some small distance 
away from the EUT surface, perhaps on the order of a few 
centimeters. To aid in repeatability of test results, the surface 
to be tested would be divided into a rectangular grid pattern 
and the coupler moved in discrete steps according to the size 
and shape of cells in that grid. See Figure 1 for an example 
of how the EUT may be partitioned into test grids. The RF 
coupler shown is intended to be of generic design and not an 
indication of what an actual coupler would be.

The test is conceptually simple, but some specific details are 
not quite so simple to develop. The details that need to be 
resolved before a useful basic test standard can be published 
include the following.

Defining the RF coupler
The coupler could be defined in terms of its electrical or 
mechanical parameters. It needs to be defined in a manner 
that allows commercial production by multiple suppliers. 
Facilitating construction by individual test laboratories could 
be considered as well. It must be able to withstand the input 
power needed to meet expected test levels. Some degree of 
uniformity of the field generated is also a must. Given the 
wide frequency range that must be considered, which could 
include approximately 800 MHz to 6 GHz, it is likely that 
multiple couplers would be needed. The definition would 
need to support this practical reality.

Calibration or verification of the RF coupler
Verifying that the RF coupler is functioning is not likely to be 
a major challenge. Defining a calibration procedure that will 
satisfy the rigors of laboratory accreditation requirements will 
probably be more difficult, not to mention essential to the 
reproducibility of test results.

Establishing a level-setting procedure
Given that the RF coupler will be placed very close to 
reflecting surfaces that may be very large relative to the size 
of the coupler, the effects of reflections from those reflecting 
surfaces must be considered. Can test levels be established 
in an environment with no reflecting surfaces nearby? Can 
forward power to the coupler be used as the test level without 
regard to effects from the reflecting surfaces under test?

Test time
Stepping the RF coupler across the surfaces to be tested will 
take some time. The amount of time, of course, depends on 
the size of the cells in the rectangular grid and the total size of 
the surfaces to be tested. Larger cells will reduce test time but 
must be balanced against the uniformity of the field radiated 
by the coupler. Add in a number of discrete frequencies or 
multiple frequency ranges, and the time required for the test 
can be very long, especially for large equipment being tested. 
One estimate for a full rack of computer or telecommunication 
equipment pegged test time in terms of days not hours.

Modulation schemes
Traditionally, amplitude modulation (AM) with a 1 kHz 
tone has been used for RF immunity testing. Evaluations 
and experiments have shown that AM sufficiently predicts 
performance for many other modulation signals. Is this 
still true given the large number of different modulation 
schemes being employed in RF transmitting devices today? If 
additional modulation schemes will be required, which ones 
need to be used and how do we decide how many difference 
schemes are necessary and sufficient?

CONCLUSION

Technology – isn’t it grand? As technology evolves at a pace 
that seems only to get quicker, society reaps many benefits 
and improvements to daily life. For new technologies and 
applications to continue providing benefits, the unintended 
consequences must be considered. The test methods and 
associated standards for quantifying the effects of unintended 
consequences must also be examined and, in some cases, 
evolve along with the technology.

The proliferation of portable intentional RF transmitting 
devices is one of those shifts providing significant benefits 
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and the potential for undesired consequences. The standards 
community recognizes these consequences and the need for 
test standards to evolve to address them. The future standard 
for close proximity immunity testing will be one more tool 
in the EMC professional’s toolkit to facilitate a seamless 
transition and enable progress well into the 21st century and 
beyond. 
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What determines how effective a cable shield is going 
to be? And how does the decision to ground or not 
ground a shield impact its effectiveness? 

Fortunately there is a well-developed theory of shielding, 
which will be discussed as a way to get a general 
understanding of what can be expected of shield performance. 
But there’s more to it. The manner in which the shield is 
terminated can significantly affect its effectiveness, as we shall 
see.

THE THEORY OF SHIELDING

A model of the physical environment
The theory of shielding starts with a model of the physical 
environment of the shield. The model assumes that the cable 
is jacketed, so that a shield is not in 
contact with a ground plane anywhere 
except possibly at the ends. That being 
the case, a transmission line is formed 
by whatever ground plane exists and 
the outside of the shield. Likewise the 
inside of the shield and the conductors 
enclosed also form a transmission line. 
Thus what we have is two transmission 
lines coupled by the leakage through 
the shield (see Figure 1). 

The coupling of the inner and outer 

transmission lines is characterized by a mechanism called 
surface transfer impedance, Zt. In most installations the 
shield, and hence the outer transmission line, is shorted to 
ground either at both ends or one end, shown schematically in 
Figure 2, by the switch SW being closed or open respectively.

The inner conductors are terminated at each end in some im-
pedance, which when measurements are done, is generally an 
open, short or matched load. 

A model of the electrical environment
If the shield is terminated at both ends, current can flow along 
the outside of the shield. This current can be due either to 
ground loops caused by the grounds at the ends of the cable 
being at different potentials (Vd), or it can be due to induction 
from external fields, or both. In either case the external 

Things You May 
Not Have Heard 
About Shielding
BY AL MARTIN

Figure 1: The basic model of the physical environment
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shield current is coupled into the 
inner circuits via the surface transfer 
impedance, Zt. 

If the shield is terminated at only 
one end, the ground loop is broken. 
Current is limited to that which is 
induced to flow through the distributed 
capacitance between the outside of 
the shield and the ground plane (see 
Figure 3). 

The induced current may be small, in 
which case the important quantity is 
the voltage distribution along the cable. 
The voltage is zero where the cable is 
terminated, but can be high at the open 
end for frequencies where the cable 
exceeds one-tenth of a wavelength, 
because, at that point, it becomes a very 
efficient antenna. 

At the open end, there is capacitive 
coupling between the shield and the 
conductors of the cable due to the 
fringing capacitance Cf (see Figure 4). 
As the voltage across this capacitance 
can be high, a significant current can 
be coupled into the conductors of the 
cable through the fringing capacitance. 

So far we have considered a model of 
the physical and electrical environment 
of a shield. Now we need to consider 
the characteristics of a shield’s 
construction, and how that impacts 
shield performance.

Surface transfer impedance 
To begin with, let’s consider a cable 
grounded at both ends. To see how 
a cable grounded in that way works, 
we need to discuss surface transfer 
impedance. Simply stated, surface 
transfer impedance relates the voltage 
developed across circuits inside a 
shielded cable to currents flowing 
on the outside of the cable. Thus in 
Figure 2 with the switch closed, the 
current Ishield on the outside of the 
shield gives rise to V1 and V2 on the 
conductors inside the shield, via Zt.

Figure 2: The model of the physical environment including terminations

Figure 3: Model of a cable terminated at only one end

Figure 4: The basic schematic for coupling when one end of the shield is open-circuited

Figure 5: Basic configuration for calculating Zt
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So how do we determine what Zt is? Well, we can measure 
it, or we can calculate it. The measurement route has been 
described in [3], and an example will be shown later. The 
calculation route is worth discussing because it provides an 
insight to the physics involved.

We said earlier that the cable shield and the ground plane 
form a transmission line. We cannot say much about the 
general case of this, so for simplicity we’ll consider a coax with 
a ground plane wrapped around it, as shown in Figure 5. 
In this case, the shield and the ground plane form a coax (so 
we have a coax within a coax, often 
called a triax). This configuration can 
be achieved in practice for a jacketed 
shielded cable by pulling a braid over 
the jacket; which is often done for 
measuring Zt, as explained in [4].

Now let’s suppose a current is flowing 
along the outside of the shield. From 
Maxwell’s equations, this current 
will generate a travelling wave which 
has electric and magnetic fields, as 
illustrated in Figure 6. If the conductors 

have no resistance, the E-field (Er) is radial, and the H-field 
(HΘ) is circumferential (the TEM mode that some of you 
may be familiar with). However, since the shield has some 
resistance, the product of the current flowing on the shield 
and the shield resistance will generate an E-field EZ in the Z 
direction, so that the resultant E-field is no longer radial but 
“tipped” as shown in Figure 7 (page 38). 

Because the shield has a finite resistance, the EZ field does not 
vanish in the shield, but has a strongly decaying value as a 
function of the penetration depth (related to the concept of 
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“skin depth”), shown schematically in Figure 8. The EZ wave 
reaches some (greatly attenuated value) EZ(a) on the inside of 
the shield.

From circuit theory, EZ(a) is related to EZ(b) by the relations:

EZ(a) = ZaaIa + ZtIb

EZ(b) = ZtIa + ZbbIb

Where Ia is the current on the inside of the shield, Ib is 
the current on the outside of the shield, Zaa is the surface 
impedance of the shield inside, and Zbb is the surface 
impedance of the shield outside. Zaa, Zbb and Zt can be 
calculated from the physical properties of the case, e.g. 
Schelkunoff [1]. 

Rearranging the equations on the previous slide, the EZ(a) 
field at the inside of the shield can be expressed in terms of 
the current Ib and voltage EZ(b) at the outside of the shield as:

Ignoring the terms that are small

EZ(a) = ZtIb

The calculation route for Zt: Solid shields
A formula for calculating Zt was given by Shelkunoff as 

where RDC is the dc resistance of the shield, t is the thickness 
of the shield in centimeters, µr is the permeability of the shield 

relative to air, σr is the conductivity of the shield relative to 
copper, and f is the frequency in megahertz. Notice that Zt 
depends on frequency.

Inside the shield, EZ(a) drives a, basically, TEM wave (if the 
conductor resistance is small) that propagates along the 
conductors. The current Ia caused by the wave that travels 
inside the shield gives rise to voltages V1 and V2 across the 
terminations of the cable (see Figure 2). The amplitude of the 
current [and hence V1 and V2] depends on EZ(a) and Zt.

To see whether Shelkunoff ’s formula actually works, we made 
a measurement on RG402, a solid-shield coax [3]. The results 
are shown in Figure 9, where the terms short-short and short-
matched refer to two different methods of measuring surface 
transfer impedance. Figure 9 shows that Shelkunoff ’s formula 
is a good predictor of surface transfer impedance [and hence 
shielding effectiveness]. It also shows that, for a solid shield, 
shielding effectiveness keeps getting better as frequency 
increases.

The measurement route for Zt: Cables with 
braided (wrapped) shields
Braided shields behave differently from solid ones, due to 
the holes in the shield created during the braiding process. 
The situation is similar for wrapped shields, which look like 
slot antennas. The holes or slot couple the fields outside the 
shield to the fields inside the shield by mutual inductance and 
capacitance. Surface transfer impedance can be calculated 
for this case, e.g. see [2]. But it’s messy, in particular because 
it is hard to determine what the mutual capacitance and 
inductance are. 

Generally what is done is to produce a sample of the braided 
or wrapped cable, and then measure its Zt as a function 
of frequency (as a measure of shielding effectiveness). As 
an example, using a method developed to do this [3], we 
measured the Zt of RG-58U, a widely used coaxial cable. The 

Figure 7: Orientation of the fields for calculating Zt Figure 8: A wave with an EZ(b) component travelling on the 
outside of a shield, having a decaying component in the shield, 
reaching EZ(a) inside the shield
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result is shown in Figure 10. Notice that, in contrast to solid 
shields, Zt for a braided shield increases with frequency, and 
eventually becomes oscillatory. Wrapped shields in general 
show the same behavior as braided ones. 

An important point, as explained in [5], is that Zt increases 
to a first peak value as frequency is increased, and this peak 
is never exceeded as frequency is further increased. The 
frequency at which the first peak occurs depends on the 
length of the cable, and moves to lower frequencies as cable 
length increases. Indeed Zt can be plotted against the product 
of frequency and cable length. For example, a plot like the one 
in Figure 11 can be generated by fitting a curve to the peak 
values of the data plotted in Figure 10. 

Why this happens is explored further 
in [5] and [4], where the oscillatory 
behavior as a function of the length of 
the cable and frequency is discussed; 
and also why Zt reaches a peak value at 
some frequency, and then decreases as 
frequency is further increased. 

EFFECT OF A SHIELD ON 
WAVESHAPE

Regardless of how the braided or 
wrapped cable shield is terminated, it 
basically acts like a high-pass filter. The 
result is that a surge travelling on the 
inner conductors of a shielded cable 
will have a steeper rise-time than the 
inducing surge on the outside of the 

shield. As an illustration, the effect of a shield grounded at 
both ends on the frequency spectrum of a lightning surge is 
shown in Figure 12 (page 40). Here the frequency spectrum 
of a 4.5x77 negative first lightning surge has been multiplied 
by the Zt spectrum shown in Figure 11, assuming a 10 m long 
cable. Figure 12 shows that the low-frequency components of 
the surge are suppressed. The result is that the surge appearing 
on the inner conductors of the cable will have a steeper rise 
time than the surge on the outside of the shield. Note that 
a similar effect would occur if the shield were grounded at 
only one end, since the resulting capacitive coupling also 
suppresses the low-frequency components of the surge.

Figure 9: Example of Zt for a solid shield Figure 10: Example of Zt for a braided shield

Figure 11: Zt from Figure 10 plotted as the product of frequency and cable length
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THE EFFECT OF SHIELD TERMINATION

Having looked at shielding theory, there is the practical matter 
of how to terminate the shield. This decision depends on the 
environment in which the cable is installed. 

If a shield is terminated at only one end, a relatively high 
voltage may exist at the open end of the shield. Because a 
capacitance exists between the end of the shield and the cable 
conductors, electrical interference can be injected directly into 
the cable loads. The magnitude of this capacitance depends 
a lot on the installation, so it cannot really be calculated. The 
capacitive coupling is greatest at high frequencies, where the 
capacitive reactance is the lowest.

The argument has been made [6] that bonding a shield at 
only one end destroys its effectiveness, and there is some 
truth to it, especially at high frequencies, as shown in 
Figure 13 based on data in [7]. The implication of that remark 

is that a shield should never be bonded at one end only. But 
the remark was made in the context of saying that a properly 
designed system does not have ground loops – a condition 
that may not be achievable in practice.

As a note, the difference between the “no shield” and the 
“360o at one side” plots in Figure 13 is 18 dB at 1 mHz. 
Extrapolating this plot to 100 Hz [a pretty risky thin to do] 
leads to an estimated difference between the two curves of 63 
dB. So a shield grounded at only one end may have reasonable 
performance at audio frequencies, but not at broadcast radio 
frequencies and higher.

Grounding a shield at both ends eliminates the capacitive 
coupling problem and is most effective when the potential 
difference between the two shield terminations is low. In this 
case, the ground loop currents will be small, and the shield 
will have its maximum effectiveness, provided it is terminated 
properly. As pointed out in [6], proper termination is for the 
shield to be bonded at each end with a 360o termination. 
Figure 14 shows two examples.

If that is not done, much of the benefit of terminating a shield 
at both ends may be diminished or lost; for example, as 
shown in Figure 15 from data in [7]. Note the loss of shielding 
effectiveness when pigtails are used (see also [8]).

CONCLUSIONS

Back to the original questions: What determines how effective 
a cable shield is going to be? And how does the decision to 
ground or not ground a shield impact its effectiveness?

The theory of shielding gives a general understanding of what 
can be expected of shield performance, but the manner in 
which the shield is terminated also has a significant impact on 
the effectiveness of the shield. 

An important factor to consider 
is whether or not the grounds at 
opposite ends of the cable are at 
close to the same potential. If they 
are, ground-loop currents will be 
minimal. In this case grounding both 
ends of the shield is likely to give the 
best shielding performance. If the 
grounds are at substantially different 
potentials, ground-loop currents could 
be a problem, and in this case leaving 
one end of the shield unterminated 
may give the best overall shielding 
performance, providing that shielding 
against high frequencies is not an issue. 

Figure 13: The effect of terminating a shield at only one end

Figure 12: The effect of a 10 m RG-58 coax shield grounded at 
both ends on a 4.5x77 negative first lightning surge
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The decision to terminate or not 
terminate depends on the application. 
Unfortunately, there is no rule 
that applies to all situations, and 
an experiment is often required to 
determine the best way to terminate the 
shield. 
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Figure 14: Two examples of 360° shield termination

Figure 15: Loss of shielding effectiveness due to terminating the shield with pigtails
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It is well known (but often forgotten) that the concept of 
inductance, without defining a complete loop of current, is 
completely meaningless! 

Some books give inductance of a length or wire, some people 
talk about the inductance of a via, and still others talk about 
the inductance of ground braids, etc. All these discussions 
about inductance ignore the requirement for a complete loop 
before the total or loop inductance can be discussed in any 
meaningful way.

During our first electrical circuits classes as an undergraduate 
student in electrical engineering, we learn about the 
Kirchhoff ’s loop voltage law. This is a fundamental concept 
in electrical engineering where we sum the voltages around 
a loop. Partial inductance is a similar concept where we sum 
contribution around a loop to get the full answer. Recently, a 
well known EMC consultant told me that he felt the concept 
of partial inductance is too complex for the typical EMC 
engineer. I completely disagree! If someone understands 
Kirchhoff ’s voltage law, then the concept of partial inductance 
only adds a few extra terms.

Partial inductance allows a total loop to be broken into 
multiple branches. We can easily find the partial inductance 
of these individual branches based on the conductor 
dimensions. When assembled onto a closed loop, these 
branches contribute partial inductance, and the distances 
between branches contribute partial mutual inductances, and 
the complete loop inductance can easily be found, even if the 
various conductor sizes within the loop are different!

PARTIAL INDUCTANCE

The definition of inductance requires a current flowing in 
a loop. Without a complete loop, there cannot be inductance. 
Practical considerations, however, lead us to discuss the 
inductance of a part of the overall current loop, such as the 
(partial) inductance of a capacitor. This idea of discussing 
the inductance of only a portion of the overall loop is called 
partial inductance [4]. While the concept of inductance 
without a complete loop is meaningless, we can assume 
the current through a conductor will find a way to return 
to its source, even if we are not sure how that will happen 
initially, allowing us to calculate the partial inductance of that 
conductor. 

Partial inductances can be combined to find the overall loop 
inductance. For the simple case of a rectangular loop of wire 
where sides 1 and 3 
are parallel to each 
other and sides 2 
and 4 are parallel 
to each other (see 
Figure 1), equation 
(1) can be used to 
calculate the total 
inductance from the 
partial inductances. 
Note that the partial 
inductances from 
each leg of the loop 
are added, while two 

I’m Partial to 
Partial Inductance!
BY BRUCE ARCHAMBEAULT

Figure 1: Partial Inductance Components 
of Simple Rectangular Loop
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times the partial mutual inductances are subtracted to find the 
total loop inductance. 

 (1)

In each portion of the loop we assign a partial inductance 
value as well as partial mutual inductance between all parts of 
the loop.1 If the conductors have different sizes, that is not a 
problem to calculate the partial inductance values. Naturally, 
if the current follows a more complex path, 
additional partial inductances and partial 
mutual inductances will be needed.

The formulas to calculate the partial inductance 
and partial mutual inductance look a little 
messy (see appendix for the full formulas), 
if we make some simple assumptions that 
are typical of most cases, then the formulas 
are much simpler. When the length of the 
conductor is much longer than the wire radius, 
the partial inductance for a length of wire is 
given by (2). When the distance between the 
conductor is much longer than the conductor 
length, then the partial mutual inductance 
between a pair of parallel wires is given in (3). 

 (2)

where
l is the length of the conductor in meters
rw is the wire radius in meters.

 (3)

where
l is the length of the conductor in meters
d is the distance between wires in meters

USING PARTIAL INDUCTANCE

Examining equation (2), we can see that as 
the length of the conductor increases, so does 
the partial inductance associated with that 
conductor. Figure 2 shows how the partial 
inductance increases with wire length for 
a 1mm wire radius (calculated from (2)). 
Examining equation (3), we see the partial 
mutual inductance increases as distance 

between the wires decrease! Figure 3 shows examples of the 
partial mutual inductance (calculated from (3)) for 30 cm and 
50 cm lengths of wire.

We can use these charts and formulas to help understand the 
usefulness of partial inductance in helping reduce the total 
loop inductance. For example, if we take a 50 cm long pair of 
wires that are closely spaced, we can assume the contribution 
of the short segments at each end is very small compared to 
the main length, and so we’ll ignore them for this example. If 

Figure 2: Partial Inductance vs Wire Radius

Figure 3: Partial Inductance vs Separation Distance

1. In this case, we only show the partial mutual 
inductance of the parallel sections, since perfectly 
perpendicular conductors will not have significant 
mutual inductance.
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we start with both wires with a 1 mm radius, and separated by 
5 cm, then we have the following:

 (4)

If we increase the conductor radius for one of the wires to 
2mm, we get the following:

 (5)

Not a very impressive drop in total inductance after doubling 
the wire radius! However, if we go back to the initial wire 
radius, and decrease the separation between the wires to 2.5 
cm, we get the following:

 (6)

It should be no surprise that making the separation between 
the wires smaller, therefore reducing the loop area, had 
a more significant impact on the total inductance than 

dramatically increasing the wire radius. Partial inductance 
can be used to identify the impact of changing a portion of 
the overall current loop, thus allowing designers to have the 
greatest success in lowering total inductance.

SUMMARY

The concept of partial inductance is not difficult to 
understand and use. It is an extremely powerful concept that 
helps engineers more clearly think about inductance, and the 
contributions of conductor size and separation. When the 
overall loop is more complex than the simple example shown 
here, partial inductance can be used to find the contributions 
of all the various portions of the loop. When very complex, 
a computer program is often needed to calculate the partial 
inductance components, but the concept of partial inductance 
remains quite simple and yet very powerful! 
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APPENDIX

Full Formulas for Partial Inductance and Partial 
Mutual Inductance

(A1)

(A2)

where
l = length of wire (m)
r = radius of wire (m)
d = distance between parallel wires (m)

The concept of partial inductance is not difficult to understand 

and use. It is an extremely powerful concept that helps 

engineers more clearly think about inductance, and the 

contributions of conductor size and separation. 
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A common path to achieving compliance to 
the European Union’s (EU’s) EMC Directive 
2004/108/EC (which I shall call the EMCD here) 

takes many manufacturers down the route of utilizing 
a third-party EMC test laboratory to obtain EMC test 
reports for their products. This process was detailed in 
the article “Heading for the EU? Get Your Compliance 
Passport Ready1” appearing in the May 2013 issue of In 
Compliance.

However, it is important to understand that the EMCD 
contains no legal requirements for performing any EMC 
laboratory tests. 

This was also true of the original EMCD, 89/336/EEC, and 
will also be true for compliance with the future EMCD, 
2014-30-EC, which replaces the current EMCD on 20 
April 2016 (more on this below). 

Manufacturers are required to affix the CE marking to 
their products, and to do that they must first have created 
and signed an EU EMC Declaration of Conformity (DoC) 
which is based on the evidence of EMCD compliance 
contained within a Technical Documentation File (TDF).

As I will show later, there are two routes to declaring EMC 
compliance (sometimes called conformity to the EMCD), 
and it is the manufacturer’s choice whether his DoC 
relies entirely on all relevant harmonized standards (the 

Complying With 
the EU’s EMC 
Directive Without 
3rd Party Testing
BY KEITH ARMSTRONG

Standards Route), or uses just a few or none of the relevant 
harmonized standards (the EMC Assessment Route). 

Even when following the Standards Route, the DoC is 
effectively a legal statement by a manufacturer that: “if 
my product was tested to these harmonized standards, it 
would probably pass.” 

How a manufacturer obtains sufficient confidence to  
make this legal declaration is entirely up to that 
manufacturer, and should be documented (amongst  
other things) in the TDF.

Compliance with the EMCD certainly does not require any 
test reports from third-party EMC test labs. This is what 
makes it possible for many manufacturers of electronic 
products around the world to save time and money by 
testing in their own EMC labs. 

This also makes it possible for individual entrepreneurs, 
who might be working out of their garages (like Mr 
Hewlett and Mr Packard did when they first started)3 to sell 
their products in the EU without the high costs associated 
with EMC testing to standards. 

In fact, the same is true for most of the so-called  
CE Marking Directives – third-party testing is only a legal 
requirement in a very few EU Directives, and only then 
when dealing with especially dangerous products, e.g. 
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certain kinds of medical equipment; especially dangerous 
machinery such as chainsaws, bandsaws, etc.

I have often heard the EU’s single market described in the 
USA as Fortress Europe – when the exact opposite has always 
been true: the EU’s single market does not present any 
significant barriers of cost or delay to any equipment from 
anyone, anywhere.

OK, that’s enough background. Let’s get into the details!

To see how it is that manufacturers can comply with the 
EMCD without third -party testing, even without any testing 
at all, we need to understand how the EMCD works.

When we understand this, we will also understand that 
even passing third -party laboratory tests to all relevant EU 
harmonized EMC standards might not, on its own, ensure 
compliance with the EMCD. 

APPLYING THE EMC DIRECTIVE

The EMCD2 applies to both apparatus and fixed installations, 
with special legal meanings for both of these otherwise 

commonplace terms. Figure 1 shows that apparatus is treated 
very differently from fixed installations.

Apparatus is any electrical/electronic item that could  
cause or suffer EMI, and which is “made available for an  
end-user in the EU” for the first time (see later). It is 
important to understand that the EMCD applies to every 
individual item (e.g. individual serial numbers) – Chapter 2.2 
in [4] and Chapters 1.2 and 3.2.2 in [5] provide much more 
detail on this.

The EMCD also has a special category of apparatus “…
intended for incorporation into a given fixed installation, 
and not otherwise commercially available” (which most of us 
would call custom, bespoke, or one-off equipment) which can 
avoid having to be CE marked for EMC, although it then has 
to comply with other EMC activities.

EMC Benign equipment is excluded from the EMCD’s 
scope, and the official guide [5] contains a list of what is 
currently considered to be EMC Benign. As a general rule, 
EMC Benign equipment never contains any operational 
semiconductors (rectifiers, transistors, ICs, etc.) or 
thermionic valves, or makes sparks.

Figure 1: Applying the EMC Directive 
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Equipment that is only made available for the exclusive use 
of professional integrators in the construction of their own 
products, and which is not made available for end-users (even 
by distribution) is also excluded from the scope of the EMCD. 

However, such equipment will almost certainly have to be 
CE marked for compliance with an EU safety directive, such 
as the Low Voltage Equipment Directive [6], Machinery 
Directive [7], etc. This is one reason why a manufacturer 
should never assume EMC compliance when purchasing 
a CE-marked third-party product for incorporation into 
another product, system or installation. 

I have seen many large projects suffer greatly from major 
contractors making two big errors regarding EMC:

i. Mistakenly assuming that every item of equipment that 
carries a CE marking must perforce comply with the 
EMCD. This article describes three ways in which this 
assumption can be wrong, all of which are shown in Figure 
1:

a. When the equipment is EMC Benign

b. When the equipment is only supplied to professional 
integrators, whether it is manufactured in volume or 
custom-designed (e.g. as a subcontract)

c. When the equipment is custom-made for a particular 
end-user’s Fixed Installation

ii. Mistakenly assuming that an EMC compliant final system 
merely needs EMC compliance for its constituent parts, 
often called the CE + CE = CE approach (see later). 

Also exempt from the EMCD is radio amateur equipment that 
is not commercially available; aeronautical equipment covered 
by Regulation 1592/2002, and equipment covered by the 
R&TTE Directive (1999/5/EC). 

The new Radio Equipment Directive 2014/53/EU will replace 
the R&TTE Directive from June 12, 2016, at which time some 
of the equipment that used to be covered by R&TTE will 
instead come under the EMCD [2] and the LVD [6].

Equipment that has EMC aspects addressed in specific 
product Directives (e.g. medical devices, automotive, etc.) is 
only exempt from the EMCD to the extent covered by those 
other Directives. Unfortunately, this is widely misunderstood 
to mean they are totally exempt from the EMCD.

Apparatus that must comply with the EMCD when made 
available for an end-user in the EU may be advertised or 
exhibited before it is EMC compliant – as long as it is clearly 
marked as being non-compliant with the EMCD, and as not 
(yet) being available to end-users in the EU. 

EMC CONFORMITY OF APPARATUS 

The EMCD requires all apparatus to:

i. Comply with the Protection Requirements

ii. Undergo a conformity assessment procedure

iii. Have a TDF prepared and readily available for inspection 
by enforcement officials

iv. Be supplied with specified User Information

v. Have a signed EC DoC

vi. Carry the CE marking

Items i - v in the above list must be complete before the CE 
marking is applied (item vi).

All of the items i - vi must be complete before the apparatus is 
made available for the first time to an end-user in the EU (see 
2.2 in [4]). 

It is important to note that being made available to an end-
user for the first time in the EU, does not only mean new 
products. Used or second-hand products that are brought into 
the EU are also made available for the first time in the EU, and 
so have to comply with the EMCD no matter how old or how 
large they are. 

As already mentioned, the only exclusion to full compliance 
with the EMCD is for apparatus intended for incorporation 
into a given fixed installation, and not otherwise 
commercially available (see later).

THE PROTECTION REQUIREMENTS 

The Protection Requirements (Clause 1 of Annex I in [2]) 
state the essential legal requirements for compliance with the 
EMCD, using simple terminology in the hope (probably a 
vain one) that this will make it difficult for lawyers to interpret 
them in ways other than what was intended:

“a shall be so designed and manufactured, having regard to 
the state of the art, as to ensure that:

(a) The electromagnetic disturbance generated does not 
exceed the level above which radio and telecommunication 
equipment or other equipment cannot operate as intended;

(b) It has a level of immunity to the electromagnetic 
disturbance to be expected in its intended use which 
allows it to operate without unacceptable degradation of 
its intended use.”
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Who would ever want their products not to comply with 
these Protection Requirements? The costs of dealing with 
the resulting complaints (and the loss of possible future 
sales) would eat into the financial bottom line, making a 
manufacturer less profitable.

So even if there was no EMCD, the Protection Requirements 
above should still be applied to help reduce financial risks.

CONFORMITY ASSESSMENT IN GENERAL

Conformity assessment is specified in Annex II of [2], and 
requires an EMC Assessment that results in a TDF that 
demonstrates how it is that a product can claim compliance 
with the Protection Requirements. The TDF should cover all 
operational modes and all intended use configurations, and 
(as described in [1]) the amount of verification work required 
can be reduced by identifying the worst case combinations of 
configuration and operational mode – i.e. the ones that would 
cause the highest emissions or are the most susceptible to 
interference. See 3.2.1 in [5] for more information.

As I said earlier, there are two routes to conformity with  
the EMCD:

i. The Standards Route, which uses harmonized EMC 
standards – see 3.2.2 in [5]

ii. The EMC Assessment Route, which can use any standards 
or none – see 3.2.3 in [5]

CONFORMITY ASSESSMENT BY USING 
HARMONIZED STANDARDS

When following this Standards Route, the product’s DoC 
must list all of the relevant harmonized EMC test standards 
that apply to the product, which can be found in the official 
listing website at [8]. 

This route to EMC conformity requires that all these 
harmonized standards are correctly applied – but what does 
correctly applied actually mean? 

Clearly, one way is to have a third-party test lab perform all of 
the tests exactly as described in the relevant standards, with 
the EMC test reports forming the bulk of the TDF. If the test 
lab is accredited by a national accreditation body to perform 
a particular test, there is more confidence that the test will be 
done correctly. Unfortunately my experience (and that of 

VERSATILITY IN THE LIMELIGHT:
NSG 3060 – THE TRUSTED EMC 
IMMUNITY TEST SOLUTION

Teseq Inc.  Edison, NJ  USA
T + 1 732 417 0501  F + 1 732 417 0511
usasales.cts@ametek.com  www.tesequsa.com

Hundreds of users rely on Teseq’s NSG 3060 multifunctional generator system. 
The modular platform allows a costumer specific configuration meeting the 
needs of the most demanding EMC laboratories. The brilliant concept of combi-
ning a high contrast color touch screen display with a thumb wheel guarantees 
fast and simple operation. The NSG 3060 is designed for the world market, 
with convenient and intuitive operation. In addition to the traditional IEC requi-
rements, the NSG 3060 features ANSI / IEEE coupling modes and continuous 
monitoring of the EUT supply voltage. In conformance with ANSI / IEEE require-
ments, the peak surge level is automatically corrected for any phase angle and 
supply voltage – now that’s versatility!

NSG 3060 Highlights:
 Large color touch screen display
 Surge and Ring Wave pulse up to 6.6 kV
	 Telecom	surge	(10	/	700	μs)	up	to	7.7	kV
 Burst, Power Quality and Magnetic Field options
 ANSI and IEC coupling methods
 Extensive range of accessories
 Quickly launch tests from extensive Standards Library or User Test folders

mailto:usasales.cts@ametek.com
http://www.tesequsa.com


52    In Compliance   2015 Annual Reference Guide www.incompliancemag.com

EM
C

Complying With the EU’s EMC Direct ive Without 3rd Party Test ing

many others) is that not all national accreditation bodies are 
equal. 

Third-party testing has been very well described in [1], so I 
don’t need to go into it here. 

Some manufacturers (and not only the larger ones) have their 
own full-compliance EMC test labs, and some of them even 
have some/all of their tests accredited. These labs are generally 
best used just as if they were third-party labs, as described in 
[1]. 

(Interestingly, in-house test labs located in the same building 
as the design teams can pay back their original investment 
much more quickly than the usual business case predicts – I 
have seen one such lab payback in four months!)

However, as stated early on in this article, using the services 
of a third-party accredited test lab to correctly apply a 
harmonized standard to test exactly to the standard is not the 
only option when following the Standards Route.

The correct application of a harmonized standard, actually 
means that a manufacturer has done enough homework to 
have sufficient confidence that if the product was fully tested 
in an EMC laboratory that was accredited to test to that 
standard – it would pass. 

Let’s be perfectly clear on this: correct application does 
not mean that the product has actually been tested to that 
standard, only that – if it was tested at some future time – it 
would pass. 

The EMCD leaves manufacturers totally free to decide on the 
amount and quality of EMC testing they do themselves, or 
have done for them, to have sufficient confidence to sign their 
DoC when using the Standards Route. 

(It is important to understand that there are no absolute 
guarantees in the world of EMC – even with fully-accredited 
third-party testing, a product that passes in one test lab can 
fail when tested in another lab, even though nothing has 
changed in the product and the exact same cables are used 
with it. Some manufacturers take advantage of this by always 
using test labs that they find are more likely to give them a 
pass result!)

Here are four examples of when laboratory testing might 
not be required to correctly apply a harmonized radiated 
emissions standard such as EN 55022:

i. When the product emits a certain amount of RF power 
spread in a particular way over a particular frequency 
spectrum, and calculations/simulations show that if this 
emitted power was measured according to the relevant 

ii. EMC test standard, it would be almost certain to pass 
(even when taking measurement uncertainty into 
account). For examples of this approach, see [9] [10] and 
[11].

iii. When the product is housed in a well-shielded and 
well-filtered enclosure that has been proven by shielding 
effectiveness testing and/or simulation to provide more 
than sufficient RF attenuation to ensure that if its emitted 
RF power was measured according to the relevant EMC 
test standard, it is certain to pass (even when taking 
measurement uncertainty into account). 

Many manufacturers purchase well-shielded/filtered 
overall enclosures, then ruin them with modifications, 
completely wasting their high cost, see Chapter 5 of 
[12]. So an expert assessment is usually required to have 
sufficient confidence in the final assembly.

iv. When a product fails in a test lab and a simple 
modification applied by hand makes it pass, and the same 
modification is applied on production units, there can be 
sufficient confidence that if a new production sample was 
retested, it would pass.

In this context, ‘the same modification’ means physically 
and dimensionally the same – for example an additional 
shield bond made with a screw-fixing is not the same for 
EMC as an additional bond made in a different place, 
or made in the same place with a braid strap or piece of 
green/yellow wire instead of a screw.

v. When a product has passed an equivalent or tougher 
radiated emissions test and has not been changed (either 
in its hardware, software, or components).  A typical 
example is a product that has passed MIL STD 461 
radiated emissions tests which set lower emissions limits 
than the relevant harmonized test standard, see [13]. 

Chapter 3.2.2 of [5] provides very good guidance on the 
Standards Route, and states that where a product follows this 
route there is no legal requirement in the EMCD to perform 
the EMC Assessment process outlined below. 

Unfortunately, even when full testing is done in a lab that 
is accredited for that test, and passed, it might not ensure 
compliance with the Protection Requirements in real-
life operation, which is, of course, what really matters for 
compliance with the EMCD – and also (more importantly) 
for financial success. 

This is because no harmonized test standards cover all of 
the EM disturbances that could occur in real life. Also, it is 
because the tests have been specifically developed to ensure 
repeatability in testing, which can often mean they are simply 
not representative of real-life EM disturbances. 
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Also – given the inevitably slow pace of international 
standardization – all published standards are behind the 
times. For example: none of the harmonized immunity 
standards cover the very close proximity of cellphones, 
e-book readers, Wi-Fi transmitters, RFID transmitters 
(including active RFID tags), etc., even though such 
proximity is now a normal “…electromagnetic disturbance 
to be expected in its intended use…”. 

Immunity to the near-fields (see [14]) that can be created by 
portable RF transmitters in very close proximity is arguably 
now a necessity for legal compliance with the Protection 
Requirements, even though not tested by any harmonized 
standards. 

“Big deal”, you might say, “but I don’t want to spend any 
more on legal compliance than I have to!” OK, but think 
for a minute about what I said earlier in the section on 
Protection Requirements – if products don’t comply with 
them they are less likely to be financially successful. If they 
have big problems with EMC in real life, they could even do 
irreparable damage to a manufacturer’s brand image and 

future profitability. Some companies have actually been 
bankrupted by real-life EMC problems.

The real reason we need to achieve EMC compliance, is to 
have products that work well enough in real life and don’t 
upset customers. Achieving this is important to help control 
financial risks, and so what if we have to produce a few 
pages of legal documentation for EU sales, when it merely 
covers EMC work we have already done?

For these reasons, when following the Standards Route, 
in addition to correctly applying all relevant harmonized 
standards, I always recommend performing a full EMC 
Assessment as below, then doing whatever else it takes to 
ensure conformity to the Protection Requirements. This can 
sometimes be as quick and easy as a check for emissions or 
immunity using a close-field probe [15].

Note: When following the Standards Route, the DoC should 
not state that the listed harmonized standards have been 
tested and/or passed (unless they have been, of course!). 
Generally, it is better for the DoC to say something like: 
“The following standards have been applied.”

Your  direct  line to AMETEK Compliance Test Solutions is +1 732 4170501

VDS 200Q:
Unique, expandable 4-Quadrant 
Voltage Drop and Battery Simulator  

Highlights:
> Unlimited -15 to 60 V operation
>  Current up to 100 A (peak up to 300 A)
> Fast bipolar amplifi er (DC – 150 kHz)
> Low output impedance
> Pulses 4 and 2b (ISO 7637-2/ISO 16750-2)

INCLUDING

LV 124

Germany
EM TEST GmbH > Lünener Straße 211 > 59174 Kamen (DE)
Phone +49(0)2307/26070-0 > Fax +49(0)2307/17050
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AMETEK Compliance Test Solutions > 52 Mayfi eld Ave. > Edison, NJ 08837, USA 
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CONFORMITY ASSESSMENT BY NOT 
USING HARMONIZED STANDARDS

This is the other route to EMC conformity permitted by the 
EMCD – the EMC Assessment Route. 

When following the EMC Assessment Route, a manufacturer 
declares the EMC conformity of his apparatus directly to the 
EMCD’s Protection Requirements, using just some of the 
relevant harmonized standards, or just some parts of some 
harmonized standards, or even ignoring all harmonized 
standards completely. 

The EMC Assessment Route must follow a specified technical 
methodology to ensure that the Protection Requirements are 
met. 

According to 3.2.3 in [5], the EMC Assessment Route is 
usually more appropriate than the Standards Route in the 
following situations:

•	 Where the Protection Requirements are not entirely 
covered by the application of the harmonized standards that 
are relevant for the product

•	 The apparatus uses technologies incompatible with, or not 
yet taken into account by, any harmonized standards

•	 The manufacturer uses test facilities not yet covered by 
harmonized standards

•	 The manufacturer prefers to apply other standards or 
specifications (even in-house specifications) that are not 
harmonized under the EMC Directive

•	 The apparatus is physically too large to be tested in the 
facility specified by a relevant harmonized standard, or 
where ‘in-situ’ testing is necessary (e.g. for systems or 
installations that are first assembled on the end-user’s site) 
and is not adequately covered by a harmonized standard

Of course, a manufacturer may choose to follow the EMC 
Assessment Route simply to save time and money – which is 
often the case for start-up companies who cannot afford the 
cost of laboratory testing.

This alternative conformity route is essentially the old 
Technical Construction File (TCF) route under the first EMC 
Directive (89/336/EEC) – but with the significant difference 
that now there is no legal requirement for any TDFs to be 
assessed by a third-party (see Notified Bodies, later).

Non-harmonized methods of demonstrating conformity with 
the Protection Requirements, that may be able to be used, 
either singly or in suitable combinations, as part of an EMC 
Assessment Route include (but are not limited to):

i. Non-EU-harmonized but published EMC test standards 
(e.g., FCC, military, automotive, etc.)

ii. In-Situ / On-Site EMC tests [16]
iii. EMC tests or checks developed by the manufacturer that 

are not compliant with the harmonized test methods listed 
in [8]. These are often called ‘pre-compliance’ EMC tests 
and can vary from full-compliance tests that are just done 
a little more quickly than they should be, to close-field 
probing and a variety of other low-cost methods e.g. those 
described in [15], which might bear little resemblance to 
harmonized tests.

iv. Calculations (e.g. [9] [10] [11])
v. Validated computer simulations
vi. Comparisons with known EMCD-compliant products 

made by the same manufacturer, which use the same 
technologies, devices and construction methods 
 (but beware – hardware and software technologies, and 
devices, change very rapidly – and so do their EMC 
characteristics!)

The EMC Assessment Route’s technical methodology includes 
(but is not limited to)—

a. Assessing the EM environment(s) normally expected at 
the user(s) location(s), taking into account (see [17]):

•	 The likely proximity to sensitive equipment that the 
product’s emissions could interfere with;

•	 The likely EM threats that could interfere with 
the product, plus the degradation of functional 
performance that the user will accept when it is 
interfered with.

b. Create the EMC specifications for the product.  To 
help make life easier, these often use modified versions of 
harmonized standards, basic IEC test methods (see [1]), 
other EMC standards (automotive, military, aerospace, 
etc.), and/or guidance for systems and installations such 
as [12] [18] [19] or some of the many references they 
contain. 

c. Verify and/or validate the product’s design against the 
EMC specifications.  Verification and validation 
techniques include – but are not limited to – EMC 
testing.

THE 3RD EDITION OF THE EMCD, 2014-30-
EC, APPLIES FROM 20 APRIL 2016

All of the technical compliance issues discussed in this article, 
and in [1], are unaffected by the third edition of the EMCD 
[20]. Its changes are more to do with adapting the existing 
EMCD to the EU’s New Legislative Framework (NLF, see 
Chapter 1.2 of [4]). 
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The changes wrought by the NLF are mostly concerned with 
extending legal compliance requirements to all economic 
operators through whose hands EMCD-compliant products 
pass, including: the manufacturer of the products (obviously), 
appointed agents, distributors, importers, etc. 

CE + CE DOES NOT EQUAL CE

Constructing systems only from items that are CE-marked, 
and mistakenly assuming that this alone takes care of the EMC 
compliance of the overall system or installation, is often called 
the CE + CE = CE approach. Which simply doesn’t work!

This incorrect approach is very widely used by system 
integrators, installers, and major contractors. However, it is 
easy to show that, technically and/or legally, this approach 
should never be relied upon, and Chapter 1.2.2 in the official 
guide [5] contains a specific warning against using it. More 
detailed information on this is given in Chapter 1.5 of [12], 
Chapter 2.3.4 of [18] and Chapter 2.3.3 of [19].

Note that the CE + CE = CE approach is also incorrect 
technically and/or legally for most, if not all other EU 
Directives, including [6] and [7].

CONCLUSIONS AND MORE INFORMATION

There’s a great deal more I could write on complying with 
the EMCD, but I’ve covered the main issue of how to comply 
without using laboratory testing, and wandered off into some 
related issues as well. 

To find out more about related issues, here are some excellent 
sources of free information:

•	 Employing Notified Bodies – see Chapter 6 of [5], [1] and 
[21]

•	 Creating and maintaining the TDF (Technical 
Documentation File) – see Chapter 3.3 of [5], [1] and [21]

•	 The EU EMC DoC (Declaration of Conformity) – see 
Chapter 3.3 of [5], [1] and [21] 

•	 Correctly affixing the CE Marking – see Chapter 3.4 of [5] 
and [21]

•	 The EMC information legally required to be provided with 
each apparatus – see Chapter 3.4.4 of [5] and [21]

•	 Maintaining EMC compliance in serial or batch 
manufacture – see [21]
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•	 Maintaining EMC compliance when the harmonized 
standards change – see Chapter 3.2.2 of [5], [1] and [21]

•	 EMC compliance of custom-designed ‘apparatus intended 
for incorporation into a given fixed installation, and not 
otherwise commercially available’ – see Chapter 2.5 of [18]

•	 EMC compliance of ‘Fixed Installations’ – see [18]

•	 Market Surveillance of EMC compliance by EU Member 
States – see Chapter 7 of [4]

•	 Compliance of used or second-hand apparatus – see 
Chapters 2.1, 2.4, 3.1 and 4.5.1.6 of [4]
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Magazine started, and unfortunately its archives are no 
longer available on-line. However, the author will be 
pleased to email anyone a copy of the revised version as 
published.

The above URLs are correct at the time of writing, however IT 
people regularly change their websites and break such links, in 
which case a good search engine, primed with the title and/or 
author and/or publication should find the document.

Keith Armstrong is a Principal Consultant  
with Cherry Clough Consultants Ltd,  
www.cherryclough.com, and can be reached at  
keith.armstrong@cherryclough.com. 

Keith graduated from Imperial College, London, 
in 1972 with an Honours Degree in Electrical 
Engineering. He has been a member of the IEE/IET since 1977 
and a member of the IEEE since 1997. Appointed as a Fellow 

of the IET and a Senior Member of the IEEE in 2010. After 
working as an electronic designer, project manager and design 
department manager, Keith started Cherry Clough Consultants 
in 1990 to help companies reduce financial risks and project 
timescales through the use of proven good EMC engineering 
practices.

Over the last 21 years, Keith has provided design consultancy 
and training courses to over 700 customers worldwide, 
presented many papers and published many articles and three 
books, all on good EMC engineering techniques, and on EMC 
for Functional Safety.

Keith’s field-proven approach applies good EMC engineering 
techniques at every level of design to achieve: savings in 
design/development costs and timescales; quicker time 
to market; improved functional specifications with lower 
overall-cost-of-manufacture; greater reliability and reduced 
warranty costs. (Plus easy and quick compliance with EMC 
regulations, of course!)
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The recognition of the importance of measurement 
traceability significantly increased over the last 20 
years, especially as part of the test and calibration 
laboratory accreditation programs that were 
established worldwide. The generally accepted 
quality system standard ISO/IEC 17025-2005 
includes a set of requirements addressing the 
subject of traceability of measurement results. These 
requirements do also apply to EMC test laboratories. 
This article will introduce the concept of traceability, 
discuss the role an EMC test laboratory must 
assume to ensure traceability of test results and 
will introduce a future amendment to CISPR 16-1-1 
which describes the requirements for calibration of 
EMI receivers and spectrum analyzers.

The definition of traceability that is globally accepted 
in the metrology community is included in the 
International Vocabulary of Metrology - Basic and 

general concepts and associated terms: “…property of 
a measurement result whereby the result can be related 
to a reference through a documented unbroken chain 
of calibrations, each contributing to the measurement 
uncertainty.”

Traceability means that the result of a measurement, no 
matter where it was made, can be related to a national 

or international measurement standard, and that this 
relationship is documented. In addition, the measuring 
instrument must be calibrated by a measurement standard 
that is itself traceable. Traceability is thus defined as the 
property of the result of a measurement or the value of 
a standard whereby it can be related to stated references, 
usually national or international, through an unbroken chain 
of comparisons all having stated uncertainties. It is essential 
to note that traceability is the property of the result of a 
measurement, not of an instrument or calibration report 
or a laboratory. It is not achieved by following a particular 
procedure or using special equipment. 

The concept of traceability is important because it allows 
the comparison of the accuracy of measurements worldwide 
according to a standardized procedure for estimating 
measurement uncertainty.

Within a chain of traceability, the units of measurement 
with the highest accuracy are realized by international 
measurement standards. The value of the international 
standard is usually determined by comparison of national 
standards of the highest quality (or in the case of the kilogram 
by the mass of the International Prototype). National 
measurement standards, maintained in a national metrology 
institute or NMI (for example, NPL in the UK, NIST in the 
USA) must be compared with these international standards. 
The result of such comparisons, together with the precision 
and uncertainty of the national standard will be stated and 
will be available on, for example, the internet (see the BIPM 

Importance of 
Traceability in  
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key comparison database at www.bipm.org/kcdb/). Then 
the national measurement standard serves as a reference 
for calibration of standards of lower precision. Reference 
standards are kept in a national metrology institute or in an 
accredited calibration laboratory for calibrations not requiring 
the highest accuracy. Again, the result and the uncertainty 
will be stated.

At each stage in such a chain of traceability, one loses a 
certain degree of precision. Thus the highest level standards 
are the international standards, known with the greatest level 
of precision, and the lower level standards will have been 
determined to a lower level of precision. This lower level of 
precision will be one which is acceptable or appropriate for 
the use of that particular standard.

For an EMC test laboratory to achieve traceability it is 
essential to use measuring equipment that is calibrated 
in a traceable manner and also meets the specifications 
called out in CISPR 16-1-1 to ensure that the expected 
measurement instrumentation uncertainty for conducted and 
radiated disturbance measurements or disturbance power 
measurements can be achieved. Since the EMC test laboratory 
is responsible for the selection and use of adequate measuring 

equipment, as well as the purchase of appropriate (meaning 
accredited or otherwise deemed suitable) calibration services 
to ensure traceability of test results, a clear understanding of 
the calibration requirements is essential. The determination 
of the necessary specifics of a calibration service in the 
purchasing process and the review of the obtained calibration 
service upon receipt of the equipment back from the 
calibration laboratory before it is placed back into service at 
the test laboratory are major tasks the test laboratory must 
complete in order to ensure the proper calibration of test 
equipment. The importance of test equipment calibration 
and traceability aspects was also acknowledged by CISPR 
subcommittee A which is in preparation of normative Annex 
to CISPR 16-1-1, defining calibration requirements for 
measuring receivers. 

ROLE AND RESPONSIBILITIES OF THE 
EMC TEST LABORATORY

An accredited EMC test laboratory is required to specify the 
details of a calibration service to be purchased (technical 
and/or administrative aspects) to the calibration laboratory 
to ensure that a suitable calibration service is provided and 
the equipment is calibrated for the actual application. This 

TAILOR MADE SOLUTIONS FOR 
YOUR UNIQUE APPLICATION Advanced EMI/RFI Absorber 

Materials and Anechoic Chambers 
From the formulation of advanced materials in 
our laboratory to the design and construction of 
test facilities in the field, we are one of the world 
leaders in technology development pertaining 
to anechoic chambers, microwave and EMC 
absorbers, dielectrics and suppression materials.

Cuming Microwave Corporation
Pyramidal & Specialty
Absorber Materials                          
T 508.521.6700
Avon, MA 02322 
CumingMicrowave.com

Cuming Lehman Chambers, Inc.
Anechoic Chamber Design,
Engineering and Construction
T 717.263.4101
Chambersburg, PA 17202
CumingLehman.com
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information can be included on a purchase order, be provided 
as a separate document as an attachment to a purchase order, 
be included in a general contract with a calibration laboratory 
or can be communicated in any other way. The following 
aspects must be considered when purchasing a calibration 
service:

•	 If a calibration standard is available for the calibration 
of a specific piece of test equipment like for a measuring 
receiver (i.e., CISPR 16-1-1) or for antennas (e.g., ANSI 
C63.5 or the future CISPR 16-1-6) the specification of the 
applicable standard must be included in the calibration 
request. In case the applicable standard does include 
multiple calibration methods (e.g., ANSI C63.5 or the 
future CISPR 16-1-6) the method to be used is to be 
included in the request as well. 

•	 If no standard is available to calibrate a piece of test 
equipment like for spectrum analyzers or signal generators 
the EMC test laboratory should request the use of the 
equipment manufacturer’s calibration process to ensure 
that compliance of the equipment under calibration with 
its specifications can be determined without ambiguity. 
It is essential to know for an EMC test laboratory that 
equipment still meets its specifications upon arrival at the 
calibration laboratory.

•	 Technical details like the required frequency range 
or amplitude range, if necessary, are to be specified if 
equipment is used in a limited fashion. For example, 
a spectrum analyzer is only used in a frequency range 
narrower than the capability of the instrument (e.g., the 
instrument covers the frequency range up to 26 GHz but 
the laboratory performs emission measurements under its 
scope of accreditation to 6 GHz only).

•	 The requirement for an accredited calibration envelopes all 
calibration parameters of the equipment to be calibrated 
under the scope of accreditation of the calibration 
laboratory. This is essential to ensure proper traceability of 
EMC measurement results.

•	 The test laboratory should also request the inclusion of the 
accreditation body’s symbol on the calibration certificate 
for easy identification that an accredited calibration was 
performed.

When a measuring receiver is to be calibrated for the sole 
purpose of performing emission measurements, the EMC 
test laboratory has two choices: Either verification per CISPR 
16-1-1 can be requested or a full calibration in accordance 
with the manufacturer’s calibration procedure can be ordered. 
A calibration laboratory will perform the verification of the 
instrument by performing the measurements specified in 
CISPR 16-1-1. Parameters to be verified are summarized 
in Table 1 below, per identified sections in CISPR 16-1-1. 
If these measurements are performed under the calibration 
laboratory’s scope of accreditation the EMC test laboratory 
will have a measuring receiver available for measuring 
emissions in a traceable manner. It is to be noted though that 
such a verification in accordance with CISPR 16-1-1 does not 
envelope all calibration parameters of a measuring receiver. 
For example, frequency accuracy, frequency stability, or 
displayed average noise level are not part of the CISPR 16-1-1 
verification process. Therefore, if this instrument is also to 
be used for other purposes like measurements on intentional 
radiators (e.g., licensed or unlicensed transmitters) this 
verification will be insufficient and a complete calibration 
of the instrument in accordance with the manufacturer’s 
calibration process is required. Compliance with the 
specifications of an instrument can only be determined if 
the manufacturer’s calibration process is applied during the 
calibration process. 

EMC test laboratories are also responsible for the selection 
of adequate calibration laboratories. Many accreditation 
bodies have established policies that define requirements 
related to the traceability of measurement results which 
very often call out the requirement for use of accredited 
calibration laboratories. It is to be noted that this requirement 

Parameter Subclause in CISPR 16-1-1 Suggested Frequencies

VSWR 4.2, 5.2, 6.2, 7.2 VSWR to be determined for 0 dB and ≥ 10 dB input attenuation at the 
following tuning frequencies: 100 kHz, 15 MHz, 475 MHz and 8,5 GHz 

Sine wave  
voltage accuracy

4.3, 5.4, 6.4, 7.4 Verification at the following tuning frequencies: start frequency, stop 
frequency and center frequency of CISPR Bands A/B/C and D/E 

Response to pulses 4.4, 5.5, 6.5, 7.5 Verification at the following tuning frequencies: start frequency, stop 
frequency and center frequency of CISPR Bands A/B/C and D/E 

Selectivity 4.5, 5.6, 6.6, 7.6 Verification at the following tuning frequencies: center frequency of 
CISPR Bands A/B/C and D/E 

Table 1: Verification parameter summary
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is not included in ISO 17025-2005 but established by the 
accreditation bodies. Use of accredited calibration service 
providers is the easiest way to ensure traceability for a test 
laboratory. Today, almost all equipment used by an EMC 
test laboratory can be calibrated by an accredited calibration 
laboratory, assuming a suitable scope of accreditation. When 
selecting a calibration service provider the review of the scope 
of accreditation of a prospect calibration laboratory is an 
important step in the evaluation process. EMC laboratories 
must maintain records of such evaluations per ISO 17025-
2005, clause 4.6.4.

Upon return of calibrated equipment from the calibration 
laboratory the EMC test laboratory must perform an 
incoming inspection of the received equipment before it is 
put back into service. This step is essential to avoid the use 
of equipment for testing work which may be improperly 
calibrated or may have ambiguous or unclear documentation. 
Only after a thorough review of the equipment should it be 
made available for measurements in the EMC test laboratory 
to avoid possible non-conforming work scenarios that could 
cause additional investigative work or even retests.

The incoming inspection of equipment received back from a 
calibration laboratory should address the following items, as 
applicable:

•	 Identification: The serial number, unique identification 
number (if used) and the calibration date/due date (if 
requested by the EMC test laboratory) on the certificate 
must match the information on the calibration sticker 
affixed to the equipment. 

•	 Accuracy: The values provided on the certificate/report 
must be adequate for the intended use of the equipment. 

•	 Traceability: The information which establishes traceability 
to national/international standards is to be verified. 
The presence of a symbol of the accreditation body, or 
reference to the accreditation status of the calibration 
laboratory is to be determined. Note: Traceability is not 
established merely by making a statement to that effect. 

•	 Measurement uncertainty: The certificate must include 
an appropriate statement of measurement uncertainty 
and where applicable, the before and after data of the 
calibration in case an adjustment was required.

•	 Special instructions: If any special instructions were given 
to the calibration service provider for the calibration of 
test equipment, it must be verified that they were carried 
out.

•	 Documentation of In/Out of Tolerance information: 
It is to be verified that information is included on the 
certificate which states the condition of the test equipment 
(i.e., In Tolerance or Out of Tolerance) when received at 
the calibration laboratory and before shipment back to the 
EMC test laboratory.

http://www.empowerrf.com
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•	 Tamper-resistant seals: If the calibration laboratory applied 
tamper-resistant seals it is to be verified that these seals 
are not broken. If this is the case the calibration is deemed 
void.

•	 Completeness: It is to be verified that a complete 
calibration of the test instrument was performed under the 
calibration service provider’s scope of accreditation. The 
calibration documents are to be reviewed to determine if 
any calibration activities were performed outside the scope 
of accreditation (sometimes indicated by a foot note or a 
remark on the certificate).

When equipment was found to be out of tolerance, as 
stated on the calibration certificate, the test laboratory will 
have to use its non-conforming work process to determine 
how this out of tolerance situation may have impacted 
previous test results. Where necessary, technical evaluations 
(e.g., verification tests or an instrument self-test) are to be 
performed by the EMC test laboratory to establish that the 
equipment is functioning as expected.

CALIBRATION REQUIREMENTS FOR EMI 
RECEIVERS PER CISPR 16-1-1

The importance of equipment calibration and traceability of 
test results is recognized by CISPR. Since the calibration of 
measuring receivers (which are defined in CISPR 16-1-1 as 
an EMI receiver or spectrum analyzer without preselection) 
caused confusion in the international EMC community, 
CISPR subcommittee A is in preparation of a normative 
annex to CISPR 16-1-1 to outline the calibration requirements 
for measuring receivers. The following subjects will be 
addressed:

Calibration and verification
In CISPR 16-1-1 metrological calibration is defined as a set 
of operations that establishes, by reference to standards, the 
relationship that exists, under specified conditions, between 
an indication of an instrument under calibration and a 
result of a measurement using the corresponding traceable 
reference standard. Applied to the measuring receiver this 
means that a calibration procedure consisting of various 
steps is used to determine the actual values of calibration 
parameters like input VSWR or CW amplitude accuracy 
through measurements under specified environmental 
conditions, using measuring equipment that was calibrated by 
an accredited (or otherwise deemed appropriate) calibration 
laboratory to ensure traceability of the process. The results 
of these calibration measurements are used to determine if 
the instrument under calibration meets the specifications 
published by the manufacturer. 

It is to be noted that the calibration process itself does not 
necessarily involve the instrument under calibration to 

be adjusted. However, adjustments may be required if the 
calibration process determines that the instrument does 
not meet the manufacturer’s specifications. The goal of 
the instrument calibration process is the determination of 
compliance of the measuring receiver under calibration with 
its published specifications in a traceable manner.

Furthermore, Verification should not be confused with 
intermediate checks (also sometimes called confidence checks 
or pre-checks); the latter consists of a set of operations aimed 
at providing evidence of the proper functioning of a test 
instrument. An intermediate check of a measuring receiver 
can differ considerably from the calibration process because 
the purpose of these two activities is entirely different.

Calibration and verification specifics
The calibration of a measuring receiver requires a specific 
process that defines the various measurements to determine 
if the receiver meets its specifications. In general, this 
calibration process has also been used by the receiver 
manufacturer to establish the receiver specifications. 
Therefore, only the manufacturer’s calibration process or 
verification process in accordance with CISPR 16-1-1 is to 
be applied by a calibration laboratory (or test laboratory 
performing its own calibrations) to determine whether the 
receiver meets its specifications at the time of calibration or 
the requirements called out in CISPR 16-1-1. 

If a process different from the manufacturer’s calibration 
process or verification process in accordance with CISPR 
16-1-1 is used, the applied process must be verifiably validated 
to demonstrate technical feasibility and it must be stated in 
the issued calibration certificate that the process used deviates 
from the calibration process defined by the manufacturer. 

The calibration process for measuring receivers is very 
important since it defines the following essential parameters 
that must be used for proper calibration: 

a) the specific set-up of the receiver under calibration for 
each measurement in the calibration process (e.g. in the 
case of an EMI receiver or spectrum analyzer the tuning 
frequency, attenuator setting, resolution bandwidth 
setting, and other parameters, for each measurement to be 
performed);

b) the required test set-up for the measurement of a 
specific parameter (e.g. the use of power splitters for 
ratio measurements and any other required measuring 
equipment);

c) the required accuracy of measuring equipment used to 
perform the measurements of the  calibration process (e.g. 
required amplitude accuracy and frequency accuracy);

d) the actual number of measurements to be performed and 
their sequence. For many types of measuring receivers 
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this sequence is mandatory and cannot be changed 
because the measurements of some parameters require the 
measurements of previous calibration parameters to be 
completed. In addition, it is possible that the interpretation 
of a test result for a calibration parameter is dependent on 
the test result of a previous measurement in the calibration 
sequence;

e) the required environmental conditions (e.g. required 
ambient temperature and relative humidity), if deemed 
necessary by the manufacturer.

Only if the manufacturer’s calibration process is used can 
the results of the calibration measurements be compared 
to the published specifications. Consequently, the 
calibration laboratory or the test laboratory performing its 
own calibrations (also called internal calibrations) must 
use the manufacturer’s calibration process for a specific 
measuring receiver. As stated before, an alternative process 
must be validated to determine its technical feasibility as 
a calibration process its use must be documented in the 
calibration certificate to indicate that it deviates from the 
calibration process defined by the manufacturer.

Measuring receiver specifics
CISPR 16-1-1 specifies measuring receiver requirements 
using a black box approach. This means that the instrument 
must show a specific response when a defined signal is 
applied to its input.

Therefore, the demonstration of compliance of measuring 
receivers with specifications defined in CISPR 16-1-1 does 
not require the application of the manufacturer’s calibration 
process, and the procedures and measuring equipment 
defined in CISPR 16-1-1 are to be used. For example, the 
determination of intermodulation effects per 4.6 is to be 
performed using the test setup and input signals specified in 
the standard. 

In case compliance of a measuring receiver is determined 
with the CISPR 16-1-1 specifications, the following minimum 
set of parameters shown in Table 1 are to be included in the 
verification process.

The parameters summarized in Table 1 are only applicable to 
the frequency ranges covered by the instrument under 

Foto: Marcus Ebener

ag
en

tu
r-

b
ec

ke
r.

d
e

AP Americas Inc.
1500 Lakeside Parkway, Suite 100-B · Flower Mound, Texas 75028 · Phone 972 295 9100 · info@apamericas.com · www.apamericas.com

State-of-the-Art Shielded Enclosures and Anechoic Chambers for EMC and Antenna Testing

Since delivering its first shielded room in 1930, our parent company has gained the knowledge and expertise that we, at AP Americas, put at your 
disposal today. Our revolutionary shielding technology provides an exceptionally accurate environment for commercial and military EMC testing, 
Over-The-Air (OTA) validation, antenna pattern measurements and much more. AP Americas has the right answers for every application. Our produc- 
tion, technical sales, project management and installation teams in Flower Mound, TX are increasing their foot print in the U.S. market day by day.

We are at your service!

On our client’s wavelength

The world of wavelength is our domain. No matter what your RF challenges are, we will capture and absorb all undesirable wavelengths and 
finetune your anechoic room to realize its optimal performance. Fire retardancy, high power handling capability, long term stability, REACH and 
RoHS, we master all these essential characteristics by enhancing the fundamentals and implementing innovative technology.
We are on your wavelength when it comes to our relationship with you too. Dedication to professional service and taking the ownership of the 
successful completion of your project is in our DNA.

Share with us our commitment to excellence!

http://www.apamericas.com
mailto:info@apamericas.com


64    In Compliance   2015 Annual Reference Guide www.incompliancemag.com

EM
C

Importance of Traceabi l i ty in EMI Measurements

verification and its implemented 
detector functions. Specifics 
described in the referenced 
subclauses apply in their entirety as 
well as the stated tolerances. 

It is to be noted that the 
requirements called out in CISPR 
16-1-1 constitute a subset of all 
the specifications the receiver 
manufacturer publishes. In 
addition, some requirements 
in CISPR 16-1-1 may be stated 
in a way that differs from the 
manufacturer’s specifications (e.g. 
CW frequency accuracy in CISPR 
16-1-1 versus a combination of 
absolute amplitude accuracy at a 
reference frequency and frequency response). 

If evidence of compliance with the requirements presented 
in CISPR 16-1-1 cannot be directly provided through the 
manufacturer’s calibration process, due to differences in 
form of the stated specifications, the verification of these 
requirements must be requested by the test laboratory in 
addition to the actual receiver calibration based on the 
manufacturer’s calibration process.

Partial calibration of measuring receivers
Often times the complete functionality of a measuring 
receiver is not utilized when performing emission 
measurements. For economic reasons test laboratories 
therefore may decide to purchase a calibration service 
only for those functions that are actually used to perform 
measurements. Care must be taken when specifying such a 
partial or limited calibration service because the calibration 
of the identified functions may require calibration of other 
functions as a prerequisite. Such dependencies must be 
determined by the test laboratory or the calibration laboratory 
through a review of the manufacturer’s calibration process. If 
the test laboratory does not have access to the manufacturer’s 
calibration procedure, this review must be requested from 
the calibration laboratory as part of the calibration service 
purchase.

Determination of compliance of a measuring 
receiver with applicable specifications
Compliance of a measuring receiver with the specifications 
of the manufacturer or with the tolerances specified in CISPR 
standards requires that measurement results reported in 
calibration certificates are below an upper limit, or above 
a lower limit, or between an upper and lower limit. The 
uncertainty of the calibration or verification measurement has 
a direct impact on the pass/fail determination. Therefore, the 

Figure 1: Compliance determination process with application of 276 measurement uncertainty

measurement uncertainty must be taken into account when 
determining compliance of a measuring receiver with its stated 
specifications. The application of measurement uncertainty 
to a measurement result can lead to one of the four cases 
described as follows and depicted in Figure 1:

a) the measurement result is within the specified limit range 
by a margin larger than the expanded uncertainty value 
applicable to the calibration measurement; 

b) the measurement result is within the specified limit range 
by a margin less than the  expanded uncertainty value 
applicable to the calibration measurement; 

c) the measurement result is outside of the specified limit 
range by a margin less than the  expanded 

d) uncertainty value applicable to the calibration 
measurement; or 

e) the measurement result is outside of the specified limit 
range by a margin larger than the  expanded uncertainty 
value applicable to the calibration measurement, and the  
specification is not met.

Per CISPR 16-1-1 the four cases in Figure 1 should be 
interpreted as follows: 
a) the specification is met;
b) and c) the result is inconclusive, a definitive compliance 

statement is not possible;
d) specification is not met.

SUMMARY

Traceability and calibration requirements are also essential 
for EMC test laboratories. The interface between the test 
laboratory and external calibration laboratories can be 
complex, depending on the complexity of the equipment to be 
calibrated. Therefore, the EMC test laboratory is required to 
define the calibration requirements and communicate those 
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to the calibration laboratory. Through the selection of proper 
calibration laboratories traceability of EMC measurement 
results is established. Since the calibration requirements of 
measuring receivers is complex, CISPR subcommittee A is 
in the process of preparing an annex to CISPR 16-1-1 that 
summarizes the calibration requirements for such instruments. 
This will allow the EMC test laboratories to easily identify 
the required calibration requirements in order to perform 
traceable emissions measurements. 

EMC test laboratories must also ensure that the provided 
calibration service is the one that was initially ordered. The 
step of an incoming inspection is performed upon receipt 
of the instrument back from the calibration laboratory and 
before the instrument is made available for measurements in 
the test laboratory. A thorough inspection will help avoid that 
improperly calibrated equipment or otherwise questionable 
calibration documentation causes non-conforming work 
situations later on which in turn can require considerable 
effort to determine the impact of such a situation on test 
results or can result in retesting of test samples. 
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method development and EMI standards 
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IEEE EMC Society.
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This article shows how electromagnetic simulation 
tools can be used to investigate effects of high-speed 
signals in cable harnesses in a vehicle: cross talk, 
radiation and interference with a receiving antenna. 
Results are presented for two types of digital 
sequences and compared with standards. Cable 
shielding is designed to be adequate without adding 
unnecessary weight.

Vehicles are experiencing 
a continual growth in the 
number of electronic systems 

(e.g. cruise control, airbag deployment, 
power steering, “infotainment”, etc.). 
These systems and their respective 
components are usually governed 
by digital logic on printed circuit 
boards. Signals are communicated 
through cables, which are bundled in 
complicated harnesses throughout the 
vehicle. Figure 1 illustrates only one of 
several harnesses that can easily contain 
more than a hundred cable instances 
and fifty connectors. Consequently, 
cross talk and electromagnetic 
compatibility (EMC) are major 
concerns. 

This article demonstrates, by means of a case study, how 
simulation tools can help minimize the resources required for 
EMC testing, which is often time consuming and expensive.

CASE STUDY

A simplified yet representative example comprised of 
two cable bundles as well as an antenna integrated in the 
rear windshield is illustrated in Figure 2. The study was 
conducted with a commercial software package [1]. The cable 

Electromagnetic 
Analysis of  
Cable Harnesses 
in an Automotive 
Environment
BY M.H. VOGEL

Figure 1: Example of a cable harness in a car model (Courtesy Daimler AG)
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bundles each contain four signal wires as shown in Figure 3 
where red and green indicate dielectric materials. Although 
a shield is shown in the figure, early simulations were done 
without cable shielding. The signal conductors can be used 
for both single-ended signaling and differential signaling, 
simply by adjusting the circuits in the software’s integrated 
Schematic Views. 

EMC engineers are concerned with cross talk within a 
bundle, cross talk between bundles, un-intended radiation to 
the environment, and interference with signals received by 
the antenna. Unintended radiation from electronic systems 
within a vehicle requires compliance with international 
regulations (e.g. CISPR 25) [2,3]. Unintended radiation from 
general electronic systems requires compliance with similar 
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regulations (e.g. FCC Part 15 [4]). To investigate compliance, 
proper accounting will have to be made for the spectrum of 
the digital signal.

CABLE ANALYSIS

For any cable-harness cross section, a 2D static finite element 
method (FEM) solver, determines the per-unit-
length inductance, capacitance, resistance and 
conductance. Any complexity is possible, including 
twisted wires and shields inside shields. Cables can 
automatically be rearranged in the bundles to enable 
realistic simulation of the variations that may occur 
in practice. The link between fields outside and 
inside the cable harness is governed by the computed 
transfer impedance and transfer admittance.

The Multi-Conductor Transmission Line (MTL) 
theory is used to analyze complex cable problems. 
Simply put, a multi-conductor transmission line 
model is a distributed resistance, inductance, 
capacitance and conductance (RLCG) parameter 
network for an arbitrary cable cross section where 
the voltages and currents can vary in both magnitude 
and phase over the length of the cable. The transfer 
matrix links fields inside the cable with those outside. 
Cables can be radiating into their environment, 
be subject to irradiation from their environment, 
or both. Standard MTL technology is limited in 
application to situations where cables run close to a 
ground plane, where it is assumed that the current 
return path is in the ground plane directly below the 
cable. Combined Method of Moments (MoM)/MTL 
technology, is not restricted in this way and can solve 
problems with unrestricted cable paths.

CROSS TALK 

The two signal conductors outside the center of the  
bundle in Figure 3 were excited with a 1-V differential  
signal (0.5 V per signal line). All terminations were 
50 Ohm. Figure 4 shows the induced differential 
voltage on the other pair at both ends. 

The cross talk is limited to 3 mV. For a digital signal 
with speed in the Mb/s range, differential signaling 
would be safe, unless dozens of differential 
pairs are packed in one bundle. Single-ended 
signaling, on the other hand, turned out to have an 
unacceptably large cross talk for signal speeds in 
the Mb/s range.

Figure 5 shows the cross talk between the two cable 
harnesses of in Figure 2 for the case of differential 
signaling. Note that the cross talk is mostly 

well below 1 mV, but several resonances occur. The first 
resonances are at 34 and 38 MHz. At 34 MHz, the aggressor 
radiates strongly while the victim is only moderately 
receptive. At 38 MHz the victim, which has a different 
electrical length, is highly susceptible while the aggressor 
radiates only moderately. For cross talk, three components 
are needed: an aggressor, a victim and a path between 

Figure 4: Cross talk between differential pairs in the same bundle.  
Blue: NEXT. Green: FEXT.

Figure 5: Differential cross talk between bundles. Blue: NEXT. Green: FEXT

Figure 6: Fields at 34 MHz due to differential aggressor
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them. In this case, a field plot is very revealing. Figure 6, in 
which no source is connected to the antenna, shows that the 
windscreen antenna is an essential part of the path.

This was verified by running the simulation again 
without the antenna present. Strikingly, while a 
cross talk of 8 mV was reached in Figure 5 with the 
receiving antenna present, the maximum (in the 
frequency range below 40 MHz) was only 0.025 
mV when the antenna was removed, a reduction 
of 50 dB! While individual systems may appear 
safe, problems appear when the complete vehicle is 
analyzed. This underscores the need for EMC testing 
of the entire vehicle. Since EMC measurements of 
the complete vehicle can only be done late in the 
design process, identifying and addressing EMC 
problems with software simulations early in the 
design process can minimize costly modifications.

RADIATION AND COMPLIANCE WITH  
EMC REGULATIONS
Figure 7 shows the maximum electric-field 
magnitude at 10 m as a function of frequency, 
based on an excitation with a differential voltage of 

1 V (0.5 V per signal line) at every frequency. In order to 
compare this result with regulations, it needs to  be weighed 
with respect to the spectrum of the actual signal on the 
differential line.
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Let the signal on the differential transmission line be a 2 
Mbit/s digital signal with a rise and fall time of 100 ns. The 
resulting spectrum depends strongly on whether the signal 
is a regular stream of bits, like a clock pulse, or an irregular 
stream of bits, like a pseudo-random binary sequence (PRBS). 
In the first case, the spectrum is a set of delta functions 
(“spikes”) at the odd harmonics of the bit rate, while in the 
second case, the spectrum is continuous. The equations can be 
found in [5]. 

For a 5 V differential clock signal (2.5 V per signal line), the 
resulting radiated field at 10 m is presented in Figure 8. Note 
that the spikes occur at the odd harmonics of 2 MHz. Also 
note that no harmonics are visible at 10, 30, 50, … MHz. This 
is due to a sinc function involving the rise time. 

While Figure 7 shows little radiation below 30 MHz, Figure 8 
shows significant spikes below 30 MHz because most of the 
signal’s spectral content is there. Above 30 MHz, the signal 

Figure 8: Maximum |E| at 10 m for a 5V differential clock signal

Figure 9: Maximum |E| at 10 m for a 5V differential PRBS

has less spectral content but the cable 
radiates more effectively. The radiation at 
34 MHz, a resonance due to the electrical 
length of the cable, exceeds the radiation 
at all other frequencies in both plots. The 
FCC Class A limit at 34 MHz is 39 dBμV/m 
at 10 m. Clearly, the limit is exceeded by a 
significant amount. 

For a 5 V differential PRBS signal (2.5 V  
per signal line), the resulting radiated 
field at 10 m is presented in Figure 9. The 
straight application of the equations for 
the continuous spectrum gives a field in 
units of V/(m Hz), i.e. Volts per meter per 
Hertz bandwidth. To obtain V/m, we have 
to specify a receiver bandwidth. To produce 
Figure 9, a receiver bandwidth of 120 kHz 
[2] has been used. 

The radiated emissions of the PRBS are a 
lot less worrisome than those of the regular 
pulse, simply because the PRBS spreads its 
radiated power over all frequencies. Still, at 
34 MHz the limit of 39 dBμV/m is exceeded.

In order to comply with regulations, the 
cables will need to be shielded. The main 
benefit of these simulations is that they 
reveal how much shielding is needed to 
achieve first-pass success in tests. This 
is important, since repeated testing is 
expensive, while adding too much shielding 
to all the cable harnesses in a vehicle adds 
a lot of weight and reduces the routing 
flexibility.

Several types of shielding can be specified: 
selected from a database of popular cable 
types, solid shields with a specified material 
and thickness, user-defined by means 
of the frequency-dependent impedance 
transfer matrix, and braided shields. For a 
braided shield (Figure 10) one specifies the 
relevant parameters and materials of the 
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weave pattern, upon which the frequency-dependent transfer 
matrix is determined using the Kley formulation [6, 7]. This 
formulation accurately models the coupling mechanism due 
to the field penetration through the shield apertures.

With a shield of 32 carriers of seven 0.12-mm filaments each 
around each cable, which, for a shield radius of 5 mm leaves 
openings, the radiation is reduced sufficiently (see Figure 11) 
to satisfy the FCC regulations, if they were applied to vehicles. 
While CISPR-25 applies to automotive systems, it is used 
more for individual systems and harnesses than for radiation 
from entire cars. CISPR-25 limits between 30 and 54 MHz 
range from 22 to 46 dBμV at 1 m distance, depending on the 
class, which corresponds to 2 to 26 dBμV at 10 m distance. 
The individual system with harness might well pass in a 
standard test, while with the windshield antenna present the 
radiation, as shown in Figure 11, might be too high.

The difference in levels between Figures 8 and 11 (without 
and with shielding) varies with frequency. One reason for the 
frequency dependence is that the shielding factor is frequency 
dependent; another reason is that with the added shield the 
cross section of the cable has changed, so the amount of 
crosstalk to other signal lines in the cable has changed. The 
latter is strongly frequency dependent. 

INTERFERENCE WITH SIGNALS 
RECEIVED BY THE ANTENNA

Windscreen antennas are typically embedded in a number 
of dielectric layers of varying dielectric properties. For such 

Figure 11: Maximum |E| at 10 m for a 5V differential clock signal 
in a shielded cable

Figure 10: Braided shield
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antennas a Method-of-Moments based formulation 
that meshes only the metallic antenna elements in 
a windscreen antenna, while rigorously taking all 
dielectric layers into account with special methods 
is used. This avoids having to mesh the layers with 
a triangle size of the order of the layer thickness, 
which would require impractical simulation times.

The antenna is connected to a ten-element 
matching circuit, which provides an excellent 
match (S11 ≤ -23 dB) between 89 and 91 MHz. 

A 5-V differential signal was connected to a pair 
of signal lines inside a shielded cable. The resulting 
voltage on the receiving antenna terminals, after 
passing through the matching circuit, is illustrated 
in Figure 13.

Note that the peak at 34 MHz in Figure 13 is weak 
compared to Figure 7, due to the matching circuit. 
The results for a shielded cable, illustrated in 
Figure 13, do not indicate a peak at 90 MHz, while 
Figure 7 does show a peak for the unshielded case. 
In addition to reducing radiated fields, a shield also 
changes the characteristic impedances “seen” by 
the signals and the coupling between the two pairs 
of signal lines.

Figure 14 shows the received voltage that passes 
the matching circuit when the differential signal 
is a 5-V regular binary pulse with repetition 
frequency 2 MHz and with rise- and fall times 
of 100 ns. The maximum is 8 dBμV. CISPR-25 
specifies a maximum of 6 dBμV. Therefore, 
engineers are required either to shield the bundles 
better, or work with a lower voltage, or ensure that 
this kind of signal can never travel on this cable.

CONCLUSION

Cross talk, radiation and interference for a vehicle 
with cable harnesses and a windshield antenna 
have been analyzed. Instrumental in this case 
study were the capabilities to include radiating 

Figure 12: Matching circuit designed with Optenni Lab and integrated in the model

Figure 13: Voltage received by antenna with matching circuit

Figure 14: Voltage received by antenna and passed by the matching circuit
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and irradiated cable harnesses of arbitrary complexity, and 
to model windshield antennas efficiently. Taking the spectra 
of digital signals into account, comparisons with regulatory 
standards were made. 
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Like it or not, most electronic designs today are 
subject to formal EMI testing. So even if you are 
new to EMI/EMC (electromagnetic interference/
compatibility), you need to understand what is 
involved and how to best prepare for a trip to the 
EMI test lab. 

Like any trip, good preparations are key. We’ll look 
at three phases — pretest, test, and post test. Try to 
anticipate problems, and don’t overlook contingencies. 

Most EMI tests are not successful the first time. As 
engineers we always need to have “Plan B” ready, and maybe 
even “Plan C.” 

Before we begin, however, a little philosophy. Too often 
designers take EMI failures personally. So change your mind 
set — think verification, not testing.The goal is not to criticize 
your designs, but rather to assure your designs will work 
in the field. Make it a positive experience. As we learn, we 
improve — even us grumpy old EMC consultants. 

PHASE 1 - PRETEST 

The first step is to write a plan. If you are working in the 
defense industry, a test plan is usually a contract requirement. 
We find an EMI test plan very useful for communicating 
among the design team, the test lab, and the customer. 

But even if not required, a test plan is still a good idea as it 

forces one to address critical issues ahead of time. Here is a 
summary, which you can even use as a checklist. 

Identify necessary tests. If you are not sure what tests are 
needed contact your test lab prior to your visit. Nothing 
is worse than showing up without knowing what needs to 
be done. You should also determine the test configuration 
for each test, which is usually defined in the relevant test 
specification. 

Define failure criteria. With emissions, this is easy. Are 
the levels above or below the limits? But with immunity/
susceptibility, however, you may need to define failures. For 
example, is a reset with recovery acceptable? How much 
perturbation can you withstand in an analog sensor? 

Depending on the equipment under test, the failure criteria 
are already specified. Other times you have more flexibility. 
The different failure levels prescribed in the European Union 
EMI specifications are a useful place to start. Be sure to 
include this in your plan, and to get advance agreement on the 
failure criteria. 

Determine failure monitors. Again, with emissions this 
is easy - just watch the spectrum analyzer. Immunity/
susceptibility are not as easy. How will you determine a 
failure? Special software? Or special hardware, such as a 
blinking “heartbeat” detector? Or maybe just indicators on 
the EUT (equipment under test) via a video camera. 

Prepping for  
EMI Testing
BY WILLIAM D. KIMMEL, PE AND 

DARYL D. GERKE, PE
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Determine equipment hardware. What specific equipment 
will you test? Are peripherals needed? What about memory 
or I/O configurations? Probably best to test a “worst case” 
configuration, which assumes that lesser configurations will 
have lesser EMI issues. 

Determine equipment software. Will you need special test or 
diagnostic software? Some software may even be prescribed. 
For example, the prescribed emissions test software for 
personal computers includes reading/writing to hard drives 
and peripherals, along with a “scrolling H” test pattern for 
monitors. Not fair to let the system idle - you need to exercise 
the hardware. 

For immunity/susceptibility, how will you monitor, recognize, 
and report failures? Will the standard software do it, or do 
you need additional special software? Will that software run 
on the EUT, or on remote equipment? 

Determine support hardware. Passive peripherals, or  
active exercisers? Will you need to develop special hardware 
(and associated software?) Are there special power or 
cooling needs? 

Don’t forget about cables and connectors. If shielded, make 
sure they are properly terminated. If necessary, how will the 
cables penetrate the test chamber? You may need to develop a 
special test fixture for this. 

We’ve see too many problems with cables — check them 
out before going to the lab. We still recall one engineer 
admonishing his colleague with, “I thought we brought the 
good cables.” 

Put together a tool kit and spares. As a minimum, you should 
bring spare boards. Better yet, bring an extra system or two. 
There is nothing worse than having equipment break during 
the tests, with no backup. Bring backup software too. 

You may also want to include some spare parts - ferrites, small 
caps, EMI copper tape, and a roll of heavy duty aluminum 
foil. A soldering station can be useful too if you need any 
minor board modifications. Much of this may be available at 
the lab, but better to be prepared. 

Consider multiple configurations. For cost sensitive designs, 
we often recommend three test samples (ABC method.)  
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The A unit has minimal modifications (management’s dream); 
the C unit has all the EMI fixes you can think of (the EMI 
engineer’s dream): and the B unit is somewhere in between 
(the designer’s dream.). 

If you’re an optimist, start with A. If you pass, life is great! 
If you are a pessimist, start with C. If you fail, you’re still in 
trouble. In most cases, you’ll be somewhere in between, which 
is where the B unit comes into play. But this approach lets you 
quickly bracket things. It also means you have spares on hand 
if needed, and that can be modified as needed. 

Schedule your tests. With all this preparation, don’t forget to 
call your test lab for scheduling. Test labs can get pretty busy, 
so don’t expect to get in right away. The more advance time 
you can give the lab, the better. They will appreciate your 
courtesy. But for emergencies and panic situations, most labs 
will do their best to accommodate you. Just don’t make every 
test a panic. 

PHASE 2 - TESTING 

All your planning and prepping is done, and you are now at 
the lab. Regardless of your overall responsibilities, somebody 
from your company should attend the tests. Don’t just throw 
the design over the wall to the lab. Yes, it is done but very 
often is not effective, particularly if problems arise. 

Many EMI tests take a week or less. In that time, not only 
will you learn a lot, but by being on site you’ll also save your 
company time and money. After all, you know the design, 
how it works, and how to fix it if it breaks. Here are some 
issues to consider. 

Setup the EUT. Do the basic stuff - connect power, 
peripherals, ventilation (if needed), etc. Run a diagnostic to be 
sure everything is working as it should. 

Start a test log. Note date, time, test configuration, and 
summary results. Keep it simple but organized, as you will get 
a full set of data at the end of the tests. This is very useful if you 
start troubleshooting. Without it, you will soon be confused as 

to what has been tried. Photos are a good idea too. 

Baseline tests. For emissions, run an ambient test (power to 
the EUT off.). This is normally done anyway, but make sure it 
happens. For immunity, run a pre-scan. This verifies proper 
operation before you begin subjecting the EUT to the EMI 
torture chamber. This is the time to catch any glitches in the 
test setup. Note and record the results. 

Dealing with test failures. Unless you are incredibly lucky, 
you will encounter test failures, particularly with initial tests. 
Expect two or three trips to the lab before achieving full 
success. Even with the best design techniques, there are always 
unknown factors. That is why we test - it is still the most 
cost effective way to assure EMC, and ultimate successful 
operation of our equipment in the field. 

If you fail a test, don’t just stop and give up. Do some quick 
troubleshooting instead. If you are lucky, you may fix the 
problem right away. If not, at least gather enough information 
to narrow the possible failure mechanisms. Think like a 
doctor trying to diagnose an illness. 

Do the simple stuff first. Add ferrites to cables, or better yet 
pull cables to see if emissions drop (or immunity improves.) 
If you think the box is leaking, wrap the EUT in aluminum 
foil, sealing the seams in copper tape. You did bring your 
ferrites, aluminum foil, and tape with you, right? If not, the 
lab probably has a supply, but better to be prepared. 

For immunity, back off the test levels to determine the actual 
failure levels. How bad is the problem, anyway? If you are 
close, maybe a ferrite will fix things. But if you are a long way 
from success, more serious fixes may be needed. You need to 
know this. 

Ask for suggestions. Your test engineers and technicians have 
seen a lot of problems, and may have some ideas to try. Be 
polite, and don’t be a hot shot trying to impress everyone. 
Worst of all, do NOT blame the test lab or question their 
equipment or abilities. Wish we didn’t have to include this last 
piece of advice, but we’ve seen it happen.

The first step is to write a plan. A test plan is a good idea as 

it forces one to address critical issues ahead of time. If you 

are working in the defense industry, a test plan is usually a 

contract requirement. 
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Verify operation. Finally, regularly check to see if the EUT 
is still working right. This is particularly important with 
immunity tests that might cause damage or subtle changes, 
such as ESD or power transients. But even random equipment 
failures can invalidate your test data. 

How often to verify? The answer is how much data are you 
willing to discard. If you are willing to lose a day’s data, then 
once a day is enough. For a half day, then twice a day suffices. 
Test time is expensive, so we usually recommend revalidating 
every two to four hours, assuming the revalidation does not 
take a lot of time. 

PHASE 3 - POST TEST 

If all has gone well, you’ve passed the necessary tests. If not, 
hopefully you have gathered enough data and ideas to fix 
things for the next round of testing. Rest assured - eventually 
you will achieve test success. So what now? 

Test report. It is not enough to just pass the tests — you need 
to document the results. For military designs, the test report 
is another contractually required document. As such, it can 
be quite formal and detailed. For commercial products, the 
test report can be less formal, but should still contain enough 
relevant data to show that you have, in fact, passed the tests. 

You can have the test lab prepare the test report, or you can 
do so yourself. Since most engineers do not like to write 
reports, we usually recommend paying the test lab to provide 
the report. With their experience and templates, they can do 
so in a cost effective manner. Either way, keep the test report 
on file in case there are future questions about the tests. 

Raw data. Before leaving the lab, it is a good idea to leave 
with raw data — graphs, tables, and photographs. Of course, 
you have your lab notes too , right? 

In addition, we like to record other relevant data — test 
equipment, serial numbers, calibration dates, etc. That will 
be included in formal reports, but it only takes a few minutes 
to gather. 

Last, but not least, thank everyone for their help. Not only 
is this courteous but will be very much appreciated. You will 
also find youself welcomed back on your next trip to the 
EMI lab. 

IN CONCLUSION 

We hope this makes your next trip to the EMI test lab both 
easier and more enjoyable. EMI testing is an important step 
to assure our equipment will work properly in its intended 
environment. The ultimate goal is a better design, which is 
what we all want as engineers. 

Daryl Gerke, PE and Bill Kimmel, PE are the 
founding partners of Kimmel Gerke Associates, 
Ltd. The firm specializes in EMC consulting 
and training, and has offices in Minnesota and 
Arizona. The firm was founded in 1978 and 
has been in full time EMC practice since 1987. 

Daryl and Bill have solved or prevented 
hundreds of EMC problems in a wide range 
of industries - computers, medical, military, 
avionics, industrial controls, vehicular 
electronics and more. They have also trained 
over 10,000 designers through  
their public and in-house EMC seminars. 

Daryl and Bill are both degreed Electrical Engineers, registered 
Professional Engineers, and NARTE Certified EMC Engineers. 
Between them, they share over 80 years of industry experience. 
For more information and resources, visit their web site at  
www.emiguru.com.

Put Boeing to 
work for you.

Boeing Boeing Technology Services (BTS) 
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This is a true story. When I first joined IBM as an EMC 
engineer, my new manager handed me a document 
titled ‘EMC Design Process at IBM’ and asked me to 

comment. I quickly read the short document that basically 
said that the EMC engineer would provide the design 
engineers a list of EMC rules, which would be largely ignored. 

The product would be built and when tested in the EMC 
laboratory it would fail. The EMC engineer would then spend 
anywhere from a week to a month to try various band-aid 
fixes (not the term used in the document, of course) before 
making recommended changes back to the design team. The 
changes (or some of the changes) would be implemented, and 
a new version of the product built. Testing would be repeated, 
and this process might need 2-3 iterations before completed 
and the product was ready to ship.

I handed the document back to my brand new manager, and 
asked if he had fired this EMC engineer yet? He was shocked, 
and told me this was one of the more senior EMC engineers! 
I told him that if I told my boss I expected to fail every time I 
should be fired. Of course, this was not the design process that 
was desired, but rather the one that had evolved.

Using software tools helped IBM turn this process around 
completely. So now, instead of failing the first time, every 
time, products usually pass the first time in the EMC 
chamber! Using these tools (along with education of the 
design engineers) made all the difference!

There is a variety of tools available and they operate at 
different levels. This article will discuss using these tools 
and point out the benefits and where they can be used most 
effectively in the design process. Many people had told me 
they have no time to learn how to use new tools. I equate this 
to a story a friend of mine told me years ago. A woodsman 
is tasked to clear five acres of forest in a very short time. He 
begins with his double-bladed axe and is working hard when 
someone tries to show him a new invention, called a chain 
saw. The woodsman replies that he has no time to learn new 
tools! He is busy with a short deadline!

BEFORE THE DESIGN BEGINS – 
SIMULATION

There are many EMC rules, and some of them are in direct 
conflict with each other! These rules need to be evaluated to 
see which ones will work for your particular product family. 
For example, EMC rules for large main frame computers may 
or may not apply to a small hand held device where large 
metal shields and finger stock can not be used. Furthermore, 
some published EMC design rules do not follow physics! All 
rules need to be examined to make sure that they make sense, 
and are appropriate for your product types.

One of the best ways to validate rules is to use full wave 
simulation software. There are a variety of vendors offering a 
variety of different software simulation tools. These tools use 
a variety of different simulation techniques, each having areas 

Using EMC Tools to 
Help Designs Pass 
the First Time
BY BRUCE ARCHAMBEAULT
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where they excel and areas where they 
are not the best tool for the job. A tool 
box approach is strongly recommended 
so the user will have a variety of tools 
at their disposal and can optimize 
their particular simulation for the type 
of problem at hand. Figure 1 shows a 
number of different possible problems1 
that might be simulated and represent 
only a small number of examples possible 
for simulation tools. However, each of 
these problems are very different, and so 
a different simulation technique would 
be best for some of the problems. There 
is no one size fits all in the world of 
simulation techniques.

For example, the heatsink in Figure 1A 
would usually require an open 
boundary condition and would likely 
be easiest to simulate using Finite-
Different Time Domain (FDTD), 
Finite Integration Technique (FIT), 
or the Method of Moments (MoM). 
PCB problems often require dielectric 
materials to be included as well as open 
boundaries, so FDTD or FIT might be 
best suited. If the PCB problem includes 
many discrete components (such as 
capacitors, equivalent inductances, etc.) 
then the Partial Element Equivalent 
Circuit (PEEC) would probably be 
the most efficient way to perform the 
simulation. Internal shielded air vents 
(Figure 1C) could easily be solved 
with FDTD, FIT, or the Finite Element 
Method (FEM). Problems such as 
the coax cable in Figure 1D might 
be optimized using FEM, since it is a 
problem with metal boundaries (open 
boundaries not needed) and the non-
rectangular shape of the grid can be 
well suited to curved surfaces.

Very seldom is a single simulation run to 
determine pass/fail of a system. Usually 
there are a family of simulations, each 
with something slightly different, to 
help define the grey area between the 
absolutes. A classic example would be to 
determine how many posts are required 
to connect the heatsink in Figure 1A to 
the ground-reference plane in order to 

1 Courtesy of CST

Figure 1A: Heatsink example

Figure 1B: PCB example

Figure 1C: Internal shielded air vent 
example

Figure 1D: Coax cable example
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reduce the emissions over a certain frequency range. In this 
example, a number of simulations would be performed, each 
with a different number of grounding posts, to observe the 
frequency range where the emissions are reduced. Using these 
multiple simulations, a set of design guidelines can be created 
that are optimized for the specific type of product that is to be 
designed.

A word of caution should be mentioned here. Simulation tools 
are very powerful and useful. They can help fill in the grey 
areas, and also help understanding of the engineers and non-
engineers who often must be convinced to implement a certain 
design rule even though it might add a little cost, weight, etc. 
to the product. However, all simulations should be validated. 
The software vendors spend a lot of time to insure their tools 
give an accurate answer to whatever question was asked. 
However, the user is often the primary source of error. A good 
rule of thumb about validating simulations: if you have never 
made a mistake in your life, you might be safe to ignore the 
recommendations for validation!

One of the primary potential sources of error are the types of 
source used in the simulation. Wave ports are an easy source 
of error. If the boundaries of the wave port are too close to 
a microstrip (for example), then the fields will interact with 
the perfect electrical conductor boundary and incorrect wave 
modes are established (see Figure 2).

Validation can take many forms. Probably the most common, 
and often the most difficult is to use measurements to validate 

the simulation. After all, measurements are a great emotional 
comfort! However, there are a lot of measurement artifacts 
that may or may not be included in the simulation. Antenna 
patterns, ground plane reflections, and equipment input 
impedance loading for direct measurements can all make it 
difficult to compare measurements and models unless all these 
effects are included in the simulation.

Another popular way to validate simulations is to use a 
completely different simulation technique. For example, 
using FDTD and MoM for the same problem will use very 
different physics for the simulation. Of course, this means the 
simulation must be run twice, but if both simulations give the 
same results, then the user must have understood the problem 
well enough to create models for the different simulation 
techniques, and the results are probably good.

BEFORE THE DESIGN BEGINS – TRAINING

Training is an important part of the preparation for the 
coming design project. While there are a number of training 
seminars available, it is important to make sure that it is not 
just a listing of EMC design rules collected over the years, 
but rather training that explains how the physics work, why 
the rule is important, and how to determine if the rule is 
appropriate for this product/project or not. This does not 
mean that a lot of heavy math is required! We can leave 
the math for the universities and those who love to solve 
equations. Understanding the physics means that the students 
should learn the fundamentals of how current flows, the true 

 
Figure 2: Incorrect and correct electric fields in wave port

Training is an important part of the preparation for the coming 

design project. While there are a number of training seminars 

available, it is important to make sure that it is not just a listing 

of EMC design rules collected over the years.
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nature of ground vs. return current path, how shielding really 
works, and especially a good understanding of inductance 
concepts. Remember, once the seminar is completed, the 
student/engineer must rely on the knowledge gained during 
the seminar to be able to know when a rule must be enforced, 
when the rule can be bent a little (and how far) or when a rule 
does not make sense for the product under design.

DURING THE DESIGN –  
RULE CHECKING SOFTWARE

Once the design has begun, there is seldom time to do 
multiple simulations, etc. The design rules that were vetted 
prior must be used since time is usually short. When 
designing many layer high speed printed circuit boards 

(PBCs), it can be impossible for an engineer to double 
check all the proper design rules were followed. There are 
software tools available that can read the PCB CAD design 
file, quickly check against a wide variety of EMC and Signal 
Integrity (SI) design rules, and highlight the areas where 
design rule violations occur.

These software EMC/SI design rule checking tools usually 
include a variety of rules that are more complex than the 
simple manufacturability Design Rule checkers (DRCs) that 
are included in PCB layout CAD tools. For example, a typical 
EMC design rule is that high speed traces must not cross a 
split in the nearby reference plane. However, depending on 
the data rate, rise time, etc. for the signal on that trace, a 
stitching capacitor might be used to allow the return current 

clas·sic  (klăs ĭk)
adj. 
2.

a. Adhering or conforming to established standards 
and principles: a classic piece of research.
b. Of a well-known type; typical: a classic car.
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to cross from one plane to the other if the 
capacitor is located within a certain specified 
distance from the crossing point. Complex 
rules, such as this one, are too complex for the 
DRC in the CAD tools.

One of the major advantages of these EMC/SI 
rule checking tools is that they will highlight 
the area where the violation occurs, turning 
on only the PCB layers involved, and often 
even drawing a box around the violation to 
draw the engineer’s eyes to the right location 
quickly. Figure 3 shows an example screen 
shot2 of a violation of the trace crossing a split 
reference plane rule.

Typical rules for printed circuit boards cover 
a wide range of potential violation, including distance from 
decoupling capacitor (and IC) pads to vias, decoupling 
capacitor density, traces close to the edge of a PCB, distance 
from signal via to return current via, and many more. Users 
can tailor the limits for the various rules depending on the 
product specific requirements, data rates etc.

Rule checking software tools are usually very fast, doing an 
entire high speed PCB in minutes or at most, tens of minutes. 
This is in contrast to most full wave simulations which 
typically take hours or even days to complete. The full wave 
simulation gives a complete solution to Maxwell’s equations, 
vs. a relatively simple geometry checking against a rule. 
Therefore the rule checking tools can be incorporated into the 
typical product design process easily and quickly. The visual 
aid of the violation viewing allows the engineer to quickly 
evaluate which violations are important and to make the 
necessary changes before building the hardware and possibly 
failing during EMC testing.

AFTER THE DESIGN IS COMPLETED

Once the product has been successfully designed, built, and 
passed the EMC testing, feedback into the EMC rules can 
help the next product development as well as help reinforce 
the importance of the tools used before and during the design 
process. Of course, if the product happens to fail during initial 
EMC testing, once the offending portion of the product is 
determined, the feed back into the EMC rule checking tool 
will tighten the appropriate rule limits as necessary.

SUMMARY

A variety of software tools are available to design engineers 
that can help increase the probability of passing EMC 
requirements the first time. Full wave tools are most 
useful to help understand the shades of grey for various 

2 Courtesy of CST

design approaches, and are less useful to predict the pass/
fail performance directly (due to the excessive amount of 
details required and excessive simulation run times for such 
complex models).

Rule checking software tools are very fast, accurate and 
helpful to identify potential design issues for high speed 
complex PCBs. The engineer still must make a decision about 
the relative importance of the violation and whether or not 
it must be corrected. The visual feedback and focusing on 
a violation allows engineers to make quick and informed 
decisions.

The bottom line is that none of these tools replace the need 
for the engineer to have a fundamental understanding of the 
physics of high frequency electromagnetics. These are simply 
tools to help the engineer, not replace the engineer! Imagine 
taking your auto to a repairman who knows nothing about 
engines, but has a full set of mechanics tools. Equally absurd!

In this time of short design cycles, product cost pressures, 
and increasing RF noise from wireless devices etc., no one can 
afford to not use these tools to their fullest potentials. Don’t 
be like the woodsman and ignore things that will help you be 
successful!  

Dr. Bruce Archambeault is an IBM 
Distinguished Engineer at IBM in Research 
Triangle Park, NC and an IEEE Fellow. He 
received his B.S.E.E degree from the University 
of New Hampshire in 1977 and his M.S.E.E 
degree from Northeastern University in 1981. 
He received his Ph. D. from the University 
of New Hampshire in 1997. His doctoral research was in the 
area of computational electromagnetics applied to real-world 
EMC problems. He is the author of the book “PCB Design for 
Real-World EMI Control” and the lead author of the book titled 
“EMI/EMC Computational Modeling Handbook”.

Using EMC Tools to Help Designs Pass the First Time

Figure 3: Example of EMC Rule checking tool Violation Viewing
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Sellers and importers of Information Technology 
Equipment (ITE) must comply with a vast array of 
hardware regulations when marketing their products in 

today’s world. The scope of hardware regulations includes the 
following basic disciplines:

 y Product Safety

 y Electromagnetic Compatibility (EMC)

 y Homologation of wired and wireless telecommunication 
devices

 y Energy Efficiency

 y Environmental

 y Chemical

Such regulations are established at many levels, including 
national, regional, state, province and even individual cities 
or towns. In many cases, hardware regulations carry the force 
of law. Hence, a complete and in-depth understanding of the 
regulations applicable to any particular product is needed 
to avoid running afoul of the law. Being aware of all the 
regulations that apply to a product can be challenging enough, 
even before understanding all the details.

REGULATORY FUNDAMENTALS
Regardless the discipline, all hardware regulations encompass 
a common set of basic elements. 

 y Technical evaluation, which may include testing or 
engineering analysis

 y Documentation of results, often in the form of a test report

 y Conformity assessment procedures, including Declaration 
of Conformity (DoC), verification and certification

 y Product and packaging marking

 y Information to the user, with required language translations

 y Market surveillance and on-going compliance

 y Registration to the government and follow up (registering 
laser devices with the FDA, for example)

It should be noted that some regulations may not require 
explicit action on all of these elements. For example, certain 
regulations do not require a statement of compliance to be 
included in the documentation provided to the end user of 
the product. Other elements may be included as well, such 
as an audit of procedures and capabilities of manufacturing 
factories.

The technical evaluation typically includes either testing 
a sample of the product against some defined standard or 
set of standards or an engineering analysis or assessment. 
Restrictions or rules on who can perform the testing or 
evaluation vary. In some cases, the test or assessment may 
be performed by the product’s manufacturer, while other 
regulations for the same basic discipline may require the 
use of an independent third party. If testing to standards 
is required, the lab performing the testing may need to be 
approved by the regulatory agency or accredited through a 
designated lab accrediting agency. With the wide possibility 
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of requirements on who can perform the evaluation and what 
specifically is required or allowed, it is easy to see why in-
depth knowledge of the applicable regulations is essential for 
successful compliance.

Once the technical evaluation is completed, the results 
must be documented. The old adage of the work not being 
done until the paperwork is completed definitely applies in 
hardware compliance. Without adequate documentation of 
the evaluation, one cannot truly demonstrate compliance with 
the requirements. What product was evaluated/tested? What 
configuration was evaluated/tested? How was the evaluation/
test performed? Who did the work, and were they properly 
qualified to do it? If the company is accredited to perform 
the work, is their accreditation through an organization that 
is accepted or recognized by the regulatory body? The list of 
content that must be included in a test report can be quite 
extensive. Consider the following example.

1. Test Report Cover Page stating the regulation the report 
encompasses

2. Test standard and test method that were applied and any 
deviations from the specified procedures

3. Classification of the product with respect to the 
regulation (for example, Class A or Class B for EMC 
emissions test results)

4. Description of the device being tested 
for approval, including marketing 
designation or model number

5. Product specification sheet describing 
its functions and capabilities

6. Functional block diagram

7. Specific identification of the device 
that was tested, including serial 
number and detailed list of all 
hardware content

8. Description of software used to 
exercise the unit being tested

9. Measuring equipment used in 
performing the test, including make, 
model, serial number and calibration 
details

10. Test results

11. Description of any changes made to 
the device during testing to meet the 
test limits

12. Photographs of the test setup

13. Photographs of the device being 
tested

14. Diagram of the physical arrangement 
and configuration of the unit tested

15. Drawing or photograph of the product label showing 
required marking(s) and location of label on the device

The conformity assessment procedures define the specific 
process steps that must be followed to satisfy the regulation 
and include things such as filing a report with an agency 
versus keeping it on file to be made available if requested
These procedures can be placed into three basic categories:

 y Certification
 y Suppliers Declaration of Conformity
 y Verification

Certification generally requires filing specific documentation 
with the agency and receiving a certificate in return. Required 
documentation may include a test report or detailed technical 
assessment of the equipment being certified, description 
of the equipment, instructions furnished to the user of the 
equipment and information about the manufacturer importer. 
To ensure the manufacturer does not swap parts for inferior/
lower cost substitutes after the product is certified, all 
components that are considered critical are included in the 
certification documents. Agency representatives may audit 
the manufacturer to verify the product continues to be built 
as originally tested. Quarterly audits are a common practice 
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for Product Safety certifications. Changes in the hardware 
considered critical would drive recertification.

In a Suppliers Declaration of Conformity procedure, the 
supplier (typically the product’s manufacturer) completes a 
form attesting, or declaring, that the device complies with 
the required regulation. The method used for demonstrating 
compliance is often listed on the declaration. In some cases, 
the declaration is distributed with the product to the end user; 
while in other cases, it is kept on file to be made available 
upon request.

Verification is the simplest form of conformity assessment 
in which the supplier creates documentation to verify 
that the product meets the requirements. Typically, this 
documentation would be a test report that is kept on file and 
made available upon request.

Laws and regulations from different countries drive the 
manufacturer to choose the specific method that will make 
marketing a product feasible. In the USA for example, 
OSHA clause 1910.399 and national Electric Code (NEC) 
clause 90.7 drive the IT industry into using the certification 
method. In the European Union, DoC is widely accepted. In 
terms of cost and work by the manufacturer, the DoC would 
be considered the preferred methodology as it eliminates 
the third party certification agency. Certification via a third 
party agency adds delays to the certification cycle, it relies 
on the availability of the agency and adds costs for initial 
certification, manufacturer’s audits, recertification and annual 
fees to place the agency’s mark on the product. DoC requires 
all the documentation to be available; so, the manufacturer 
would still be required to do all the testing and keep the 
documentation on file.

Product marking involves placing a mark or statement on 
the product. Product’s information labels are usually used as 
a venue to distribute regulatory information. Some of that 
information includes the following items. 

a) Trademark, Model Designation, Certification Marks and 
Statements: Information on product certificates should 
match information provided on the label. For rebranding 
agreement, where the company’s trademark shown on the 
label does not match the original manufacturer (owner 
of the certification), a number may be included below a 
certification mark, which can be used to relate the product 
back to the original manufacturer. 

b) Manufacturing Location and Country of Origin: This 
information, historically required for trade and customs, 
is becoming more and more important in the regulatory 
area, because some countries are starting to require 
certification is done per manufacturing site. That means, 
when submitting a sample for testing, assuming you have 
two potential manufacturing locations, you would need to 
submit samples from each location to be able to ship from 
both manufacturing locations. 

c) Translations: For certain categories of products, specific 
information on the label needs to be translated. Figure 1 is 
an example where both simplified and traditional Chinese 
text are included, to meet requirements for China and for 
Taiwan.

Different regulations require the marking is placed on the 
product or on both the product and the packaging. Other 
regulations allow alternatives of placing the product marking 
on the packaging or in the user manual. 

Information to the user is generally a statement that the 
product complies with the regulation. It may also include 
caution or warning statements describing types of locations 
where the device is, or is not, allowed to be used. This 
information may have to be provided in more than one 
language. For example, in Canada, text-based statements 
targeting the end user have to be provided in both English 
and French.

Market surveillance includes any activities undertaken by 
the authorities to verify that products being sold do, in fact, 
comply with all applicable regulations. Market surveillance 
activities take many forms and may include checking products 
at retail outlets to ensure proper labeling; requesting copies 
of test reports, DoCs or certificates from the manufacturer 
or importer; or performing the tests defined by the standards 
or regulations on samples acquired from manufacturers, 
importers or retail outlets. 

Compliance verification by Customs officials at the time 
of importation is another form of market surveillance. 
Verification by Customs typically involves document 
inspection to see if all the paperwork accompanying a 
shipment is in order. Noncompliances discovered during 
Customs verification typically result in delayed product 
deliveries to customers, as the noncompliant product (or 
suspected noncompliant product) will likely be held by 
Customs until compliance can be demonstrated or obtained. 
Even simple errors in documentation, such as the model 
number shown on the commercial invoice not matching 
the information on the certificate issued for the product, 
can create problems at the time of importation. Therefore, 
attention to detail is very important. This practice seems to 
be gaining in popularity among national agencies. Recently, 
the Customs Union of Russia, Belarus and Kazakhstan 
announced their customs authorities would begin checking 
imports of equipment in certain product categories to verify 

Figure 1: Product rating information shown with required trans-
lations of test into simplified Chinese and traditional Chinese
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compliance with the EMC requirements prescribed by the 
EuroAsian Economic Commission (EAC). South Korea has 
been executing a similar verification process for several years. 

EMC
Let us now explore EMC regulations around the globe.

A device’s ability to exist in its intended operating 
environment without causing electromagnetic interference 
with other electronic equipment (emissions) or without 
suffering undue interference from other equipment 
(immunity) is regulated in some 50 countries.

Fortunately for manufacturers, importer and other 
responsible parties, these regulations reference a much 
smaller set of common standards, as shown in Table 1.

This referencing of common standards substantially reduces 
the testing burden, although changes and revisions to the 
reference standards are not always adopted on uniform 
schedules by the various regulations. A recent example of 
the variations that can happen in adoption is the roll out of 
the CISPR 22 limits on radiated emissions between 1 and 6 
GHz. Compliance with these limits became mandatory in 
October 2010 for the Republic of China (Taiwan), in March 
2011 for the Peoples Republic of China, and October 2011 in 
Australia, the European Union and Japan. Depending on the 
changes introduced in subsequent editions of a standard, the 
effect of nonuniform implementation schedules can range 
from simply referencing the correct edition in test reports to 
testing a single product multiple times to accommodate the 
technical differences between versions if the standard.

Now that the new CISPR 32 standard for emissions from 
multimedia equipment has been published, it will be 
interesting to see how the various jurisdictions incorporate 
the standard into their requirements.

Even with the use of these common standards to establish the 
test conditions and limits that must be met, the industry must 
understand and correctly apply differences in the conformity 
assessment details between various global EMC regulations. A 
sampling of these details is summarized in Table 2 (page 86). 
Note that some regulations include multiple conformity 
assessment procedures, usually based on the type of product 
or product classification.

CONCLUSION
Many countries around the world have hardware regulations 
that must be met before ITE is marketed, sold or imported 
into those countries. These regulations exist for valid reasons 
and generally are intended to protect something: people, 
other equipment or the environment. Meeting the technical 
details of hardware regulations is only one step in satisfying 

the regulations. Satisfying the administrative elements of the 
conformity assessment process that need to be completed 
after the technical analysis or testing is finished can be more 
challenging and time consuming than the test or analysis 
itself. 

Effective regulatory compliance engineers must have a 
solid technical background to understand the intricate 
details of product designs and the related test standards and 
evaluation criteria. They must also stay current on the ever-
evolving test and analysis standards, related test equipment, 

SCHURTER 
EMC Solutions

SCHURTER’s EMC filter assortment provides a variety of single and three 
phase line filters for both AC and DC applications. Choose from hundreds of 
power entry modules, block filters and related components to meet 
Industrial, IT and Medical compliance standards.

- Power line filters for 1- and 3-phase systems, single or double stage
- Power entry and block filters for use in AC and DC applications such as 

motor drives, motor controls, UPS systems, and inverters
- Power entry modules with current ratings up to 20 A @ 250 VAC; DC 

version up to 15 A @ 125 VDC 
- Block filters with current ratings up to 2500 A @ 760 VAC; DC versions up 

to 2300 A @ 1200 VDC
- Block filters rated for higher ambient temperature up to +100°C, with 

corresponding deratings
- Custom designed block filters – attenuation, housing sizes, mounting and 

terminal styles
- UL and ENEC approved for use in equipment according to IEC 60601-1 & 60950

schurter.com/emc_news

Type of Test Base Standard

Conducted and Radiated Emissions CISPR 22

FCC Part 15 Rules

Power Line Harmonic Emissions IEC 61000-3-2

IEC 61000-3-12

Voltage Fluctuations and Flicker IE C 61000-3-3

IEC 61000-3-11

Immunity CISPR 24

Table 1: Common standards serve as the basis for  
global EMC regulations
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laboratory performance and approval criteria, accreditation 
requirements, import rules and the rules for the declaration 
and certification regimes of multiple regulatory agencies 
throughout the world. These skills must then be applied with 
meticulous attention to detail. 

John Maas is a Senior Technical Staff Member 
and Corporate Program Manager for EMC at 
IBM Corporation, where he has responsibility 
for IBM’s worldwide EMC regulatory 
compliance programs.  John has more than 30 
years of EMC experience including hardware 
design and test.  He is a senior member of the 
IEEE and has been involved in international standardization 
for much of his career, with his contributions to EMC 
standardization being recognized by the IEC when he received 

the IEC 1906 Award.  John is currently convenor of IEC SC77B/
WG10, Technical Advisor of the US technical advisory group 
(TAG) for IEC SC77A and a member of the US TAGs for 
IEC TC77, SC77B and CISPR/I.  Mr. Maas can be reached at 
johnmaas@us.ibm.com.

Mariel Acosta-Geraldino is the Corporate 
Program Manager for Product Safety at IBM, 
where she has the responsibility to ensure IBM 
products meet with any safety regulations in the 
Americas. She has been with IBM for 13 years. 
Her previous roles at IBM include Safety Team 
Lead for Storage, testing and ensuring products 
were safe and compliant and power supply qualification. 
Educational background includes M.S. Manufacturing Systems 
Engineering and B.S. Electrical Engineering.

Geography Test Type
Conformity 
Assessment 
Procedure

Submit Test 
Report

Product 
Label

User Manual 
Statement

Lab Accreditation or 
Approval 

Australia Emissions DoC No Yes No Recommended

Brazil Emissions
Immunity

Certification Yes Yes Yes

Canada Emissions Verification No Yes Yes No

China Emissions
Harmonics
Flicker

Certification Yes Yes Yes Yes

European Union Emissions
Immunity
Harmonics
Flicker

DoC No Yes Yes No

Japan Emissions DoC No Yes Yes Yes

South Korea Emissions
Immunity

Certification Yes Yes Yes Yes

New Zealand Emissions DoC No Yes No Recommended

Customs Union
(Russia, Belarus 
and Kazakstan) 

Emissions
Immunity
Harmonics
Flicker

Certification
DoC

Yes Yes Yes Yes

Taiwan Emissions Certification
DoC

Yes Yes Yes Yes

Turkey Emissions
Immunity
Harmonics
Flicker

DoC No Yes Yes No

USA Emissions Verification
Certification
DoC

No
Yes
No

Yes Yes No
No
Yes

Vietnam Emissions Certification Yes Yes No Yes

Table 2: Sampling of compliance details for EMC regulations
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2016 IEEE International Symposium on 
Electromagnetic Compatibility 
Compatibility in Canada’s Capital
25 – 29 July 2016

For the first time ever, the 2016 IEEE  International 
Symposium on Electromagnetic Compatibility & 
Signal Integrity will be held in Ottawa, Canada.  
The Ottawa Region is known as Silicon Valley 
North and is a hub of technological enterprise and 
government research making it an ideal location 
for hosting EMC 2016. The premier event of the 
IEEE EMC Society will be building on past 
successes and joining with the Signal Integrity/
Power Integrity community to once again present 
a joint symposium.The Ottawa Committee invites 
EMC & SI professionals, academics and researchers 
to convene with hundreds of international experts 
in the field to learn, exchange ideas and engage in 
professional development in Canada’s Capital City. 

IEEE International Symposium on Electromagnetic 
Compatibility and EMC Europe:
Where Baroque Meets High-Tech
16 – 22 August 2015

The IEEE International EMC Symposium is teaming up 
with EMC Europe in the beautiful baroque city 
of Dresden, Germany.  Papers have been reviewed by 
a high-level technical committee.  Attendees will 
appreciate the special focus on Automotive EMC and 
new requirements due to e-Mobility as well as the 
increasing use of Wireless Technologies, 
Electromagnetic Pulse (EMP), Intentional 
Electromagnetic Interference (IEMI), Computational 
Electromagnetics, Signal and Power Integrity (SI/PI) 
and EMC Measurements. The social events will 
be hosted in some of Dresden’s most charming 
locations and offer plenty of networking opportunities 
with your EMC colleagues from around the world. 
www.emc2015.org

The IEEE EMC
Symposium -
Bringing Compatibility to Engineering Innovations
The IEEE EMC Society has been at the pivot point of engineering 
technology for over a half-century. With a long history of developments 
in Electromagnetic Compatibility and Electromagnetic Environmental 
Effects, the Society brings sharp focus to methods and practices for proper performance 
of energy, electrical, communications, information technology and wireless systems. 
The Society promotes information sharing through regional chapters and international 
symposia. Collaboration across the research, design, test, regulatory and media 
industries has helped shape the world as we know it.

Future Symposia each offer something unique to attendees. 
Mark your calendar for these upcoming events!

since 1957

Learn more at EMCSS.org
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The automotive industry has changed drastically in 
recent years. Advancements in technology paired with 
tighter federal fuel and emissions regulations have 

resulted in the need to place more electrical systems into 
vehicles. This in turn places a greater emphasis on keeping 
the Electromagnetic Interference (EMI) of these systems from 
interfering with each other through radiated and conducted 
emissions, as well as crosstalk between the multitudes of on-
board systems.

In addition to the sources within the vehicle, there are 
external sources of EMI that could interfere with vehicle 
electronic systems. These sources include, but are not 
limited to, cell phone towers, commercial broadcast signals 
of all sorts, remote entry devices as well as RADAR near 
airports and other such places. There are devices brought 
on board by passengers such as Bluetooth® devices, DVD 
players, video games and pretty much anything else you 
or your children can think of that must also be taken into 
consideration by automakers. 

Before discussing the best solutions for common EMI issues, 
it is helpful to understand EMI; its influences on vehicle EMC 
(Electromagnetic Compatibility) and where EMI shielding 
is often used in automobiles. Once engineers have all the 
information and have considered all of the factors affecting 
EMI, then they can choose the proper shielding material for 
their need.

WHAT IS EMI? 

EMI is a process by which disruptive electromagnetic energy 
is transmitted from one electronic component or device to 
another via radiated or conducted paths, or both. There are 
always both paths there but many times one is more prevalent 
than the other. In an automotive electronic system, EMI 
can adversely affect the performance of an integrated circuit 
internally, as well as that of other electronic components in 
close proximity. 

There is a root cause to most EMI noise. In a digital system, 
clock pulses are generated to operate the logic. As these clock 
pulses are developed, they have a given rise time. The rise 
time, as it gets shorter, has a tendency to create a broadband 
energy pulse on the leading edge. This is commonly known as 
overshoot and/or ringing. 

The energy present in the overshoot and ringing is the basis 
for generating other higher frequencies called harmonics. 
These higher frequencies are multiples of the clock frequency. 
Both odd and even multiples (harmonics) exist. In most cases, 
the odd harmonics (observed at 3, 5, 7, and 9 etc. times the 
fundamental of the clock frequency) create most of the EMI 
noise problems. However, even harmonics do exist and must 
not be ignored.

A Primer on  
Automotive EMC for 
Non-EMC Engineers
BY GARY FENICAL
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Placing more and more electronic systems into the confined 
spaces of vehicles poses a potential EMI problem. If not 
properly addressed, the interference can cause each system 
to malfunction or even fail. Current trends and technology 
advancements are introducing new electronic systems, and 
with that, new potential EMI issues into vehicles at a rapid 
pace. And, of course, every new device or system must meet 
all mandatory EMC requirements that give a reasonable 
assurance that the device or system will operate as intended 
and will not cause any other devices or systems to not 
operate as intended. This is especially critical where safety is 
concerned.

CURRENT TRENDS INFLUENCING  
VEHICLE EMI

As the automotive industry has progressed, there have 
been several factors external to the business which have 
influenced the evolution of today’s vehicle. Between increased 
fuel and emissions standards by the federal government 
to the consumer’s interest in additional convenience and 
entertainment options, the automotive industry must address 
these trends and the additional potential sources for EMI. 

With the new fuel efficiency standards issued by the 
Transportation Department and Environmental Protection 
Agency stating vehicles must get an average of 35.5 miles 
per gallon by 2016, automakers are increasing the use of 
electronic engine controls. These electronic controls allow 
more precise control of the engine and therefore, fuel use, 
helping to achieve the increased fuel efficiency standards. 
The use of these controls also means additional electronics 
introduced into the car, resulting in potential EMI issues. 

As fuel efficient automobiles become a focus, hybrid and 
electric vehicles are gaining popularity with consumers. 
These types of vehicles feature some degree of electronic drive 
systems, introducing new EMI issues for engineers, which 
must be dealt with to maintain the “mission critical” systems. 
These types of drives are high current devices. As current 
increases in a circuit, emissions increase. Therefore it becomes 
more difficult to meet radiated emission standards.

Additionally, consumers have become more interested in the 
optional convenience and entertainment systems available 
in vehicles today. These options include rear-view cameras, 
back-up radar and complicated infotainment systems. 
As more electronic applications are added to vehicles, 
additional EMI shielding for these systems is necessary to 
ensure the safety and functionality of the automobile. And 
let us not forget the PEDs (Portable Electronic Devices) 
many of us like to bring into the vehicle. Although the 
PEDs must meet FCC radiated and conducted emissions, 
these devices have not been specifically tested for use in an 

automotive system. Generally, conducted emission will not 
matter because there are only requirements for conducted 
emission on the AC mains.

SHIELDING

Shielding is the practice of reducing the electromagnetic field 
in an environment by blocking it, or isolating it from the 
“outside world” with some type of conductive or magnetic 
material. The amount of reduction depends on the material 
used, thickness of the shield, amplitude and the frequency of 
the fields. Shielding is noninvasive and does not affect high-
speed operation of components and systems. Other solutions 
such as filters, ferrites and/or absorbers can change the signal 
characteristics and affect circuit operation. Shielding can 
be a stand-alone solution, but is more cost effective when 
combined with other suppression techniques such as filtering, 
absorbers, grounding and, most importantly, proper design. 
The use of shielding can take many forms, from RF gaskets 
to board level shielding (BLS) and there are several factors to 
consider when choosing shielding material. 

www.ophirRF.com

10 kHz – 40 GHz
1W – 24kW

…and introducing
Your Source for LiSns, Probes, & Sensors

OPHIR EMC

High Power RF &
Microwave Amplifiers
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SELECTING PROPER MATERIALS

There are many factors that affect the proper selection of RF 
gasket materials. The following list identifies some of the key 
issues that must be considered when choosing a material. 

 y Operating frequency 

 y Materials compatibility 

 y Corrosive considerations 

 y EMC compliance specification 

 y Operating environment (In the passenger compartment, 
under the hood, etc.)

 y Load and forces 

 y Cost 

 y Attenuation performance 

 y Storage environment 

 y Oil and fuel resistance 

 y Cycle life 

 y Electrical requirements 

 y Materials thickness/alloy 

 y Space and weight considerations 

 y Product safety 

 y Recyclability

WHERE IS EMI SHIELDING USED ON A 
VEHICLE? 

As stated previously, there are both internal and external 
sources of EMI to vehicles. The automotive electromagnetic 
environment is very complex, requiring automakers to 
consider both these external and internal sources prior to 
production of vehicles. 

Internal EMI problems can range from simple static on the 
radio to a loss of control of the vehicle. Internal electrical 
systems that can affect the vehicle function include:

 y Collision avoidance radar

 y Navigation-radio combination

 y Power steering module

 y Airbag inflator

 y Adaptive cruise control

 y Infotainment systems

 y Tire pressure monitor, etc.

Vehicles’ electronics can be affected by harsh external EMI 
environments. EMI can be generated from power transients, 
radio frequency interference, electrostatic discharge and 
power line electric and magnetic fields. These external sources 
can include:

 y Garage door openers

 y Remote entry devices

 y Cell phones

 y Bluetooth devices

 y Third party navigation

 y DVD players

 y Pretty much anything that uses electricity but especially 
digital devices

Vehicle electronics must be designed for extremely high 
reliability at the lowest possible cost. If EMI is not considered 
at the beginning stages of the design process, it becomes more 
difficult and expensive to deal with later. All these issues have 
to be overcome through optimal electromagnetic compliance 
(EMC) design and the correct EMI shielding materials 
selection.

Vehicle electronics must be designed for extremely high 

reliability at the lowest possible cost. If EMI is not considered 

at the beginning stages of the design process, it becomes more 

difficult and expensive to deal with later.
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EXAMPLES OF EMI SHIELDING USED IN 
VEHICLES

EMI shielding can be found in virtually any electronic system 
in a vehicle. Because of the confined space and the number of 
electronic systems within a vehicle, engineers often use EMI 
shielding as an efficient and cost-effective means of addressing 
interference issues.

Audio Systems – Audio and entertainment systems can be 
one of the largest sources of EMI in vehicles due to AM/
FM radios and additional electronics including GPS and 
navigation or satellite radio. Other considerations include 
in-car entertainment options such as televisions and DVD 
players and the convenience of after-market items including 
multi-programmable wireless controls. Common shielding 
solutions used in these systems include board-level shielding, 
metal fingerstock, conductive Fabric-over-Foam and spring 
gaskets. 

Interior Systems – These systems include the lighting (which 
is only a problem during turn-on and turn-off unless it is 
electronic lighting), power modules, rearview mirrors and 
display screens found in most cars today. These electronics 
are more vital to the function of the vehicle and EMI issues 
should be carefully considered. Typical solutions used in 
these systems include board-level shields, metal fingerstock, 
spring gaskets, Form-in-Place gaskets and conductive 
elastomers. For example, in a rearview mirror with a camera, 
a board-level shield could be used to prevent crosstalk among 
components on the circuit board. For a system that is exposed 
to the elements, conductive elastomers are a good choice as it 
is an environmental seal as well as an EMI gasket.

Safety and Security Systems – These systems, often 
considered “mission critical”, include cruise control, driver 
information systems, tire pressure monitors, blind spot 
detectors and night vision systems. If these systems fail, 
then the safety of passengers is immediately at risk. Often 
engineers will use board-level shields, fingerstock, spring 
gaskets and microwave absorbers to mitigate the EMI in 
these systems. Microwave absorbers are used in some blind-
spot detectors and side-view radar to help alleviate cavity 
resonance and reduce crosstalk between boards and elements. 
As frequencies get higher, absorbers become a more efficient 

solution. It is difficult to put a number on just when to rely on 
absorbers as opposed to the shielding but in the low gigahertz 
region is a good rule of thumb.

EMI SHIELDING OPTIONS FOR 
AUTOMAKERS

There is a wide variety of solutions available to automakers to 
help solve EMI issues. The following discusses the shielding 
options most often used in vehicles. It is important to 
remember that considering EMI early in the design process 
is not only more cost-effective, but also more efficient. 
Automakers and design engineers should consider all factors 
when choosing the proper EMI material for their needs. 
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There is a wide variety of solutions available to automakers 

to help solve EMI issues. It is important to remember that 

considering EMI early in the design process is not only more 

cost-effective, but also more efficient. 
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Fingerstock and Spring Contacts 
Metal RF gaskets are made from various materials. The 
standard product is offered in Beryllium Copper (BeCu), but 
phosphor bronze and stainless steel are also available. 

The metal must be conductive and have good spring 
properties. The metal RF gaskets generally have the largest 
physical compression range and high shielding effectiveness 
holding steady across a wide frequency range. BeCu is the 
most conductive and has the best spring properties. 
Fingerstock and spring contact products are ideal for high 
cycling applications requiring frequent access. Hundreds 
of standard shapes are available, as well as cut-to-length 
and modified standards. Fingerstock and spring contacts 
offer superior performance at elevated temperatures, often a 
concern in automotive applications. Metal fingerstock can be 
used from as low as 20% to 90% or more depending upon the 
geometry and material.

Fabric-over-Foam (FoF) 
FoF EMI gaskets offer high conductivity and shielding 
attenuation and are ideal for applications requiring low 
compression force. The FoF profiles are available in a UL 
94V0 flame retardant version and offer high abrasion and 
shear resistance. Typical FoF EMI gasket applications include 
shielding or grounding of automotive electronic equipment 
seams and apertures. 

There are a wide range of shapes and thickness to meet  
any design need. Compression of the gasket from 30% to 
as high as 75% can be allowed depending on the geometry 
and FoF material, thereby accommodating the tolerances of 
many systems. 

Form-in-Place (FiP) 
Form-in-Place (FiP) EMI gaskets can be dispensed onto 
any conductive painted, plated, or metallic surface of an 
electronics enclosure that requires environmental sealing. 
It can be applied on complex or rounded surfaces as well as 
miniature devices requiring a precision gasket. In return FiP 
gaskets protect the enclosure against internally and externally 
radiated interference and environmental elements. 

These EMI gaskets save costs in the form of raw materials, 
labor and assembly time. FiP gaskets allow for more critical 
packaging space for board-level components. Room 
temperature curing gasket materials eliminate the need 
for costly heat curing systems because single-component 
compounds eliminate ingredient mixing, thus shortening 
production cycles. They have shielding effectiveness in excess 
of 70-100 dB to 18 GHz and beyond.

Electrically Conductive Elastomers 
Conductive elastomers are ideal for automotive applications 
requiring both environmental sealing and EMI shielding. 
Compounds can be supplied in molded or extruded shapes, 
sheet stock, and custom extruded or die-cut shapes to meet a 
wide variety of applications. Conductive elastomers provide 
shielding effectiveness up to 120dB at 18GHz and beyond 
and come with many different material choices for both the 
conductive filler and elastomer compound.

Conductive Foam
Conductive foam (CF) offers unlimited compression 
performance while providing a relatively soft Compression 
Load Deflection (CLD) curve. Lower CLD properties further 
reduce the potential distortion in the application. CF can be 
die cut into or supplied as gaskets or in sheet stock.

Board-Level Shielding (BLS) 
When electrical and electronic circuits are in nonconductive 
enclosures, or when it is difficult or impossible to use RF 
gasketing, BLS provides the best option for EMI suppression. 
It is well known that the closer you are to the source of an 
EMI problem, the more efficient and less expensive it is to fix, 
and using a board-level shield is as close as you can get to the 
problem. 

If done well, PCB level shielding can be the most cost-efficient 
means of resolving EMI issues. The approaches involve 
proper shield selection and optimal circuit design including 
partitioning, board stack-up, as well as high-frequency 
grounding of the board and filtering techniques. Generally, 
shielding on a PCB is some form of conductive cover 
mounted over one or more components. In some applications, 
a shielding barrier separates board components to prevent 
crosstalk. 

Heat can be an issue when using PCB shields. Ventilation 
holes are usually an adequate way to address this problem. 
However, if ventilation holes do not provide enough heat 
dissipation, PCB shields are available with integral heat sinks 
or other thermal dissipation systems. 

For extremely high frequency applications board level 
shields are available for use in conjunction with  
microwave absorbers.

As a low cost and common shielding method, a variety 
of board-level metal can-type shields have been used to 
eliminate EMI radiation from entering or exiting sections of 
a PCB. This method has primarily employed solder-attached 
perforated metal cans being attached and soldered to the 
ground trace on a PCB directly over the electrical components 
that need to be shielded. The can-type-shields 
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are often installed in a fully automated fashion via a surface 
mount technology process at the same time the components 
themselves are installed onto the PCB using wave soldering, 
or solder paste and a reflow process. Such cans offer very high 
levels of shielding effectiveness, are typically very reliable, and 
are widely used in the industry. But remember that a board 
level shield is only five sides. The manufacture (PCB designer) 
must provide the sixth side in the form of a solid layer within 
the board with properly spaced vias to attach the BLS.

CONCLUSION 

With the advancements in technology 
and the increased emphasis on fuel 
efficiency, the automotive industry 
has placed more and more electrical 
systems into cars than ever before. These 
electrical systems present a greater need 
to control the EMI issues they often 
present in the vehicle environment. If 
EMI issues are not addressed, automakers 
risk the proper functionality of basic and 
complex systems within the car, and even 
passenger safety. 

Automakers must take into consideration 
a number of factors when choosing 
materials for their EMI needs, including 
internal and external sources of EMI and 
cost. Engineers should always consider 
the potential EMI issues in the beginning 
phases of the design process, as it will be 
more efficient and more cost-effective. 

There are a number of potential EMI 
shielding solutions for the automotive 
industry. With a variety of shapes, sizes, 
material options and mechanical factors, 
however, there is a product that will fit 
virtually any need. 

Gary Fenical, a Senior 
EMC Engineer and iNARTE 
Certified EMC Engineer, has 
been with Laird Technologies 
for 30 years. He is a specialist 
in RF shielded enclosures and 
has been responsible for the 
design and/or measurement 
and quality control of hundreds of large-scale 
shielded enclosures, as well as a number of 
shielded equipment cabinets and housings. 
He was instrumental in the design and 
construction of Laird Technologies’ state-
of-the-art World Compliance Centers and 

has authored many articles on EMC requirements for medical 
devices, mutual recognition agreements and guidelines to meet 
the essential requirements if the EU EMC Directive. He has also 
authored several seminars, presented worldwide, on the EU EMC 
Directive, international compliance, and designing for EMC and 
EMC requirements for medical devices. He holds the patent for 
the invention of heat-treated beryllium-copper knitted wire mesh 
gasket. Other patents are pending.
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Sooner or later, anyone involved with EMI will be 
involved in troubleshooting an EMI problem, wherever 
it may surface. Most commonly, the problems will be 

uncovered during EMI testing, generally very late in the 
product design cycle, resulting in costly patches and schedule 
delays. It is best if preliminary EMI testing is done early in the 
design stage - EMI problems can be uncovered early enough 
that corrective action can be done in a timely fashion, ideally 
at the circuit board level. On the back end, EMI problems 
are often encountered in the field - perhaps because the 
environment is harsher than that expected by the regulatory 
agencies or because of an installation problem.

In each of these situations, there are a wide variety of problems 
that can occur: there may be multiple problems co-existing, 
and there is usually more than one way to fix the problem. 
Considering the range of problems, it would seem that EMI 
troubleshooting is a hit-or-miss situation. Nevertheless, a 
reasonable methodology can be formulated to minimize the 
false starts. There will never be a sure fire approach to running 
down problems, but the process can be minimized.

This article will categorize the basic EMI problems, where 
they are likely to occur, and the tools available for running the 
problem to earth.

A REVIEW OF EMI PROBLEMS

Let’s start by summarizing the problems likely to be 
encountered, as evidenced by modern EMI test requirements. 
The US military formulated the basic terminology: emissions 
and susceptibility, and both radiated and conducted paths: 
RE, RS, CE, CS. (In more recent times, the term “susceptibility 
to interference” is commonly replaced by “immunity to 
interference,”)

So, there are basically two considerations: emissions vs 
susceptibility and conducted vs radiated. A closer look at 
these will give clues as to how to proceed.

Problems uncovered during EMI testing are definitive, 
with specific frequencies and levels being readily available. 
Problems uncovered in the field are much more elusive, as the 
cause of the problem may not be obvious. In this case, it will 
be necessary to identify the cause before effective remedial 
action can be taken.

Let’s start with a summary of these four basic issues, how they 
occur, and when they occur.

Basics of EMI 
Troubleshooting
BY WILLIAM D. KIMMEL, PE AND 

DARYL D. GERKE, PE
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Emissions
Emissions from electrical and electronic equipment are 
almost exclusively uncovered during EMI testing, and are 
perhaps the most common of EMI test failure: the limits are 
set to prevent interference to sensitive nearby radio receiving 
equipment. Emissions are generally too low to pose a threat to 
nearby ordinary electronic equipment. Accordingly, emission 
problems are rarely encountered in the field.

Since radio receiving equipment operates on continuous 
waves, the source will also be periodic waves and their 
harmonic frequencies, most commonly oscillators and 
switching power devices.

In the field, heavy starting loads and inductive kick from 
turn-off in your equipment may affect other equipment -  
these won’t typically be uncovered during EMI testing, 
another reason for uncertainty in the field.

Immunity (or susceptibility)
External interference sources assaulting the equipment 
are varied, as evidenced by the array of susceptibility tests: 
conducted and radiated RFI, power transients, lightning and 
ESD, to mention the most common. In addition to radio 
sources, transients from nearby equipment, notably power 
loads, become an issue, as does lightning.

This is basically the opposite of emissions (interference getting 
into the box as opposed to interference getting out of the box) 
and, as such, the fixes are largely reciprocal.

Conducted or radiated EMI
Interference may enter or leave the enclosure by conduction 
via a data or power cable or by radiation, which may be 
directly through the enclosure or via a data or power cable. 
The culprit needs to be identified, as it is a necessary path to 
a solution. To understand why, we first need to understand 
what facilitates radiation.

Effective radiation requires a suitable antenna to receive 
or transmit, which requires a metallic element that is a 
significant fraction of a wavelength. So the first order of 
business is to establish the wavelength, which is calculated 
from the offending frequency:

λ = 300/f,

where f is frequency in MHz and λ is wavelength in meter.

For continuous waves, frequency is determined by test. For 
transients, use the bandwidth of the pulse, which is 1/(π*tr). 
As an example, ESD has a rise time of 1 ns, providing a 
bandwidth of about 300 MHz.

Having determined the wavelength, look for metallic 
members greater than about 1/20 wavelength. In actuality, 
resonances occur at 1/4 or 1/2 wavelength, where radiation 
is near optimal, so anything approaching 1/4 wavelength 
becomes significant. This applies to dipole antennas (like 
cables), slot antennas (openings in metallic enclosures), and 
loops (internal cables and circuit board traces).

Table 1 gives some representative dimensions as a function 
of frequency.

The bottom line is, low frequencies don’t radiate effectively, as 
there are few metallic members large enough to make a good 
antenna. At 30 MHz, where commercial radiated emission 
tests start, the only metallic elements long enough to serve 
as effective antennas are cables. Enclosure dimensions, being 
much smaller, don’t become a consideration until about 
300 MHz.

Alternately, high frequencies don’t conduct well, due to 
lead inductance in wires and cables, so conducted EMI is 
largely a low frequency issue. Overall, common radiated RFI 
frequencies tend to be a few hundreds of MHz, which puts 
cables as primary suspects. Low frequencies, such as from 
switched mode power supplies (SMPS) and motor drives, 
tend to dominate at conducted frequencies, below 30 MHz. 
Yes, these are rules of thumb - there will certainly be 
radiated problems below 30 MHz and conducted problems 
above 30 MHz. Military standards test with a considerable 
frequency overlap.

Transients vs continuous waves
As mentioned above, transients don’t show up in emissions 
testing. For immunity, both transients and continuous waves 
may cause problems. Transients tend to create digital errors 
while continuous waves tend to cause analog input errors.
Further, emissions tend to originate from low impedance 
circuits such as output drivers and switching power circuits. 
Immunity tends to attack high impedance circuits, such as op 
amp inputs and feedback circuits in voltage regulators

Frequency 1/20 1/4 1/2

1 MHz 15 meter 75 meter 150 meter

10 MHz 1.5 meter 7.5 meter 15 meter

30 MHz 50 cm 2.5 meter 5 meter

100 MHz 15 cm 75 cm 1.5 meter

300 MHz 5 cm 25 cm 50 cm

1 GHz 1.5 cm 7.5 cm 15 cm

Table 1: Dimensions for Effective Radiation
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FAT-ID

All interference problems have three common elements: 
There is always a source of interference, a receptor of 
interference and a path linking the source to the receptor. It 
is usually not possible to eliminate the source or the receptor, 
so the remaining choice is to attack the path. Table 2 shows 
some possibilities. Depending on the problem, the source or 
receptor (or both) may be apparent, but, if not, they will need 
to be identified.

We have an acronym that we use in identifying the key 
parameters during the design phase, FAT-ID - frequency - 
amplitude - time - impedance - dimensions. The acronym 
is useful for troubleshooting, as well. Once the source and 
receptor has been identified (perhaps tentatively), the next 
steps are to identify these parameters:

Frequency - identifying the problem frequencies is the first 
step in troubleshooting - all remedial steps depend on this 
information, Lacking this, you are reduced to guessing, and 
this is not a productive approach. Test results will provide this 
information but with field problems you may need to hunt, or 
guess.

Amplitude - what is the amplitude relative to expectations? 
Is the problem modest, in which case mild fixes may be 
adequate? Or will major efforts be required?

Time - this can have several aspects. During EMI testing, it 
may be during a particular operational state of the equipment. 
If in the field, it may be a particular time of day or season.
Impedance - this will be a factor with I/O and filter design.

Dimensions - depending on the problem frequencies, 
potential antennas may be found in cable length or enclosure 
openings.

STARTING WITH FIELD PROBLEMS

Problems that surface in the field are almost always harder 
to run down than test lab problems. In a test lab, the failure 
problems are specifically identified with calibrated data, and 
the efficacy of the fixes can be readily evaluated.

In the field, the source of the problem is often unknown, and 
may well be intermittent: the failure may occur at seemingly 
random times and there may be no apparent sources. So the 
problem is to figure out what caused the failure, patch in fixes, 
then to be confident that the problem has been fixed.

Handling Field Problems - Identifying the Source

The first order of business is to identify the cause of the 
problem, recognizing that the cause may not be directly 

found. At the site, look for possible causes. Here are the 
common possibilities:

Radio sources - Possible sources are nearby radio and 
TV transmitters, fixed base commercial and emergency 
transmitters. Internal to the facility, look for RF heaters, arc 
welders, and use of hand held radios - these are mobile and 
sporadic. If vehicles may be stopped in a garage, consider on-
board radio transmitters.

Power disturbances - look for heavy equipment, large 
motors, etc., common in industrial facilities and often found 
in commercial office buildings (elevators and air conditioners, 
for example). Depending on the geographical area and the 
season, lightning strikes may be a factor.

Electrostatic Discharge - ESD can be a problem any time 
the humidity is low, particularly in the heating season. There 
may be static generators within the facility, such as conveyer 
belts and paper or plastic film rolling. In extreme cases, ESD 
below the human threshold of feeling (about 2 kV) may cause 
equipment anomalies.

Handling Field Problems - Forcing the Failure

Running down a field problem is nearly impossible without 
being able to evaluate whether your corrective action is 
effective. To do this, it is vital to be able to force the failure, 
which requires some external equipment. Formal test 
equipment is desirable, but often not available or permissible.

ESD guns are readily available, are portable, and relatively 
inexpensive. ESD applied directly to the equipment carries 
some risk of damage, and this can be especially problematic in 
the field, as the equipment may be in actual operation at the 
time in question. So if ESD is a possibility, test with extreme 
caution, starting with indirect discharge if possible, followed 
by very low level direct contact. Inexpensive ESD sensors are 
useful in detecting possible ESD sources.

Sources Paths Receptors

• Microprocessors

• Video Drivers

• ESD

• Transmitters

• RF Heaters

• Power Disturbances

• Lightning

• Radiated
 { EM Fields
 { Crosstalk

 � Capacitive
 � Inductive

• Conducted
 { Signal
 { Power
 { Ground

• Digital
 { Microprocessors
 { Reset
 { Other Logic

• Low Level Analog

• Receivers

Table 2: Interference Involves a Source, a Path, and a Receptor
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Handheld radios can often be used to identify suspected 
radio interference. E field can be estimated by:  
E = 5.5*SQRT(P)/R. For a one watt transmiter, an E field 
of 10 v/m will be achieved at a distance of about ½ meter. 
Start by irradiating cables - analog sensor inputs are most 
vulnerable, followed by power cables. If possible, employ a 
handheld radio in use at the facility, usually from security or 
maintenance people. Common radio bands run at about 150 
and 450 MHz. Hold the radio parallel to the cables, starting 
at a distance of maybe two meters, and closing in until a 
failure is observed. Then proceed to the equipment enclosure 
itself, repeating the procedure. 

Power disturbances are difficult to simulate in the field, due to 
operating constraints in the field - injection of a transient may 
adversely affect nearby equipment sharing the same power 
source. If you have access to a power transient generator, 
you can proceed much as you would in the test lab. A power 
quality monitor is useful for identifying transient effects. 
Connect to the power line and let it run, preferably long 
enough to observe the failure. Cycling nearby equipment may 
force a failure, expediting this process.

A chattering relay might be used to inject transients into 
the power line: the relay coil is connected in series with the 
normally closed contact - the relay doesn’t know if it should 
be on or off, so it chatters. It generates copious amounts of 
noise into the power line, perhaps too much for comfort.

Another possibility is to inject a transient into the power line. 
Tape an 18 inch length of wire to the power cord, ground one 
end of the wire and discharge into the other end. This will 
inject a fast transient into the power cord. Sneak up on the 
level, much as with the ESD test procedure described above.

STARTING THE  
TROUBLESHOOTING/FIXING

We’ll start by assuming you know, or have a reasonable handle 
on the interference source and recipient. This would definitely 
be true if you are working with test lab data, but may or may 
not be true with field problems.

1. Start with FAT-ID. This will provide initial insight to the 
nature of the problem. Knowledge of frequency helps you 
to identify significant metallic members and impedance of 
critical paths.

2. Minimize the system. Remove all unneeded cables and 
power down unneeded equipent. The goal is to start with 
as few variables as possible. Where cables are necessary, 
use clamp-on ferrites to minimize cable effects. Establish a 
baseline failure, compare with that of the unmodified set-
up. If there is still a failure, it’s time to work on the system 
as is - power input is a good place to start.

3. As improvements occur, remove the ferrites and continue 
by adding cables. Evaluate and fix as you progress. If your 
enclosure is non-conductive, you will need to attack at 
the circuit boards. If accessible, apply fixes at the board 
boundary, typically with filters.

4. If you can’t eliminate the problem by working the cables or 
if the problem persists even with a minimum system, turn 
to the enclosure. If you have a metallic enclosure, close the 
seams for effect, using conductive copper tape or wrap in 
aluminum foil.

Knowing the problem frequencies gives some clues as to 
where to start. Frequencies below about 30 MHz are usually 
conducted, often power line related. Above 30 MHz, problems 
are usually cable related. Above about 300 MHz, enclosures 
and circuit boards start to become contributors.

FIXES

First to note, when troubleshooting, there may well be more 
than one problem, and those may be handled by the same 
fix, or a combination of fixes. In particular, with a continuous 
wave frequency range, the same problem may show up at 
a number of frequencies. Here, it is usually best to start 
by attacking the lowest frequencies first - often the higher 
problem frequencies will diminish as well.

Second, the fixes you try during troubleshooting will usually 
be different than you would have used during the design 
phase. As a general rule, you design your equipment from the 
inside out, and you fix it from the outside in. This is simply 
a recognition that when you uncover a problem during 
testing, you have fewer options - you generally prefer to avoid 
spinning the board, so you try to find fixes at the box level. Of 
course, if the enclosure is non-conductive, this goal may not 
be realistic, so you will need to proceed to internal fixes.

Once you have identified potential problem areas, it is time to 
come up with some fixes. Here are some common remedies:

Cable Fixes

Since cables are very often part of the problem, let’s start 
there. Again, your options depend on your enclosure. If 
you have a shielded cable, the connector termination is the 
biggest suspect. The termination at cable shield to connector, 
connector to mating connector and mating connector to 
bulkhead all need to be well done, or the cable will leak. The 
termination must be circumferential at each junction - pigtail 
terminations and single point grounding is not acceptable. 
Especially note: purchased cables are rarely terminated well. 

You can put in a temporary fix using copper tape to close 
possible gaps in the connector area. If this is not feasible, use 
aluminum foil to make a temporary shield over the cable 
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shield, grounding the foil to the housing at each end. If the 
patch works, look for the breach in the shield - often a pigtail 
termination or, worse yet, the shield is grounded at only one 
end (and sometimes not grounded at either end). 

And don’t forget to check to make sure the mating surfaces 
are fully conductive.

If your cable is filtered but not shielded, make sure the filter 
assembly is circumferentially terminated to the housing or to 
the cable connector, whichever is applicable.

If you don’t have a shielded enclosure, you will probably need 
to work on the circuit board, discussed below. 

Enclosure shield fixes
For shielded enclosures, the principal issue is the 
openings and penetrations. The cable penetrations were 
discussed above, leaving switches, indicators, and fastener 
penetrations to deal with. The openings include seams, 
ventilation, and displays.

The penetrations are primarily a problem with ESD, and 
these can generally be localized by ESD testing. Discharge 
to switches, edges of touch panels and indicators and screw 
threads are prime suspects. Discharge near seams will 
couple energy to internal cables located near the seams. The 
problem with plastic enclosures is quite different. As there 
is no metal to which discharge can occur, the arc can only 
penetrate through openings in the enclosure, however small 
and indirect - ESD can travel surprising distances to find 
metal. Generally, the only option is to prevent discharge from 
penetrating to the internals.

For radiated emissions and immunity, seams and openings 
need to be closed, typically starting with the largest opening 
and those near cables. For immunity, you can check suspect 
openings with handheld radios. For emissions, sniffer probes 
and a spectrum analyzer will help identify possibilities.

Depending on the opening, you can close them with copper 
tape and aluminum foil. Closing openings like ventilators or 
displays may need to be covered with conductive screen or 
possibly perforated aluminum foil. If there are a number of 
suspect openings, it may be better to close up all of them by 
wrapping the entire box, then remove patches of foil one at a 
time while evaluating results.

Circuit board fixes
If you have no external shields to work with, your only 
option is to work at the circuit board, often at the board/cable 
boundary. Handheld radios can be used to force failures, 

especially at power and data cables. Sniffer probes and 
spectrum analyzers can help isolate an emission issue -  
typically by tuning to a problem frequency, then moving 
the probe around the board. The smaller probes are more 
selective but less sensitive. H-field probes work best on traces 
and cables, E-field probes work best on open connectors 
and chips. If you want to get really local, connect a high 
impedance scope probe to the spectrum analyzer input to get 
right down to the pin.

Most emission and immunity problems will be traced to 
the board boundary to the cables, using filters, transient 
protectors or a combination, whether this is radiated or 
conducted, emissions or susceptibility. If your problem is 
emissions, you have the additional option of filtering power 
and signals on-board, and using on-board shields.

Circuit board problems are best uncovered during pre-test, 
when you have some circuit board design flexibility.

SUMMARY

Troubleshooting EMI is an uncertain process, and usually 
takes more than one iteration to run down even a single 
problem, not to mention cases where multiple problems exist.

A methodical approach can reduce the number of false 
trails. Start by gathering information, establishing a list of 
probable causes, deciding what tools and components will be 
needed, minimizing the system, trying fixes until results are 
satisfactory. 

Daryl Gerke, PE and Bill Kimmel, PE are 
the founding partners of Kimmel Gerke 
Associates, Ltd. The firm specializes in EMC 
consulting and training, and has offices 
in Minnesota and Arizona. The firm was 
founded in 1978 and has been in full time 
EMC practice since 1987. 

Daryl and Bill have solved or prevented 
hundreds of EMC problems in a wide range 
of industries - computers, medical, military, 
avionics, industrial controls, vehicular 
electronics and more. They have also trained 
over 10,000 designers through their public and 
in-house EMC seminars. 

Daryl and Bill are both degreed Electrical Engineers, 
registered Professional Engineers, and iNARTE Certified EMC 
Engineers. Between them, they share over 80 years of industry 
experience. For more information and resources, visit their 
web site at www.emiguru.com.
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In today’s fast-paced product development cycles, the 
pressure to compress testing and certification schedules is 
constantly increasing, with global competitors all rushing 

to get their new technology to market first. Mistakes made 
in compliance testing and certification processes can have 
huge financial impacts if product releases are delayed, or lead 
to later stop-ships or recalls. Utilizing project management 
techniques can provide great benefits by improving the 
efficiency and quality of compliance projects.

WHAT’S IN YOUR TOOLKIT?

As regulatory compliance professionals, we are expected to 
stay current on the latest international standards and test 
methods, keep up with the latest regulatory requirements 
for our company’s market countries, and keep pace with the 
constantly changing technology in both products and test 
equipment. But what tools do you have to keep track of your 
assigned projects, and what do you do when things don’t go 
as you’ve planned? When you find yourself in a ditch, what do 
you do to get out?

I will provide a few effective project management techniques 
that can help increase your efficiency, lower your stress, and 
help to ensure more success with your compliance projects. 
This is not a comprehensive overview of all aspects of project 

management, but rather provides some exposure to the 
benefits of the subject, and to encourage additional study of 
this topic.

FASTER, CHEAPER…BETTER?

After a decade working of working in the compliance field 
at one of the largest ITE companies, I noticed that I kept 
running into the same types of problems with my product 
certification projects, and that my colleagues were having 
similar issues. As an engineer who was also involved with 
quality management systems, I knew there had to be a “root 
cause” for these glitches that kept showing up. As I examined 
the project data, I saw that these issues weren’t related to a 
lack of knowledge of the regulations or agency processes, nor 
were they related to a lack of technical knowledge such as 
operating test hardware or software, or the current prescribed 
test methods. Instead, they all seemed to be related to the 
internal processes for product development, the assumptions 
used to build schedules, and miscommunication.

THE BIG ELEPHANTS IN THE ROOM

This led me to the discovery of the field of project 
management. I was astounded to learn that not only were 
my issues fairly common, but there already existed a huge 

Growing the 
Engineer’s Toolkit:
Project Management Tips and Techniques

BY MARK MAYNARD

“If you are not willing to learn, no one can help you. 
If you are determined to learn, no one can stop you”. – Author Unknown
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number of books, magazines, websites, and on-demand 
videos, all dedicated to these tools and concepts. I quickly 
realized how beneficial this information would be to 
increasing my project success and on-time completions. 
Over the next five years I dove into the study of the best 
practices of project management, taking formal classes, and 
culminating with my certification as a Project Management 
Professional (PMP)  
by the Project Management Institute (www.pmi.org).

Please don’t get nervous; I’m not recommending that you also 
spend five years of concentrated study on this subject. I just 
wanted to share the path that led me to identifying the most 
common non-technical issues with product compliance and 
certification projects, which I dive into below; the two “Big 
Elephants” that we don’t normally talk about in compliance 
engineering: project management and communications. 

Elephant #1: Project Management
As mentioned, project management is a huge field, and 
has many parts and dependencies required for the full 
implementation of the methodology, but there are some vital 
tools that can be applied which will help to make your work 
more manageable. In this section I’m 
going to cover three very effective 
project management tools, those being 
project planning, risk management, and 
deliverables.

Defining and Planning Your Projects
Before I started learning about 
project management, I just accepted 
whatever schedules came with my 
assigned projects, and hoped that I 
could somehow run fast enough to 
keep up with them. I came to realize 
that these schedules were developed 
by well-meaning planners in product 
groups, who were working from “one-
size-fits-all” templates and applying 
them to very different types of ITE 
projects, without accounting for the 
required resources. To have realistic 
schedules, you must understand 

your product requirements and the amount of resources 
needed, in order to develop your own specific compliance 
schedule, and you must actively work with the project team 
so your requirements can be grafted into the overall project 
schedule.

The “Golden Triangle” is an excellent tool for understanding 
the interplay between scope, schedule, and resources involved 
in a project, and is a key project management concept 
(Figure 1). Scope refers to the totality of the features and 
abilities of the product; for example, if we are making a 
printer, for our compliance work we would need to define 
the printing technology (laser? Ink jet?), the data input and 
output connections (USB? Wi-Fi?), the market country list 
(US only? EU? Worldwide?), and other pertinent regulated 
features. The schedule part we are interested in is how much 
time is allotted for the various product compliance activities, 
such as EMC and product safety testing, report writing, 
agency submittals and certification timelines, and every other 
scheduled activity in our process to cover all of the items 
specified in the scope. And resources refers to the employees, 
product samples, test equipment, agency and lab fees, and any 
other expenditure required to complete the project.

Figure 1: The “Golden Triangle” of Project Management

The Elephant in the Room: Project Management 
Project management is a huge field, and has many parts and 
dependencies required for the full implementation of the 
methodology, but there are some vital tools that can be applied 
which will help to make your work more manageable.

http://www.pmi.org
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In formal project management, scope, schedule, and resources 
will define the major factors in the project, and how well they 
are defined can determine the success or failure of a project. 
You need to have a solid understanding of all of the processes 
and activities required to complete the compliance work 
covered by these three terms. If you are a new engineer, you 
need to seek out more experienced staff members who can 
provide this information, and help to mentor you through 
your first projects. In clarifying and documenting all three 
areas, compromise and trade-offs will be involved. If your 
company wants to speed up the schedule, it will take more 
resources, and you may have to drop some features from the 
scope.

Once you have completed your compliance “Golden Triangle,” 
it is vital that this information is incorporated into the overall 
product definitions and schedule, as you are the project team’s 
expert on these certification activities. Just think of scope, 
schedule and resources like the law of conservation of energy; 
you can’t give to one without taking from another, and you 
can’t magically create one out of thin air.  
The mantra of “Faster, Cheaper, Better” I used to hear in the 
1990s was a denial of this reality, and would almost without 
fail result in products that were late to market, with high cost 
overruns, and de-featured so they could be shipped, to the 
point of making them undesirable. 

Have a Plan B
In compliance engineering, as in life, it’s always good to have a 
backup plan. Market conditions change, technology advances, 
and suppliers can go out of business, so identifying the 
most critical links in your project processes is important in 
preparing alternatives for when things don’t go as expected. In 
project management terms, this is called risk management.

Think of the most critical paths on your project compliance 
schedule, such as product testing, agency submittals, and 
department members. You will realize some things you will 
have control over, such as where and when you perform EMC 
tests, and others you don’t have control over, like how long it 
will take for BSMI to review your submitted test reports. So 
for risk management, we will focus on the items where we 
have some control, such as choosing which test lab to use, and 
we will document the items we don’t have control over, like 
creating an estimated timeline for BSMI approvals, based on 
historical averages.

The time to address risk management is well before you have 
an issue. If you’ve just delivered your new product samples 
to your favorite test lab you’ve been using exclusively for 
ten years, and it is put out of business by a freak flood the 
next day, that is not the time to realize you have no plan 
B. Frantically calling labs all over the country to find out if 
anybody can fit you in right away so you can still meet your 
schedule is not risk management, it’s a crisis.

While most large and medium sized companies have 
disaster recovery plans, most of these are focused on overall 
infrastructure issues, such as finding new offices, restoring 
power, and rebuilding IT and communications networks, and 
are not specific to the needs of the individual departments, 
such as compliance engineering. You are the experts on what 
is needed to operate your group, so it is up to you to define 
and make these alternative plans in advance of issues, so you 
can quickly implement them with as little impact to your 
projects as possible.

It is a good idea to have a team made up of several compliance 
staff members when formulating these plans. Having different 
levels of experience and backgrounds will help in developing 
a better overall plan, which will address the most critical 
areas presenting the highest levels of risk. You can start by 
brainstorming on the biggest risks, then following that up by 
rating each item for the potential impacts to a project, and the 
likelihood it could occur. Then you could create an ordered 
listing, from highest risk to lowest, and choose the top ten 
items to address in your risk management plan. Over time 
you can add in more risks to address, and you should also 
periodically review your risk management plan to make sure 
it is still addressing the likely major risks.

Here’s some examples of common compliance items needing 
contingency plans:

1. Having internal test labs

2. Losing key staff members

3. Project load increases with a hiring freeze

4. Regulatory documentation and certificates data storage

5. Test equipment failures

6. In-country representatives

7. Product recalls

8. Critical component suppliers

Once you have made your plans, they need to be documented, 
and the compliance team will need to receive training. There 
will also need to be someone designated as being in charge 
of these plans, making sure they are complete, periodically 
reviewed, and kept current. My experience has been  
if the attitude is “everybody is in charge” of the risk planning, 
then nobody is in charge.

The purpose of risk management is to lower the possibility of 
catastrophic impacts to the project by being ready to quickly 
implement prepared contingencies on the areas where you 
have choices and influence. Once you get into this mindset, 
you will start seeing the possible risks in other areas of your 
compliance work, and you’ll be able to make those processes 
more robust. Start by evaluating your own situation, and 
develop your own plan B.

http://www.incompliancemag.com
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Deliverables
Deliverables is simply project management-speak for your 
work product. In our world, that means compliance test 
reports, agency submittal forms and applications, and other 
required documentation supporting product certification 
and approval activities. This can be a key area for finding 
efficiencies, lowering costs, and increasing accuracy in 
submittal documentation, depending on the current processes 
in place at your company. Here’s the story of one of my 
experiences.

One of the first jobs I was assigned when I started my quest 
to learn about project management was the task of looking at 
our internal EMC compliance report writing process. I was 
at a global ITE development and manufacturing company, 
and we sold our products into over 200 countries, so we 
were dealing with a lot of regulatory agencies. We were 
receiving critical feedback, rejected reports, and complaints 
from almost every agency, mostly due to inconsistent report 
formats, and the large number of errors in the reports. Also, 
our EMC engineers were complaining, because the multitude 
of compliance reports they had to write for each product they 
were assigned was taking up an ever-larger portion of their 
workday, keeping them from their engineering duties. All of 
this was giving management a king-size headache; I couldn’t 
find anybody who was happy with the status quo.

I started off by interviewing agency contacts and our own 
EMC engineers, to document all of the issues, and to also 
define what actually needed to be accomplished to support 
the intended outcome of successful EMC agency approvals. 
The EMC agencies main complaint was that every report 
they received had a different format; they might receive one 
with radiated measurements in the front part of the report, 
followed by the conducted data, then concluding with the 
written portion of the analysis and summary, and the next day 
they would receive another with a totally different design and 
organization with sections covering combined radiated and 
conducted measurements for different voltages. They wanted 
a consistent standard report format to reduce the amount of 
time necessary for their reviews and so they could more easily 
identify errors in the reports.

In my interviews with the thirty EMC engineers we had in 
our regulatory compliance group, I discovered that each 
engineer was using their own individual report design, and 

thus I found the agencies had a valid complaint. We were, 
in fact, submitting thirty different versions of EMC reports. 
As to the errors contained in the reports, this seemed to be 
related to an overload of work and the reports were not being 
reviewed internally to catch mistakes prior to being sent out. 
For each assigned product, the engineer had to write eight 
different types of EMC reports. This could take more than 
a week to complete because the engineers had to gather the 
data, samples, photos, and everything else required for the 
submittals and also complete all of the agency application 
paperwork. Between this and their normal engineering duties, 
reviewing reports was not a priority, so it wasn’t happening.
After analyzing the agency requirements for the reports, I 
could see that we were wasting a huge amount of engineering 
time and resources with this system, as well as hurting our 
reputation and relationships with the agencies. I determined 
that a large part of the report preparation did not need an 
engineer to construct it, but how could this be addressed?

Our solution was to use this as a cross-training opportunity 
for our EMC technicians. This would free up our engineers 
to focus on engineering tasks, as well as implementing three 
levels of critical reviews of the reports. The EMC report 
templates were reduced to eight standard types, covering 
all of our worldwide market countries, and the product 
information, test data, and photographs added in by the 
technicians. The technicians would then review their work, 
checking against the original data. Next the EMC engineer 
assigned to this project would add in his or her engineering 
analysis, conclusions, and summary, then review the entire 
report for completeness and accuracy. The final report review 
would be conducted by another EMC engineer outside of 
this department. Each of the three reviewers would sign the 
report, and, to ensure accountability for the task of report 
reviews, their annual performance review included a metric 
for report accuracy.

Your situation is probably different, but ask yourself some 
questions about how you generate your deliverables:

1. Can you automate any part of the process?

2. Do you use standard templates?

3. Who’s doing the data entry?

4. Who reviews reports?

5. Have you sought feedback from regulatory agencies?

The purpose of risk management is to lower the possibility of 

catastrophic impacts to the project by being ready to quickly 

implement prepared contingencies on the areas where you have 

choices and influence. 



106    In Compliance   2015 Annual Reference Guide www.incompliancemag.com

EM
C

Growing the Engineer’s Toolkit :  Project Management Tips and Techniques

Elephant #2: Communication & CLEs 

In over two decades of product development projects, every 
project I have observed or participated in that was canceled, 
late, over budget, or in some other category of failure, had one 
thing in common: somewhere a critical communication was 
not delivered. Sometimes it wasn’t sent, other times it was not 
received, but the root cause I attribute to these transmission 
failures are assumptions. Assumptions may be human nature, 
but they kill effective communication.

In formal project management, the term stakeholder is used 
to mean anyone that is involved in a project, or affected 
by the outcome of a project. In the product compliance 
field, our stakeholders are our product development teams, 
management, regulatory agencies, and our customers, among 
others. Having constant and timely communications with our 
stakeholders is vital to having successful projects (Figure 2). 
Remember that communication is a two-way process; both 
sending and receiving, and to increase your chances at success 
you need to listen to your stakeholders a lot more than you 
talk at them. Regular communication with stakeholders also 

makes it more likely they will return the favor and keep you in 
the loop on any relevant information they receive.

At the beginning of your project, you should find out who is 
on the project team. This will be the group of stakeholders 
that you are in contact with the most. Find out their 
requirements and intended uses for project information; 
such as how often, and how much detail is needed. Next, do 
the same for stakeholders outside of this team who will need 
to know about any changes as quickly as possible, such as 
management (who can help when you run into obstacles), 
and your customers who will actually use the product (or 
marketing, as the customer’s representative). Provide project 
updates frequently, which might be weekly updates, but for 
critical issues daily updates may be required. The important 
point is to be out in front of the news cycle, meaning you are 
the one providing the latest updates, not the company rumor 
mill.

This up-front communication is important in keeping 
everyone informed so the current information can be 
used when making team decisions, but it is invaluable for 

those times when bad things happen 
to your project. If the project team 
hasn’t heard a peep out of you in the 
first three months of the project, and 
then you speak up for the first time 
proclaiming that the compliance 
submittals have all crashed and 
burned and there is no way the 
approvals will be received by the ship 
date, you will just have killed your 
credibility for future projects. If you 
had been providing those weekly 
updates, there would have been earlier 
indications of issues and someone else 
on the team could have stepped in to 
assist you to keep it on track. Don’t get 
the reputation for only being a bearer 
of bad news; we in the compliance 
field have a hard enough time as it is. 
Make sure you are reporting the good 
news when everything is going well.

Figure 2: Constant communication is the key to successful projects

The Elephant in the Room: Communication & CLEs 
In over two decades of product development projects, every 
project I have observed or participated in that was canceled, late, 
over budget, or in some other category of failure, had one thing in 
common: somewhere a critical communication was not delivered. 
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One of the stronger impulses in humans is to try to hide 
bad news when it is received, hoping it can be fixed before 
anyone finds out, but this is another project killer. Usually 
by the time the truth comes out (and believe me, it will come 
out) the small, solvable problem has become a huge crisis 
and can be the death of a project. Stay open and honest, 
keep the constant communications open, and keep your 
integrity. This will open up the possibility for novel solutions 
from other team members and leaves open a path for you to 
recover your good name.

So speaking of bad news, let’s talk about something called a 
“Career-Limiting Event,” or CLE. I first learned about CLEs 
from my first compliance manager, and later mentor, Dave 
Staggs, who also taught me how to recover from them, which 
I’ll outline next. As a human, you will make mistakes from 
time to time, and every once in a while, they will be an error 
of monumental proportions. When we are talking about a 
product development project, this can have huge financial 
impacts which can result in a questionable employment 
future, hence the term Career-Limiting Event. If you’ve 
been keeping up the constant communication with your 
stakeholders prior to this event, I have advice to share with 
you on redeeming yourself. But if you haven’t, your time 
might be better spent on Monster.com.

First, you want to be the first to admit your mistakes. But 
before you do, you need to do some work, and do it quickly. 
Research what happened, and why it happened. Next, 
develop recovery plan options (more than one). This is vital, 
and the best single piece of advice I ever got from anyone 
about business: you have to come with solutions, not just 
talk about the problems. If you only talk about the problems, 
you’re being a victim. Don’t be a victim; they don’t have long 
careers.

Once you have all of this information, prepare and practice 
your presentation. Yes, just like any other presentation, you 
need to practice to make sure you can clearly and concisely 
deliver your message. This is not the time to “wing it” and 
hope for the best; your job security and future prospects 
may well be riding on this. Stick to the facts and focus on the 
issues; this is also not the time to start pointing fingers and 
spreading around the blame. You’re an adult, you made a 
mistake and you can take the consequences.

As soon as possible, deliver the news. Don’t delay this 
presentation. Be transparent, direct, positive, and truthful. 
Don’t dig a deeper hole by guessing or making assumptions.
At the end of your presentation, ask for feedback, and take 
notes on what is said and asked. Answer the questions you can 
at this time. If you don’t know the answer, state that you don’t 
know, and promise to find the answer and get back to them. 

Follow up on your commitments, implement the selected 
recovery plan, and then follow up to verify the results. Ensure 
frequent constant communications with your stakeholders 
during this recovery phase. Thank your stakeholders for 
allowing you the opportunity to recover; now is not the time 
to let pride or ego get in your way.

Admittedly, this is not a pleasant process, and it is not easy, 
but I haven’t found anything else that works better while also 
allowing me to feel good about myself. There is a way to avoid 
this, however.

To avoid your own future CLE, follow this process:

1. Learn from the mistakes of others; note what they did 
right, and what they did wrong

2. Learn from your own previous mistakes; and don’t repeat 
them

3. Keep your skills current, be a permanent student

4. Stay transparent and open; don’t have hidden agendas

5. Assumptions: Don’t make any; communicate instead

6. Projects: Verify, review, evaluate, check, re-check

Additional material on project management and 
communications are available from a wide variety of 
sources. In addition to the Project Management Institute 
(PMI) mentioned earlier, which has monthly meetings at 
local chapters throughout the world, there are many groups 
on LinkedIn, as well as a host of project management 
education providers available on the Internet. The IEEE 
Communications Society is also another great resource, also 
with monthly chapter meetings that are great for learning, 
networking, and finding experienced mentors. The only 
limitations are the ones you set on yourself, so don’t hold 
yourself back, and keep learning! 

Mark Maynard is a Director at SIEMIC, a 
global compliance testing and certification 
services firm with strategic locations 
worldwide. He is also an IEEE Senior 
Member, iNARTE Certified Product Safety 
Engineer, and a certified Project Management 
Professional (PMP). Mark holds two degrees 
from Texas State University, a BS in Mathematics, and 
a BAAS in Marketing and Business. Prior to SIEMIC, he 
worked for over 20 years at Dell, in international regulatory 
compliance and product certifications, with various 
compliance engineering positions including wireless, telecom, 
EMC, product safety, and environmental design. He can be 
reached at mark.maynard@siemic.com.
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Up until now there’s been much emphasis on 
designing to make a product “idiot proof”. This 
has provided some benefit, but what Usability 

Engineering is reminding us is that it is the designers who 
are sometimes viewed as idiots by the users. It is the users 
who are the experts (in usability). 

For those involved in product safety, we could perhaps 
congratulate ourselves. Based on my testing experience 
over the last three decades, it is my view that products 
have become safer. No longer is it common to see products 
cause electrical shocks, burns, fires, or crushing/cutting 
injuries. We continue to see where we need improvements, 
particularly when we see new technologies, such as recent 
events associated with rechargeable lithium batteries. Tragic 
events associated with energies and materials in electrical 
products occur, but they have become quite remote.

The focus of this article will be on Usability Engineering  
for medical devices. We will look at the present state of 
medical device safety. The data will show poor usability is  
to blame for more preventable deaths than traffic collisions 
and firearms combined. We’ll look at new Usability 
Engineering process requirements and provide an overview 
on how we can better control the risks associated with poor 
usability. Even though the focus of this article is on medical 
devices, the principals hold for all products. Poor usability 
represents the low lying fruit for safer products.

THE PRESENT STATE OF MEDICAL 
DEVICE SAFETY
As reported by the post-market surveillance group of the 
U.S. Food and Drug Administration (FDA), between 2005 
and 2009, there were 56,000 adverse events (undesirable 
experience) involving infusion pumps, resulting in at least 700 
deaths. There were 87 manufacturer initiated product recalls. 
In March 2010, the FDA ordered Baxter to recall 200,000 
infusion pumps because of “numerous flaws”. Other pump 
manufacturers took note, and voluntarily instituted their own 
product design reviews and, where necessary, recalls.

Based on a new study, “A New, Evidence-based Estimate 
of Patient Harms Associated with Hospital Care” by John 
T. James, PhD, published in the Journal of Patient Safety in 
September 2013, it is estimated that between 210,000 and 
440,000 patients die in US hospitals due to preventable 
medical errors; a four-fold increase over 1999 estimates. 
The study also estimates that medical errors cause serious 
harm (e.g. loss of limb, sight, hearing), ten-fold to twenty-
fold more common than lethal harm. The study details how 
better analysis of four past studies justifies the new estimates. 
These medical errors include those caused by medical and 
in vitro devices (IVD), both active and non-active, and the 
administration of pharmaceutical drugs.

Usability 
Engineering
Observe Users, Improve Product Safety

BY FRANK O'BRIEN

http://www.incompliancemag.com
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Prior to this recent study, the best estimate of preventable 
medical errors that cause death had been an Institute of 
Medicine article from 1999, “To Err Is Human”. This older 
study extrapolated data from hospitals in CO/UT, and NYC, 
and estimated at least 44,000 people, and perhaps as many 
as 98,000 people, die in hospitals each year as a result of 
preventable medical errors (adverse events).

Figure 1 shows the midpoint of the 210,000 to 440,000 
estimated deaths due to medical error, alongside deaths due to 
traffic collisions and firearms.

The best source for aggregate medical device adverse 
incident/event data seems to be the UK based Medicines 
and Healthcare Products Regulatory Agency (MHRA). In 
Europe (including the UK), an adverse incident, causes, or 
has the potential to cause, unexpected or unwanted effects 
involving the safety of device users (including patients) or 
other persons. 

The chart shown in Figure 2 shows adverse incidents by year, 
based on MHRA (UK) Annual Adverse Incident Reports 
from 2007 (which includes data back to 2001, and 2010 

Figure 1: USA Deaths from Medical Errors (Adverse Events) in 
Perspective

Figure 2: UK Adverse Incident and Population Trends

http://www.productsafet.com
http://www.productsafet.com


110    In Compliance   2015 Annual Reference Guide www.incompliancemag.com

Pr
od

uc
t S

af
et

y
Usabil i ty Engineering: Observe Users, Improve Product Safety

(which includes data back to 2008). We see the upward trend 
of adverse incidents. As this could be due to an increase in 
medical devices in use, I plotted as well UK population, based 
on World Bank data. From the population data, we begin to 
see some correlation between the two increases.

To better look at adverse incidents to population, I charted 
in Figure 3 adverse incidents per 1 million persons. I also 
broke out death and near death, from other adverse incidents 
having less severe outcomes.

Figure 4 shows adverse incidents by device type.

In Figure 4, the Other category includes (each with less than 
5%) Surgical consumables, Aids for daily living, Syringes/
needles, Disinfection/sterilization/disposal, Drainage/
Suction, Beds/mattresses, Hoists, Artificial limbs, Walking 
aids, Physiotherapy equipment, and Orthoses.

Only some of reported adverse incidents are investigated by 
MHRA. Of those chosen for investigation, Figure 5 shows 
to whom responsibility for the incident was assigned. In 
assigning responsibility MRHA uses the following system:

•	 Healthcare facility, Use: After delivery; use errors, 
performance and/or maintenance failures and degradation

•	 Manufacturer: Before delivery; design, manufacture, 
quality control and packaging

•	 Unknown: intermittent faults (use error, software, EMC) 
or couldn’t investigate

In looking at the adverse incident data one needs to be wary 
of reaching any definitive conclusions. Problems with the data 
include:

•	 Increase real? Or due to better reporting?

•	 Need to know adverse incident per devices in use

 { Are high adverse incidents for a device type due to in 
use numbers, device complexity, or other?

•	 Cause investigations should target use error specifically

 { Don’t lump in with performance and/or maintenance 
failures and degradation by healthcare facility 

 { Differentiate use error due to inadequate training by 
healthcare facility, etc; from insufficient usability by 
device manufacturer

 { Categorize by device failure mode (e.g. transformer, 
switch, software, EMC), or use error

•	 Increase in unknown causes results in less useful data (e.g. 
assigned causes)

 { Pull out suspected use error, software, EMC causes

Hats off to MHRA for providing aggregate data, even if not 
perfect. It would be nice to see FDA publish aggregate data 
annually, and/or make their databases a bit more accessible 
(they’re searchable, but for aggregate data, not easy to 
download and reconstruct the relational tables).

Problems aside, one could reach the following qualified 
conclusions:

•	 26% more adverse incidents per capita

•	 29% more death or near death 

Figure 3: UK Adverse Incidents per 1 Million Persons

Figure 4: Adverse Incidents by Device Type Figure 5: Cause of Investigated Adverse Incidents
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•	 82% involve more complicated equipment, such as 
implants, surgical, patient monitors,  
infusion pumps, IVDs,  
wheelchairs, imaging, and similar 

•	 During 2005-06, majority of cause was health facility, use

•	 During 2007-10, cause was shared between healthcare 
facility, use; and manufacturer design, controls

DO NO HARM

The latin phrase, Primum non nocere, “first, do no harm”, is 
attributed to to Thomas Sydenham (1624–1689) in a book 
by Thomas Inman (1860), Foundation for a New Theory and 
Practice of Medicine. Putting things in the terminology of 
modern risk management, (e.g. ISO 14971:2007), where a 
medical device has an unacceptable risk of harm, a designer 
needs to implement effective risk control measures.

With the above adverse incident/event data in mind, take a 
look at Figure 6. What’s the most likely hazard or failure mode 
that could result in harm? Hopefully everyone recognizes that 
it’s the User Interface. As designers we need to recognize that 
this is an important, and perhaps the most important, design 
responsibility.

USABILITY ENGINEERING

Usability Engineering, or as FDA refers to it, Human Factors 
Engineering, is the process to identify where user interactions 
with a medical device have the potential for harm, and to 
implement effective risk control measures. The Usability 
Engineering process touches all design aspects; the hardware 
interface, the software interface, product markings, and 
any user documentation. Considered is usability associated 
with the full product life cycle, from transport, normal use, 
maintenance, to decommissioning.

Key standards to guide a manufacturer’s 
Usability Engineering process:

•	 IEC 62366:2007 + A1/FDIS:2013, 
Medical devices - Application of 
usability engineering 

•	 IEC 60601-1-6:2010, Medical 
electrical equipment -- Part 1-6: 
General requirements for basic 
safety & essential performance - 
Collateral standard: Usability

•	 ISO 14971:2007, Medical devices - 
Application of risk management

•	 ANSI/AAMI HE75, 2009 Edition -  
Human factors engineering— 
Design of medical devices

•	 Medical Device Use-Safety: Incorporating Human Factors 
Engineering into Risk Management, issued 2000

•	 Apply Human Factors and Usability Engineering to 
Optimize Medical Device Design, issued 2011 (draft)

The IEC and ISO standards have EN (CENELEC) versions 
for Europe, and are harmonized to the essential requirements 
of the Medical Device Directive related to ergonomics and 
information supplied by manufacturer. All are in the U.S. 
FDA recognized consensus standards database. They become 
the means to provide a presumption of compliance with 
essential requirements and a reasonable assurance of safety 
and effectiveness, with regards to acceptable usability.

All these standards are consistent with each other. The 
scope of IEC 62366 (which I consider the high level 
process standard) is all medical devices, including the more 
prevalent non-active devices like tubing sets, luer connectors, 
syringes, dental implants, sterile drapes; as well as electrical 
equipment like surgical equipment, patient monitors, in vitro 
diagnostic equipment, and non-implantable accessories to 
active implants. IEC 60601-1-6:2010, the medical electrical 
equipment collateral standard for usability, contains 
essentially only a normative reference to IEC 62366. The 
AAMI HE75 is useful as it has more specific guidance and 
examples. FDA guidance documents are also written to 
provide more specific examples, use FDA terminology, and 
provide references for further reading. Think of the AAMI 
HE75 and FDA guidance documents as informative annexes 
to IEC 62366. 

In the remainder of this article we focus on IEC 62366.

IEC 62366 tells us that users want good usability:
•	 Effectiveness
•	 Efficiency
•	 Ease
•	 Satisfaction

With these user motivations and taking 
into account the use environment we can 
anticipate and investigate user actions (or 
interactions) such as pushing a button, 
toggling a switch, sliding a door, turning 
a screw, tapping a menu item, speaking 
into a microphone, filling a reservoir, or 
connecting a leadset.

Figure 8 provides terminology to 
refer to user actions (or interactions). 
Discussions are helped when we all use 
the same terminology. Note that ideally 
medical devices are desired to result in 
what we call, Correct Use; the designers 

Figure 7: It’s all about the User Interface

http://www.incompliancemag.com
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intent; the device fulfilling its intended clinical purpose/use. 
As designers we must also anticipate Use Error, (or 
reasonably foreseeable misuse), which can be Slips, Lapses, 
or Mistakes. Slips are due to buttons or menu items being 
too close together such as the maximize and close buttons 
in Windows. Lapses are due to too much complexity for the 
use environment. Slips and Lapses are unintentional. These 
should be fairly routine to anticipate and control. 

Mistakes are more interesting. A designer needs to anticipate 
and investigate (assisted by user input and observation) 
where a user might default to behavior suggested by the user 
interface, or seek a shortcut. Mistakes are always intentional.

I like to think of mistakes as something Homer Simpson 
might do. Homer has good intentions, but nonetheless, 
somehow always seems to find himself in trouble. 

Homer in the episode where 
he becomes “Max Power”, says 
to Bart, “There’s the right way, 
the wrong way, and the Max 
Power way.” 

Bart asks, “Isn’t that the wrong 
way?” 

Homer explains, “Yeah, but 
faster.” 

I think this sums up the new 
mentality that designers need 
to adopt. 

Abnormal use is intentional 
and beyond any further 
reasonable means of risk 
control by the manufacturer. 
Think Pete Townshend 
from The Who and what he 
used to do to guitars after a 
concert (for young readers; 
he smashed them into bits 
and pieces). As reducing risk 
from abnormal use is beyond 

further reasonable means, a manufacturer has no further 
responsibility to reduce this risk.

For those versed in the terminology of the medical equipment 
safety standard series, IEC 60601, Table 1 provides a quick 
mapping.

We can see the intent of IEC 62366 is to remind us that 
reasonably foreseeable misuse or use error needs to be 
considered “normal”. This is true of both IEC 60601 (clause 
4.1) and IEC 62366, but IEC 62366 adds emphasis by using 
the term normal use for both correct and use error. 

Consider as well that the term use error is NOT called user 
error. Use of the word use instead of user is intentional to 
emphasize that it is the designer’s responsibility to risk control 
use error where it could result in harm. Use error should not be 
considered the user’s fault.

Figure 8: User action (interaction) categories ( IEC 62366:2007, Figure B.1)

IEC 60601, Medical Equipment Term Mapping to IEC 62366, Usability Term

Normal Use Correct Use

Reasonably Foreseeable Misuse Use Error (Slip, Lapse, Mistake)

Normal Use + Reasonably Foreseeable Misuse Normal Use

Table 1
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Figure 9 illustrates well that the Usability Engineering process 
has continuous improvement provided by its post-market 
surveillance feedback. This is much like a quality management 
system with its customer feedback, process metrics, and 
internal auditing, feeding into the management review and 
CAPA (corrective action, preventative action) process. A 
risk management process has post-market surveillance as 
feedback for risk control improvement.

Key aspects of a Usability Engineering process during the 
design phase:

•	 Application specification

•	 Frequently used functions

•	 Usability hazards (user input & observation)

•	 Primary operating functions 

•	 Usability specification

•	 Validation plan

•	 Design & implementation

•	 Verification

•	 Validation (user input & observation)

The Usability Engineering process starts with a documented 
list of what the device is intended to do -- the application 
specification. We analyze and investigate this list to determine 
frequently used and otherwise primary operations related to 
safety -- frequently used and primary operating functions. 

Based on our analysis and investigations, where use error 
could result in unacceptable risk, we add risk controls. These 
risk controls are defined in the Usability Specification. These 
can be included with other design requirements related to 
customer, business, and device failure risk controls, but there 
needs to be a means (e.g. a flag), to identify those related to 
usability risk controls, as these are inputs for the usability 
validation plan. The usability risk analysis process is repeated 
as the design becomes more detailed.

A validation plan needs to be formulated to 
define the method(s), (e.g. test user population 
profile, interviews, simulated clinical use, 
actual clinical use, etc.), and criteria for 
usability validation. The testing method(s) and 
compliance criteria allow a validation of the 
effectiveness of the risk control measures.

Verification can be carried out by engineering, 
as usability risk control measures such as the 
color, or blink rate, volume, or spacing to 
adjacent buttons can be verified. Validation 
necessarily involves users, as detailed in 
validation plan.

USABILITY TRENDS IN OTHER 
PRODUCT SECTORS

Not only the medical device sector recognizes 
the importance of Usability Engineering. With 
the newest version of the safety standard for 
equipment for measurement, control, and 
laboratory use, IEC 61010-1:2010, 3rd ed, 
we have a new clause 16, which mandates Figure 9: Usability Engineering process (IEC 62366:2007, Figure D.1)

Verification can be carried out by engineering, as usability 

risk control measures such as the color, or blink rate, volume, 

or spacing to adjacent buttons can be verified. Validation 

necessarily involves users, as detailed in validation plan.

http://www.incompliancemag.com
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that reasonably foreseeable misuse and ergonomic issues be 
addressed with risk assessment (analysis, evaluation, and 
where needed, effective risk control). Risk assessment is a new 
clause 17.

In the newest version of the safety standard for information 
technology equipment, IEC 60950-1:2005 + A1:2009 + A2:2013 
(consolidated ed 2.2), in the principles for safety it mentions the 
need to consider foreseeable misuse. There is no separate clause 
for this hazard. But, as with all product safety standards, (i.e. 
the physical requirements for enclosures) foreseeable misuse is 
taken into account. 

In the newly published, but as yet not widely used, safeguards 
based standard IEC 62368-1:2010, Audio/video, information 
and communication technology equipment - Part 1: Safety 
requirements, the term reasonably foreseeable misuse is 
defined. However its use is limited to the normative Annex on 
batteries and fuel cells. Nonetheless, having the term defined 
will facilitate useful safety discussions.

RISK MANAGEMENT AND USABILITY 
ENGINEERING

With both risk management and usability engineering, 
unacceptable risk is mitigated with risk control measures, 
defined by design requirements, in turn verified and validated. 
Post-market surveillance provides feedback.

With risk management, hazards are identified and risks 
defined by the design team including clinical application 
specialists.

With usability engineering, usability 
hazards are identified and risks are 
defined by user input and observation. 
Validation explicitly requires a formal 
plan to define how and by what 
criteria user input and observation 
will be sought and evaluated. It is 
this emphasis on user input and 
observation that Usability Engineering 
brings to existing quality system design 
controls and risk management.

USABILITY ENGINEERING FOR LEGACY 
DEVICES

User interfaces and user manuals for legacy devices are 
already designed. We cannot very well go back and follow 
a Usability Engineering Process without having to go back 
and effectively undertake the whole design process again -- 
something that isn’t going to make business sense for products 
that have good experience in the market. This is much like 
off-the-shelf software, or what IEC 62304, the software safety 
standard, calls Software of Unknown Provenance (SOUP).

With the forthcoming Amendment 1 to IEC 62366, we now 
have what we call, User Interface of Unknown Provenance 
(UOUP). As with legacy hardware and SOUP, with UOUP, 
we have a practical process for conducting a sufficient review 
of UOUP, taking into account our new appreciation for the 
importance of good usability.

Amendment 1, Annex K, anticipated in first quarter 2014, 
provides a UOUP process for legacy devices:

•	 Relook at Application specification (K.2.1); develop list 
of Frequently used functions (K.2.2); Primary operating 
functions (K.2.3)

•	 Relook at Post market information (K.2.4)

•	 Relook at Hazard, Risk Analysis records (K.2.5); 

•	 Consider need for any additional Usability risk control 
measures (K.2.6)

Figure 10: Cause and effect related to risk

With both risk management and usability engineering, 

unacceptable risk is mitigated with risk control measures, 

defined by design requirements, in turn verified and validated. 

Post-market surveillance provides feedback.
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TAKE AWAYS

Designers need to anticipate and investigate use error 
(reasonably foreseeable misuse):

•	 Optimize Usability (effectiveness, efficiency, ease, 
satisfaction)

•	 Risk control behavior that could result in unacceptable 
risk of harm

Users are the experts:

•	 User input and observation needed by design team, 
including clinical application specialists

•	 Users validate effectiveness of usability specification (risk 
control measures)

Based on a review of aggregate medical device adverse 
incident/event data, use error would seem to be a significant 
contributor. 

Usability Engineering represents a new tool to help us 
design safer products. Manufacturers who adopt a Usability 
Engineering process will create safer products. Greater 
reliance on user input and observation makes intuitive sense 
if we are to reduce risk associated with use error. 

Finally, with better adverse incident/event data collection, we 
will have the data to assist with root cause analysis, identify 
areas for improvement, and evaluate our performance. 
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Your Guide to 
Effective Product 
Safety Labels
BY GEOFFREY PECKHAM

Of all the responsibilities product engineers are tasked 
with, safety labeling cannot be overlooked. Why? 
Because the bottom line is: if safety matters, your 

labels matter. This month, we’ll explore the key elements to 
consider in creating the most effective labels possible.

It’s a new year – a time for new beginnings, fresh starts, 
and getting refocused. It’s a fitting opportunity to revisit the 
fundamentals in visual safety communication that can help 
to create safer products and workplaces. A critical part of 
the overall safety of your products and equipment is their 
safety labels. In this article, we’ll outline the best practices in 
developing effective labels that can help to prevent injuries 
and save lives.

THE GOAL OF YOUR LABELS

Let’s first review the goal of today’s product safety labels. 
There are three essential purposes that an effective safety 
label should meet, and that product safety engineers must 
understand: 1) to communicate hazards to protect those who 
interact with your product during its anticipated lifecycle 
(delivery, installation, use, service, decommissioning, and 
disposal) 2) to enable companies to comply with their 
intended markets’ codes and regulations (ie., CE marking, 
UL-compliance, and WEEE/RoHS) and 3) to provide a legal 
defense in the event of an accident. Here, it’s important to 
note that “inadequate warnings” and “failure to warn” are two 
of the most common allegations found in liability lawsuits in 
the U.S. today. 

DEFINING TYPES OF LABELS TO MEET  
YOUR GOALS

Now that we’ve revisited the vital function your safety labels 
must perform, let’s look at the types of product safety labels 
that can help to achieve these goals. There are three main1 
kinds of product safety labels.

Hazard alerting labels communicate potential personal 
injury hazards and how to avoid them. This kind of label 
includes the signal word “DANGER,” “WARNING” or 
“CAUTION” to indicate the proper risk severity level. 

Safety instruction labels communicate explanatory 
information like safety procedures (such as lockout/tagout 
instructions).

Notice labels communicate information considered 
important but not directly hazard-related (such as 
maintenance information).

1. A secondary type of label identifies function and control. 
Refer to In Compliance Magazine’s January 2012 On Your 
Mark column regarding “The Grounding Symbols” for more 
information on this topic.
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DESIGNING AN EFFECTIVE LABEL

So, where does the engineer start in designing an effective 
label? There are several main building block elements that 
should be considered.
•	 Know the type of content to go on the label. The ANSI 

Z535.4 standard makes it very clear what content should 
be conveyed on a label.2 (See Figure 
1 for an example of an ANSI-
formatted product safety label.)

•	 Know your intended audience. 
The intended audience and 
intended market must be taken into 
account. This includes factors like: 
is the product shipped to a foreign 
country; what is the education level 
of your anticipated product users 
and how much training will be 

2. Compliance with the ANSI Z535.4 
product safety label standard is voluntary. 
However, over the past 20 years of U.S. 
case law, state and federal courts have 
repeatedly used the ANSI standards as 
the benchmark to judge adequacy of 
warnings.

given; and is there a product safety manual available for 
communicating more detailed safety information? 

The product risk assessment process is a critical element 
here. When it’s not practical to design out or guard against 
a particular hazard, a best practice label can be designed to 
communicate the risk.

Figure 1: Example of an ANSI 2011 Z535.4 electrical hazard product safety label.  
(Design ©2014 Clarion Safety Systems. All rights reserved.)

clas·sic  (klăs ĭk)
adj. 
3. Of or characteristic of the  
literature, art, and culture of  
ancient Greece and Rome; classical.

A MODERN DAY CLASSIC

Where engineers turn for information, 
education, and inspiration.

incompliancemag.com

http://www.incompliancemag.com
http://incompliancemag.com
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•	 Use the latest standards and best practices in considering 
the elements of your label. This includes:

 { Colors – using uniform color standards developed by 
ANSI and ISO will help to speed visual recognition of 
your safety markings.

 { Formats/text/content – clear and concise messaging, as 
well as visual consistency, enables your product safety 
labels to be more easily seen and understood.

 { Symbols – symbols communicate efficiently and across 
language barriers. To be effective, they should come 
from the most up-to-date standards or be drawn using 
standards-based illustration techniques.

 { Materials – a label’s performance is only as good as the 
materials that go into its manufacture. It’s important to 
have an understanding of environmental and surface 
conditions, as well as the latest high-quality material 
options available, to achieve your durability objectives.

 { Location – the final critical factor to the design of an 
effective safety label is its placement. Consideration 
must be given to its anticipated viewing distance, 
legibility, and whether placing the label in multiple 
locations is necessary for both visibility and repetition of 
messaging purposes to ensure compliance.

Designing effective safety labels can be a complex task. (See 
Figure 2 for a snapshot of the many elements that make up 
labels.) It’s also one that is never completely finished; you must 
periodically reevaluate your labels in light of changes to the 
standards, new symbols that have become codified, and the 
latest available product safety and accident information related 
to your product and its industry. Symbols, content, and risk 
severity levels are the core elements that must be thoughtfully 
considered to be able to achieve the goal: effective hazard 
communication that helps prevent accidents and saves lives 
from tragedy. 

Geoffrey Peckham is CEO of Clarion Safety 
Systems and chair of both the ANSI Z535 
Committee and the U.S. Technical Advisory 
Group to ISO Technical Committee 145- 
Graphical Symbols. Over the past two decades he 
has played a pivotal role in the harmonization 
of U.S. and international standards dealing with 
safety signs, colors, formats and symbols. This article is courtesy 
of Clarion Safety Systems ©2014. All rights reserved.

Figure 2: A compilation of all the different elements (from signal words to text messages to symbols) that must be considered, and 
brought together cohesively, when designing effective product safety labels.
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Since its inception, the U.S. Consumer Product Safety 
Commission (CPSC) has encouraged companies 
to implement active product safety management 

programs. Since 2010, however, the CPSC has made this a bit 
more official. Requirements for the establishment of safety 
compliance programs have appeared in a final rule of factors 
to be considered for civil penalties, in a number of consent 
decrees and settlement agreements for civil penalties, in letters 
from the CPSC where they decided not to seek civil penalties, 
and finally in a proposed interpretive rule. 

This article will examine the CPSC’s previous guidance 
on safety programs, describe the new requirements and 
proposed rules and discuss what they might mean for 
product manufacturers. 

PRIOR GUIDANCE ON SAFETY 
PROGRAMS

The CPSC first published the Handbook for Manufacturing 
Safer Consumer Products in the 1970s, shortly after the agency 
was created. The last edition of this handbook came out in 
2006 and discusses product safety policies, organization, 
and training as well as all aspects of design, manufacturing, 
quality, corrective actions, etc. In other words, it discusses 
safety procedures that it believes are appropriate for any 

company making consumer products in all aspects of design, 
production, sales, and post-sale. 

At the beginning of the handbook, it says:

“Manufacturers must assure the safety of consumer 
products. This is achieved through the design, production 
and distribution of the products they manufacture. It is 
best accomplished by a comprehensive systems approach to 
product safety, which includes every step from the creation 
of a product design to the ultimate use of the product by the 
consumer. The basic concepts for a comprehensive systems 
approach for the design, production and distribution of 
consumer products are discussed in this Handbook.”

In addition, the CPSC’s Recall Handbook, in existence for 
many years but updated in March 2012, has had sections on 
the appointment of a Recall Coordinator, development of a 
company recall policy and plan, and extensive suggestions 
for the creation and retention of records to support a recall. 

The safety processes advocated in these handbooks are just 
suggestions and not legal requirements. In addition, they 
are similar to those procedures employed by companies who 
have a well-functioning safety effort. So, there is nothing 
particularly onerous here that a company shouldn’t already 
be doing. 

CPSC Mandates  
Safety Programs  
for Manufacturers 
and Retailers
The History Behind the CPSC’s Action

BY KENNETH ROSS

http://www.incompliancemag.com
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NEW REQUIREMENTS  
FOR SAFETY COMPLIANCE PROGRAMS

Recently, however, new requirements for safety compliance 
programs have been inserted by the CPSC into various 
documents.

Factors to Consider for Civil Penalties
First, on March 31, 2010, the CPSC published in the Federal 
Register a final rule of factors that its staff is expected to 
consider when deciding whether to seek civil penalties. The 
rule (16 CFR §1119.4(b)(1)) clearly states that product safety 
programs are one of the factors to be considered by the staff in 
assessing civil penalties:

“The Commission may consider, when a safety/compliance 
program and/or system as established is relevant to a 
violation, whether a person had at the time of the violation 
a reasonable and effective program or system for collecting 
and analyzing information related to safety issues. Examples 
of such information would include incident reports, lawsuits, 
warranty claims, and safety-related issues related to repairs 
or returns. The Commission may also consider whether a 
person conducted adequate and relevant premarket and 
production testing of the product at issue; had a program in 
place for continued compliance with all relevant mandatory 
and voluntary safety standards; and other factors as the 
Commission deems appropriate. The burden to present clear, 
reliable, relevant, and sufficient evidence of such program, 
system, or testing rests on the person seeking consideration of 
this factor.” 

In addition, the Commissioners released a statement dated 
March 10, 2010 concerning these new factors that said in part:

“The safety/compliance program factor takes into account the 
extent to which a person (including an importer of goods) 
has sound, effective programs/systems in place to ensure that 
the products he makes, sells or distributes are safe. Having 
effective safety programs dramatically lessens the likelihood 
that a person will have to worry about the application of this 
civil penalty rule. Any good program will make sure that 
there is continuing compliance with all relevant mandatory 
and voluntary safety standards. This is not the same as 
saying if one’s product meets all mandatory and voluntary 
standards that the Commission will not seek a civil penalty 
in appropriate cases. The Commission expects companies to 
follow all mandatory and voluntary safety standards as a 
matter of course.”

Daiso consent decree
At the same time that the new civil penalty factors were being 
finalized, the establishment of a product safety management 
program was included for the first time in a consent decree 

for civil penalties. In a March 4, 2010 agreement, Daiso 
Holding, a U.S. subsidiary of a Japanese company, agreed to 
pay a little more than $2 million in fines for violating various 
laws and regulations concerning the sale of toys and children’s 
products. 

The consent decree required Daiso to hire a product safety 
coordinator approved by the CPSC to do, in part, the 
following:

•	 Create a comprehensive product safety program

•	 Conduct a product audit to determine which of 
Defendants’ merchandise requires testing and certification 
of compliance with the FHSA, the CPSA, and any other 
Act enforced by the CPSC

•	 Establish and implement an effective and reasonable 
product safety testing program in compliance with the 
FHSA, the CPSA, and any other Act enforced by the CPSC

•	 Create guidance manuals for managers and employees on 
how to comply with product safety requirements

•	 Establish procedures to conduct product recalls

•	 Establish systems to investigate all reports of consumer 
incidents, property damage, injuries, warranty claims, 
insurance claims and court complaints regarding products 
under the jurisdiction of the CPSC that Defendants 
imported into the United States

The consent decree contains many more specific 
requirements, and also includes the following monitoring 
requirements:

“At the end of the first year of the monitoring period and at 
the end of any 180-day extension of the monitoring period 
under this paragraph, the Coordinator shall provide a 
written report to the Office of Compliance. If the Coordinator 
certifies Defendants are in compliance as described in this 
paragraph, the monitoring period will end. If the Coordinator 
cannot certify that Defendants meet each of the compliance 
requirements listed below, the monitoring period shall 
continue for an additional 180 days, at the end of which the 
Coordinator shall provide an updated written report to the 
Office of Compliance.” 

Daiso retained an independent consultant to certify 
compliance, and the CPSC sent its staff to Daiso facilities 
to audit compliance. Daiso passed and the monitoring was 
ultimately discontinued. 

Safety requirements in civil penalty settlement 
sgreements
The CPSC did nothing further to impose safety requirements 
until they were inserted into civil penalty settlement 
agreements starting in February 2013. In the first such 
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agreement, Kolcraft agreed to pay a $400,000 civil penalty. In 
addition, they agreed to the following language:

“Kolcraft shall maintain and enforce a system of internal 
controls and procedures designed to ensure that: (i) 
information required to be disclosed by Kolcraft to the 
Commission is recorded, processed and reported in 
accordance with applicable law; (ii) all reporting made to 
the Commission is timely, truthful, complete and accurate; 
and (iii) prompt disclosure is made to Kolcraft’s management 
of any significant deficiencies or material weaknesses 
in the design or operation of such internal controls that 
are reasonably likely to adversely affect in any material 
respect Kolcraft’s ability to record, process and report to the 
Commission in accordance with applicable law. 

“Upon request of Staff, Kolcraft shall provide written 
documentation of such improvements, processes, and 
controls, including, but not limited to, the effective dates of 
such improvements, processes, and controls. Kolcraft shall 
cooperate fully and truthfully with Staff and shall make 
available all information, materials, and personnel deemed 
necessary by Staff to evaluate Kolcraft’s compliance with the 
terms of the Agreement. 

“Kolcraft shall implement and maintain a compliance 
program designed to ensure compliance with the safety 
statutes and regulations enforced by the CPSC that, at 
a minimum, contains the following elements (i) written 
standards and policies; (ii) a mechanism for confidential 
employee reporting of compliance-related questions or 
concerns to either a compliance officer or to another senior 
manager with authority to act as necessary; (iii) effective 
communication of company compliance-related policies and 
procedures to all employees through training programs or 
otherwise; (iv) senior manager responsibility for compliance; 
(v) board oversight of compliance (if applicable); and (vi) 
retention of all compliance-related records for at least five (5) 
years and availability of such records to CPSC upon request.”

Then, Chairman Tenenbaum and Commissioner Adler issued 
a joint statement in connection with this agreement, stating 
their concern that Kolcraft had had a dozen recalls since 1989 
and that some further action was required. They said:

“The failure of a company to have an effective means of 
detecting and addressing serious or continuous safety 
issues with its products is contrary to the expectations of 
consumers and is unacceptable to this Commission. While 
we certainly understand that even the most responsible 
companies can make mistakes, the failure of a company to 
have in place an effective compliance program and internal 
controls is irresponsible. Thus, going forward, we expect those 
2companies that lack an effective compliance program and 
internal controls to voluntarily adopt them. If not, we will 
insist that they do so.”

The Commissioners also made it clear in their statement that 
having an adequate safety program does not let a company 
off the hook for failing to report a safety problem in a timely 
manner. 

Then, in May 2013, Williams-Sonoma agreed to pay $987,500 
in civil penalties for failing to report a safety problem to 
the CPSC in a timely manner. The three paragraphs from 
the Kolcraft opinion quoted above were also inserted in the 
Williams-Sonoma agreement. In addition, Commissioner 
Nord submitted a statement on the Williams-Sonoma 
agreement that questioned the piecemeal creation of 
a mandate for such programs through enforcement. 
Commissioner Adler responded to Commissioner Nord’s 
concern and signaled his views on the future use of such 
safety requirements. He said, in part:

“Far from viewing this settlement as punishment, I view it as 
the Commission and the company mutually agreeing to a set 
of reasonable measures designed to lead to safer products and 
fewer recalls in the future. Indeed, I suspect that the reason 
that companies agree to such language is their sense that any 
conscientious, responsible firm should follow such procedures 
in their approach to compliance. And to the extent that their 
past practices might have fallen short of these goals, they are 
eager to demonstrate that their future approach will be one of 
strict adherence to such provisions… 

“…The fact that the Commission has sought similar language 
in the two settlements says little at this point about whether 
there has been a shift in agency policy in the future. Even 
if it did, there is nothing improper about implementing the 
policy in individual case settlements. That said, I do not 
rule out asking for such clauses in future non-civil penalty 
settlement agreements nor do I rule out future expansions of 
the Commission’s voluntary recall policies.”

Since May 2013, every settlement agreement for civil penalties 
has had some compliance requirements. Based on this history, 
it is virtually certain that future settlement agreements will 
also contain some type of requirement for the establishment 
of more robust safety compliance programs. However, it is still 
an open question as to how compliance will be audited and 
monitored, and when the CPSC will require that additional 
processes and procedures be established. In addition, it is 
unknown what the CPSC would do if a firm failed to fully 
comply with these requirements. 

Or, let’s say the firm complies and then is charged again with 
late reporting. Will their new safety programs reduce the 
likelihood of penalties or reduce the amount of penalties? 
This is a concept that has already been adopted by the 
Department of Justice in connection with the Federal 
Sentencing Guidelines for Organizations. The establishment 
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of a compliance program is taken into account when 
deciding whether to defer prosecution or the amount of 
penalties to seek. 

SAFETY REQUIREMENTS IN OTHER 
AGREEMENTS

As signaled by then Commissioner Adler in his statement 
above, even if the CPSC decides not to seek civil penalties, 
it might ask companies to set up more robust programs. In 
September 2013, I received a letter from the CPSC saying 
that a decision not to proceed with a civil penalty would 
be conditional upon the firm agreeing to take a variety of 
corrective measures similar to those in the above settlement 
agreements. 

I have heard from other lawyers that they have also seen such 
requests in letters of this type. However, one recent letter 
used the word “encourage” rather than “required” concerning 
such programs. And some of these letters make it clear that 
the manufacturer still has a duty to report new information, 
and that they can again be subject to civil penalties for late 
reporting or for failing to report.

SAFETY REQUIREMENTS IN CORRECTIVE 
ACTION PLANS

The last CPSC action concerning compliance programs is 
contained in a Notice of Proposed Rulemaking published in 
the November 21, 2013 Federal Register. This rule deals with 
voluntary recall notices, but also allows the CPSC to mandate 
compliance programs as part of corrective action plans 
(CAPs). The requirements for safety programs are the same 
as those in the civil penalty settlement agreements described 
above.

This proposed interpretative rule also provides that the 
corrective action, including an agreement to establish a safety 
program, is legally binding. Therefore, if this rule is approved, 
the CPSC would be able to legally enforce the compliance 
program if a company fails to comply. 

It is unclear how the CPSC will be able to evaluate the 
procedures and controls of the manufacturer or product seller 
and determine whether they are insufficient or ineffectual. 
Who will do it? When will they have time to do it? What is 
the basis of their determination? Will the recall be postponed 
until this analysis is done?

The comment period for this Notice of Proposed Rulemaking 
ended in February 2014. As of this writing, we are waiting to 
see what the CPSC Commissioners and staff decide to do. 

CONCLUSION

It is certainly possible for a company that has a robust safety 
program to fail to notify the CPSC of certain potentially 
reportable information because it does not believe that there 
is a product defect or substantial product hazard. Indeed, 
reasonable minds may differ in such matters. However, the 
open question is whether the CPSC is justified in imposing 
new procedures on a manufacturer that may already have 
sufficient safety programs in place. It will be interesting to 
see whether, going forward, companies that have good safety 
programs are able to keep these provisions out of future 
agreements, and whether such programs will enable them to 
escape all civil penalties or negotiate lower civil penalties. 

In the meantime, product manufacturers should consider 
all of these requirements and evaluate their own programs. 
They should also consider the new ISO standard (ISO 10377) 
that sets forth some “best practices” in safety management, 
as well as other studies and reports on what is an effective 
product safety management program. (See articles in 
www.productliabilityprevention.com discussing the new 
ISO standard and other product safety management best 
practices.) 

Most companies don’t do a good enough job in monitoring 
product safety issues and incidents, especially when they are 
selling their products globally. Therefore, it would be prudent 
for every company to pull their safety program out of the file 
cabinet and review it with a fresh eye.

The responsible course of action is to be proactive about 
complying with these requirements before a safety problem 
arises. Dealing with such issues after the fact only increases 
the risk of their becoming a much bigger problem, both for 
your products and for your company. 

Kenneth Ross is a former partner and now  
Of Counsel in the Minneapolis, Minnesota 
office of Bowman and Brooke LLP, where 
he provides legal advice to manufacturers 
and other product sellers in all areas of 
product safety, regulatory compliance and 
product liability prevention, including safety 
management, recalls and dealing with the CPSC. He  
can be reached at 952-933-1195 or kenrossesq@comcast.net.  
Other articles by Mr. Ross can be accessed at  
www.productliabilityprevention.com.
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HISTORY & BACKGROUND
To many people, Electrostatic Discharge (ESD) is only 
experienced as a shock when touching a metal doorknob 
after walking across a carpeted floor or after sliding across 
a car seat. However, static electricity and ESD has been a 
serious industrial problem for centuries. As early as the 
1400s, European and Caribbean military forts were using 
static control procedures and devices trying to prevent 
inadvertent electrostatic discharge ignition of gunpowder 
stores. By the 1860s, paper mills throughout the U.S. 
employed basic grounding, flame ionization techniques, and 
steam drums to dissipate static electricity from the paper web 
as it traveled through the drying process. Every imaginable 
business and industrial process has issues with electrostatic 
charge and discharge at one time or another. Munitions 
and explosives, petrochemical, pharmaceutical, agriculture, 
printing and graphic arts, textiles, painting, and plastics are 
just some of the industries where control of static electricity 
has significant importance. The age of electronics brought 
with it new problems associated with static electricity and 
electrostatic discharge. And, as electronic devices become 
faster and the circuitry getting smaller, their sensitivity to 
ESD in general increases. This trend may be accelerating. 
The ESD Association’s “Electrostatic Discharge (ESD) 
Technology Roadmap”, revised April 2010, includes “With 
devices becoming more sensitive through 2010-2015 and 
beyond, it is imperative that companies begin to scrutinize 
the ESD capabilities of their handling processes”. Today, 
ESD impacts productivity and product reliability in virtually 
every aspect of the global electronics environment. 

Despite a great deal of effort during the past thirty years, ESD 
still affects production yields, manufacturing cost, product 
quality, product reliability, and profitability. The cost of 
damaged devices themselves ranges from only a few cents for 
a simple diode to thousands of dollars for complex integrated 
circuits. When associated costs of repair and rework, shipping, 
labor, and overhead are included, clearly the opportunities 
exist for significant improvements. Nearly all of the thousands 
of companies involved in electronics manufacturing today 
pay attention to the basic, industry accepted elements of static 
control. ESD Association industry standards are available 
today to guide manufacturers in establishing the fundamental 
static charge mitigation and control techniques (see Part Six – 
ESD Standards). It is unlikely that any company which ignores 
static control will be able to successfully manufacture and 
deliver undamaged electronic parts.

STATIC ELECTRICITY: CREATING CHARGE
Definitions for Electrostatic Discharge Terminology are in the 
ESD ADV1.0 Glossary which is available as a complimentary 
download at www.ESDA.org. Electrostatic charge is defined 
as “electric charge at rest”. Static electricity is an imbalance of 
electrical charges within or on the surface of a material. This 
imbalance of electrons produces an electric field that can be 
measured and that can influence other objects. Electrostatic 
discharge (ESD) is defined as “the rapid, spontaneous transfer 
of electrostatic charge induced by a high electrostatic field. 
Note: Usually, the charge flows through a spark between two 
bodies at different electrostatic potentials as they approach 
one another”. 

Fundamentals of Electrostatic Discharge 
Part 1

An Introduction  
to ESD
BY THE ESD ASSOCIATION

http://www.incompliancemag.com
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Electrostatic discharge can change the electrical 
characteristics of a semiconductor device, degrading or 
destroying it. Electrostatic discharge also may upset the 
normal operation of an electronic system, causing equipment 
malfunction or failure. Charged surfaces can attract and 
hold contaminants, making removal of the particles difficult. 
When attracted to the surface of a silicon wafer or a device’s 
electrical circuitry, air-borne particulates can cause random 
wafer defects and reduce product yields. 

Controlling electrostatic discharge begins with understanding 
how electrostatic charge occurs in the first place. Electrostatic 
charge is most commonly created by the contact and 
separation of two materials. The materials may be similar 
or dissimilar although dissimilar materials tend to liberate 
higher levels of static charge. For example, a person 
walking across the floor generates static electricity as shoe 
soles contact and then separate from the floor surface. An 
electronic device sliding into or out of a bag, magazine or tube 
generates an electrostatic charge as the device’s housing and 
metal leads make multiple contacts and separations with the 
surface of the container. While the magnitude of electrostatic 
charge may be different in these examples, static electricity is 
indeed formed in each case.

Creating electrostatic charge by contact and separation of 
materials is known as “triboelectric charging.” The word 
“triboelectric” comes from the Greek words, tribo –  
meaning “to rub” and elektros – meaning “amber” (fossilized 
resin from prehistoric trees). It involves the transfer of 
electrons between materials. The atoms of a material with no 
static charge have an equal number of positive (+) protons 
in their nucleus 
and negative (-) 
electrons orbiting 
the nucleus. In 
Figure 1, Material 
“A” consists of 
atoms with equal 
numbers of protons 
and electrons. 
Material B also 
consists of atoms 
with equal (though 
perhaps different) 
numbers of protons 
and electrons. 
Both materials are 
electrically neutral. Figure 1: The Triboelectric Charge: 

Materials Make Intimate Contact

http://www.apfepoxy.com
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When the two materials are placed in 
contact and then separated, negatively 
charged electrons are transferred 
from the surface of one material to 
the surface of the other material. 
Which material loses electrons and 
which gains electrons will depend on 
the nature of the two materials. The 
material that loses electrons becomes 
positively charged, while the material 
that gains electrons is negatively 
charged. This is shown in Figure 2.

Static electricity is measured in 
coulombs. The charge “q” on an object 
is determined by the product of the 
capacitance of the object “C” and the 
voltage potential on the object (V):
q = CV

Commonly, however, we speak of the electrostatic potential 
on an object, which is expressed as voltage. 

This process of material contact, electron transfer and 
separation is a much more complex mechanism than 
described here. The amount of charge created by triboelectric 
generation is affected by the area of contact, the speed of 
separation, relative humidity, and chemistry of the materials, 
surface work function and other factors. Once the charge is 
created on a material, it becomes an electrostatic charge (if 
it remains on the material). This charge may be transferred 
from the material, creating an electrostatic discharge or ESD 
event. Additional factors, such as the resistance of the actual 
discharge circuit and the contact resistance at the interface 
between contacting surfaces also affect the actual charge 
that is released. Typical charge generation scenarios and the 
resulting voltage levels are shown in Table 1. In addition, the 
contribution of humidity to reducing charge accumulation 
is also shown. It should be noted however that static charge 
generation still occurs even at high relative humidity.

An electrostatic charge also may 
be created on a material in other 
ways such as by induction, ion 
bombardment, or contact with another 
charged object. However, triboelectric 
charging is the most common. 

HOW MATERIAL 
CHARACTERISTICS 
AFFECT STATIC CHARGE

Triboelectric Series
When two materials contact and 
separate, the polarity and magnitude 

of the charge are indicated by the 
materials’ positions in a triboelectric 
series. The triboelectric series tables 
show how charges are generated on 
various materials. When two materials 
contact and separate, the one nearer 
the top of the series takes on a positive 
charge, the other a negative charge. 
Materials further apart on the table 
typically generate a higher charge 
than ones closer together. These 
tables, however, should only be used 
as a general guide because there are 
many variables involved that cannot 
be controlled well enough to ensure 
repeatability. A typical triboelectric 
series is shown in Table 2.

Virtually all materials, including water and dirt particles in 
the air, can be triboelectrically charged. How much charge 
is generated, where that charge goes, and how quickly, are 
functions of the material’s physical, chemical and electrical 
characteristics.

Insulative materials
A material that prevents or limits the flow of electrons 
across its surface or through its volume is called an insulator. 
Insulators have an extremely high electrical resistance, 
insulative materials are defined as “materials with a surface 
resistance or a volume resistance equal to or greater than  
1 × 1011 ohms.” A considerable amount of charge can be 
generated on the surface of an insulator. Because an insulative 
material does not readily allow the flow of electrons, both 
positive and negative charges can reside on insulative surface 
at the same time, although at different locations. The excess 
electrons at the negatively charged spot might be sufficient to 
satisfy the absence of electrons at the positively charged spot. 
However, electrons cannot easily flow across the insulative 
material’s surface, and both charges may remain in place for a 
very long time.

Means of Generation 10-25% RH 65-90% RH

Walking across carpet 35,000V 1,500V

Walking across vinyl tile 12,000V 250V

Worker at bench 6,000V 100V

Poly bag picked up from bench 20,000V 1,200V

Chair with urethane foam 18,000V 1,500V

Table 1: Examples of Static Generation - Typical Voltage Levels

Figure 2: The Triboelectric Charge: 
Separation
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Conductive materials
A conductive material, because it has low electrical resistance, 
allows electrons to flow easily across its surface or through its 
volume. Conductive materials have low electrical resistance, 
less than 1 × 104 ohms (surface resistance) and 1 × 104 ohm 
(volume resistance) per Glossary ESD ADV1.0. When a 
conductive material becomes charged, the charge (i.e., the 
deficiency or excess of electrons) will be uniformly distributed 
across the surface of the material. If the charged conductive 
material makes contact with another conductive material, the 
electrons will be shared between the materials quite easily. If 
the second conductor is attached to AC equipment ground or 
any other grounding point, the electrons will flow to ground 
and the excess charge on the conductor will be neutralized.

Electrostatic charge can be created triboelectrically on 
conductors the same way it is created on insulators. As 
long as the conductor is isolated from other conductors or 
ground, the static charge will remain on the conductor. If the 
conductor is grounded the charge will 
easily go to ground. Or, if the charged 
conductor contacts another conductor, 
the charge will flow between the two 
conductors.

Static dissipative materials
Static dissipative materials have an 
electrical resistance between insulative 
and conductive materials  
(1 × 104 < 1 × 1011 ohms surface or 
volume resistance). There can be 
electron flow across or through the 
dissipative material, but it is controlled 
by the surface resistance or volume 
resistance of the material.

As with the other two types of materials, 
charge can be generated triboelectrically 
on a static dissipative material. 
However, like the conductive material, 
the static dissipative material will allow 
the transfer of charge to ground or 
other conductive objects. The transfer of 
charge from a static dissipative material 
will generally take longer than from a 
conductive material of equivalent size. 
Charge transfers from static dissipative 
materials are significantly faster than 
from insulators, and slower than from 
conductive material.

Electrostatic fields
Charged materials also have an 
electrostatic field and lines of force 

associated with them. Conductive objects brought into the 
vicinity of this electric field will be polarized by a process 
known as induction Figure 3 (page 126). A negative electric 
field will repel electrons on the surface of the conducting 
item that is exposed to the field. A positive electric field 
will attract electrons to near the surface thus leaving other 
areas positively charged. No change in the actual charge on 
the item will occur in polarization. If, however, the item is 
conductive or dissipative and is connected to ground while 
polarized, the charge will flow from or to ground due to the 
charge imbalance. If the electrostatic field is removed and the 
ground contact disconnected, the charge will remain on the 
item. If a nonconductive object is brought into the electric 
field, the electrical dipoles will tend to align with the field 
creating apparent surface charges. A nonconductor (insulative 
material) cannot be charged by induction.

ESD DAMAGE: HOW DEVICES FAIL

Electrostatic damage is defined as 
“change to an item caused by an 
electrostatic discharge that makes 
it fail to meet one or more specified 
parameters” and can occur at any 
point from manufacture to field 
service. Typically, damage results from 
handling the devices in uncontrolled 
surroundings or when poor ESD control 
practices are used. Generally damage is 
classified as either a catastrophic failure 
or a latent defect.

Catastrophic failure
When an electronic device is exposed to 
an ESD event, it may no longer function. 
The ESD event may have caused a 
metal melt, junction breakdown, or 
oxide failure. The device’s circuitry 
is permanently damaged causing the 
device to stop functioning totally or at 
least partially. Such failures usually can 
be detected when the device is tested 
before shipment. If a damaging level 
ESD event occurs after test, the part may 
go into production and the damage will 
go undetected until the device fails in 
final test.

Latent defect
Per ESD ADV1.0 latent failure is “a 
malfunction that occurs following 
a period of normal operation. The 
failure may be attributable to an 
earlier electrostatic discharge event. 

+

Positive

Negative

-

Rabbit fur

Glass

Mica

Human Hair

Nylon

Wool

Fur

Lead

Silk

Aluminum

Paper

COTTON

Steel

Wood

Amber

Sealing Wax

Nickel, Copper,  
Brass, Silver

Gold, Platinum

Sulfur

Acetate Rayon

Polyester

Celluloid

Silicon

Teflon

Table 2: Typical Triboelectric Series
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The concept of latent failure is controversial and not totally 
accepted by all in the technical community.” A latent defect 
is difficult to identify. A device that is exposed to an ESD 
event may be partially degraded, yet continue to perform its 
intended function. However, the operating life of the device 
may be reduced. A product or system incorporating devices 
with latent defects may experience premature failure after the 
user places them in service. Such failures are usually costly to 
repair and in some applications may create personnel hazards.

It is relatively easy with the proper equipment to confirm 
that a device has experienced a catastrophic failure. Basic 
performance tests will substantiate device damage. However, 
latent defects are extremely difficult to prove or detect using 
current technology, especially after the device is assembled 
into a finished product. 

BASIC ESD EVENTS: WHAT CAUSES 
ELECTRONIC DEVICES TO FAIL?

ESD damage is usually caused by one of three events: direct 
electrostatic discharge to the device, electrostatic discharge 
from the device or field-induced discharges. Whether or 
not damage occurs to an ESD sensitive item (ESDS) by an 
ESD event is determined by the device’s ability to dissipate 
the energy of the discharge or withstand the voltage levels 
involved. The level at which a device fails is known as the 
device’s ESD sensitivity or ESD susceptibility.

Discharge to the device
An ESD event can occur when any charged conductor 
(including the human body) discharges to an item. A 
cause of electrostatic damage could be the direct transfer 
of electrostatic charge from the human body or a charged 
material to the ESDS. When one walks across a floor, an 
electrostatic charge accumulates on the body. Simple contact 

(or close proximity) of a finger to the leads of an ESDS or 
assembly which is typically on a different electrical potential 
can allow the body to discharge, possibly causing ESD 
damage. The model used to simulate this event is the Human 
Body Model (HBM). A similar discharge can occur from a 
charged conductive object, such as a metallic tool or fixture. 
From the nature of the discharge, the model used to describe 
this event is known as the Machine Model (MM).

Discharge from the device
The transfer of charge from an ESDS to a conductor is also 
an ESD event. Static charge may accumulate on the ESDS 
itself through handling or contact and separation with 
packaging materials, work surfaces, or machine surfaces. 
This frequently occurs when a device moves across a surface 
or vibrates in a package. The model used to simulate the 
transfer of charge from an ESDS is referred to as the Charged 
Device Model (CDM). The capacitances, energies, and 
current waveforms involved are totally different from those 
of a discharge to the ESD sensitive item, resulting very likely 
in different failure modes. 

The trend towards automated assembly would seem to solve 
the problems of HBM ESD events. However, it has been 
shown that components may be more sensitive to damage 
when assembled by automated equipment. A device may 
become charged, for example, from sliding down the feeder. 
If it then contacts the insertion head or any other conductive 
surface, a rapid discharge occurs from the device to the metal 
object.

Field induced discharges
Another electrostatic charging process that can directly or 
indirectly damage devices is termed Field Induction. As 
noted earlier, whenever any object becomes electrostatically 
charged, there is an electrostatic field associated with that 
charge. If an ESDS is placed in that electrostatic field, a charge 
may be induced on the item. If the item is then grounded 
while within the electrostatic field, a transfer of charge from 
the device occurs as a CDM event. If the item is removed 
from the region of the electrostatic field and grounded again, 
a second CDM event will occur as the charge (of opposite 
polarity from the first event) is transferred from the device. 

HOW MUCH ESD CONTROL PROTECTION 
IS NEEDED?

Damage to an ESDS by the ESD event is determined by 
the device’s ability to dissipate the energy of the discharge 
or withstand the voltage levels involved—as explained 
previously these factors determine the parts ESD sensitivity 
or susceptibility. Test procedures based on the models of 
ESD events help define the sensitivity of components to 
ESD. Although it is known that there is very rarely a direct 

Figure 3: Induction
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correlation between the discharges in the test procedures 
and real-world ESD events, defining the ESD sensitivity of 
electronic components gives some guidance in determining 
the degree of ESD control protection required. These 
procedures and more are covered in Part Five of this series.

The ESD withstand voltage is “the highest voltage level that 
does not cause device failure; the device passes all tested 
lower voltages.” Many electronic components are sensitive 
or susceptible to ESD damage at relatively low voltage levels. 
Many are susceptible at less than 100 volts, and many disk 
drive components withstand voltages even below 10 volts. 
Current trends in product design and development pack more 
circuitry onto these miniature devices, further increasing their 
sensitivity to ESD and making the potential problem even 
more acute. Table 3 indicates the ESD sensitivity of various 
types of components.

SUMMARY

In this “An Introduction to ESD”, we have discussed 
electrostatic charge and discharge, the mechanisms of creating 
charge, materials, types of ESD damage, ESD events, and ESD 
sensitivity. We can summarize this 
discussion as follows:

1.  Virtually all materials, including 
conductors, can be triboelectrically 
charged.

2.  The amount of charge is affected by 
material type, speed of contact and 
separation, humidity, and several 
other factors.

3.  Charged objects have electrostatic 
fields.

4.  Electrostatic discharge can 
damage devices so a parameter 
fails immediately, or ESD damage 
may be a latent defect that may 
escape immediate detection, 
but may cause the device to fail 
prematurely.

5.  Electrostatic discharge can occur 
throughout the manufacturing, 
test, shipping, handling, or 
operational processes, and during 
field service operations.

6.  ESD damage can occur as the 
result of a discharge to the 
device, from the device, or from 
charge transfers resulting from 
electrostatic fields. Devices vary 
significantly in their sensitivity or 
susceptibility to ESD.

Protecting products from the effects of ESD damage begins 
by understanding these key concepts of electrostatic charges 
and discharges. An effective ESD control program requires 
an effective training program where all personnel involved 
understand the key concepts. See Part Two for the basic 
concepts of ESD control.
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Device or Part Type

Microwave devices (Schottky barrier diodes, point contact diodes and other 
detector diodes >1 GHz)

Discrete MOSFET devices

Surface acoustic wave (SAW) devices

Junction field effect transistors (JFETs)

Charged coupled devices (CCDs)

Precision voltage regulator diodes (line of load voltage regulation, <0.5%)

Operational amplifiers (OP AMPs)

Thin film resistors

Integrated circuits

GMR and new technology Disk Drive Recording Heads

Laser Diodes

Hybrids

Very high speed integrated circuits (VHSIC)

Silicon controlled rectifiers (SCRs) with Io <0.175 amp at 10°C ambient

*Specific Sensitivity Levels are available from supplier data sheets

Table 3: ESD Sensitivity of Representative Electronic Devices - Devices or Parts with 
Sensitivity Associated with HBM and CDM*
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In Part One of this series, Introduction to ESD, we 
discussed the basics of electrostatic charge and discharge, 
the mechanisms of creating charge, materials, types of 

ESD damage, ESD events, and ESD sensitivity. We concluded 
our discussion with the following summary:

1.  Virtually all materials, including conductors, can be 
triboelectrically charged.

2.  The amount of charge is affected by material type, speed 
of contact and separation, humidity, and several other 
factors.

3.  Charged objects have electrostatic fields.

4.  Electrostatic discharge can damage devices so a parameter 
fails immediately, or ESD damage may be a latent defect 
that may escape immediate detection, but may cause the 
device to fail prematurely.

5.  Electrostatic discharge can occur throughout the 
manufacturing, test, shipping, handling, or operational 
processes, and during field service operations.

6.  ESD damage can occur as the result of a discharge to the 
device, from the device, or from charge transfers resulting 
from electrostatic fields. Devices vary significantly in their 
sensitivity or susceptibility to ESD.

Protecting products from the effects of ESD damage begins 
by understanding these key concepts of electrostatic charges 
and discharges. An effective ESD control program requires 

an effective training program where all personnel involved 
understand the key concepts. Armed with this information, 
you can then begin to develop an effective ESD control 
program. In Part Two we will focus on some basic principles 
of ESD control and ESD control program development.

BASIC PRINCIPLES OF STATIC CONTROL

Controlling electrostatic discharge (ESD) in the electronics 
manufacturing environment is a formidable challenge. 
However, the task of designing and implementing ESD 
control programs becomes less complex if we focus on just six 
basic principles of static control. In doing so, we also need to 
keep in mind the ESD corollary to Murphy’s law, “no matter 
what we do, static charge will try to find a way to discharge.”

Design in protection
The first principle is to design products and assemblies to be as 
resistant as reasonable from the effects of ESD. This involves 
such steps as using less static sensitive devices or providing 
appropriate input protection on devices, boards, assemblies, 
and equipment. For engineers and designers, the paradox 
is that advancing product technology requires smaller and 
more complex geometries that often are more susceptible 
to ESD. The Industry Council on ESD Target Levels and the 
ESD Association’s “Electrostatic Discharge (ESD) Technology 
Roadmap”, revised April 2010, suggest that designers will have 
less ability to provide the protection levels that were available 
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in the past. Consequently, the ESD target levels are reduced 
to 1000 volts for Human Body Model robustness and 250 
volts for robustness against the Charged Device Model, with 
tendency to reduce these values further. Those target values 
are considered to be realistic and safe levels for manufacturing 
and handling of today’s products using basic ESD control 
methods as described in international industry standards 
as e.g. ANSI/ESD S20.20 or IEC 61340-5-1. When devices 
with lower ESD target levels must be used and handled, 
application-specific controls beyond the principles described 
here may be required.

Define the level of control needed in your 
environment
What is the most sensitive or ESD susceptible ESDS you are 
using and what is the classification of withstand voltage of 
the products that you are manufacturing and shipping? In 
order to get an idea of what is required, it is best to know the 
Human-Body Model (HBM) and Charged-Device Model 
(CDM) sensitivity levels for all devices that will be handled 
in the manufacturing environment. ANSI/ESD S20.20 and 
IEC 61350-5-1, both published in 2007,  define control 
program requirements for items that are sensitive to 100 
volts HBM; future version of those standards will most likely 
address also items that are sensitive to 200 volts CDM.  With 
documentation, both standards allows requirements to be 
tailored as appropriate for specific situations.

Identify and define the electrostatic protected 
areas (EPA)
Per Glossary ESD ADV1.0 an ESD protected area is “A 
defined location with the necessary materials, tools and 
equipment capable of controlling static electricity to a level 
that minimizes damage to ESD susceptible items”. These are 
the areas in which you will be handling ESD sensitive items 
and the areas in which you will need to implement the basic 
ESD control procedures including bonding or electrically 
connecting all conductive and dissipative materials, including 
personnel, to a known common ground.

Reduce electrostatic charge generation
If projections of ESD sensitivity are correct, ESD protection 
measures in product design will be increasingly less effective 
in minimizing ESD losses. The fourth principle of control 
is to reduce electrostatic charge generation and accumulation 
in the first place. It’s fairly basic: no charge – no discharge. 
We begin by eliminating as many static charge generating 
processes or materials, specifically high-charging insulators 
such as common plastics, as possible from the EPA work 
environment. We keep conductive/dissipative materials at the 
same electrostatic potential using equipotential bonding or 
attaching to equipment ground. Electrostatic discharge does 
not occur between materials kept at the same potential. In 
the EPA, ESD control items should be used in place of more 

common factory products such as worksurface mats, flooring, 
smocks, etc. which are to be attached to ground to reduce 
charge generation and accumulation. Personnel are grounded 
via wrist straps or a flooring/footwear system. While the 
basic principle of “controlling static electricity to a level that 
minimizes damage” should be followed, complete removal of 
charge generation is not achievable.

Dissipate and neutralize
Because we simply can’t eliminate all generation of 
electrostatic charge in the EPA, our fifth principle is to 
safely dissipate or neutralize those electrostatic charges that 
do occur. Proper grounding and the use of conductive or 
dissipative materials play major roles. For example, personnel 
starting work may have a charge on their body; they can 
have that charge removed by attachment to a wrist strap or 
when they step on ESD flooring while wearing ESD control 
footwear. The charge goes to ground rather than being 
discharged into a sensitive part. To prevent damaging a 
charged device, the magnitude of the discharge current can 
be controlled with static dissipative materials.

For some objects, such as common plastics and other 
insulators, being non-conductors grounding cannot remove 
an electrostatic charge because there is no pathway which is 
conductive enough to reduce the charge in a reasonable time. 
If the object cannot be eliminated from the EPA, ionization 
can be used to neutralize charges on these insulators. The 
ionization process generates negative and positive ions. The 
like charged ions are repelled from a charged object while the 
opposite charged ions are attracted to the surface of a charged 
object, therefore neutralizing the object (see Figure 1). If the 
ionizer is balanced, the net charge is zero.

Figure 1: Principle of neutralization of a charged object by 
an ionizer that generates negative and positive ions. The like 
charged ions are repelled from a charged object while the op-
posite charged ions are attracted to the surface of a charged 
object, neutralizing the object.
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Protect products
Our final ESD control principle is to 
prevent discharges that do occur from 
reaching susceptible parts and assemblies. 
There are a variety of ESD control 
packaging and material handling 
products to use both inside and outside 
the EPA. One way is to protect ESD 
sensitive products and assemblies with 
proper grounding or shunting that will 
“dissipate” any discharge away from 
the product. A second method is to 
package, to store, or to transport ESD 
sensitive products in packaging that 
is low charging and are conductive/
dissipative so can remove charges when 
grounded. In addition to these properties, packaging used to 
move ESD sensitive items outside the EPA should have the 
ESD control property of “discharge shielding”. These materials 
should effectively shield the product from charges and 
discharges, as well as reduce the generation of charge caused 
by any movement of product within the container.

ELEMENTS OF AN EFFECTIVE ESD 
CONTROL PROGRAM

While these six principles may seem rather basic, they 
can guide us in the selection of appropriate materials and 
procedures to use in effectively controlling ESD. In most 
circumstances, effective programs will involve all of these 
principles. No single procedure or product will do the whole 
job; rather effective static control requires a full ESD control 
program.

How do we develop and maintain a program that puts these 
basic principles into practice? How do we start? What is 
the process? What do we do first? Ask a dozen experts and 
you may get a dozen different answers. But, if you dig a 
little deeper, you will find that most of the answers center 
on similar key elements. You will also find that starting and 
maintaining an ESD control program is similar to many other 
business activities and projects. Although each company is 
unique in terms of its ESD control needs, there are at least 6 
critical elements to successfully developing, implementing, 

and maintaining an effective ESD 
control program (see Figure 2).

Establish an ESD coordinator 
and ESD teams 
A team approach particularly applies 
to ESD because the problems and 
the solutions cross various functions, 
departments, divisions and suppliers 
in most companies. ESD team 
composition includes line employees 
as well as department heads or other 
management personnel. The ESD team 
may also cut across functions such as 
incoming inspection, quality, training, 
automation, packaging, and test. ESD 

teams or committees help assure a variety of viewpoints, 
the availability of the needed expertise, and commitment to 
success. An active ESD team helps unify the ongoing effort.

Heading this ESD team effort is an ESD program coordinator 
(“ESD coordinator”). Ideally, this responsibility should be 
a full-time job. However, we seldom operate in an ideal 
environment and you may have to settle for the function 
to be a major responsibility of an individual. The ESD 
coordinator is responsible for developing, budgeting, and 
administering the program. The ESD coordinator also serves 
as the company’s internal ESD consultant to all ESD control 
programs areas.

Assess your organization, facility, processes 
and losses
Your next step is to gain a thorough understanding of your 
environment and its impact on ESD. Armed with your 
product quality loss and ESD sensitivity data, you can 
evaluate your facility, looking for areas and procedures that 
may possibly cause ESD problems. Be on the lookout for 
things such as static generating materials, personnel handling 
procedures for ESD sensitive items, and contacts of ESD 
sensitive devices to conductors.

Document your processes or work instructions. Observe the 
movement of people and materials through the areas. Note 

Figure 2: Six critical elements of a 
successful ESD control program

No single procedure or product will do the whole job; rather 

effective static control requires a full ESD control program. 

How do we develop and maintain a program that puts these 

basic principles into practice?
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those areas that would appear to have the greatest potential 
for ESD problems. Remember, that ESD can occur in the 
warehouse just as it can in the assembly areas. Then conduct 
a thorough facility survey or audit. Measure personnel, 
equipment, and materials to identify proper resistance ranges 
and the presence of electrostatic fields in your environment.

Before seeking solutions to your problems, you will need to 
determine the extent of your product quality losses to ESD. 
These losses may be reflected in receiving reports, Quality 
Assurance and Quality Control records, customer returns, in-
plant yields, failure analysis reports, and other data that you 
may already have or that you need to gather. This information 
not only identifies the magnitude of the problem, but also 
helps to pinpoint and prioritize areas that need attention. 
Where available, the potential for future problems as a result 
of technology roadmaps and internal product evolution 
should be considered.

Document your actual and potential ESD losses in terms of 
defective components, rework, customer returns, and failures 
during final test and inspection. Use data from outside 
sources or the results of your pilot program for additional 
support. Develop estimates of the savings to be realized from 
implementing an ESD control program.

You will also want to identify those items (components, 
assemblies, and finished products) that are the most sensitive 
to ESD noting the classification or withstand voltage. Note 
that two functionally identical items from two different 
suppliers may not have similar ESD ratings.

Establish and document your ESD control 
program plan
After completing your assessment, you can begin to develop 
and document your ESD control program plan. The plan 
should cover the scope of the program and include the 
tasks, activities and procedures necessary to protect the ESD 
sensitive items at or above the ESD sensitivity level chosen 
for the plan. Prepare and distribute written procedures 
and specifications so that all departments have a clear 
understanding of what is to be done. Fully documented 
procedures will help you meet the administrative and 

technical elements of ANSI/ESD S20.20 or IEC 61340-5-1 and 
help you with ISO 9000 certification as well.

Build justification to get the top management 
support
To be successful, an ESD program requires the support of 
your top management, at the highest level possible. What 
level of commitment is required? To obtain commitment, you 
will need to build justification for the plan. You will need to 
emphasize quality and reliability, the costs of ESD damage, the 
impact of ESD on customer service and product performance. 
It may be useful to conduct a pilot program if the experience 
of other companies is not sufficient and you have an 
expectation that you can show meaningful results in the pilot.

Prepare a short corporate policy statement on ESD control. 
Have top management co-sign it with the ESD coordinator. 
Periodically, reaffirm the policy statement and management’s 
commitment to it. Published articles such as “The ‘Real’ Cost 
of ESD Damage” by Terry Welsher should be provided to top 
management.

Develop and implement a training plan
Train and retrain your personnel in ESD control and 
your company’s ESD control program and procedures. 
Training should include testing or other method to verify 
comprehension. Proper training for line personnel is especially 
important. They are often the ones who have to live with the 
procedures on a day-to-day basis. A sustained commitment 
and mind set among all employees that ESD prevention is a 
valuable, on-going effort by everyone is one of the primary 
goals of training. Please be aware that it might be necessary to 
tailor the ESD training to the education of the trainees. 

ANSI/ESD S20.20 requires a written training plan, however, 
your company has the flexibility to determine how best to 
design the plan.

Develop and implement a compliance 
verification plan
Developing and implementing the program itself is obvious. 
What might not be so obvious is the need to continually 

An ESD program requires the support of your top management, 

at the highest level possible. Prepare a short corporate policy 

statement on ESD control. Have top management co-sign it with 

the ESD coordinator.
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review, audit, analyze, obtain feedback and improve. 
Auditing is essential to ensure that the ESD control program 
is successful. You will be asked to continually identify the 
return on investment of the program and to justify the savings 
realized. Technological changes will dictate improvements and 
modifications. Feedback to employees and top management is 
essential. Management commitment will need reinforcement.

Include both reporting and feedback to management, the ESD 
team, and other employees as part of your plan. Management 
will want to know that their investment in time and money 
is yielding a return in terms of quality, reliability and profits. 
ESD team members need a pat on the back for a job well 
done. Other employees will want to know that the procedures 
you have asked them to follow are indeed worthwhile. It is 
helpful to integrate the process improvement process into 
the overall quality system and use the existing quality tools 
such as root cause analysis and corrective action reports. As 
you find areas that need work, be sure to make the necessary 
adjustments to keep the program on track.

Conduct periodic evaluations of your program and 
audits of your facility. You will find out if your program is 
successful and is giving you the expected return. You will 
spot weaknesses in the program and shore them up. You will 
discover whether the procedures are being followed.

ANSI/ESD S20.20 and IEC 61340-5-1 require a written 
compliance verification plan, however, your company has 
the flexibility to determine how best to design the plan. Test 
procedures are described in ESD TR53-01-06 Compliance 
Verification of ESD Protective Equipment and Materials 
which is available as complimentary download from  
www.ESDA.org. The objective is to identify if significant 
changes in ESD equipment and materials performance have 
occurred over time. Each user will need to develop their own 
set of test frequencies based on the critical nature of those 
ESD sensitive items handled and the risk of failure for the 
ESD protective equipment and materials.

CONCLUSION

Six principles of ESD control and six key elements to ESD 
control program development and implementation are your 
guideposts for effective ESD control programs. 

The six basic principles of static  
control are:

1. Design in protection

2. Define the level of control needed in your environment

3. Identify and define the electrostatic protected areas (EPA)

4. Reduce electrostatic charge generation

5. Dissipate and neutralize

6. Protect products

Six key elements to to ESD control program development and 
implementation are: 

1. Establish an ESD Coordinator and ESD teams

2. Assess your organization, facility, processes and losses

3. Establish and document your ESD control program plan

4. Build justification to get the top management support

5. Develop and implement a training plan

6. Develop and implement a compliance verification plan

In Part Three, we’ll take a close look at specific procedures and 
materials that become part of your ESD control program. 
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In Part Two, Principles of ESD Control – ESD Control 
Program Development, we introduced six principles 
of static control and six key elements of ESD program 

development and implementation. In Part Three, we will 
cover basic static control procedures and materials that will 
become part of your ESD control program. First, we review 
the principles.

BASIC PRINCIPLES OF STATIC CONTROL

We suggested focusing on just six basic principles in the 
development and implementation of effective ESD control 
programs:

1. Design in protection by designing products and 
assemblies to be as robust as reasonable from the effects of 
ESD.

2. Define the level of control needed in your environment.

3. Identify and define the electrostatic protected areas 
(EPAs), the areas in which you will be handling ESD 
sensitive parts (ESDS).

4. Reduce Electrostatic charge generation by reducing and 
eliminating static generating processes, keeping processes 
and materials at the same electrostatic potential, and by 
providing appropriate ground paths to reduce charge 
generation and accumulation.

5. Dissipate and neutralize by grounding, ionization, 
and the use of conductive and dissipative static control 
materials.

6. Protect products from ESD with proper grounding or 
shunting and the use of static control packaging and 
material handling products.

At the facility level our ESD control efforts concentrate on the 
last five principles. Here in Part Three, we will concentrate on 
the primary materials and procedures that reduce electrostatic 
charge generation, remove charges to ground, and neutralize 
charges to protect sensitive products from ESD.

IDENTIFYING THE PROBLEM AREAS AND 
THE LEVEL OF CONTROL

One of the first questions we need to answer is “How ESD 
sensitive are the parts and assemblies we are manufacturing 
or handling?” This information will guide you in determining 
the various procedures and materials required to control ESD 
in your environment.

How do you determine the sensitivity of your parts and 
assemblies or where can you get information about their ESD 
classification or withstand voltage? A first source would be 
the manufacturer or supplier of the component itself or the 
part data sheet. It is critical that you obtain both Human Body 
Model (HBM) and Charged Device Model (CDM) ratings. 
You may find that you need to have your specific device tested 
for ESD sensitivity.  However, be aware that the correlation 
between voltages used for device qualification and static 
voltages measured in the field is weak. 

Fundamentals of Electrostatic Discharge 
Part 3

Basic ESD Control 
Procedures and 
Materials
BY THE ESD ASSOCIATION
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The second question you need to answer 
is “Which areas of our facility need 
ESD protection?” This will allow you 
to define your specific electrostatic 
protected areas (EPAs), the areas in 
which you will be handling sensitive 
parts and the areas in which you will 
need to implement the ESD control 
principles. Often you will find that there 
are more areas that require protection 
than you originally thought, usually 
wherever ESDS devices are handled. 
Typical areas requiring ESD protection 
are shown in Table 1.

GROUNDING

Grounding is especially important 
for effective ESD control. It should be 
clearly defined, and regularly evaluated.

The equipment grounding conductor provides a path to 
bring ESD protective materials and personnel to the same 
electrical potential. All conductors and dissipative materials 
in the environment, including personnel, must be bonded 
or electrically connected and attached to a known ground, 
or create an equipotential balance between all items and 
personnel. ESD protection can be maintained at a charge or 
potential above a “zero” voltage ground reference as long as all 
items in the system are at the same potential. It is important 
to note that insulators, by definition non-conductors, cannot 
lose their electrostatic charge by attachment to ground.

ESD Association Standard ANSI/ESD S6.1-Grounding 
recommends a two-step procedure for grounding EPA ESD 
control items.

The first step is to ground all components of the workstation 
and the personnel (worksurfaces, equipment, etc.) to the 
same electrical ground point, called the 
“common point ground.” This common 
point ground is defined as a “system 
or method for connecting two or more 
grounding conductors to the same 
electrical potential.”

This ESD common point ground should 
be properly identified. ESD Association 
standard ANSI/ESD S8.1 –  
Symbols, recommends the use of the 
symbol in Figure 1 to identify the 
common point ground.

The second step is to connect the 
common point ground to the equipment 

grounding conductor (AC ground) or 
the third wire (typically green) electrical 
ground connection. This is the preferred 
ground connection because all electrical 
equipment at the workstation is already 
connected to this ground. Connecting 
the ESD control materials or equipment 
to the equipment ground brings all 
components of the workstation to the 
same electrical potential. If a soldering 
iron used to repair an ESDS item were 
connected to the electrical ground and 
the surface containing the ESDS item 
were connected to an auxiliary ground, 
a difference in electrical potential could 
exist between the iron and the ESDS 
item. This difference in potential could 
cause damage to the item.

Any auxiliary ground (water pipe, building frame, ground 
stake) present and used at the workstation must be bonded to 
the equipment grounding conductor to minimize differences 
in potential between the two grounds. Detailed information 
on ESD grounding can be found in ESD Association standard 
ANSI/ESD S6.1, Grounding, and the ESD Handbook ESD 
TR20.20, and/or CLC/TR 61340-5-2 User guide.

CONTROLLING STATIC CHARGE ON 
PERSONNEL AND MOVING EQUIPMENT

People can be one of the prime generators of static electricity. 
The simple act of walking around or the motions required in 
repairing a circuit board can generate several thousand volts 
of electrostatic charge on the human body. If not properly 
controlled, this static charge can easily discharge into an ESD 
sensitive device  – a typical Human Body Model discharge. 
Also, a person can transfer charge to a circuit board or other 
item making it vulnerable to Charged Device Model events in 
a subsequent process. 

Even in highly automated assembly 
and test processes, people still handle 
ESDS… in the warehouse, in repair, 
in the lab, in transport. For this 
reason, ESD control programs place 
considerable emphasis on controlling 
personnel generated electrostatic 
discharge. Similarly, the movement 
of mobile equipment (such as carts 
or trolleys) and other wheeled 
equipment through the facility also 
can generate substantial static charges 
that can transfer to the products being 
transported on this equipment.

Receiving

Inspection

Stores and warehouses

Assembly

Test and inspection

Research and development

Packaging

Field service repair

Offices and laboratories

Clean rooms

Table 1: Typical Facility Areas Requiring 
ESD Protection

Figure 1: Common Point Ground Symbol
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WRIST STRAPS

Typically, wrist straps are the primary 
means of grounding personnel. 
When properly worn and connected 
to ground, a wrist strap keeps the 
person wearing it near ground 
potential. Because the person and 
other grounded objects in the work 
area are at or near the same potential, 
there can be no hazardous discharge 
between them. In addition, static 
charges are removed from the person 
to ground and do not accumulate. 
When personnel are seated on a chair 
which is not EPA appropriate, they are 
to be grounded using a wrist strap.

Wrist straps have two major components, the wristband 
that goes around the person’s wrist and the ground cord that 
connects the wristband to the common point ground. Most 
wrist straps have a current limiting resistor molded into the 
ground cord on the end that connects to the wristband. This 
resistor is most commonly one megohm, rated at least 1/4 
watt with a working voltage rating of 250 volts.

Wrist straps have several failure mechanisms and therefore 
should be tested on a regular basis. Either daily testing at 
specific test stations or using a continuous monitor at the 
workbench is recommended.

FLOORING, FLOOR MATS, FLOOR 
FINISHES

A second method of grounding personnel is a Flooring/
Footwear System using ESD flooring in conjunction with 
ESD control footwear or foot grounders. This combination 
of conductive or dissipative floor materials and footwear 
provides a safe ground path for the dissipation of electrostatic 
charge, thus reducing the charge accumulation on personnel. 
In addition to dissipating charge, some floor materials (and 
floor finishes) also reduce triboelectric charging. The use of a 
Flooring/Footwear System is especially appropriate in those 
areas where increased personnel mobility is necessary. In 
addition, floor materials can minimize charge accumulation 
on chairs, mobile equipment (such as carts and trolleys), lift 
trucks and other objects that move across the floor. However, 
those items require dissipative or conductive casters or wheels 
to make electrical contact with the floor, and components 
to be electrically connected. When used as the personnel 
grounding system, the resistance to ground including the 
person, footwear and floor must be the same as specified 
for wrist straps (<35 megohms) and the accumulation 
body voltage in a standard walking voltage test (ANSI/ESD 
STM97.2) must be less than 100 volts.

Typically, wrist straps are the primary  
means of grounding personnel. When properly  
worn and connected to ground, a wrist strap keeps the 
person wearing it near ground potential. 

SHOES, FOOT GROUNDERS, CASTERS

Used in combination with ESD flooring, static control shoes, 
foot grounders, casters and wheels provide the necessary 
electrical contact between the person or object and the 
flooring. Insulative footwear, casters, or wheels prevent static 
charges from flowing from the body or mobile equipment to 
the floor to ground and, therefore, have to be avoided.

CLOTHING

Clothing is a consideration in some ESD protective areas, 
especially in cleanrooms and very dry environments. Clothing 
materials, particularly those made of synthetic fabrics, can 
generate electrostatic charges that may discharge into ESDS or 
they may create electrostatic fields that may induce charges. 
Because clothing usually is electrically insulated or isolated 
from the body, charges on clothing fabrics are not necessarily 
dissipated to the skin and then to ground. Static control 
garments may suppress or otherwise affect an electric field 
from clothing worn underneath the garment. Per ANSI/ESD 
S20.20 and the Garment standard ANSI/ESD STM2.1, there 
are three categories of ESD garment:

•	 ESD Category 1 garment; a static control garment 
without being attached to ground. However, without 
grounding, a charge may accumulate on conductive or 
dissipative elements of a garment, if present, resulting in a 
charged source. 

•	 ESD Category 2 garment; a groundable static control 
garment, when connected to ground, provides a higher 
level of suppression of the affects of an electric field from 
clothing worn underneath the garment. 

•	 ESD Category 3 garment; a groundable static control 
garment system also bonds the skin of the person to 
an identified ground path. The total system resistance 
including the person, garment and grounding cord shall 
be less than 35 megohms.
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WORKSTATIONS AND WORKSURFACES

An ESD protective workstation refers to the work area of 
a single individual that is constructed and equipped with 
materials and equipment to limit damage to ESD sensitive 
items. It may be a stand-alone station in a stockroom, 
warehouse, or assembly area, or in a field location such as 
a computer bay in commercial aircraft. A workstation also 
may be located in a controlled area such as a cleanroom. The 
key ESD control elements comprising most workstations 
are a static dissipative worksurface, a means of grounding 
personnel (usually a wrist strap), a common point ground, 
and appropriate signage and labeling. A typical workstation is 
shown in Figure 2.

The workstation provides a means for connecting all 
worksurfaces, fixtures, handling equipment, and grounding 
devices to a common point ground. In addition, there may 
be provision for connecting additional personnel grounding 
devices, equipment, and accessories such as constant or 
continuous monitors and ionizers.
Static protective worksurfaces with a resistance to ground 
of 1 megohm to 1 gigohm provide a surface that is at the 
same electrical potential as other ESD control items at the 
workstation. They also provide an electrical path to ground 
for the controlled dissipation of any static charges on 
materials that contact the surface. The worksurface also helps 

define a specific work area in which ESDS are to be handled. 
The worksurface is connected to the common point ground.

CONTINUOUS OR CONSTANT MONITORS

Continuous (or constant) monitors are designed to provide 
ongoing testing of the wrist strap system. While a number 
of technologies are utilized, the goal remains consistent: 
electrical connections are tested between the ground point, 
ground cord, wristband and person’s body while the wearer 
handles ESDS. Continuous monitors may also provide 
a monitoring circuit for the ESD worksurface or other 
equipment connection to the ground reference.

Typical test programs recommend that wrist straps that are 
used daily should be tested daily. However, if the products 
that are being produced are of such value that knowledge of 
a continuous, reliable ground is needed, and then continuous 
monitoring should be considered or even required. Daily 
wrist strap testing may be omitted if continuous monitoring 
is used.

PRODUCTION EQUIPMENT AND 
PRODUCTION AIDS

Although personnel can be the prime generator of 
electrostatic charge, automated manufacturing and test 

Figure 2: Typical ESD Workstation 
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equipment also can pose an ESD problem. For example, 
an ESDS device may become charged from sliding down 
a component part feeder. If the device then contacts the 
insertion head or another conductive surface, a rapid 
discharge occurs from the device to the metal object — a 
Charged Device Model (CDM) event. If charging of the ESDS 
cannot be avoided – which is quite often the case in modern 
assembly lines due to the insulative IC packages – charge 
storage should be reduced by the use of ionizers. In addition, 
various production aids such as hand tools, tapes, or solvents 
can also be ESD concerns.

Grounding is the primary means of controlling static charge 
on equipment and many production aids. Much electrical 
equipment is required by the National Electrical Code to 
be connected to the equipment ground (the green wire) in 
order to carry fault currents. This ground connection also 
will function for ESD control purposes. All electrical tools 
and equipment used to process ESD sensitive hardware 
require the 3 prong grounded type AC plug. Hand tools that 
are not electrically powered, i.e., pliers, wire cutters, and 
tweezers, are usually grounded through the ESD worksurface 
and the grounded person using the conductive/dissipative 
tools. Holding fixtures should be made of conductive or 
static dissipative materials when possible. Static dissipative 
materials are often suggested when very sensitive devices are 
being handled. A separate ground wire may be required for 
conductive or dissipative fixtures not in contact with an ESD 
worksurface or handled by a grounded person. For those 
items that are composed of insulative materials, the use of 
ionization or application of topical antistats may be required 
to control electrostatic charge generation and accumulation of 
static charges.

GLOVES AND FINGER COTS

Certainly, grounded personnel handling ESDS should 
not be wearing gloves or finger cots made from insulative 
material. If gloves or finger cots are used, the material should 
be dissipative or conductive. Compliance Verification ESD 
TR53 provides test procedures for measuring the electrical 
resistance of gloves or finger cots together with personnel in 
a system.

PACKAGING AND MATERIAL HANDLING

Inside the EPA packaging and material handing containers are 
to be low charging and be dissipative or conductive. Outside 
the EPA packaging and material handing containers are to 
also have a structure that provides electrostatic discharge 
shielding.

Direct protection of ESDS devices from electrostatic discharge 
is provided by packaging materials such as shielding bags, 
corrugated boxes, and rigid or semi-rigid plastic packages. 

The primary use of these items is to protect the product when 
it leaves the facility, usually when shipped to a customer. In 
addition, materials handling products such as tote boxes and 
other containers primarily provide protection during inter- or 
intra-facility transport.

The main ESD function of these packaging and materials 
handling products is to limit the possible impact of ESD 
from triboelectric charge generation, direct discharge, and 
in some cases electrostatic fields. The initial consideration 
is to have low charging materials in contact with ESD 
sensitive items. For example, the low charging property 
would control triboelectric charge resulting from sliding a 
board or component into the package or container. A second 
requirement is that the material can be grounded so that the 
resistance range must be conductive or dissipative. A third 
property required outside the EPA is to provide protection 
from direct electrostatic discharges that is discharge shielding. 

Many materials are available that provide all three properties: 
low charging, resistance, and discharge shielding. The inside 
of these packaging materials have a low charging layer, but 
also have an outer layer with a surface resistance conductive 
or dissipative range. Per the Packaging standard ANSI/ESD 
S541, a low-charging, conductive or dissipative package is 
required for packaging or material handling within an EPA. 
Outside the EPA, the packaging must also have the discharge 
shielding property. Effectiveness, cost and device vulnerability 
to the various mechanisms need to be balanced in making 
packaging decisions (see ANSI/ESD S541, the ESD Handbook 
ESD TR20.20, and/or CLC/TR 61340-5-2 User guide for more 
detailed information).

Resistance or resistivity measurements help define the 
material’s ability to provide electrostatic shielding or charge 
dissipation. Electrostatic shielding attenuates electrostatic 
fields on the surface of a package in order to prevent a 
difference in electrical potential from existing inside the 
package. Discharge shielding is provided by materials that 
have a surface resistance equal to or less than 1 kilohm 
when tested according to ANSI/ESD STM11.11 or a volume 
resistivity of equal to or less than 1 × 10 3 ohm-cm when 
tested according to the methods of ANSI/ESD STM11.12. In 
addition, effective shielding may be provided by packaging 
materials that provide a sufficiently large air gap between the 
package and the ESDS contents. Dissipative materials provide 
charge dissipation characteristics. These materials have a 
surface resistance greater than 10 kilohms but less than 100 
gigohms when tested according to ANSI/ESD STM11.11 or 
a volume resistivity greater than 1.0 × 105 ohm-cm but less 
than or equal to 1.0 × 1012 ohm-cm when tested according 
to the methods of ANSI/ESD STM11.12. The ability of some 
packages to provide discharge shielding may be evaluated 
using ANSI/ESD STM11.31 which measures the energy 
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transferred to the package interior. 
A material’s low charging properties 
are not necessarily predicted by its 
resistance or resistivity.

IONIZATION

Most static control programs also deal 
with isolated conductors that are not 
grounded, or insulating materials (e.g., 
most common plastics) that cannot be 
grounded. Topical antistats may provide 
temporary ability to dissipate static 
charges under some circumstances.

More frequently, however, air ionization 
is used to neutralize the static charge 
on insulated and isolated objects 
by producing a balanced source of 
positively and negatively charged ions. 
Whatever static charge is present on 
objects in the work environment will 
be reduced, neutralized by attracting 
opposite polarity charges from 
the air. Because it uses only the air 
that is already present in the work 
environment, air ionization may be 
employed even in cleanrooms where 
chemical sprays and some static 
dissipative materials are not usable.

Air ionization is one component of a complete ESD control 
program, and not a substitute for grounding or other 
methods. Ionizers are used when it is not possible to properly 
ground everything and as backup to other static control 
methods. In cleanrooms, air ionization may be one of the few 
methods of static control available.

See Ionization standard ANSI/ESD STM3.1, ANSI/ESD 
SP3.3, and ESD TR53 for testing offset voltage (balance) and 
discharge times of ionizers.

CLEANROOMS

While the basic methods of static control discussed here are 
applicable in most environments, cleanroom manufacturing 
processes require special considerations.

Many objects integral to the semiconductor manufacturing 
process (quartz, glass, plastic, and ceramic) are inherently 
charge generating. Because these materials are insulators, this 
charge cannot be removed by grounding. Many static control 
materials contain carbon particles or surfactant additives 
that sometimes restrict their use in cleanrooms. The need for 
personnel mobility and the use of cleanroom garments often 

make the use of wrist straps difficult. 
In these circumstances, ionization and 
flooring/footwear grounding systems 
become key weapons against static 
charge.

IDENTIFICATION

A final element in our ESD control 
program is the use of appropriate 
symbols to identify ESD sensitive 
items, as well as specialty products 
intended to control ESD. The two 
most widely accepted symbols for 
identifying ESDS parts or ESD control 
protective materials are defined in ESD 
Association Standard ANSI/ESD S8.1 — 
ESD Awareness Symbols.

The ESD Susceptibility Symbol 
(Figure 3) consists of a triangle, a 
reaching hand, and a slash through 
the reaching hand. The triangle means 
“caution” and the slash through the 
reaching hand means “Don’t touch.” 
Because of its broad usage, the hand in 
the triangle has become associated with 
ESD and the symbol literally translates 
to “ESD sensitive stuff, don’t touch.”

The ESD Susceptibility Symbol is applied directly to integrated 
circuits, boards, and assemblies that are ESD sensitive. It 
indicates that handling or use of this item may result in 
damage from ESD if proper precautions are not taken. 
Operators should be grounded prior to handling. If desired, 
the sensitivity level of the item may be added to the label.

The ESD Protective Symbol (Figure 4) consists of the reaching 
hand in the triangle. An arc around the triangle replaces the 
slash. This “umbrella” means protection. The symbol indicates 
ESD protective material. It is applied to mats, chairs, wrist 
straps, garments, packaging, and other items that provide ESD 
protection. It also may be used on equipment such as hand 
tools, conveyor belts, or automated handlers that is especially 
designed or modified to provide ESD control properties (low 
charging, conductive/dissipative resistance, and/or discharge 
shielding).

SUMMARY

Effective ESD control programs require a variety of 
procedures and materials. The ESD coordinator should 
release and control regularly a list of the specific EPA ESD 
control products permitted to be used in the program. We 
have provided a brief overview of the most commonly used 

Figure 3: ESD Susceptibility Symbol

Figure 4: ESD Protective Symbol
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products. Additional in-depth discussion of individual 
materials and procedures can be found in publications such 
as the ESD Handbook (ESD TR20.20) published by the ESD 
Association or the CLC/TR 61340-5-2 User guide.

Your program is up and running. How do you determine 
whether it is effective? How do you make sure your employees 
follow it? In Part Four, we will cover the topics of Auditing 
and Training. 

FOR ADDITIONAL INFORMATION

ESD Association Standards
•	 ANSI/ESD S1.1: Wrist Straps, ESD Association, Rome, NY 

13440

•	 ANSI/ESD STM2.1: Garments-Characterization, ESD 
Association, Rome, NY 13440

•	 ANSI/ESD STM3.1: Ionization, ESD Association, Rome, 
NY 13440

•	 ANSI/ESD SP3.3: Periodic Verification of Air Ionizers, ESD 
Association, Rome, NY 13440

•	 ANSI/ESD S4.1: Worksurfaces-Resistance Measurements, 
ESD Association, Rome, NY 13440

•	 ANSI/ESD STM4.2: ESD Protective Worksurfaces - Charge 
Dissipation Characteristics, ESD Association, Rome, NY 
13440

•	 ANSI/ESD S6.1: Grounding, ESD Association, Rome, NY 
13440

•	 ANSI/ESD S7.1: Resistive Characterization of Materials-
Floor Materials, ESD Association, Rome, NY 13440

•	 ANSI/ESD S8.1: Symbols-ESD Awareness, ESD Association, 
Rome, NY 13440

•	 ANSI/ESD STM9.1: Footwear-Resistive Characterization, 
ESD Association, Rome, NY 13440

•	 ESD SP9.2: Footwear-Foot Grounders Resistive 
Characterization, ESD Association, Rome, NY 13440

•	 ANSI/ESD SP10.1: Automated Handling Equipment, ESD 
Association, Rome, NY 13440

•	 ANSI/ESD STM11.11: Surface Resistance Measurement 
of Static Dissipative Planar Materials, ESD Association, 
Rome, NY 13440

•	 ANSI/ESD STM11.12: Volume Resistance Measurement 
of Static Dissipative Planar Materials, ESD Association, 
Rome, NY 13440

•	 ANSI/ESD STM11.13: Two-Point Resistance Measurement, 
ESD Association, Rome, NY 13440

•	 ANSI/ESD STM11.31: Evaluating the Performance of 
Electrostatic Discharge Shielding Bags, ESD Association, 
Rome, NY 13440

•	 ANSI/ESD STM12.1: Seating-Resistive Measurement, ESD 
Association, Rome, NY 13440

•	 ESD STM13.1: Electrical Soldering/Desoldering Hand Tools, 
ESD Association, Rome, NY 13440

•	 ANSI/ESD SP15.1: In-Use Resistance Testing of Gloves and 
Finger Cots, ESD Association, Rome, NY 13440

•	 ANSI/ESD S20.20: Standard for the Development of an ESD 
Control Program, ESD Association, Rome, NY 13440

•	 ANSI/ESD STM97.1: Floor Materials and Footwear - 
Resistance in Combination with a Person, ESD Association, 
Rome, NY 13440

•	 ANSI/ESD STM97.2: Floor Materials and Footwear - 
Voltage Measurement in Combination with a Person, ESD 
Association, Rome, NY 13440

•	 ANSI/ESD S541: Packaging Materials for ESD Sensitive 
Devices, ESD Association, Rome, NY 13440

•	 ESD ADV1.0: Glossary of Terms, ESD Association, Rome, 
NY 13440

•	 ESD ADV11.2: Triboelectric Charge Accumulation Testing, 
ESD Association, Rome, NY 13440

•	 ESD ADV53.1: ESD Protective Workstations, ESD 
Association, Rome, NY 13440

•	 ESD TR20.20: ESD Handbook, ESD Association, Rome, 
NY 13440

•	 ESD TR53: Compliance Verification of ESD Protective 
Equipment and Materials, ESD Association, Rome, NY 
13440

Other Resources
•	 System Reliability Center, 201 Mill Street, Rome, NY 

13440

•	 ANSI/IEEE STD142, IEEE Green Book, Institute of 
Electrical and Electronics Engineers

•	 ANSI/NFPA 70, National Electrical Code, National Fire 
Protection Association, Quincy, MA

•	 CLC/TR 61340-5-2 User guide, European Committee for 
Electrotechnical Standardization, Brussels   

© 2014, ESD Association, Rome, NY
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Your static control program is up and running. How 
do you determine whether it is effective? How do you 
make sure your employees follow it? In Part Three, we 

covered basic static control procedures and materials of your 
ESD control program. In Part Four, we will focus on two ESD 
control program plan requirements: training and compliance 
verification auditing. Per ANSI/ESD S20.20 and IEC 61340-
5-1, the written ESD control plan is to include a training plan 
and a compliance verification plan.

PERSONNEL TRAINING

The procedures are in place. The materials are in use. But, 
your ESD control program just does not seem to yield the 
expected results. Failures declined initially, but they have 
begun reversing direction. Or perhaps there was little 
improvement. The solutions might not be apparent in 
inspection reports of incoming ESD protective materials. Nor 
in the wrist strap log of test results. In large companies or 
small, it is hard to overestimate the role of training in an ESD 
control program. ANSI/ESD S20.20 and IEC 61340-5-1  
ESD Control Program standards cite training as a basic 
administrative requirement within an ESD control program. 

There is significant evidence to support the contribution of 
training to the success of the program. We would not send 
employees to the factory floor without the proper soldering 
skills or the knowledge to operate the automated insertion 

equipment. We should provide them with the same skill level 
regarding ESD control procedures.

ELEMENTS OF EFFECTIVE TRAINING 
PROGRAMS 

Although individual requirements cause training programs 
to vary from company to company, there are several common 
threads that run through the successful programs.

Successful training programs cover all affected 
employees 
Obviously we train the line employees who handle ESD 
sensitive devices and typically test their wrist straps or place 
finished products in static protective packaging. But we also 
include department heads, upper management, and executive 
personnel in the process. Typically they are responsible for the 
day-to-day supervision and administration of the program or 
they provide leadership and support. Even subcontractors and 
suppliers should be considered for inclusion in the training 
program if they are directly involved in handling your ESD 
sensitive components, sub-assemblies or products.

Because ESD control programs cover such a variety of job 
disciplines and educational levels, it may be necessary to 
develop special training modules for each organizational 
entity. For example, the modules developed for management, 

Fundamentals of Electrostatic Discharge 
Part 4

Training  
and Compliance 
Verification Auditing
BY THE ESD ASSOCIATION
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engineering, assembly technicians and field service could 
differ significantly from one another because their day-to-day 
concerns and responsibilities are much different. Also, the 
different education and skills should be considered.

Effective training is comprehensive and 
consistent
Training not only covers specific procedures, but also the 
physics of the problem and the benefits of the program as 
well. Consistent content across various groups, facilities, and 
even countries (adjusted for cultural differences) reduces 
confusion and helps assure conformance. The training 
content should include topics such as the fundamentals of 
static electricity and electrostatic discharges, the details of the 
organization’s ESD Control Program plan, and each person’s 
role in the plan. 

Use a variety of training tools and techniques
Choose the methods that will work best for your organization. 
Combine live instruction with training videos or interactive 
computer-based programs. You may have in-house instructors 
available, or you may need to go outside the company to 
find instructors or training materials. You can also integrate 
industry symposia, tutorials, and workshops into your 
program. Consider using this “Fundamentals of ESD” series 
of articles.

Effective training involves employees in the process. Reinforce 
the message with demonstrations of ESD events and their 
impact. Bulletin boards, newsletters, and posters provide 
additional reminders and reinforcement.

Maintaining a central repository for educational ESD control 
materials will help your employees keep current or answer 
questions that may occur outside the formal training sessions. 
Materials in such a repository might include

•	 Material from initial and recurring training sessions

•	 ESD Association or internal bulletins or newsletters

•	 DVDs or CDs

•	 Computer based training materials

•	 Technical papers, studies, standards (e.g. ESD Association, 
IEC, JEDEC), test methods and technical reports

•	 ESD control material and equipment product technical data 
sheets

In addition, a knowledgeable person in the organization 
should be available to answer trainee questions once they have 
begun working.

Test, certify and retrain
Your training should assure comprehension, material 
retention and emphasize the importance of the effort. If 

properly implemented, testing and certification motivates 
and builds employee pride. Retraining or refresher training 
is an ongoing process that reinforces, reminds, and provides 
opportunities for implementing new or improved procedures. 
Establish a system to highlight when employees are due for 
retraining, retesting, or recertification. 

Feedback, compliance verification, and 
measurement 
Motivate and provide the mechanism for program 
improvement. Sharing yield or productivity, quality, and 
reliability data with employees demonstrates the effectiveness 
of the program and their efforts. Tracking these same 
numbers can indicate that it is time for retraining or whether 
modifications are required in the training program.

Design and delivery of an effective ESD training program 
can be just as important as the procedures and materials 
used in your ESD control program. Without an effective 
personnel training program, investments in ESD materials 
can be wasted. A training program that is built on identifiable 
and measurable performance goals helps assure employee 
understanding, implementation and success.

A key method of training effectiveness is observation of the 
operator in the EPA following ESD control procedures and 
precautions. Non-compliance with required ESD control 
program practices should be treated in the same manner of 
other impermissible actions that are handled through the 
company’s disciplinary process. This includes verbal warnings, 
re-training, written warnings, and eventually re-assignment 
or termination.

COMPLIANCE VERIFICATION AUDITING

Developing and implementing an ESD control program 
itself is obvious. What might not be so obvious is the need to 
continually review, verify, analyze, feedback and improve. You 
will be asked to continually identify the program’s financial 
return on investment and to justify expenditures with the 
cost savings realized. Technological changes will dictate 
improvements and modifications. Feedback to employees and 
top management is essential. Management commitment will 
need continuous reinforcement.

Like training, regular program compliance verification and 
auditing becomes a key factor in the successful management 
of ESD control programs. The mere presence of the auditing 
process spurs compliance with program procedures. It helps 
strengthen management’s commitment. Program compliance 
verification reports should trigger required corrective action 
and help foster continuous improvement.

The benefits to be gained from regular compliance verification 
of ESD control procedures are numerous.
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•	 Prevent problems before they occur rather than always 
fighting fires.

•	 Identify problems and take corrective action.

•	 Identify areas in which our programs may be weak and 
provide us with information required for continuous 
improvement.

•	 Leverage limited resources effectively.

•	 Determine when our employees need to be retrained.

•	 Improve yields, productivity, and reliability.

•	 Bind our ESD program together into a successful effort.

An ESD control program compliance verification audit 
measures performance to the ESD Control Program Plan’s 
required limits. Typically, we think of the ESD program 
compliance verification as a periodic review and inspection 
of the ESD protective area (EPA) verifying the correct use 
of packaging materials, wearing of wrist straps, following 
defined procedures, and similar items. Auditing can range 
from informal surveys of the processes and facilities to the 
more formal third-party audits for ISO 9000 or ANSI/ESD 
S20.20 certification.

REQUIREMENTS FOR EFFECTIVE 
COMPLIANCE VERIFICATION

Regardless of the structure, effective compliance verification 
revolves around several factors. First, the existence of a written 
and well-defined ESD Control Program Plan with defined 
required limits for each EPA ESD control item. It is difficult to 
measure performance if you do not have anything to measure 
against. Yet, you quite frequently hear an auditor ask, “Some 
people say you should measure less than 500 volts in an EPA, 
but others say you should measure less than 100 volts. What’s 
acceptable when I audit the factory floor?” Obviously, this 
question indicates a lack of a formal ESD Control Program 
Plan defined required limits and test procedures, and the 
audit will be relatively ineffective.

Second, the taking of some measurements – typically 
measuring resistance and detecting the presence of charge 
or fields. Therefore, you will need test equipment to conduct 
EPA compliance verification. As a minimum, you will need an 
electrostatic field meter, a high range resistance meter, a ground 
AC outlet tester, and appropriate electrodes and accessories. 

Third, include all areas in which ESD control is required 
to protect electrostatic discharge sensitive (ESDS) items. 
Typically included are receiving, inspection, stores and 
warehouses, assembly, test and inspection, research and 
development, packaging, field service repair, offices and 
laboratories, and cleanrooms. All of the areas listed in the ESD 
Control Program Plan are subject to compliance verification. 

Even the areas that are excluded from the plan need to be 
reviewed to ensure that unprotected ESDS devices are not 
handled in those areas. In the event that devices do enter 
those areas (e.g. Engineering and Design), mechanisms must 
be put in place to ensure that the devices are handled as non-
conforming product. Similarly, we need to audit all of the 
various processes, materials, and procedures that are used 
in our ESD control programs – personnel, equipment, wrist 
straps, floors, clothing, worksurfaces, continuous monitors, 
seating, training, and grounding.

Fourth, we need to conduct compliance verification 
audits frequently and regularly. However, the user must 
determine the frequency (and if sampling is appropriate). 
Per Compliance Verification ESD TR53 ANNEX A Test 
Frequency “The objective of the periodic test procedures 
listed in this document is to identify if significant changes in 
ESD equipment and materials performance have occurred 
over time.

Test frequency limits are not listed in this document as each 
user will need to develop their own set of test frequencies 
based on the critical nature of those ESD sensitive items 
handled and the risk of failure for the ESD protective 
equipment and materials.

Following are examples of how test frequencies are 
considered. Daily wrist strap checks are sufficient in some 
applications, where in other operations constant wrist strap 
monitoring may be used for added operator grounding 
reliability. Packaging checks may depend on the composition 
of the packaging and its use. Some packaging may have static 
control properties that deteriorate more quickly with time and 
use, and some packaging may be humidity dependent and 
may have limited shelf life.

Some materials, such as ESD floor finishes, may require more 
frequent monitoring because of their lack of permanency. 
Other materials, such as ESD vinyl floor covering, may 
require less monitoring. The testing of a floor should also 
be considered after maintenance on the floor has been 
performed.”

The actual frequency of compliance verification audits 
depends upon your facility and the ESD problems that you 
have. Following an ESD Control Program initial audit, some 
experts recommend auditing each department once a month if 
possible and probably a minimum of six times per year. If this 
seems like a high frequency level, remember that these regular 
verification audits are based upon a sampling of work areas in 
each department, not necessarily every workstation. Once you 
have gotten your program underway, your frequency of audit 
will be based on your experience. If your audits regularly show 
acceptable levels of conformance and performance, you can 
reduce the frequency and the sampling. If, on the other hand, 
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your audits regularly uncover continuing problems, you will 
want to increase the frequency and the sampling. 

Fifth, we need to maintain trend charts and detailed records 
and prepare reports. They help assure that specified procedures 
are followed on a regular basis. The records are essential for 
quality control purposes, corrective action and compliance 
with ISO-9000.

Finally, upon completion of the compliance verification audit, 
it is essential to implement corrective action if deficiencies are 
discovered. Trends need to be tracked and analyzed to help 
establish corrective action, which may include retraining of 
personnel, revision of requirement documents or processes, 
or modification of the existing facility.

TYPES OF AUDITS

There are three types of ESD audits: program management 
audits, quality process checking, and ESD Control Program 
compliance verification (work place) audits. Each type is 
distinctively different and each is vitally important to the 
success of the ESD program

Program management audits measure how well a program is 
managed and the strength of the management commitment. 
The program management audit emphasizes factors such as 
the existence of an effective implementation plan, realistic 
program requirements, ESD training programs, regular 
compliance verification audits, and other critical factors of 
program management. The program management audit 
typically is conducted by a survey specifically tailored to the 
factors being reviewed. Because it is a survey, the audit could 
be conducted without visiting the site. The results of this audit 
indirectly measure workplace compliance and are particularly 
effective as a means of self-assessment for small companies as 
well as large global corporations.

Quality process checking applies statistical quality control 
techniques to the ESD process and is performed by operations 
personnel. This is not a periodic verification audit, but rather 
tracking daily effectiveness of the program. Visual and 
electrical checks of the procedures and materials, wrist strap 
testing, for example, are used to monitor the quality of the 
ESD control process. Checking is done on a daily, weekly or 
monthly basis.

Trend charts and detailed records trigger process adjustments 
and corrective action. They help assure that specified 
procedures are followed on a regular basis. The records are 
essential for quality control purposes, corrective action and 
compliance with ISO-9000.

ESD Control Program Compliance Verification audits verify 
that program procedures are followed and that ESD control 
materials and equipment are within required limits or are 
functioning properly. Compliance Verification audits are 
performed on a regular basis, often monthly, and utilize 
sampling techniques and statistical analysis of the results. 
The use of detailed checklists and a single auditor assures 
that all items are covered and that the audits are performed 
consistently over time.

BASIC AUDITING INSTRUMENTATION

Special test equipment will be required to conduct EPA 
compliance verification. The specific test equipment will 
depend on what you are trying to measure, the precision 
you require and the sophistication of your static control and 
material evaluation program. However, as a minimum, you 
will need an electrostatic field meter, a high range resistance 
meter, a ground/AC outlet tester, and appropriate electrodes 
and accessories. Additional test equipment might include 
a charged plate monitor, footwear and wrist strap testers, 
chart recorders/data acquisition systems and timing devices, 
discharge simulators, and ESD event detectors.

Although this equipment must be accurate and calibrated 
according to the vendor’s recommendations, it needs not be 
as sophisticated as laboratory instruments. The compliance 
verification audit is intended to verify basic functions and 
not for product qualification of ESD control equipment or 
materials. The compliance verification audit is intended to 
verify basic functions and not as a product qualification 
of ESD control items or materials. You want the right tool 
for the job. Just as you would not buy a hammer if you are 
were planning to saw wood, you would not purchase an 
electrometer to measure static voltages on a production line. 
Remember, many of the test equipment you might choose 
for compliance verification are good indicators, but not 
suitable for precise evaluation of materials. However, be sure 
that you can correlate the measurements obtained on the 
factory floor with those obtained in the laboratory. If you are 

ESD Control Program Compliance Verification audits verify 

that program procedures are followed and that ESD control 

materials and equipment are within required limits or are 

functioning properly. 
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making measurements according to specific standards or test 
methods, be sure the instrumentation meets the requirements 
of those documents. 

With a hand-held electrostatic field meter, you can measure 
the presence of electrostatic fields in your environment 
allowing you to identify problems and monitor your ESD 
control program. These instruments measure the electrostatic 
field associated with a charged object. Many electrostatic field 
meters simply measure the gross level of the electrostatic field 
and should be used as general indicators of the presence of a 
charge and the approximate level of electrical potential of the 
charge. Others will provide more precise measurement for 
material evaluation and comparison.

For greater precision in facility measurements or for 
laboratory evaluation, a charged plate monitor is a useful 
instrument that can be used in many different ways; for 
example to evaluate the performance of flooring materials or 
measuring the offset voltage (balance) and discharge times of 
ionizers. 

Because grounding is so important, resistance is one of the 
key factors in evaluating ESD control materials. A high 
range resistance meter becomes a crucial instrument. 
Most resistance measurements are made using a 100 volt 
or 10 volt test voltage. The resistance meter you choose 
should be capable of applying these voltages to the materials 
being tested. In addition, the meter should be capable of 
measuring resistance ranges of 103 to 1012 ohms. With the 
proper electrodes and cables, you will be able to measure the 
resistance of flooring materials, worksurfaces, equipment, 
furniture, garments, and some packaging materials.

The final instrument is a ground/AC outlet tester. With this 
device, you can measure the continuity of your ESD grounds, 
check the impedance of the equipment grounding conductor 
(3rd wire AC ground) as well as verify that the wiring of power 
outlets in the EPA is correct. 

AREAS, PROCESSES, AND MATERIALS 
TO BE AUDITED

Previously we stated that ESD protection was required 
“wherever unprotected ESD sensitive devices are handled.” 
Obviously, our audits need to include these same areas. 
Table 1 indicates some of the physical areas that may be part 
of the ESD Control Program Plan and, therefore, will be 
involved in Compliance Verification Audits. Remember, some 
areas may be excluded from the Plan depending on the Scope 
of the Plan. 

Similarly, we need to conduct Compliance Verification audits 
of all the various requirements that are used in our ESD 
Control Program Plan. Some of these are shown in Table 2.

Receiving

Inspection

Stores and Warehouses

Assembly

Test and Inspection

Research and Development

Packaging

Field Service Repair

Offices and Laboratories

Cleanrooms

Table 1: Typical Facility Areas Requiring ESD Protection

Personnel

Wrist Straps

Floors, Floor Mats, Floor Finishes

Shoes, Foot Grounders, Casters

Garments

Mobile Equipment  
(Carts, trolleys, lift trucks)

Workstations

Worksurfaces

Packaging and Materials Handling

Ionization

Grounding

Continuous Monitors

Seating

Production Equipment

Tools and Equipment  
(Soldering irons, fixtures, etc.)

Marking

Purchasing Specifications  
and Requisitions

ESD Measurement  
and Test Equipment

Personnel Training

Table 2: Typical Processes, Materials and Procedures 
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CHECKLISTS
Checklists can be helpful tools for conducting Compliance 
Verification audits. However, it is important that ESD 
control program requirements are well documented and 
accessible to avoid the tendency for checklists becoming  
de facto lists of requirements. Table 3 indicates the  
questions and information that might be included in 
an auditing checklist. Other checklists are in the ESD 
Handbook ESD TR20.20 section 4.3.3. Your own checklists, 
of course, will be based on your specific needs and program 
requirements. They should conform to your actual ESD 
control procedures and specifications, and they should 
be consistent with any ISO 9000 requirements you may 
have. For ANSI/ESD S20.20 based ESD Control Programs, 
the recognized Certification Bodies (Registrars) use a 
formal checklist supplied by the ESD Association to aid in 
conducting the Certification Audit. 

In addition to checklists, you will use various forms for 
recording the measurements you make: resistance, voltage 
generation, etc. Part of your compliance verification audit will 
also include the daily logs used on the factory floor such as 
those used for wrist strap checking.

REPORTING AND CORRECTIVE ACTION
Upon completion of the compliance verification auditing 
process, Reports should be prepared and distributed in 
a timely manner. Details of the audits need to be fully 
documented for ISO-9000 or ANSI/ESD S20.20 certification. 
As with all audits, it is essential to implement corrective 
action if deficiencies are discovered. Trends need to be 
tracked and analyzed to help establish corrective action, 
which may include retraining of personnel, revision of 
requirement documents or processes, or modification of the 
existing facility.

Function/Area Audited: Facilities 

Date:
By:

Audit Questions Y N Comments

1. Where ESD protective flooring is used for personnel grounding, are ESD 
footwear worn?

2. Where ESD floors and footwear are used for personnel grounding, do 
personnel check and log continuity to ground upon entering the EPA?

3. Are personnel wearing grounded wrist straps at the ESD protective 
workstations (if required)?

4. Are personnel checking wrist straps for continuity or using a continuous 
monitor?

5. Where continuous monitors are not used, are wrist straps checked and 
logged routinely and at frequent intervals?

6. Are wrist strap checkers and continuous monitors checked and 
maintained periodically?

7. Are wrist strap cords checked, on the person, at the workstation?

8. Are disposable foot grounders limited to one time use?

9. Are test records for wrist straps and foot grounders kept and 
maintained?

10. When required, are ESD protective garments correctly worn?

11. Are nonessential personal items kept out of the EPA?

12. Are personnel working in the EPA currently certified or escorted?

13. Are ESD Control requirements imposed on visitors to the EPA?

Table 3: Partial Audit Checklist ESD Control Program
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CONCLUSION
Compliance verification and personnel ESD control training 
are key ANSI/ESD S20.20 and IEC 61340-5-1 requirements to 
maintain an effective ESD control program. They help assure 
that ESDS handling procedures are properly implemented 
and can provide a management tool to gauge program 
effectiveness and to make continuous improvement.
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In Part Two of this series (“Principles of ESD Control – 
ESD Control Program Development”), we indicated that 
a key element in a successful static control program is 

the identification of those items (components, assemblies, 
and finished products) that are susceptible (ESD sensitive 
devices, ESDS) to ESD and to know the level of their 
sensitivity. Susceptibility of an ESDS to an ESD event is 
determined by the device’s ability to dissipate or shunt the 
energy of the discharge or withstand the current and voltage 
levels involved. Although energy or (peak) current are the 
most important parameters, the ESD sensitivity or ESD 
susceptibility is typically classified by its withstand voltage. 
The withstand voltage is defined by the voltage which causes 
the discharge, not the voltage which can be measured at the 
ESDS. Part Two included:

Define the level of control needed in your environment. 
What is the most sensitive or ESD susceptible ESDS you 
are using and what is the classification of withstand voltage 
of the products that you are manufacturing and shipping? 
In order to have a complete picture of what is required, it is 
best to know the Human-Body Model (HBM) and Charged-
Device Model (CDM) sensitivity levels for all devices that 
will be handled in the manufacturing environment. ANSI/
ESD S20.20 defines control program requirements for items 
that are sensitive to 100 volts HBM. 

Some devices may be more readily damaged by discharges 
occurring within automated equipment, while others may 
be more prone to damage from handling by personnel. In 

this Part Five we will cover the models and test procedures 
used to characterize, determine, and classify the sensitivity of 
components to ESD. Today, these test procedures are based on 
the two primary models of ESD events: Human Body Model 
(HBM) and Charged Device Model (CDM). The models 
used to perform component testing cannot replicate the full 
spectrum of all possible ESD events and there is no direct 
correlation between discharges in the field and in a test system. 
Nevertheless, these models have been proven to be successful 
in reproducing over 99% of all ESD field failure signatures and 
typically the ESD withstand voltages obtained by models in 
test systems are worst-case compared to real-world events with 
the same discharge voltage. With the use of standardized test 
procedures, the industry can:
•	 Develop and measure suitable on-chip protection.

•	 Enable comparisons to be made between devices.

•	 Provide a system of ESD sensitivity classification to assist 
in the ESD design and monitoring requirements of the 
manufacturing and assembly environments.

•	 Have documented test procedures to ensure reliable and 
repeatable results.

HUMAN BODY MODEL (HBM) TESTING

One of the most common causes of electrostatic discharge 
damage is the direct transfer of electrostatic charge from the 
human body or from a charged material to the electrostatic 
discharge sensitive item. When one walks across a floor, an 

Fundamentals of Electrostatic Discharge 
Part 5

Device Sensitivity 
and Testing
BY THE ESD ASSOCIATION
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electrostatic charge accumulates on the body. Simple contact 
(or even close proximity) of a finger to the leads of an ESDS or 
assembly allows the body to discharge, possibly causing device 
damage. The model used to simulate this event is the Human 
Body Model (HBM).

The Human Body Model is the oldest and most commonly 
used model for classifying device sensitivity to ESD. The HBM 
testing model represents the discharge from the fingertip of 
a standing individual delivered to the device. It is modeled 
by a 100 pF capacitor which is charged by a high-voltage 
supply through a high-ohmic resistor (typically in the 
megohm regime) and then discharged through a switching 
component and a 1.5 kW (1,500 ohms) series resistor through 
the component to ground or to a lower potential. This model, 
which dates from the nineteenth century, was developed 
for investigating explosions of gas mixtures in mines. It was 
adopted by the military in MIL-STD-883 Method 3015, and 
is referenced in ANSI/ESDA-JEDEC JS-001: Electrostatic 
Discharge Sensitivity Testing – Human Body Model. This 
document replaces the previous ESDA and JEDEC methods, 
STM5.1-2007 and JESD22-A114F, respectively.  The simplified 
Human Body Model circuit without any parasitics from the 
test system is presented in Figure 1.

A typical HBM waveform has a rise time of 2–10 ns, a peak 
current of 0.67 amps/kilovolts and a double-exponential 
decay with a width of 200 ns. Typically, the decisive parameter 
which causes the failure is the energy of the HBM pulse.

Testing for HBM ESD susceptibility is typically performed 
using automated test systems. The device is placed in the 
test system and contacted through a relay matrix. One pin 
is contancted to the HBM network (“zap pin”), and one or 
several other pins are connected to tester ground (“ground 
pins”). With today’s high-pin count devices, a full test of 
all possible stress combinations 
is no longer possible, thus pin 
combinations have to be selected 
which guarantee a sufficient coverage 
to detect weak stress combinations. 
These pin combinations which have 
to be stressed are defined in the 
current HBM standard. Electrostatic 
discharges (ESD) are applied with 
a waveform generated by a Human 
Body Model network. A device is 
determined to have failed if it does 
not meet the datasheet parameters 
using parametric and functional 
testing.  

One has to state clearly that the 
Human Body Model according to 
JS-001 addresses handling issues. 

Sometimes, the well-known IEC 61000-4-2 is also called 
“Human Body Model”, but that model addresses ESD 
events in a system under different operating conditions and, 
therefore, should be applied to systems only. The waveform 
and the severity of the IEC 61000-4-2 and the JS-001 cannot 
be compared. For handling issues, only JS-001 is meaningful.

CHARGED DEVICE MODEL (CDM) 
TESTING

The transfer of charge from an ESDS to a conductive surface 
at a lower potential is also an ESD event. A device may 
become charged, for example, from sliding down the part 
feeder in automated handling equipment. If it then contacts 
the insertion head or another conductive surface, which is 
at a lower potential, a rapid discharge may occur from the 
device to the conductive surface. This discharge event is 
known as the Charged Device Model (CDM) event and can 
be more damaging than the HBM for some devices. Although 
the duration of the discharge is very short – often less than 
one nanosecond – the peak current can reach several tens of 
amperes, causing significant voltage drops in the device and 
eventually resulting in breakdown of dielectrics (e.g. gate 
oxides) due to the excessive voltage.

The device testing standards for CDM (ESD STM5.3.1: 
Electrostatic Discharge Sensitivity Testing - Charged Device 
Model and JEDEC Standard JESD22-C101: “Field-Induced 
Charged-Device Model Test Method for Electrostatic-Discharge-
Withstand Thresholds of Microelectronic Components”) were 
originally published in 1999 and 2000, respectively.  The test 
procedure involves placing the device on a field plate with its 
leads pointing up, then charging it and discharging the device. 
All pins are treated equally and are discharged after positive 
and negative charging. Figure 2 illustrates a typical CDM test 
circuit with direct charging o the device.  The CDM 5.3.1 

Figure 1: Typical (simplified) Human Body Model Circuit
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ESDA document was last published in 2009. A joint JEDEC/
ANSI/ESDA CDM standard (JS-002-2014) is about to be 
released.

OTHER TEST METHODS

Machine Model (MM) testing
A discharge also can occur from a charged conductive object, 
such as a metallic tool, or an automatic equipment or fixture. 
Originating in Japan as the result of trying to create a worst-
case HBM event, the model is known 
as the Machine Model. This ESD 
model consists of a 200 pF capacitor 
discharged directly into a component 
with no series DC resistor in the output 
circuitry. The discharge waveform can 
be oscillating, rise time and pulse width 
are similar to HBM. The Machine 
Model typically addresses the same 
physical failure mode as the Human 
Body Model, although at significantly 
lower levels.

Testing of devices for MM sensitivity 
using ESD Association standard ESD 
S5.2: Electrostatic Discharge Sensitivity 
Testing – Machine Model is similar 
in procedure to HBM testing. The 
basic test equipment and the stress 
combinations are the same, but the 
test head is very different. The MM 
version does not have a 1,500 ohm 
resistor, but otherwise the test board 
and the socket are often the same as for 
HBM testing. The series inductance, as 
shown in Figure 3, is the dominating 
parasitic element that shapes the 
oscillating machine model wave form. 
The series inductance is indirectly 
defined through the specification of 
various waveform parameters like 
peak currents, rise times and the 
period of the waveform. However, 
the inductance is not well defined. 
Hence, for different testers the MM 
withstand voltage might differ by at 
least a factor of 2–5, although both 
test systems comply with the current 
standard. The lack of reproducibility 
of test results and the fact that the 
well reproducible HBM addresses the 
same failure mode as HBM are the 
main reasons that the industry only 
rarely is using MM today. JEDEC and 
ESDA do not recommend to qualify 

products with Machine Model, but qualifiying with HBM 
and CDM instead. The ANSI/ESDA MM 5.2 document 
was last published in 2013, however, with the arguments 
discussed in Industry Council White Paper 1, “A Case for 
Lowering Component Level HBM/MM ESD Specifications 
and Requirements,” the test procedure was reclassified from 
a Standard to a Standard Test Method. Machine Model 
testing of integrated circuits (ICs) should be limited to 
failure analysis without correlation of withstand voltages and 
charging in the field.

Figure 2: Typical Charged Device Model Test

Figure 3: Typical Machine Model Circuit
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Socketed Device Model (SDM) testing 
This model was originally intended to provide an efficient 
way to do CDM testing. The device is placed in a socket, 
charged from a high-voltage source and then discharged 
through the relay to ground. However, a correlation with 
the CDM standard cannot be guaranteed and there was too 
great a dependency on the specific design of the SDM tester. 
Furthermore, today there is no commercial SDM test system 
available anymore. A Standard Practice (SP) document (SP), 
SDM-5.3.2, was first published in 2002, and republished in 
2013.   A technical report, ESD TR5.3.2 (formerly TR08-00) 
Socket Device Model (SDM) Tester which discusses the pros 
and cons of SDM is also available from the ESD Association.

DEVICE SENSITIVITY CLASSIFICATION

The HBM and CDM methods include a classification system 
for defining the component sensitivity to the specified 
model (See Tables 1 and 2). These classification systems 
have a number of advantages. They allow easy grouping and 
comparing of components according to their ESD sensitivity 
and the classification gives you an indication of the level of 
ESD protection that is required for the component.

The current HBM and standards divide the Class 0 
classification into two withstand voltage levels with class 0A 
being less than 125 volt sensitivity, and class 0B being 125 to 
less than 250 volts.

If handling class 0A items, or less than 125 volts, program 
improvements are called for. Basically, to control the 
environment to decrease the probability of ESD damage 
in class 0A situations, involves increasing ESD protective 
redundancies by adding EPA ESD control items and ensuring 

that they are working properly by increasing the frequency of 
compliance verifications of those ESD control items perhaps 
to more stringent required limits.

A component should be classified using both the Human 
Body Model, and the Charged Device Model. This would alert 
a potential user of the component to the need for a controlled 
environment, whether assembly and manufacturing 
operations are performed by human beings or automatic 
machinery.

A word of caution; however, these classification systems 
and component sensitivity test results function as guides, 
not necessarily as absolutes. The events defined by the test 
data produce narrowly restrictive data that must be carefully 
considered and judiciously used. The two ESD models 
represent discrete points used in an attempt to characterize 
ESD vulnerability. The data points are informative and 
useful, but to arbitrarily extrapolate the data into a real world 
scenario can be misleading. The true utility of the data is in 
comparing one device with another and to provide a starting 
point for developing your ESD control programs.

SUMMARY

Device failure models and device test methods define the ESD 
susceptibilty of the electronic devices and assemblies to be 
protected from the effects of ESD. With this key information, 
you can design more effective ESD control programs. 
However, do expect devices to become more susceptible. The 
ESD Association’s White Paper “Electrostatic Discharge (ESD) 
Technology Roadmap – Revised April 2010” includes “With 
devices becoming more sensitive through 2010-2015 and 
beyond, it is imperative that companies begin to scrutinize 

Classification Voltage Range (V)

0A < 125

0B 125 to < 250

1A 250 to < 500

1B 500 to < 1000

1C 1000 to < 2000

2 2000 to < 4000

3A 4000 to < 8000

3B ≥ 8000

Table 1: ANSI/ESDA/JEDEC JS-001 Table 3 - HBM ESD Component 
Classification Levels

Classification Voltage Range (V)

C0A < 125

C0B 125 to < 250

C1 250 to < 500

C2A 500 to <750

C2B 750 to < 1000

C3 ≥ 1000

Table 2: ANSI/ESDA/JEDEC JS-002 Table 3 - CDM ESD Component 
Classification Levels
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the ESD capabilities of their handling processes. Factory ESD 
control is expected to play an ever-increasing critical role 
as the industry is flooded with even more HBM (Human 
Body Model) and CDM (Charged Device Model) sensitive 
designs. For people handling ESD sensitive devices, personnel 
grounding systems must be designed to limit body voltages to 
less than 100 volts.” 

FOR FURTHER REFERENCE

•	 ANSI/ESDA/JEDEC JS-001 Electrostatic Discharge 
Sensitivity Testing – Human Body Model, ESD Association, 
Rome, NY.

•	 ESD STM5.2-2009: Electrostatic Discharge Sensitivity 
Testing – Machine Model, ESD Association, Rome, NY.

•	 ESD STM5.3.1-2009: Electrostatic Discharge Sensitivity 
Testing – Charged Device Model, ESD Association, Rome, 
NY.

•	 ANSI/ESDA/JEDEC JS-002 Electrostatic Discharge 
Sensitivity Testing – Charged Device Model, ESD 
Association, Rome, NY.

•	 ESD TR 5.3.2-2013 (formerly TR08-00): Socket Device 
Model (SDM) Tester, ESD Association, Rome, NY.

•	 ESD Industry Council White Paper 1: “A Case for 
Lowering Component Level HBM/MM ESD Specifications 
and Requirements,” August 2008, and ESD Association’s 
White Paper “Electrostatic Discharge (ESD) Technology 
Roadmap – Revised April 2010 http://www.esda.org/
IndustryCouncil.html.

•	 ESD Industry Council White Paper 2: “A Case for 
Lowering Component Level CDM ESD Specifications and 
Requirements,” March 2009,  
www.esda.org/IndustryCouncil.html.

•	 Steinman, Arnold, “Process ESD Capability 
Measurements,” EOS/ESD Symposium Proceedings, 2012: 
211, ESD Association. Rome, NY.

•	 Gaertner, Reinhold and Wolfgang Stadler, “Is there a 
Correlation Between ESD Qualification Values and the 
Voltages Measured in the Field?” EOS/ESD Symposium 
Proceedings, 2012: 198, ESD Association, Rome, NY.

•	 Hyatt, Hugh et al, “A Closer Look at the Human ESD 
Event,” EOS/ESD Symposium Proceedings, 1981, ESD 
Association, Rome, NY.

•	 Avery, L.R., “Charged Device Model Testing: Trying to 
Duplicate Reality,” EOS/ESD Symposium Proceedings, 
1987, ESD Association, Rome, NY.

•	 Pierce, Donald C., “Critical Issues Regarding ESD 
Sensitivity Classification Testing,” EOS/ESD Symposium 
Proceedings, 1987, ESD Association, Rome, NY.

•	 Avery, L.R., “Beyond MIL HBM Testing - How to Evaluate 
the Real Capability of Protection Structures,” EOS/ESD 
Symposium Proceedings, 1991, ESD Association, Rome, 
NY.

•	 Renninger, Robert G., “Mechanisms of Charged-
Device Electrostatic Discharges,” EOS/ESD Symposium 
Proceedings, 1991, ESD Association, Rome, NY.

•	 Verhaege, Koen, et al, “Analysis of HBM ESD Testers and 
Specifications 

•	 Using a 4th Order Lumped Element Model,” EOS/ESD 
Symposium Proceedings, 1993, ESD Association, Rome, 
NY.

•	 Kelly, M. et al, “A Comparison of Electrostatic Discharge 
Models and Failure Signatures for CMOS Integrated 
Circuit Devices,” EOS/ESD Symposium Proceedings, 1995, 
ESD Association, Rome, NY.

•	 Wada, Tetsuaki, “Study of ESD Evaluation Methods 
for Charged Device Model,” EOS/ESD Symposium 
Proceedings, 1995, ESD Association, Rome, NY.

•	 Russ, Christian et al, “A Compact Model for the 
Grounded-Gate nMOS Behavior Under CDM ESD 
Stress,” EOS/ESD Symposium Proceedings, 1996, ESD 
Association, Rome, NY.

•	 Verhaege, Koen et al, “Recommendations to Further 
Improvements of HBM ESD Component Level Test 
Specifications,” EOS/ESD Symposium Proceedings, 1996, 
ESD Association, Rome, NY.

•	 Gieser, H. and M. Haunschild, “Very Fast Transmission 
Line Pulsing of Integrated Structures and the Charged 
Device Model,” EOS/ESD Symposium Proceedings, 1996, 
ESD Association, Rome, NY.

•	 Chaine, M. et al, “Investigation into Socketed CDM (SDM) 
Tester Parasitics,” EOS/ESD Symposium Proceedings, 
1998, ESD Association, Rome, NY.

•	 Henry, L.G. et al, “Issues Concerning CDM ESD 
Verification Modules-The Need to Move to Alumina,” 
EOS/ESD Symposium Proceedings, 1999, ESD 
Association, Rome, NY.

•	 Henry, L.G. et al, “The Importance of Standardizing CDM 
ESD Test Head Parameters to Obtain Data Correlation,” 
EOS/ESD Symposium Proceedings, 2000, ESD 
Association, Rome, NY.

•	 Vergege, Koen. 1998. “Component Level ESD Testing,” 
Microelectronics Reliability Journal.

© 2014, ESD Association, Rome, NY

http://www.esda.org/IndustryCouncil.html
http://www.esda.org/IndustryCouncil.html


156    In Compliance   2015 Annual Reference Guide www.incompliancemag.com

ES
D

The electronics industry is continually shifting. Device 
circuitry density and technology is more complex. 
Electronics manufacturing is more heavily reliant on 

out-sourcing. The ESD industry seems to have jumped into 
this swirling eddy headfirst. ESD control programs have 
mushroomed. Black has been replaced by green, blue and 
gold. Shielding bags dominate the warehouse. Ionizers exist 
alongside wrist straps and ground cords. An early history of 
“smoke and mirrors,” magic and lofty claims of performance 
is rapidly being relegated to the past.

Today, more than ever, meeting the complex challenge of 
reducing ESD losses requires more than reliance on faith 
alone. Users require a way to legitimately evaluate and 
compare competing brands and types of products and ESD 
protection strategies. They need objective confirmation that 
their ESD control program provides effective solutions to 
their unique ESD problems. Contract manufacturers and 
OEM’s require mutually agreed-upon ESD control programs 
that reduce duplication of process controls.

That’s where standards come into play. They provide 
information in developing programs that effectively address 
ESD process control. They help define the sensitivity of 
the products manufactured and used. They help define 
the performance requirements for various ESD control 
materials, instruments, and tools. Standards are playing an 
ever-increasing role in reducing marketplace confusion in 
the manufacture, evaluation, and selection of ESD control 
products and programs.

THE WHO AND WHY OF STANDARDS

Who uses ESD standards? Manufacturers and users of 
ESD sensitive devices and products, manufacturers and 
distributors of ESD control products, certification registrars, 
and third party testers of ESD control products.
Why use ESD standards? They help assure consistency of ESD 
sensitive products and consistency of ESD control products 
and services. They provide a means of objective evaluation 
and comparison among competitive ESD control products. 
They help reduce conflicts between users and suppliers of ESD 
control products. They help in developing, implementing, 
auditing, and certifying ESD control programs. And, they 
help reduce confusion in the marketplace.

In the United States, the use of standards is voluntary, 
although their use can be written into contracts or 
purchasing agreements between buyer and seller. In most of 
the rest of the world, the use of standards, where they exist, 
is compulsory.

KEY STANDARDS AND ORGANIZATIONS

Just twenty-five years ago, there were relatively few reliable 
ESD standards and few ESD standards development 
organizations. Today’s ESD standards landscape is not only 
witnessing an increase in the number of standards, but 
also increasing cooperation among the organizations that 
develop them.

Fundamentals of Electrostatic Discharge 
Part 6

ESD Standards
BY THE ESD ASSOCIATION
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Today’s standards fall into three main groups. First, there are 
those that provide ESD program guidance or requirements. 
These include documents such as ANSI ESD S20.20 – Standard 
for the Development of an ESD Control Program, IEC 61340-5-
1 – Protection of electronic devices from electrostatic phenomena 
– General requirements, ANSI/ESD S8.1 – Symbols-ESD 
Awareness, or ANSI/ESD TR20.20 – ESD Handbook.

A second group covers requirements for specific products or 
procedures such as packaging requirements and grounding. 
Typical standards in this group are ANSI/ESD S6.1 –
Grounding and ANSI/ESD S541 –Packaging Materials for ESD 
Sensitive Items. 

A third group of documents covers the standardized test 
methods used to evaluate products and materials. Historically, 
the electronics industry relied heavily on test methods 
established for other industries or even for other materials  
(e. g., ASTM-257 – DC Resistance or Conductance of Insulating 
Materials). Today, however, specific test method standards 
focus on ESD in the electronics environment, largely as 
a result of the ESD Association’s activity. These include 
standards such as ANSI/ESDA-JEDEC JS-001– Device Testing, 
Human Body Model and ANSI/ESD STM7.1: Floor Materials – 
Resistive Characterization of Materials.

WHO DEVELOPS STANDARDS?

Standards development and usage is a cooperative effort 
among all organizations and individuals affected by 
standards. There are several key ESD standards development 
organizations.

Military standards
Traditionally, the U.S. military spearheaded the development 
of specific standards and specifications with regard to ESD 
control in the U.S. Today, however, U.S. military agencies 
are relying on commercially developed standards rather 
than developing standards themselves. For example, the 
ESD Association completed the assignment from the 
Department of Defense (DoD) to convert MIL-STD-1686 into 
a commercial standard called ANSI/ESD S20.20 which was 
adopted by the DoD July, 7, 2000.
 
ESD Association
The ESD Association has been a focal point for the 
development of ESD standards in recent years. An ANSI-
accredited standards development organization, the 
Association is charged with the development of ESD 
standards and test methods. The Association also represents 
the US on the International Electrotechnical Commission 
(IEC) Technical Committee 101-Electrostatics.

The ESD Association has currently 32 standards documents 
available and 30 Technical Reports. These voluntary standards 

cover the areas of material requirements, electrostatic 
sensitivity, and test methodology for evaluating ESD control 
materials and products. In addition to standards documents, 
the Association also has published a number of informational 
advisories. Advisory documents may be changed to other 
document types in the future. 

ESD Association standards classifications and 
definitions
There are four types of ESD Association standards documents 
with specific clarity of definition. The four document 
categories are consistent with other standards development 
organizations. These four categories are defined below.

Standard: A precise statement of a set of requirements to be 
satisfied by a material, product, system or process that also 
specifies the procedures for determining whether each of the 
requirements is satisfied.

Standard Test Method: A definitive procedure for the 
identification, measurement and evaluation of one or more 
qualities, characteristics or properties of a material, product, 
system or process that yields a reproducible test result.

Standard Practice: A procedure for performing one or more 
operations or functions that may or may not yield a test result. 
Note: If a test result is obtained, it may not be reproducible 
between labs.

Technical Report: A collection of technical data or test results 
published as an informational reference on a specific material, 
product, system, or process.

As new documents are approved and issued, they will 
be designated into one of these four categories. Existing 
documents have been reviewed and have been reclassified as 
appropriate. Several Advisory Documents still exist and may 
be migrated to either Technical Reports or Standard Practices 
in the future. 

International standards
The international community, led by the European-based 
International Electrotechnical Commission (IEC), also 
develops and publishes standards. IEC Technical Committee 
101 has released a series of documents under the heading IEC 
61340. The documents contain general information regarding 
electrostatics, standard test methods, general practices 
and an ESD Control Program Development Standard IEC 
61340-5-1 that is technically equivalent to ANSI/ESD S20.20. 
A Facility Certification Program is also available. Global 
companies can seek to become certified to both ANSI/ESD 
S20.20 and to IEC 61340-5-1 if they so choose. Japan also 
has released its proposed version of a national electrostatic 
Standard, which also shares many aspects of the European 
and U.S. documents.
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Organizational cooperation
Perhaps one of the more intriguing changes in ESD standards 
has been the organizational cooperation developing between 
various groups. One cooperative effort was between the ESD 
Association and the U.S. Department of Defense, which 
resulted in the Association preparing ANSI/ESD S20.20 as 
a successor to MIL-STD-1686. A second cooperative effort 
occurred between the ESD Association and JEDEC, which 
started with an MOU and resulted in the development of 
2 documents: a joint Human Body Model document was 
published in 2010; a joint Charged Device Model document 
will be published in 2014. 

Internationally, European standards development 
organizations and the ESD Association have developed 
working relationships that result in an expanded review of 
proposed documents, greater input, and closer harmonization 
of standards that impact the international electronics 
community.

For users of ESD standards, this increased cooperation will 
have a significant impact. First, we should see standards that 
are technically improved due to broader input. Second, we 
should see fewer conflicts between different standards. Finally, 
we should see less duplication of effort.

SUMMARY

For the electronics community, the rapid propagation of 
ESD standards and continuing change in the standards 
environment mean greater availability of the technical 
references that will help improve ESD control programs. 
There will be recommendations to help set up effective 
programs. There will be test methods and specifications to 
help users of ESD control materials evaluate and select ESD 
control products that are applicable to their specific needs. 
And there will be guidelines for suppliers of ESD control 
products and materials to help them develop products that 
meet the real needs of their customers.

Standards will continue to fuel change in the international 
ESD community. 

Principal ESD standards
U.S. Military/Department of Defense
MIL-STD-1686: Electrostatic Discharge Control Program for 
Protection of Electrical and Electronic Parts, Assemblies and 
Equipment (Excluding Electrically Initiated Explosive Devices)
This military standard establishes requirements for ESD 
Control Programs. It applies to U.S. military agencies, 
contractors, subcontractors, suppliers and vendors. It requires 
the establishment, implementation and documentation of 
ESD control programs for static sensitive devices, but does 

NOT mandate or preclude the use of any specific ESD control 
materials, products, or procedures. It is being updated and 
converted to a commercial standard by the ESD Association. 
Although DOD has accepted the new ANSI/ESD S20.20 
document as a successor, it has not yet taken action to cancel 
STD-1686

MIL-HBDK-263: Electrostatic Discharge Control  
Handbook for Protection of Electrical and Electronic Parts, 
Assemblies and Equipment (Excluding Electrically Initiated 
Explosive Devices)
This document provides guidance, but NOT mandatory 
requirements, for the establishment and implementation of 
an electrostatic discharge control program in accordance 
with the requirements of MIL-STD-1686. 

MIL-PRF 87893 — Workstation, Electrostatic Discharge  
(ESD) Control
This document defines the requirements for ESD protective 
workstations.

MIL-PRF-81705—Barrier Materials, Flexible, Electrostatic 
Protective, Heat Sealable
This documents defines requirements for ESD protective 
flexible packaging materials.

MIL-STD-129—Marking for Shipment and Storage
Covers procedures for marketing and labeling ESD sensitive 
items.

ESD Association
Standards Documents
ANSI/ESD S1.1: Evaluation, Acceptance, and Functional 
Testing of Wrist Straps
A successor to EOS/ESD S1.0, this document establishes 
test methods for evaluating the electrical and mechanical 
characteristics of wrist straps. It includes improved test 
methods and performance limits for evaluation, acceptance, 
and functional testing of wrist straps.

ANSI/ESD STM2.1: Resistance Test Method for Electrostatic 
Discharge Protective Garments
This Standard Test Method provides test methods for 
measuring the electrical resistance of garments used to 
control electrostatic discharge. It covers test methods for 
measuring sleeve-to-sleeve and point-to-point resistance.

ANSI/ESD STM3.1: Ionization 
Test methods and procedures for evaluating and selecting 
air ionization equipment and systems are covered in this 
standard. The document establishes measurement techniques 
to determine offset voltage ion balance and discharge 
neutralization time for ionizers.
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ANSI/ESD SP3.3: Periodic Verification of Air Ionizers
This Standard Practice provides test procedures for periodic 
verification of the performance of air ionization equipment 
and systems (ionizers).

ANSI/ESD SP3.4 Periodic Verification of Air Ionizer 
Performance Using a Small Test Fixture  
This standard practice provides a test fixture example and 
procedures for performance verification of air ionization used 
in confined spaces where it may not be possible to use the test 
fixtures defined in ANSI/ESD STM3.1 or ANSI/ESD SP3.3.

ANSI/ESD S4.1: Worksurfaces – Resistance Measurements
This Standard establishes test methods for measuring 
the electrical resistance of worksurface materials used at 
workstations for protection of ESD susceptible items. It 
includes methods for evaluating and selecting materials, and 
testing new worksurface installations and previously installed 
worksurfaces.

ANSI/ESD STM4.2: Worksurfaces – Charge Dissipation 
Characteristics
This Standard Test Method provides a test method to 
measure the electrostatic charge dissipation characteristics 
of worksurfaces used for ESD control. The procedure is 
designed for use in a laboratory environment for qualification, 
evaluation or acceptance of worksurfaces.

ESDA-JEDEC JS-001: Electrostatic Discharge Sensitivity  
Testing – Human Body Model
This Standard Test Method updates and revises an existing 
Standard. It establishes a procedure for testing, evaluating and 
classifying the ESD sensitivity of components to the defined 
Human Body Model (HBM).

ANSI/ESD STM5.2: Electrostatic Discharge Sensitivity Testing 
Machine Model
This Standard establishes a test procedure for evaluating the 
ESD sensitivity of components to a defined Machine Model 
(MM). The component damage caused by the Machine Model 
is often similar to that caused by the Human Body Model, but 
it occurs at a significantly lower voltage.

ANSI/ESD STM5.3.1: Electrostatic Discharge Sensitivity  
Testing – Charged Device Model – Non-Socketed Model
This Standard Test Method establishes a test method 
for evaluating the ESD sensitivity of active and passive 
components to a defined Charged Device Model (CDM).

ANSI/ESD SP5.3.2: Electrostatic Discharge Sensitivity Testing – 
Socketed Device Method (SDM) – Component Level. 
This standard practice provides a test method generating 
a Socketed Device Model (SDM) test on a component 
integrated circuit (IC) device.

ANSI/ESD STM5.5.1: Electrostatic Discharge Sensitivity  
Testing – Transmission Line Pulse (TLP) – Component Level. 
This document pertains to Transmission Line Pulse (TLP) 
testing techniques of semiconductor components. The 
purpose of this document is to establish a methodology  
for both testing and reporting information associated with 
TLP testing. 

ANSI/ESD SP5.5.2: Electrostatic Discharge Sensitivity  
Testing – Very Fast Transmission Line Pulse (VF-TLP) – 
Component Level 
This document pertains to Very Fast Transmission Line Pulse 
(VF-TLP) testing techniques of semiconductor components.  
It establishes guidelines and standard practices presently used 
by development, research, and reliability engineers in both 
universities and industry for VF-TLP testing.  This document 
explains a methodology for both testing and reporting 
information associated with VF-TLP testing. 

ANSI/ESD SP5.6: Electrostatic Discharge Sensitivity Testing – 
Human Metal Model (HMM) – Component Level 
Establishes the procedure for testing, evaluating, and 
classifying the ESD sensitivity of components to the 
defined HMM.

ANSI/ESD S6.1: Grounding 
This Standard recommends the parameters, procedures, and 
types of materials needed to establish an ESD grounding 
system for the protection of electronic hardware from ESD  

SOURCES OF STANDARDS 
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damage. This system is used for personnel grounding devices,  
worksurfaces, chairs, carts, floors, and other related equipment.

ANSI ESD STM7.1: Floor Materials – Resistive 
Characterization of Materials 
Measurement of the electrical resistance of various floor 
materials such as floor coverings, mats, and floor finishes 
is covered in this document. It provides test methods for 
qualifying floor materials before installation or application 
and for evaluating and monitoring materials after installation 
or application.

ANSI ESD S8.1: ESD Awareness Symbols
Three types of ESD awareness symbols are established by this 
document. The first one is to be used on a device or assembly 
to indicate that it is susceptible to electrostatic charge. The 
second is to be used on items and materials intended to 
provide electrostatic protection. The third symbol indicates 
the common point ground

ANSI/ESD S9.1: Resistive Characterization of Footwear
This Standard defines a test method for measuring the 
electrical resistance of shoes used for ESD control in the 
electronics environment.

ESD SP9.2: Footwear – Foot Grounders Resistive 
Characterization 
This standard practice was developed to provide test methods 
for evaluating foot grounders and foot grounder systems used 
to electrically bond or ground personnel as part of an ESD 
Control Program. Static Control Shoes are tested using ANSI/
ESD STM9.1. 

ANSI/ESD SP10.1: Automated Handling Equipment
This Standard Practice provides procedures for evaluating the 
electrostatic environment associated with automated handling 
equipment.

ANSI ESD STM11.11: Surface Resistance Measurement of 
Static Dissipative Planar Materials 
This Standard Test Method defines a direct current test 
method for measuring electrical resistance. The Standard is 
designed specifically for static dissipative planar materials 
used in packaging of ESD sensitive devices and components.

ANSI/ESD STM11.12: Volume Resistance Measurement of 
Static Dissipative Planar Materials
This Standard Test Method provides test methods for 
measuring the volume resistance of static dissipative planar 
materials used in the packaging of ESD sensitive devices and 
components.

ANSI/ESD STM11.13: Two-Point Resistance Measurement
This Standard Test Method provides a test method to measure 
the resistance between two points on an items surface.

ANSI ESD STM11.31: Evaluating the Performance of 
Electrostatic Discharge Shielding Bags 
This Standard provides a method for testing and determining 
the shielding capabilities of electrostatic shielding bags.

ANSI/ESD S11.4: Static Control Bags 
This standard establishes performance limits for bags that 
are intended to protect electronic parts and products from 
damage due to static electricity and moisture during common 
electronic manufacturing industry transport and storage 
applications. 

ANSI/ESD STM12.1: Seating-Resistive Characterization
This Standard provides test methods for measuring the 
electrical resistance of seating used to control ESD. The test 
methods can be used for qualification testing as well as for 
evaluating and monitoring seating after installation. It covers 
all types of seating, including chairs and stools.

ANSI/ESD STM13.1: Electrical Soldering/Desoldering  
Hand Tools
This Standard Test Method provides electric soldering/
desoldering hand tool test methods for measuring the 
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electrical leakage and tip to ground reference point resistance 
and provides parameters for EOS safe soldering operation.

ANSI/ESD SP15.1: Standard Practice for In-Use Testing of 
Gloves and Finger Cots
This document provides test procedures for measuring the 
intrinsic electrical resistance of gloves and finger cots as well 
as their electrical resistance together with personnel as a 
system. 

ANSI ESD S20.20: Standard for the Development of an ESD 
Control Program
This Standard provides administrative, technical requirements 
and guidance for establishing, implementing and maintaining 
an ESD Control Program.

ANSI/ESD STM97.1: Floor Materials and Footwear – 
Resistance in Combination with a Person.
This Standard Test Method provides for measuring the 
electrical resistance of floor materials, footwear and personnel 
together, as a system.

ANSI/ESD STM97.2: Floor Materials and Footwear Voltage 
Measurement in Combination with a Person
This Standard Test Method provides for measuring the 
electrostatic voltage on a person in combination with floor 
materials and footwear, as a system.

ANSI/ESD S541: Packaging Materials for ESD Sensitive Items
This standard describes the packaging material properties 
needed to protect electrostatic discharge (ESD) sensitive 
electronic items, and references the testing methods for 
evaluating packaging and packaging materials for those 
properties. Where possible, performance limits are provided. 
Guidance for selecting the types of packaging with protective 
properties appropriate for specific applications is provided. 
Other considerations for protective packaging are also 
provided. 

Advisory Documents and Technical Reports
Advisory Documents and Technical Reports are not 
Standards, but provide general information for the industry 
or additional information to aid in better understanding of 
Association Standards.

ESD ADV1.0: Glossary of Terms
Definitions and explanations of various terms used in 
Association Standards and documents are covered in this 
Advisory. It also includes other terms commonly used in the 
ESD industry.

ESD ADV3.2: Selection and Acceptance of Air Ionizers
This Advisory document provides end users with guidelines 
for creating a performance specification for selecting air 
ionization systems. It reviews four types of air ionizers and 
discusses applications, test method references, and general 
design, performance and safety requirements.

ESD ADV11.2: Triboelectric Charge Accumulation Testing
The complex phenomenon of triboelectric charging is 
discussed in this Advisory. It covers the theory and effects of 
tribocharging. It reviews procedures and problems associated 
with various test methods that are often used to evaluate 
triboelectrification characteristics. The test methods reviewed 
indicate gross levels of charge and polarity, but are not 
necessarily repeatable in real world situations.

ESD TR5.4-04-13 Transient Latch-up Testing
This document defines transient latch-up (TLU) as a state 
in which a low-impedance path, resulting from a transient 
overstress that triggers a parasitic thyristor structure or 
bipolar structure or combinations of both, persists at least 
temporarily after removal or cessation of the triggering 
condition. The rise time of the transient overstress causing 
TLU is shorter than five μs. TLU as defined in this document 
does not cover changes of functional states, even if those 
changes would result in a low-impedance path and increased 
power supply consumption. 

ESD TR53: Compliance Verification of ESD Protective 
Equipment and Materials. 
This technical report describes the test procedures and 
test equipment that can be used to periodically verify the 
performance of ESD protective equipment and materials.

ESD TR20.20: ESD Handbook
ESD handbook provides detailed guidance for implementing 
an ESD control program in accordance with ANSI/ESD 
S20.20.

© 2014, ESD Association, Rome, NY
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As a compliance engineer it is easy to develop a 
“victim” mentality after working with a multitude of 
government agencies and bureaucracies, having to 

adjust and adapt to whatever regulatory roadblocks are set 
up in your path. It can seem as though some of the rules and 
compliance criteria are arbitrary and random, and I have 
wished on more than one occasion that I was able to talk 
and work directly with the agencies, and be able to better 
understand and influence the requirements and processes.

I was finally granted that wish when I became involved with 
the United States (US) Federal Communications Commission 
(FCC) Telecommunications Certification Bodies (TCB) 
program. My initial exposure to this government and private 
industry initiative was a decade ago, while I was working 
at an ITE manufacturer, and more recently I’ve observed it 
from a different perspective while working at a third-party 
compliance test lab that is an authorized TCB. TCBs are 
private industry independent organizations, which have 
been authorized under this FCC program to issue grants 
to electronic product manufacturers for the certification of 
specific types of telecommunications equipment covered 
under the program scope. 

Please note that this article is intended as an overview of 
the TCB program based on my work experiences, and I 
am not speaking in any official capacity for the FCC, the 
National Institute of Standards and Technology (NIST), the 
Telecommunications Certification Body Council (TCBC), 
or any other agency. The opinions and views provided are 
my own, and you should utilize the FCC, NIST, TCBC and 
other official resources provided at the end of this article for 
the program details, requirements, and publications before 
applying for product approvals.

So let’s start with some background on how this program 
came to be.

CREATING A GOVERNMENT-INDUSTRY 
PARTNERSHIP

Prior to the TCB program, certification for 
telecommunication equipment required a grant of 
authorization issued directly from the FCC. These “new 
equipment authorizations” were legal documents, which were 
issued based on exhibits demonstrating compliance to the 
FCC rules and regulations, such as test reports from the FCC 

The FCC TCB Program:  
A Government and  
Industry Cooperative

BY MARK MAYNARD

“Great discoveries and improvements invariably involve the cooperation of many minds. I may be given 
credit for having blazed the trail, but when I look at the subsequent developments I feel the credit is due 
to others rather than to myself.” – Alexander Graham Bell
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lab, or a FCC authorized test lab. The FCC grant certificate 
has several purposes: to define the device operating modes, 
features, and ratings; the allowed uses and environments 
for the device, and to show that the product was properly 
tested according to the applicable FCC rules and regulations, 
including worst cases configurations, so that it can be sold and 
placed on the US market.

With momentum from a wider effort in the United States 
to reduce the size of government agencies by turning more 
regulatory activities over to private enterprises, the legislative 
framework for the TCB was established at the end of 1998, 
when the FCC GEN Docket Report and Order No. 98-68 
was adopted. For the FCC, this was seen as a method to 
reduce the number of applications filed directly with them, 
reducing their workload, so they could focus on enforcement 
activities. The program also allowed TCBs outside of the US 
to participate, by establishing procedures for government-
to-government Mutual Recognition Agreements (MRA); for 
example, the MRA between the US and the European Union 
(EU) governments allows accredited US TCBs to certify radio 
and telecom products for the EU markets, and reciprocally 
allows accredited EU TCBs to certify radio and telecom 
products for the US market. Another driver for this program 
was industry, who had encountered occasional bottlenecks at 
the FCC in obtaining certification, especially prior to seasonal 
selling periods such as the Christmas holidays, and wanted 
faster options for US certification and regional labs outside 
of Washington D.C, which would match the US efforts with 
foreign MRA partners to expand the certification options.

The criteria for TCB accreditation and designation was 
further defined in FCC Public Notice DA 99-1640 issued 
on August 17, 1999. The program officially started on June 
2, 2000, with the publication of FCC Public Notice DA 
00-1223, which listed the 13 initial designated TCBs, along 
with their specific scope of accreditation for licensed radio 
service equipment, unlicensed radio frequency devices, and 
telephone terminal equipment. Another major revision for 
TCB rules for designation and requirements was published 
in ET Docket No. 03-201 (FCC 04-165), which was officially 
adopted on July 8, 2004.

BECOMING A TCB

To become an accredited Telecommunications Certification 
Body, an independent third-party lab must be accredited 
to ISO/IEC 17065 (2012), titled Conformity assessment-
Requirements for bodies certifying products, processes and 
services, ISO/IEC Standard 17025 (2005), titled General 
requirements for the competence of testing and calibration 
laboratories, and also incorporate the applicable FCC rules 
and regulations. In the US the TCB accreditation process is 
managed by NIST, which has qualified two US accreditation 
bodies as being in compliance with the standard ISO/IEC 
17011 (2004), Conformity assessment - General Requirements 
for Accreditation bodies accrediting conformity assessment 
bodies, and therefore authorized to accredit TCBs: the 
American National Standards Institute (ANSI) and the 
American Association for Laboratory Accreditation (A2LA).
The FCC Office of Engineering and Technology (OET) has 
oversight authority for the TCB accrediting process, and will 
coordinate frequently with ANSI and A2LA to confirm and 
verify that the veracity of their programs meets acceptable 
standards for performance. The FCC has a very strong vested 
interest in keeping this program performing effectively, and 
will perform frequent assessments to check for any issues 
or to find areas for improvement in the authorized program 
accreditation bodies.

In turn, ANSI and A2LA will accredit qualifying US TCBs 
that meet the requirements of both the TCB certification 
program requirements, which are defined and set by 
NIST, and the ISO/IEC 17065 (2012) standard. Also, as 
mentioned, foreign certification bodies (non-US) can become 
a recognized TCB for issuing FCC grant certificates if a 
government-to-government MRA is in effect between the 
US and the foreign country. However it will be up to the 
designated accrediting authority in the foreign country to 
assess the TCB and evaluate it to determine the competency 
of the organization, and this accrediting authority must meet 
the criteria found in the standard ISO/IEC 17011 (2004).

The TCBs will select the specific products they choose to 
certify, which will define the scope of their TCB accreditation. 
There are three scopes covering unlicensed radio service 

Prior to the TCB program, certification for telecommunication 

equipment required a grant of authorization issued directly 

from the FCC. These “new equipment authorizations” were 

legal documents, which were issued based on exhibits 

demonstrating compliance to the FCC rules and regulations.
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equipment (Scope A), unlicensed radio frequency devices 
(Scope B), and telephone terminal equipment (Scope C). 
Scopes A and B each have four sub-categories, which can be 
seen in Table 1. The TCB may be accredited for all scopes 
and sub-categories, or a limited set, depending on their 
preferences and capabilities, so prospective customers should 
always verify that their equipment type falls under one of the 
accredited scope for the specific TCB.

However wide or narrow the scope of the TCB accreditation, 
each TCB is required to have the essential competency to 
perform the mandated set of tests for each scope and sub-
category of scope selected. This will be verified during the 
ISO/IEC 17025 (2005) accreditation process.

WHAT DOES A TCB DO?

So if you are a product manufacturer seeking FCC 
certification for a device that falls under the scope of the 
TCB program, you probably are interested in finding out 
more about the process and requirements. It is important to 

find a TCB that you are comfortable working with, as there 
will be a need for frequent interactions and exchanges of 
information throughout the process, especially if this is your 
first experience with certifying a product.

The TCB is responsible for testing, evaluating, and reviewing 
the product, to verify that it meets all of the applicable 
FCC rules and regulations. To do this, the manufacturer 
needs to provide fully functioning device samples, technical 
documentation, and operating instructions that will enable to 
fully investigate the operating abilities and parameters, so that 
they can render a valid and fair decision on the conformity of 
the product.

As mentioned, the compliance testing has to be performed 
in a test lab facility that has been accredited as meeting the 
requirements of ISO/IEC 17025. The test data and results 
are incorporated into an evaluation test report, which plays 
a big part in the review process. The decision to certify the 
product will be based on the examination of the test report, to 
verify compliance with the FCC requirements for the specific 

TCB Scope A - Unlicensed Radio Frequency Devices

A1

Low power transmitters operating on frequencies below 1 GHz (with the exception of spread spectrum devices). 
emergency alert systems, unintentional radiators (e.g., personal computers and associated peripherals and TV 
Interface Devices) and consumer ISM devices subject to certification (e.g., microwave ovens, RF lighting and other 
consumer ISM devices)

A2 Low power transmitters operating on frequencies about 1 GHz, with the exception of spread spectrum devices

A3 Unlicensed Personal Communication Service (PCS) Devices

A4
Unlicensed National Information Infrastructure (UNI) devices and low power transmitters using spread spectrum 
techniques

TCB Scope B - Licensed Radio Service Equipment

B1 Commercial Mobile Services in 47 CFR Parts 20, 22 (cellular), 24, 25, and 27

B2 General Mobile Radio Services in 47 CFR Parts 22 (non-cellular), 73, 74, 90, 95, and 97

B3 Maritime and Aviation Radio Services in 47 CFR Parts 80 and 87

B4 Microwave Radio Services in 47 CFR Parts 27, 74, and 101

TCB Scope C - Telephone Terminal Equipment

C1 Telephone terminal equipment in 47 CFR Part 68

Table 1: List of TCB Scope of Accreditation Categories

http://www.incompliancemag.com
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product type, along with the review of any other relevant 
supporting documentation. If the device is then deemed to be 
in compliance, then the test lab can render their decision to 
certify. If it is not found to be in compliance, then the test lab 
should review the results and shortcomings with the client, so 
any necessary product changes can be made and incorporated 
before retesting the product.

If the ISO/IEC 17025-accredited test lab facility is also a TCB 
accredited to ISO/IEC 17065 (2012), then there must be 
separation of responsibilities at the TCB between those that 
are performing the evaluation of a device, and those that are 
making the decision to certify the device. This is to ensure 
an autonomous review process takes place to impartially 
review the findings, so a correct ruling can be made based 
on the findings. The ISO/IEC 17065 standard requires that 
the individuals that perform the TCB evaluation functions, 
such as type-testing, report generation, and assessing the 
supporting documentation to verify compliance with the 
applicable FCC rules and regulations, must not be the same 
individuals that perform the TCB certification functions of 
reviewing all of the provided information and documentation, 
and then making the decision to certify the product.

A TCB is required to be impartial, meaning that they are 
responsible for making sure that any other activities it is 
involved in with other related groups or organizations 
does not impact or influence the fairness, neutrality, or 
confidentiality concerning their ruling on certification for the 
product. In addition, the TCB is not allowed to give guidance 
or provide consulting services to the client concerning 
techniques for resolving the issues which prevent the specific 
certification that is being sought.

While the FCC allows for a wide range of different types of 
devices to be certified under the TCB program, it still requires 
certain specific functions to be performed solely by the FCC, 
which it does not allow TCBs to perform. As defined in the 
Title 47 of the Code of Federal Regulations (CFR), TCBs are 
not allowed to grant waivers to FCC rules, nor certify devices 
that don’t have applicable FCC rules, or take action on any 
rules that are not clear. Also, TCBs can not authorize the 
transfer of control for a grant, and are not allowed to interpret 
any FCC rules or regulations.

Previously there was a “TCB Exclusion List,” which 
specifically detailed types of products that TCBs were not 
allowed to certify. However, this has changed under a FCC 
procedure known as Permit-but-Ask. The intent of this 
option is to allow the TCBs to expand the types of devices 
for which they can issue grants, while allowing the FCC 
to have oversight for new technology devices that do not 
have specific FCC guidance available, or for cases where the 
client is planning to demonstrate compliance by using some 
alternative to the published procedures or guidelines.

RESOURCES FOR USING THE FCC TCB 
PROGRAM

If you are a manufacturer wanting to obtain FCC 
certification for equipment that falls under the scope of 
the TCB program, my strongest advice is for you to first 
learn all you can about the program requirements, and to 
learn from the experience of others who have already been 
through this process. There are two great resources available 
to you on the Internet, the first is on the FCC website, and 
the other is for a TCB industry organization called the 
Telecommunications Certification Body Council (TCBC). 
Let’s start with the FCC.

THE FCC KNOWLEDGE DATABASE 

The FCC rules and regulations are famous for being complex 
and sometimes ambiguous, and it is hard to find all of the 
specific information and details that will help to ensure the 
compliance of your product. To help this situation, the FCC 
created the Knowledge Database (KDB) system (apps.fcc.gov/
oetcf/kdb/index.cfm), which is a part of the FCC website, 
in order to provide additional guidance and assistance 
to manufacturers, TCBs, test labs, and other interested 
stakeholders.

KDB publications are created by FCC staff members, and 
are intended to provide clearer guidance and explanations 
on specific topics, outside of the FCC rules and regulations. 
While the KDB is intended to assist the public in following 
FCC requirements, the KDB publications do not constitute 
FCC rules; the guidance is not binding on the FCC, and it 
will not prevent them from making a conflicting or different 
ruling on any issue that comes to them for resolution.

You can search for whatever topic you are interested in, 
with the available keyword search engine, or use the more 
advanced search options. Currently there are about 200 active 
KDB publications available, with popular topics such as the 
Permit-but-Ask procedure, DFS/UNII requirements, and test 
procedures. One warning; there doesn’t seem to be a logical 
order for the numbering system for the KDB publications and 
revision levels, so make sure you verify that you are utilizing 
the most current version, as updates can be frequent for 
certain categories. Most KDB documents have a 6-digit code, 
and if you know the code you can search for it by just using 
the code. Also know that you will usually have to reference 
several KDB publications to find all of the information or 
guidance you are seeking; it is not common to find everything 
in one document.

You may notice that there are two areas in the KDB, one is 
public and accessible by anyone on the Internet, but the other 
is restricted to TCBs only. The KDBs available on the public 
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site usually give FCC guidance or interpretation of the rules 
for a general category or technology, and do not cover specific 
applications or devices, because of rules on confidentiality.

THE TELECOMMUNICATIONS 
CERTIFICATION BODY COUNCIL

The TCBC is a not-for-profit industry consortium of TCBs, 
the FCC and other government regulators, accrediting 
bodies, test laboratories, equipment manufacturers, product 
developers, consultants, and other interested stakeholders. 
The purpose of the TCB Council, as stated on their website, 
is to “provide a forum for periodic dialogue between the 
FCC and the TCB’s and to facilitate on-going activities 
geared toward the improvement of TCB technical and 
administrative performance.”

The TCBC has a website (www.tcbcouncil.org) containing 
general information on the organization and benefits of 
joining. The members of this organization have a wealth of 
experience in all aspects of the TCB program, and members 
also have access to monthly conference calls with the FCC, 
training materials, and discounted registrations for the 
twice-yearly training workshops on the latest compliance 
requirements featuring presenters from the FCC, Industry 
Canada, the European Union, and other international 
government regulators, in addition to the TCBs.

Anyone that is interested can become a member of  
the TCB Council. Membership is extended to a company,  
and any employees of the member company can receive 
TCBC membership benefits without any additional cost. 
Any FCC designated TCB can join as a full TCB council 
member, and any other company of individual can join as 
an associate member.

My hope is you now have enough background for an 
understanding of the TCB program and requirements to get 
started on the certification process. You will still have a lot 
more to learn, but with the provided Internet resources you 
have connections to the sources that can help you to obtain 
FCC approvals for your products. 

INTERNET RESOURCES
FCC Telecommunications Certification Bodies (TCB) System
http://apps.fcc.gov/tcb/index.html
FCC Knowledge Database (KDB) System
http://apps.fcc.gov/oetcf/kdb/)

National Institute of Standards and Technology (NIST)  
EMC and Telecommunications Mutual Recognition  
Agreements (MRA)
http://gsi.nist.gov/global/index.cfm/L1-4/L2-16

American National Standards Institute (ANSI)  
Accreditation Services
http://www.ansica.org/wwwversion2/outside/ 
PROgeneral.asp?menuID=1 

American Association for Laboratory Accreditation (A2LA) 
http://www.a2la.org 

International Electrotechnical Commission (IEC)
http://www.iec.ch/

International Standards Organization (ISO)
http://www.iso.org

ANSI Document Store (ISO/IEC documents are available at the 
ANSI website)  
http://webstore.ansi.org/ansidocstore/default.asp

The Telecommunications Certification Body Council (TCBC)
http://www.tcbcouncil.org

Mark Maynard is a Director at SIEMIC, a 
global compliance testing and certification 
services firm with strategic locations worldwide. 
He is a Senior Member of the IEEE, and also 
on the Board of Directors for both the IEEE 
Product Safety Engineering Society and the 
Telecommunication Certification Body Council. 
Mark holds two degrees from Texas State University, a BS in 
Mathematics, and a BAAS in Marketing and Business. Prior to 
SIEMIC, he worked for over 20 years at Dell, in international 
regulatory compliance and product certifications, with various 
compliance engineering positions including wireless, telecom, 
EMC, product safety, and environmental design. He can be 
reached at mark.maynard@siemic.com.

Anyone that is interested can become a member of  

the TCB Council. Membership is extended to a company,  

and any employees of the member company can receive TCBC 

membership benefits without any additional cost. 

http://www.incompliancemag.com
http://www.tcbcouncil.org
http://apps.fcc.gov/tcb/index.html
http://apps.fcc.gov/oetcf/kdb/
http://gsi.nist.gov/global/index.cfm/L1-4/L2-16
http://www.ansica.org/wwwversion2/outside/PROgeneral.asp?menuID=1
http://www.a2la.org
http://www.iec.ch/
http://www.iso.org
http://webstore.ansi.org/ansidocstore/default.asp
http://www.tcbcouncil.org
mailto:mark.maynard@siemic.com


2015 Annual Reference Guide   In Compliance    167 

Telecom
/W

ireless

While wireless technology is now an integral 
component of a wide variety of manufactured 
products, factors unique to the medical device 

market have kept wireless from making inroads there. 
However, the tide is turning to the point where manufacturers 
can now offer wireless benefits to North American 
practitioners, patients and payers, as long as the medical 
device manufacturers can meet the standards established by 
different and unrelated regulatory bodies. 

This article will define the regulatory bodies involved, the 
criteria important to each of them, and the steps a medical 
device manufacturer needs to take to sell wireless medical 
devices in North America.

THE POWERS THAT BE

There are basically two regulatory bodies that impact 
compliance for wireless medical devices in the United States: 
the Food & Drug Administration (FDA) and the Federal 
Communications Commission (FCC).

All medical device manufacturers are familiar with the FDA 
regulations for placing a medical device on the US market. 
Although the agency was not known by its present name until 
1930, its roots go back to 1848, and its modern regulatory 
functions began with the passage of the 1906 Pure Food and 
Drugs Act. 

The FCC is no stranger to those of us who live here 
in the world of compliance. Since its formation by the 
Communications Act of 1934 “…for the purpose of 
promoting safety of life and property through the use of wire 
and radio communications” among other things, the FCC 
has established a broad base of rules and standards that have 
impacted virtually every American in one way or another.

Every medical device using wireless technology must comply 
with both the FDA and FCC requirements. As the primary 
function of the device is medical, the FDA requirements 
are considered primary with the FCC requirements 
considered supplementary. Both, however, are mandatory. 
The FDA expects a wireless product to comply with FCC 
requirements before its compliance with the FDA regulations 
is demonstrated.

Further, the FDA just recently updated its recommendations 
for medical devices using/integrating wireless technologies. 
While full compliance with the new regulations is not yet 
mandated, the agency has made it quite clear that it expects to 
see its recommendations addressed. 

FCC RULES OF COMMUNICATION 

As most In Compliance readers already know, typically a 
wireless medical device must follow the FCC rules particular 
to the type of wireless technology it employs. The rules 

Medical Devices in 
a Wireless World
What You Need to Know About  
Medical Device Manufacturing,  
Wireless Technologies and Compliance

BY IVAYLO TANKOV
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consider various frequencies, power and other radio features. 
The FCC’s main requirements for this product type are 
presented in Title 47 of the Code of Federal Regulations, 
which contains more than 100 parts; each part regulating a 
specific technology or combination of technologies using the 
same radio spectrum. 

The type and scope of testing will also depend on the type of 
radio used in a given device. Manufacturers can use the FCC 
pre-certified radio modules, which still require limited testing 
on the system level to show compliance of the finished device. 
Using them saves time and money. Alternatively, companies 
can design and manufacture their own radios to incorporate 
into a product, which will require a full scope of wireless 
testing to certify the radio and the product. 

THE FDA’S EXPECTATIONS

Every medical device is considered unique in its functionality 
and as such, needs to be evaluated individually to determine 
the best regulatory approach to take it to market. The 
FDA’s generic requirements apply to all devices, but the 
manufacturer and testing laboratory need to choose the most 
applicable technical standards to which the product will be 
tested. Each technology performs differently, and the choice 
of technology automatically impacts a product’s performance 
and also has bearing on the device’s security and susceptibility 
to interference from other electronic devices. Generally, the 
FDA mandates that a medical device be tested to satisfy the 
FDA’s and international minimal requirements for safety and 
electromagnetic compatibility (EMC). 

“Radio Frequency Wireless Technology in Medical Devices -  
Guidance for Industry and Food and Drug Administration 
Staff ” is the main document governing the use of wireless 
technology in medical devices. The document was originally 
published in 2007, and the most recent revision, published 
in August 2013, outlined several new recommendations for 
medical device manufacturers to follow. While at this point 
the recommendations are only suggestions, the FDA is on 
file as having urged manufacturers to demonstrate that they 
have considered the recommendations in their application for 
approvals. The specific recommendations suggest the medical 
device manufacturer:

1. Explain clearly why and how it selected a specific wireless 
technology. 

2. Prove that the quality of the wireless service has been 
considered. 

3. Show that its product can co-exist with other radio 
equipment in the vicinity without generating any 
problems; the intent being to minimize the possibility of a 
technology error where decisions about people’s well-being 
are made in an environment full of wireless cell phones, 
tablets and laptops. 

4. Illustrate how the security of wireless signals and data has 
been addressed to protect confidential patient information. 

5. Demonstrate how other electronic devices might interfere 
with the radio portion of the medical device; i.e. EMC 
performance of the wireless technology. 

6. Provide clear operations instructions in the user 
documentation for both the medical staff and patients. 

7. Offer detailed maintenance and care instructions for the 
medical device. 

The FDA also wants medical device manufacturers to perform 
risk management as part of their quality system under Title 21 
CFR Part 820. When preparing pre-market submissions for 
the FDA, manufacturers should know that in the risk-based 
approach to verification and validation section, the agency 
will expect to be given information about:
1. Quality of wireless service: With wireless technology, a 

medical device might experience a delay in administering 
or terminating therapy. This depends on how fast data 
is transferred back and forth between a medical device 
in question and other medical or IT infrastructure 
equipment. 

2. Wireless coexistence: A device’s radio channel might 
interfere with other wireless devices nearby. Multiple 
devices in a hospital use various wireless technologies and 
might interfere with each other on the radio portion of the 
spectrum. 

3. Security of wireless signals and data: When patient 
information is transferred over the air and is not properly 
encrypted, it can be intercepted. Unauthorized access or 
harmful interference (such as maliciously altering data) 
will compromise patient’s private records and might 
impact healthcare delivery. 

Every medical device is considered unique in its functionality 

and as such, needs to be evaluated individually to determine 

the best regulatory approach to take it to market. The FDA’s 

generic requirements apply to all devices
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4. EMC of the wireless technology: Yet another consideration 
is how susceptible a medical device’s interface is to the 
electromagnetic interference (EMI) from nearby devices 
that do not use radio transmission, such as computers. For 
example, a pacemaker worn by a patient might be affected 
by a PC of the nurse who is checking him in. 

INTERNATIONAL COMPLIANCE 

From an international perspective, medical devices are 
covered by the International Electrotechnical Commission’s 
(IEC) 60601 standard. IEC 60601-1 addresses basic safety and 
essential performance (BS&EP) criteria. The BS&EP criteria 
describe the product’s intended use and operation and any of 
its features or functions that might cause harm or injury to 
the users, patients and surroundings. Degradation of features 
and functions is allowed, provided it does not affect essential 
performance and safety of the product. 

In order to demonstrate compliance, the medical device 
manufacturer must develop a list of the product’s key 
functions and associated risks, and this list would be used to 
determine if the product is in a pass or fail status during and 
after the test. From this, the manufacturer will develop an 
essential performance document. During immunity testing, 
degradation of performance that affects essential performance 
would not be acceptable. Some examples of these situations 
include: 
•	 Changes in programmable parameters, 
•	 Distortion of image/data, 
•	 Change/interruption of intended operating mode,
•	 Unintended operation/movement, 
•	 Component failures, and
•	 False alarms. 

EMC TESTING ACCORDING TO  
IEC 60601-1-2

EMC testing according to IEC 6060-1-2 can be broken 
into two parts: emissions and immunity. The emissions test 
evaluates the RF energy the product emits, while immunity 
testing determines product performance according to its EP & 
BS criteria under the electromagnetic effects. All operational 

modes should be considered for testing in full or partially to 
determine compliance for the overall system. The summary of 
the EMC tests to be performed is listed below:

EMISSIONS (Class AB, Group 1/2)
•	 Conducted
•	 Radiated
•	 Harmonics
•	 Flicker

IMMUNITY (EP & BS, Life-Supporting/Non-Life 
Supporting)
•	 ESD
•	 Radiated Immunity
•	 Conducted Immunity
•	 Surge
•	 EFT/Burst
•	 Voltage Dips/Interrupts
•	 Magnetic Fields

Group 1: All equipment that does not fall into Group 2.

Group 2: All equipment that intentionally generates and uses, 
or only uses, radio-frequency energy in the range of 9 kHz to 
400 GHz in the form of electromagnetic radiation, inductive 
and/or capacitive coupling, for the treatment of material or 
inspection /analysis purposes.

Class A: Equipment suitable for use in all establishments 
except domestic and establishments directly connected to a 
low voltage power network supplying residential buildings.

Class B: Equipment suitable for use in domestic 
establishments and in establishments directly connected to a 
low voltage power supply network which services residential 
buildings.

Life Supporting or Non-Life Supporting: Based on this 
classification, some immunity test strengths would be higher 
for Life-Supporting equipment due to the inherent risks 
associated with the use of this equipment.

In order to demonstrate compliance, the medical device 

manufacturer must develop a list of the product’s key functions 

and associated risks, and this list would be used to determine if 

the product is in a pass or fail status during and after the test.
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Determining the correct product class and group is essential 
in that the limits for various classes and groups are defined 
differently in the standard. For example, conducted emissions 
limit (the main terminal disturbance voltage limit) between 
5-30 MHz for Class A, Group 1 product is 73 dB(µV)- Quasi 
Peak & 60 dB(µV)-Average. If the product is a Class B, Group 
1 type, the limit between 5-30 MHz is 60 dB(µV)- Quasi Peak 
and 50 dB(µV)-Average, regardless of the rated input power. 
The summary matrix of tests mandated by the IEC60601-1-2 
standard is featured in Figure 1. 

WHAT ELSE IS INVOLVED IN THE 
STANDARD?

The medical device manufacturer’s responsibility for EMC 
is not limited to testing. Per 60601-1-2, the product-related 
risks and warnings are to be clearly indicated and explained 
to the user, patient and others so they can take necessary 
actions to limit any interruption. Some warnings must  
be placed in an obvious location on the product itself and in 
related files and documentation. A summary is listed below:

Warnings & Markings:

•	 Non-ionizing radiation use for diagnosis or treatment

•	 ESD sensitive port

•	 Interference warning

•	 Minimum amplitude of the patient’s physiological signals 
and consequence of use below specified standard limits

•	 If tested in-situ, the list of frequencies tested and a warning 
that some frequencies specified by the standard were 
omitted due to the specifics of the in-situ testing

Environment Use:

•	 Shielded location,

•	 Domestic, hospital, etc. use,

•	 Potential electromagnetic site survey at the installation 
location, and

•	 An EMC site survey might be needed for EMC sensitive 
products; if EMC noise level is too high, preventive actions 
need to be taken. 

Limitation of Use:

•	 Use by healthcare professionals only

•	 Interaction with adjacent equipment 

•	 Distance to RF communication equipment (tables)

•	 Floor specification

•	 Mains power quality

•	 UPS use for respiratory devices

Safety Instructions for Accessories:

•	 Cable types and lengths

•	 Specifications for replacement parts of the manufacturer-
provided cables, accessories and components

Justification for Lower Immunity Levels:

•	 Due to physical, technological or physiological limits of the  
device; for example, Radiated Immunity tested at 1V/m 
between 150-160MHz. 

OTHER GLOBAL ACCESS 
CONSIDERATIONS

Above and beyond the above-mentioned considerations, 
medical devices also face the same hurdles as most every 
other product intended for sale in foreign markets. For 
example, the product will need to be designed to meet 
all mandatory base certifications and safety deviations 
peculiar to each individual country, which may be different 
from those in the US, Canada and EU. In addition, certain 
countries require the applicant to be a legal entity in that 
country, while some require the actual testing to be done in-
country, meaning manufacturers need to assure samples are 

60601-1-2
Magnetic 
Immunity

Radiated 
Immunity

ESD
Conducted 
Immunity

SURGE EFT/B DIPS & INT
Radiated 
Emissions

Conducted 
Emissions

Non Life 
Supporting

3 A/m 3 V/m

6/8 kV

3V

1 kV/2 kV 
DM, CM

1 kV/2 kV 
I/O, AC

0%V  
0.5 cycle  
& 5 sec

Class A/B, 
Group 1/2

Class A/B, 
Group 1/2

40%V  
5 cycle

Life 
Supporting 3 A/m

50 & 60 Hz
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3V 10V for 
ISM

70%V  
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Figure 1
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available in sufficient quantities and timeliness. Translation 
of user documentation can also pose problems. 

Further, some countries have specific EMC regulations that 
may have more stringent limits than the US, Canada or the 
EU, while other countries may not allow the use of certain 
radio frequencies.

The bottom line is that garnering international approvals 
can be difficult enough for any type of product; getting 
approvals for a medical device is only more difficult. However, 
choosing the right testing partner can help a medical device 
manufacturer lower its level of difficulty. The right testing 
laboratory will help a medical device manufacturer identify 
legal requirements and harmonized standards, make sure 
properly configured product samples are available, coordinate 
shipping, assure appropriate documentation and language, 
and execute pre-tests to assure compliance.

BRAVING THE NEW WIRELESS WORLD

While wireless technologies have opened up a seemingly 
unlimited world of potential, many medical device 
manufacturers face a delayed introduction for their products 
utilizing wireless technologies due to the additional 
compliance requirements. Unfortunately for those 
manufacturers, a delayed product launch in a hotly contested 
market such as that for medical devices can have severe 

downstream ramifications in terms of market adoption and 
acceptance, resulting in lower share-of-market opportunities 
and lost revenues.

The easiest way for medical device manufacturers to 
mitigate the likelihood of compliance-caused launch delays 
is to involve the testing laboratory as early in the product 
development cycle as possible. While the product is still 
in the concept stage a testing laboratory can advise the 
manufacturer about the general regulatory requirements and 
suggest wireless technology options suitable from the point 
of view of technical certification. When the manufacturer 
has a clear idea of what the product looks like, the test 
lab can determine exact requirements based on technical 
specifications. This approach introduces a significant degree 
of confidence into the regulatory compliance process, 
increasing the odds that the product passes the tests and gets 
to market on time and on budget. 

Ivaylo Tankov is Director of Competence 
Center, Information and Communication 
Technologies (ICT) and Wireless Products  
at TÜV Rheinland. Tankov’s focus is on  
ICT and use of licensed and unlicensed 
wireless technologies in manufacturing, 
commercial products, consumer electronics 
and healthcare sectors.
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market-driven standardization has been instrumental 
in its success. It’s a cycle of synergistic innovation and 

market growth that has been spinning for decades.

Ethernet has become entwined with almost every pattern 
and process of every-day life around the world. Whether a 
personal computer (PC) has a direct connection to a router 
or an indirect connection through a “Wi-Fi®” access point, it 
is highly likely that Ethernet is providing the connection to 
the Internet. In one way or another, Ethernet networks are 
used in, or in support of, data centers, PCs, laptops, tablets, 
smartphones and now, power infrastructure and smart meters, 
personal medical devices, the Internet of Things, connected 
cars and a sprawling array of established and emerging 
technologies. The Internet, Wi-Fi, Big Data, cloud computing, 
in-vehicle networking and infotainment, the smart grid, 
computer gaming, eHealth and numerous other high-tech 
applications all are supported by Ethernet—oftentimes, 
imperceptibly so.

As Bob Metcalfe, Ethernet co-inventor and now  
Professor of Innovation at The University of Texas at  
Austin, described at the Ethernet Alliance blog in August 
2013: “Ethernet began as a very high-speed packet-switching 
local area network (LAN) for extending the Internet into 
buildings to reach personal computers and their servers.  
However, Ethernet has been evolving and re-invented 

for some 40 years, making it so much more than just a 
networking technology or a means for connecting computers 
together. At its heart, Ethernet is a brand—an innovation 
brand. Brands make promises, so it’s entirely appropriate to 
ask what promises Ethernet makes … such as the promise 
of openness, interoperability, and higher speeds at lower costs. 
Ethernet’s promises also come in the form of open (de) jure 
standards; owned rather than open source implementations; 
and fierce competition but interoperability among competing 
products. It also means preservation and backward 
compatibility with the installed base and the rapid 
evolution of IEEE standards based on market engagement. 
Long live Ethernet!”1

Market-driven development and refinement of the 
IEEE 802.3™ “Standard for Ethernet” has been, and continues 
to be, integral to Ethernet’s ongoing innovation, allowing 
increasingly complex technologies to be cost-effectively 
developed and deployed. A full-fledged, standards-driven 
ecosystem has flourished around Ethernet over its 40 years 
on the scene. Serving this is a standards development 
community, its participants being driven by real-world 
marketplace needs to take the technology to places and 
capabilities that its creators could not have possibly imagined.

1. http://www.ethernetalliance.org/blog/2013/08/22/ethernet-for-
the-ages-a-discussion-with-bob-metcalfe/

Market-driven 
Standardization  
and IEEE 802.3™ 
Ethernet Innovation
BY DAVID LAW

http://www.incompliancemag.com
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STANDARDIZATION’S ROLE IN  
ETHERNET’S SUCCESS

Ethernet has already penetrated a wide swath of the various 
ways humanity lives, works and plays. The technology’s 
applications continue to diversify and grow. In fact, Ethernet 
is so pervasive and dependable that its presence is increasingly 
overlooked. Ethernet has become an invisible, enabling 
infrastructure of every-day life in developed and developing 
areas of the globe.
 
Standardization is a key and long-running narrative within 
Ethernet’s rich history. Seven years after the concept of 
Ethernet technology was first documented, IEEE started 
Project 802 (1980) to standardize local area networks 
(LANs), and 10 years after the idea, on 23rd June 1983, IEEE 
802.3 “Standard for Ethernet” (http://standards.ieee.org/
findstds/standard/802.3-2012.html) was first approved as an 
IEEE standard. Over the three decades since, IEEE 802.3 has 
evolved from its roots of standardizing connectivity devices 
inside a LAN to deliver increased capacities and connect 
more devices, users, media and protocols across more types 
of networks. 

Throughout the years, IEEE 802® has blossomed into a 
family of standards that, along with a host of others from 
other standards-development organizations (SDOs), are 
foundational to the Internet. The IEEE 802.3 Ethernet 
standard, the IEEE 802.11™ wireless local area network 
(WLAN) standard2 (the basis for Wi-Fi), the International 
Telecommunication Union (ITU) Optical Transport Network 
(OTN) standards and the 3rd Generation Partnership Project 
(3GPP) standards—layered upon by the Internet Engineering 
Task Force (IETF) Internet Protocol (IP) standards—are 
among those that provide the communications foundation of 
the Internet we know today. Application-level standards such 
as browser standards from the World Wide Web Consortium 
(W3C) as well as e-business and web service standards 
from the Organization for the Advancement of Structured 
Information Standards (OASIS) figure prominently in the 
Internet, as well.

The technological advancements for the Internet resulting 
from collaboration of those SDOs have been no less 
than historic. Today, regardless of where you are in the 
world, connecting a device to the Internet is an easy and 
familiar process. The consistent interoperability enabled 
by IEEE 802.3 and other standards comprise a big reason 

2. IEEE 802.11™-2012 “Standard for Information technology-
Telecommunications and information exchange between systems 
Local and metropolitan area networks-Specific requirements 
Part 11: Wireless LAN Medium Access Control (MAC) and 
Physical Layer (PHY) Specifications”

why. Fundamentally, new ways in how societies live, work and 
play—border-crossing e-commerce, information sharing and 
community operations, etc.—have emerged with the Internet’s 
proliferation. Business models that didn’t exist before now 
exist because of the Internet. A brand-new engine for 
worldwide economic opportunity has been established. The 
Internet works because of an array of complementary, market-
driven standards, and the result is that billions of people 
around the world have been positively impacted. 

The success story of Internet standardization speaks to 
the necessity of borderless collaboration in accelerating 
innovation. Across traditional national and technical borders, 
the global engineering community—driven by customer 
desire and market opportunity—has collaborated in creating 
the standards and technologies on which today’s Internet 
continues to thrive.

Such an environment demands global coordination building 
on and/or harmonizing with each other’s efforts wherever 
possible—if return on industry investment in standards is 
to be maximized and innovation is to be accelerated. Such 

+1 703 847-4700   sales@acbcert.com

Wireless Certifications

American Certification Body 
Global Wireless Compliance

acbcert.com

JAPAN

http://standards.ieee.org/findstds/standard/802.3-2012.html
http://standards.ieee.org/findstds/standard/802.3-2012.html
mailto:sales@acbcert.com
http://acbcert.com
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SDO collaboration has certainly taken place in Ethernet 
standards development. 

IEEE 802.3 maintains key relationships with the International 
Organization for Standardization (ISO), ITU, the Optical 
Internetworking Forum (OIF) and Telecommunications 
Industry Association (TIA). The symbiotic cooperation 
among those standards communities has ensured standards 
innovation in Ethernet keeps moving forward. It is a complex, 
layered system of standards built upon standards. As just 
one example of many, ISO/IEC 11801 “Generic cabling for 
customer premises standard specifies cabling referenced 
throughout the IEEE 802.3 standard, but this standard, 
in turn, is built upon the wire and connector standards 
of the International Electrotechnical Commission (IEC). 
And many standards are built on the IEEE 802.3 Ethernet 
standards; one such example is IEEE 1904.1™ “Standard 
for Service Interoperability in Ethernet Passive Optical 
Networks (SIEPON)” (http://standards.ieee.org/findstds/
standard/1904.1-2013.html).

MARKET-DRIVEN, GLOBALLY OPEN

Collaboration among standards organizations is central to the 
market-driven model of standards development and adoption 
that has fueled Internet innovation. 

In 2012, five standards organizations—IEEE, the Internet 
Architecture Board (IAB), IETF, the Internet Society and 
W3C—worked together to document the market-driven 
standardization principles that have fueled the Internet’s 
success and consolidate them in an easily extendible 
paradigm. The “OpenStand” principles are:

 y respectful cooperation among standards organizations, 
“whereby each respects the autonomy, integrity, processes, 
and intellectual property rules of the others;”

 y adherence to the principles of due process, broad 
consensus, transparency, balance and openness; 

 y “collective empowerment,” which encompasses a 
commitment by standards organizations to strive for 
“standards that are chosen and defined based on technical 
merit, as judged by the contributed expertise of each 
participant; provide global interoperability, scalability, 

stability, and resiliency; enable global competition; serve as 
building blocks for further innovation; and contribute to 
the creation of global communities, benefiting humanity;”

 y availability of standards “to all for implementation and 
deployment;” and

 y voluntary adoption of standards, the success of which “is 
determined by the market.”

INCESSANT INNOVATION

In the case of the IEEE 802.3 Ethernet family, it is the IEEE-
SA that has provided the globally open forum through which 
standards innovation thrives. It is the open and transparent 
development process through which the standards come 
to exist that is the common, lasting factor in the decades of 
success that IEEE 802.3 Ethernet has demonstrated.

A proven, formal, rigorous process underpins development of 
IEEE 802.3 and other IEEE standards. 

Consensus, due process, openness, right to appeal and 
balance are the building blocks on which the IEEE-SA 
process is built. Balloters on a draft IEEE standard vote to 
approve, disapprove or abstain; every comment received by 
the standards-development project’s working group must 
be considered, and a 75-percent response from the ballot 
group—with 75 percent of those voting to approve—is 
required for the standard to be approved.

Participation in the development of an IEEE 802 standard 
is open to anyone globally, with all stakeholders invited to 
directly participate in the process. In the case of IEEE 802.3, 
thousands of individuals from markets around the globe have 
participated in the creation and refinement of the standards 
family. Often, those individuals have been affiliated with 
competitors. Individuals affiliated with both well-established 
and startup companies alike have participated.

The IEEE 802.3 Ethernet standard has steadily evolved in 
response to changing market needs. There is the never-ending 
demand for increased bandwidth, as well as the move from 
half duplex to switched operation. Along with this, IEEE 802.3 
progressed to support the large installed base of telephony-

The IEEE 802.3 Ethernet standard has steadily evolved in 

response to changing market needs. There is the never-ending 

demand for increased bandwidth, as well as the move from 

half duplex to switched operation. 

http://www.incompliancemag.com
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type wiring as well as single mode and multimode fiber, and 
more recently backplanes, and point-to-multipoint fiber 
in passive optical networks (PON). There has been market 
demand for additional functionality; Power over Ethernet 
(PoE) and energy-efficient Ethernet (EEE) are two prime 
examples. IEEE 802.3 continues to grow into subscriber 
access, into data centers and now into automotive and 
industrial applications. Application areas such as smart grid, 
supercomputing, mobile-communications infrastructure, 
healthcare and medical-device communications as well as 
entertainment are fast-growing areas for IEEE 802.3 Ethernet.

Innovation in the standards family is incessant. For example, 
three new standards-development projects as well as an IEEE-
SA Industry Connections activity—all intended to expand the 
capabilities and relevance of IEEE 802.3—were announced in 
January 2014:

 y The IEEE P802.3br Interspersing Express Traffic project 
(http://standards.ieee.org/develop/project/802.3br.html) 
is addressing the market need in emerging IEEE 802.3 
Ethernet application areas such as audio/video, automotive, 
industrial automation and transportation (aircraft, railway 
and heavy trucking) to cost-effectively converge low-
latency and best-effort traffic streams on the same physical 
connections. 

 y PoE continues to be a fast-growing application space for 
the IEEE 802.3, and two standards-development projects 
are underway to enhance its capabilities and efficiency. The 
IEEE P802.3bt DTE Power via MDI over 4-Pair project 
(http://standards.ieee.org/develop/project/802.3bt.html) is 
underway to deliver the boosts in PoE power and efficiency 
that are sought in areas such as pan/tilt/zoom security 
cameras, Internet Protocol (IP) videophones, kiosks, point-
of-sale (POS) terminals, thin clients, multi-radio wireless 
nodes and access points, laptop computers, radio frequency 
identification (RFID) readers and building management. 
The IEEE P802.3bu 1-Pair Power over Data Lines project 
(http://standards.ieee.org/develop/project/802.3bu.
html) meanwhile, is extending PoE to single-pair data 
interfaces. The availability of power on the single-pair data 
interface would remove the need for separate power wiring 
for applications in emerging Ethernet markets such as 
automotive, transportation and industrial automation.

 y Access is one of those application spaces for which Ethernet 
was not originally intended. It has gradually evolved 
and is now widely deployed. Ethernet Passive Optical 
Network (EPON) infrastructure is popular for a number 
of applications, including residential and commercial 
subscriber access (for voice, video and data) and mobile 
backhaul, and equipment vendors and network operators—
especially in Asia and North and South America—are 
interested in exploring the technologies available for the 
next generation of EPON. Consequently, the IEEE 802.3 
Industry Connections NG-EPON Ad Hoc (http://www.
ieee802.org/3/ad_hoc/ngepon/index.html) has been 
launched to explore the market potential and technology 
options for a next generation of Ethernet Passive Optical 
Networks operating at data rates beyond 10 Gigabit per 
second (10Gbps). IEEE-SA Industry Connections activities 
such as these are valuable to industry because they allow 
like-minded organizations and individuals to come 
together quickly, effectively and economically to build 
consensus at strategic points in a technology’s lifecycle, 
perhaps even before that technology area is ready for formal 
standardization.

The IEEE 802.3 Ethernet standards make an ideal case study 
in the context of OpenStand, as they are constantly evolving 
and expanding as driven by real-world market needs and are 
openly developed and deployed/accepted on a global scale. 

David Law is a distinguished engineer for 
HP Networking and has worked on the 
specification and development of Ethernet 
products since 1989. In this role, Law has held 
a number of leadership positions as a member 
of the IEEE 802.3 Ethernet Working Group. 
He served as the vice-chair of IEEE 802.3 
from 1996 to 2008 and in 2008 was elected to chair of IEEE 
802.3. Law has been a member of the IEEE-SA Standards 
Board since 2005 and is also chair of the IEEE-SA Standards 
Board Patent Committee (PatCom). Law has received several 
awards, including the IEEE-SA Standards Medallion in 2000, 
IEEE-SA Standards Board Distinguished Service Award in 
2009 and IEEE-SA International Award in 2012. Law holds a 
Bachelor of Engineering (Honours) in Electrical and Electronic 
Engineering from Strathclyde University in Glasgow, Scotland.

The IEEE 802.3 Ethernet standards make an ideal case study in 

the context of OpenStand, as they are constantly evolving and 

expanding as driven by real-world market needs and are openly 

developed and deployed/accepted on a global scale. 
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AK-40G Antenna Kit

A.H. Systems AK-40G Antenna 
kit with a 
frequency 
range of  
20 Hz –  
40 GHz 
provides all 
the reliable 
antennas, 
current 
probes, and 
cables needed 
to satisfy a wide array of customer 
requirements. Each kit contains a 
tripod, azimuth and elevation head 
and a tripod carrying case. All with 
next-day, on-time delivery. Visit our 
web site at www.AHSystems.com 

A.H. Systems, Inc.
tel: 818-998-0223

sales@ahsystems.com
www.ahsystems.com

Rent EMC Compliance 
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Save time 
and money 
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stock and calibrated. Friendly and 
knowledgeable team, ISO 17025 
accredited lab, and largest stock 
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available to support all your needs. 
Contact us today! 
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Tel: 800-404-ATEC (2832)
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AMETEK CTS: 
Comprehensive EMC 

Experience

With four product brands, EM 
Test, Teseq, MILMEGA and IFI, 
AMETEK now offers the world’s 
most comprehensive solutions for 
all of your EMC and RF amplifier 
requirements.  Look for us at 
upcoming tradeshows where we 
will showcase our latest products: 1 
booth, 4 brands – your success!

AMETEK Compliance Test 
Solutions

Tel: 732-417-0501
usasales.cts@ametek.com

www.ametek-cts.com

AR and MVG Partner to 
Provide Turnkey Solutions

AR brings its brand name, 
experience, and extensive line of 
EMC and RF/Microwave products 
to marry 
with MVG 
installation 
expertise 
and 
diverse 
product 
range, 
starting 
with MVG-EMC shielded rooms and 
absorbers, to deliver quality, high 
performance turnkey products for 
EMC and other markets.

AR
Tel: 215-723-8181
info@arworld.us

http://bit.ly/ARandMVG

For Your Shielding Needs

AP Americas, a subsidiary of the 
Albatross Projects Company, GmbH, 
has over 50 experience years as 
a leading supplier of absorber 
materials and test chamber solutions 
to the RF shielding, EMC-MW test 
markets. Offering turnkey solutions 
and inspiring systems designed to 
fulfill your shielding needs.

Mark Miles
1500 Lakeside Parkway

Suite100-B
Flower Mound, TX 75028 USA

Tel: 972-295-9100
info@apamericas.com
www.apamericas.com
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Custom Solutions for 
Interference Control

ARC Technologies, Inc. offers a 
complete range of standard and 
custom absorber products providing 
solutions for RF/EMI problems 
facing today’s 
commercial 
and Defense 
industry 
engineers.

NEW Products and Services: 
• In-House Focused Beam System 
• AC2ES, clear conductive 

electromagnetic shielding film 
• High frequency materials for 

automotive radar and autonomous 
vehicle performance 

ARC Technologies, Inc.
(978)388-2993

sales@arc-tech.com 
www.arc-tech.com
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mailto:sales@arc-tech.com
http://www.arc-tech.com
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MIL-STD-188-125 HEMP  
Filters

Captor HEMP filters enhance our 
proven and reliable lines of  
EMI filters, 
TEMPEST 
filters and 
Feedthru 
capacitors. 
Captor  
HEMP filters 
have been 
tested and meet the requirements  
of MIL-STD-188-125-1 and -2.  
Call Captor to discuss the solution to 
your EMI/EMP problems.

Captor Corporation
tel: 937-667-8484

sales@captorcorp.com
www.captorcorp.com

Chomerics Web Resources 

Parker Chomerics is a manufacturer 
of EMI shielding, thermal 
management, optical display 
enhancement and protection, 
and engineered thermoplastics. 
EMI shielding products include 
gaskets, coatings, compounds, 
vents, windows, conductive plastic, 
tapes, EMI testing, and microwave 
absorbers. Thermal products include 
insulator pads, gap fillers, adhesive 
tapes, grease, flexible heat spreaders 
and phase change materials. 

Chomerics 
a Division of Parker Hannifin

tel: 781-935-4850
chomailbox@parker.com

www.chomerics.com
www.parker.com

sales@comtestengineering.com
www.comtestengineering.com

Controlled Electromagnetic 
Environments

• Anechoic chambers
• Anechoic chamber upgrades
• Reverberation chambers
• RF shielded rooms & doors

EMC Simulation Software 
from CST

CST is a world leader in computer 
simulation of radiated emissions and 
susceptibility. 
CST EMC 
STUDIO® is 
a specialized 
software 
package for 
analyzing 
EMC at both 
component 
and system level. The solvers and 
tools are built on from the mature 
technology of CST STUDIO SUITE and 
CST BOARDCHECK.

CST 
Computer Simulation Technology

Tel: 508-665-4400
info@cst.com
www.cst.com

TAILOR MADE SOLUTIONS FOR 
YOUR UNIQUE APPLICATION

Advanced EMI/RFI
Absorber Materials and 

Anechoic Chambers 

T: 717.263.4101  
CumingLehman.com

http://www.incompliancemag.com
mailto:sales@captorcorp.com
http://www.captorcorp.com
mailto:chomailbox@parker.com
http://www.chomerics.com
http://www.parker.com
mailto:sales@comtestengineering.com
http://www.comtestengineering.com
mailto:info@cst.com
http://www.cst.com
http://www.apfepoxy.com
htp://cuminglehman.com
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ED&D – Certified Product 
Safety Equipment

ED&D, 
incorpo-
rated in 
1990, is a 
world-
leading 
manu-
facturer 
of industrial test equipment for 
product safety applications. Products 
are made in accordance with many 
national or international standards, 
such as IEC, CE, CSA, UL, VDE, MIL, 
EN, ASTM. In addition, our ISO 17025 
calibration services fully certify our 
products and recalibrations.

Educated Design & 
Development, Inc. (ED&D)
Domestic: 800-806-6236

International: 1-919-469-9434
info@productsafet.com
www.productsafet.com

EM Test‘s New  
Four-Quadrant  

Battery Simulator
EM Test, a unit of AMETEK 
Compliance Test Solutions, has just 
announced their 
unparalleled new 
battery simulator for 
testing automotive 
electronics from -15V 
to +60V, 300A peak.  
It features very low 
source impedance, 
DC to 150kHz full 
power bandwidth 
and four-quadrant, bipolar operation 
and includes a built-in arbitrary 
waveform generator.

AMETEK Compliance Test 
Solutions

Tel: 732-417-0501
usasales.cts@ametek.com

www.emtest.com

Next Generation 
Power Amplifiers

Empower RF Systems is delivering 
on a “size / weight / performance” 
agenda that provides customers with 
high power amplifier alternatives.  

Our next generation amplifier 
building blocks  -  1 kW in a 5U 
chassis and 500W in a 3U chassis  -  
are market 
released 
and 
additional 
platforms 
are on the 
way.

Empower RF Systems 
sales@empowerrf.com 

Tel: 310-412-8100
www.EmpowerRF.com

Calibration PlusTM  
Saves Time and Money

Manage calibration and repair 
of your antennas, probes, LISNs 
and more, with ETS-Lindgren’s 
Calibration Plus!TM You get a  
custom-
ized 
program 
with 
priority 
schedul-
ing, 
special 
pricing, 
signed Certificates of Conformance, 
and archived records. All work is 
performed in our A2LA accredited lab. 
Details: www.ets-lindgren.com/
maintenance 

ETS-Lindgren
tel: 512-531-6400

info@ets-lindgren.com
www.ets-lindgren.com

incompliancemag.com

CHOOSE FROM ANY OF OUR 
FIVE ENEWS TOPICS AND 
SIGN UP FOR THE INFO THAT 
MATTERS TO YOU MOST! 

The World in Compliance
A biweekly report on  
the latest compliance  
news, standards updates, 
and more!

eProduct Showcase
A monthly engineering 
exploration of current 
products, services,  
and events.

TechConnect
Connecting you with 
innovative solutions via 
technical whitepapers and 
application notes.

The Weekly Recall
Stay alert with our weekly 
notification of electronic  
and electrical related  
product recalls.

On the Wire 
What’s trending – latest 
innovations and inspiration 
for all things electrical 
engineering.

/subscribe

mailto:info@productsafet.com
http://www.productsafet.com
mailto:usasales.cts@ametek.com
http://www.emtest.com
mailto:sales@empowerrf.com
http://www.EmpowerRF.com
http://www.ets-lindgren.com/maintenance
mailto:info@ets-lindgren.com
http://www.ets-lindgren.com
http://incompliancemag.com/subscribe
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High Transmission Quality 
Telecom Surge CDN’s

The F-130814-1004 high 
transmission quality telecom Surge 
CDNs 
couple 
1.2 x 50μs 
and 8 x 
20 μs EN 
61000-4-
5 surges 
onto high 
speed 
telecommunications lines of the 
Equipment Test and decouples the 
surge from the Auxiliary Equipment 
port. The design avoids under testing 
that could result in a false positive.

Fischer Custom  
Communications, Inc.

tel: 310-303-3300
www.fischercc.com

New AXOS8 – Compact 
Immunity Test System

The new AXOS8 integrates all of the 
best features of a modern conducted 
immunity 
test system 
into one 
single user-
friendly and 
economic 
solution. It 
combines 
7 kV Surge 
Combination Wave, 7 kV Ring Wave, 
7 kV Telecom Wave, 5 kV EFT/Burst 
or Dips & Interrupts, along with an 
integrated single-phase coupling / 
decoupling network.

HAEFELY HIPOTRONICS
Tel: 845-230-9240

emcsales@hipotronics.com
www.hipotronics.com

EMC-PARTNER 
IMU 3000 & IMU 4000

HV TECHNOLOGIES offers a line of 
customizable, transient immunity 
generators with 
EMC-Partner’s 
IMU3000 and 
IMU 4000. Each 
features a 7” 
color touch 
panel display, 
rotary knob, and 
NEW TEMA3000 
software. Complies with IEC and ANSI 
standards.  Buy only the modules you 
need now. You, the user, can easily 
upgrade with additional modules 
at any time, using only a screw-
driver. ESD, EFT, SURGE, AC&DC 
Dips/interrupts, and Common- and 
Differential-Modes.  Fully supported 
and serviced by HVT TECHNOLOGIES.

HV TECHNOLOGIES, Inc.
Tel: 703-365-2330 

emcsales@hvtechnologies.com
www.hvtechnologies.com

IFI’s Solid State Pulse 
Amplifier

Instruments for Industry (IFI), a 
unit of AMETEK Compliance Test 
Solutions, 
now offers a 
dual-mode, 
solid-state 
amplifier  that 
combines 
continuous 
(CW) and 
pulse (P) 
operating 
modes.  The new S31-500-900P 
amplifier has been optimized for 
performing 600 V/m radar pulse 
radiated immunity testing in the 0.8 
GHz to 3.1 GHz band.  

AMETEK Compliance Test 
Solutions

Tel: 732-417-0501
usasales.cts@ametek.com

www.ifi.com

EMC Compliance Testing 
with Keysight

Keep your test queue flowing 
with the Keysight  N9038A MXE, a 
standards-compliant EMI receiver 
and diagnostic signal analyzer built 
on an upgradeable platform. Fully 
test devices up to 44 GHz with 
outstanding accuracy and sensitivity, 
backed by Keysight’s reliable 
customer service and standard 
3-year warranty. Learn more at 
www.keysight.com/find/testq. 

Keysight Technologies
tel: 800-829-4444

contact_us@keysight.com
www.keysight.com

Fair-Rite Products Corporation 
will Design your custom ferrite 
component with our state-of-the-
art machine shop, 
Develop a robust 
process with our 
strong engineering 
team, and Deliver 
a cost-effective solution. Fair-Rite 
is committed to providing quality 
products in all markets, including 
EMI suppression, Power and 
Antenna/RFID. 

Whatever your need,  
Fair-Rite is Your Signal Solution.

Fair-Rite Products Corporation
tel: (845) 895-2055
www.Fair-Rite.com 

http://www.incompliancemag.com
http://www.fischercc.com
mailto:emcsales@hipotronics.com
http://www.hipotronics.com
mailto:emcsales@hvtechnologies.com
http://www.hvtechnologies.com
mailto:usasales.cts@ametek.com
http://www.ifi.com
http://www.keysight.com/find/testq
mailto:contact_us@keysight.com
http://www.keysight.com
http://www.Fair-Rite.com
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MILMEGA’s Amplifiers 
Modules and Kits

MILMEGA, a unit of AMETEK 
Compliance Test Solutions, offers 
solid state microwave amplifiers from 
80 MHz to 6 GHz with power output 
from 25 to 1000 watts. Modules 
and kits with bandwidths ranging 
from 800 MHz to 6 GHz and power 
outputs 
from 1 W 
to 230 W 
are also 
available. 
These 
light weight modules are highly 
reliable and compact in size, 
making them ideal for  a range of 
applications.

AMETEK Compliance Test 
Solutions

Tel: 732-417-0501
usasales.cts@ametek.com

www.milmega.co.uk

MuShield Custom Magnetic 
Shielding Enclosures 

For over 
50 years, 
The 
MuShield 
Company, 
Inc. has 
been a 
leading 
manufacturer of custom magnetic 
shielding enclosures. An ISO-
9001:2008 certified company, 
MuShield guarantees a high quality 
manufactured product which will 
meet or exceed your requirements 
for EMI Shielding and design. 

The MuShield Company, Inc. 
tel: 603-666-4433 x 21 

fax: 603-666-4013
info@mushield.com 
www.mushield.com 

Six Facilities and Counting

Northwest EMC’s newest facility in 
Plano Texas is an 18,000 Sq ft facility 
featuring a 10 meter chamber with 
a full complement of immunity and 
wireless testing capabilities.  Coupled 
with modern facilities and automated 
test methodologies, Northwest EMC 
offers the most accurate and efficient 
testing available anywhere.  Visit us 
in Texas! 

Northwest EMC, Inc.
Tel: 888-367-2378
www.nwemc.com

OKAYA New Products LV & SV

Electrical characteristics:
• Max. Discharge Current 5000A (8/20μs)
• Voltage protection level 1500V max  

(at AC250VProduct)
• Surge Current Life 1000A (8/20μs)

Approx 500 times
• UL1449-3 Type 2 (permanent connect)
• cUL: C22.2 No8    IEC61643-1  

EN61643-11

Applications: 
• Motion control 
• Inverter or servomotor control 
• Industrial machine
• Robot
• And more

Okaya Electric America, Inc.
tel: 219-477-4488
www.okaya.com

mailto:usasales.cts@ametek.com
http://www.milmega.co.uk
mailto:info@mushield.com
http://www.mushield.com
http://www.nwemc.com
http://www.okaya.com
http://lubrizol.com/engineered-polymers
http://www.reliantemc.com/IEEE
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NEW EMI/Environmental 
Connector-Seal

Spira’s NEW Connector-Seal gaskets 
are available in  front-mount or 
standard configurations, providing 
excellent EMI/Environmental 
protection! Our 
unique patent-
pending design 
includes a rigid 
layer between 
either silicone 
or fluorosilicone 
sealing, and 
includes our 
patented spiral gasket for excellent 
EMI shielding. Provides extremely 
durable and reliable one atmosphere 
environmental sealing for flange-
mounted connectors. Contact us for 
information and a free sample!

Spira Manufacturing Corporation 
tel: 818-764-8222
fax: 818-764-9880

info@spira-emi.com
www.spira-emi.com/whatsnew

 � Automated Test Systems

 � SW Automation & Control

 � Antennas

 � Custom Integration

 � Anechoic Chambers

 � RF & Microwave Absorber

 � Ferrite Tiles

 � Video Monitoring

Teseq’s Unique ESD 
Simulator

Teseq, a unit of AMETEK Compliance 
Test Solutions, has enhanced its 30 
kV NSG 
438 ESD 
simulator 
with the 
world’s first  
color touch 
display, 
easily 
allowing 
changes 
to settings and features right on the 
pistol. It features a unique activity 
log and a powerful battery for 30 
thousand pulses at 30 kV.

AMETEK Compliance Test 
Solutions

Tel: 732-417-0501
usasales.cts@ametek.com

www.tesequsa.com

Lightning Test System
The Thermo 
Scientific Lightning 
Test System (LTS) 
provides a modular 
test platform based 
on the requirements 
of RTCA DO-160G 
Section 17 (Voltage 
Spikes) and Section 
22 (Lightning 
Induced Transient 
Susceptibility), 
EUROCAE, Boeing, 
Airbus and others. LTS is available 
configured for Level 3, Level 4, or Level 5, 
and delivers all required and optional DO-
160 waveforms (1-5A, 5B and 6H). The LTS 
system includes all couplers and probes 
required for quick and easy testing and 
monitoring of results. Testing with the LTS 
insures repeatable, reproducible test results 
while virtually eliminating tester set-up 
time. The LTS significantly reduces total test 
time resulting in significant cost savings.

Thermo Fisher Scientific 
Tel: 978-935-9337

www.thermoscientific.com/esd

Schlegel Electronic 
Materials, Inc. Can Help!

Are you looking for an EMI FOF 
Gasket, Thermal Interface Materials, 
Conductive Fire rated foams 
XYZ, Tapes, Elastomers, BeCu 
Fingerstock, Elastomers, Shielded 
Cans, Transformers (Power and 
LEDs), Shielded Windows, Special 
die cut parts or Honeycomb Vent 
Panels Products?  Schlegel Electronic 
Materials, Inc…can help you! 

Schlegel Electronic Materials, Inc.
tel: 585-643-2000

www.schlegelemi.com

http://www.incompliancemag.com
mailto:info@spira-emi.com
http://www.spira-emi.com/whatsnew
mailto:usasales.cts@ametek.com
http://www.tesequsa.com
http://www.thermoscientific.com/esd
http://www.schlegelemi.com
http://ww.siemic.com
mailto:info@siemic.com
http://www.tdkrfsolutions.com
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Global Market Access 
E-Book from TÜV SÜD!

TÜV SÜD’s Global Market Access 
e-book presents key market-
entry requirements for quick 
access to global markets. This is 
a comprehensive guide about 
regulatory 
requirements 
in key 
markets, 
backed with 
tips from the 
experts about 
how TÜV SÜD 
can help. 

Download the E-Book at  
www.tuv-sud-america.com/GMAeBook.

TÜV SÜD
Tel: 800-888-0123
info@tuvam.com

www.tuv-sud-america.com

No Job Too Large or Too Small!

Shielding the World Since 1972
Celebrating Our 42nd Year Anniversary

• Offering Complete Turn-Key 
Solutions for the EMC Industry

• Pre-fabricated RF Enclosure 
design allows for rapid installation

• Solutions are fully customizable 
to meet the needs of clients

Universal Shielding Corp.
20 West Jefryn Blvd.
Deer Park, NY  11729
tel: 800-645-5578

info@universalshielding.com
www.universalshielding.com

clas·sic  (klăs ĭk)
adj. 
5. Having historical or literary associations

DELIVERING CLASSIC CONTRIBUTIONS
Where engineers turn for information, 

education, and inspiration.

incompliancemag.com

http://www.tuv-sud-america.com/GMAeBook
mailto:info@tuvam.com
http://www.tuv-sud-america.com
mailto:info@universalshielding.com
http://www.universalshielding.com
http://incompliancemag.com
http://education.tuv.com/product-safety/compliance-for-start-ups


The In Compliance Directory is a single source to onnect you with solutions providers from 
around the globe that off er products, resources, and services for electrical engineers.

incompliance-directory.com

Advanced 
Search Options

Search your way! 
• Product Category 
• Industry
• Company Type
• Geography
• Keyword Search

Quick 
Connections 

Quickly and easily 
identify potential solution 
providers, learn more about 
each company, 
and place an inquiry 
directly from the site!

User-friendly 
Design

A simple clutter-free 
design puts the emphasis on 
the information that matters 
most. Easy to use and easy 
to fi nd what you need! 

Where engineers turn for information, 
education, and inspiration.

http://incompliance-directory.com
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Antennas

Antenna Couplers
AP Americas Inc.

AVX Corporation

CST AG

CST of America

dB Instruments Co.

M.C. Global Access LLC

Mag Daddy, LLC

Structural Anchor Supply

Antenna Masts
AP Americas Inc.

dB Instruments Co.

Electronic Instrument Associates

ETS-Lindgren

HV TECHNOLOGIES, Inc.

Innco Systems GmbH

Mag Daddy, LLC

Sunol Sciences Corporation

TDK RF Solutions

Biconical Antennas
A.H. Systems, Inc.

Clark Testing

dB Instruments Co.

Liberty Labs, Inc.

Mag Daddy, LLC

Sunol Sciences Corporation

TDK RF Solutions

Teseq Inc.

Broadband Antennas
A.H. Systems, Inc.

CST AG

CST of America

dB Instruments Co.

EM Software & Systems (United States of 
America) Inc.

ETS-Lindgren

HV TECHNOLOGIES, Inc.

IFI

Mag Daddy, LLC

MI Technologies

Microwave Vision Group

Reality Consulting Yemen

Sunol Sciences Corporation

TDK RF Solutions

Teseq Inc.

EMI Test Antennas
A.H. Systems, Inc.

AP Americas Inc.

Applied EM Technology

Applied Physical Electronics, L.C. (APELC)

AR RF/Microwave Instrumentation

Clark Testing

dB Instruments Co.

Electronic Instrument Associates

EM Software & Systems (United States of 
America) Inc.

EMSource

Enerdoor

ETS-Lindgren

IFI

Lionheart Northwest

Mag Daddy, LLC

QAI Laboratories

Reliant EMC LLC

Solar Electronics Co.

Sunol Sciences Corporation

TDK RF Solutions

Horn Antennas
A.H. Systems, Inc.

dB Instruments Co.

EM Software & Systems (United States of 
America) Inc.

ETS-Lindgren

IFI

Liberty Labs, Inc.

Mag Daddy, LLC

MI Technologies

Microwave Vision Group

Sunol Sciences Corporation

TDK RF Solutions

Teseq Inc.

Log Periodic Antennas
A.H. Systems, Inc.

dB Instruments Co.

EM Software & Systems (United States of 

America) Inc.

Liberty Labs, Inc.

Mag Daddy, LLC

MI Technologies

Sunol Sciences Corporation

TDK RF Solutions

Loop Antennas
A.H. Systems, Inc.

dB Instruments Co.

EM Software & Systems (United States of 
America) Inc.

Liberty Labs, Inc.

Mag Daddy, LLC

Reliant EMC LLC

Solar Electronics Co.

TDK RF Solutions

Teseq Inc.

Non-ionizing Radiation 
Hazard Antennas
dB Instruments Co.

Mag Daddy, LLC

Rod Antennas
A.H. Systems, Inc.

CST AG

CST of America

dB Instruments Co.

EM Software & Systems (United States of 
America) Inc.

ETS-Lindgren

Fair-Rite Products Corp.

Mag Daddy, LLC

Tunable Dipole
A.H. Systems, Inc.

Applied Physical Electronics, L.C. (APELC)

Laird

Whip Antennas
Laird
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Chambers

Laird

MAJR Products

Microwave Vision Group

Panashield LLC

Seal Science, Inc.

TDK RF Solutions

Anechoic Materials
AP Americas Inc.

ARC Technologies, Inc.

Comply Tek, Inc.

Cuming-Lehman Chambers, Inc.

Dutch Microwave Absorber Solutions

HV TECHNOLOGIES, Inc.

Microwave Vision Group

TDK RF Solutions

TESEO SpA

Cells

GTEM Cells

Comply Tek, Inc.

ETS-Lindgren

Reliant EMC LLC

Teseq Inc.

TEM & Strip Line

ARC Technical Resources, Inc.

ESDEMC Technology LLC

Fischer Custom Communications, Inc.

TDK RF Solutions

Teseq Inc.

Test Chambers

Anechoic Chambers

Anechoic Systems LLC

AP Americas Inc.

Clark Testing

Comply Tek, Inc.

Comtest Engineering Inc.

Cuming-Lehman Chambers, Inc.

Dutch Microwave Absorber Solutions

Electronic Instrument Associates

EM Software & Systems (United States of 
America) Inc.

EMSource

Enerdoor

ETS-Lindgren

Lionheart Northwest

LS Research

MI Technologies

Microwave Vision Group

Panashield LLC

QAI Laboratories

Raymond EMC Enclosures Ltd.

r  a  y  m  o  n  d e  m  c

Rohde & Schwarz, Inc.

TDK RF Solutions

Advanced, next-generation 
chamber designs achieving the 

best accuracy in the World. 

www.tdkrfsolutions.com

TechDream, Inc.

TESEO SpA

Tomort Electronics Co., Ltd.

Absorbers 

EMC Absorbers

AP Americas Inc.

ARC Technologies, Inc.

Comtest Engineering Inc.

Cuming-Lehman Chambers, Inc.

Dutch Microwave Absorber Solutions

Electronic Instrument Associates

ETS-Lindgren

Kitagawa Industries, America, Inc.

MAJR Products

Microwave Vision Group

Panashield LLC

TDK RF Solutions

TechDream, Inc.

Honeycomb RF

Alco Technologies, Inc.

AP Americas Inc.

ARC Technologies, Inc.

Cuming-Lehman Chambers, Inc.

Ja-Bar Silicone Corp

Microwave Vision Group

TDK RF Solutions

Low Frequency Absorber

AP Americas Inc.

ARC Technologies, Inc.

Cuming-Lehman Chambers, Inc.

Kitagawa Industries, America, Inc.

Magnetic Shield Corporation

Microwave Vision Group

The MuShield Company Inc.

Microwave Absorber

AP Americas Inc.

ARC Technologies, Inc.

Comtest Engineering Inc.

Cuming-Lehman Chambers, Inc.

Dutch Microwave Absorber Solutions

Eeonyx Corporation

http://www.tdkrfsolutions.com
http://www.raymondemc.ca
mailto:sales@raymondemc.ca
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Anechoic Chambers
(continued)

Universal Shielding Corp.

Wave Scientific Ltd

Environmental Chambers

Cincinnati Sub Zero, Inc.
HEMCO Corporation
inTEST Thermal
Product Safety Consulting
QAI Laboratories
Thermotron
VEROCH - Testing Equipment USA
Videon Central, Inc.

Fire Protection Chambers

QAI Laboratories
Sprinkler Innovations

Portable Structures

EMSCAN
QAI Laboratories
Select Fabricators, Inc.

Reverberation Chambers

Comtest Engineering Inc.
ETS-Lindgren
HV TECHNOLOGIES, Inc.
IFI
Lionheart Northwest
Microwave Vision Group
Panashield LLC
QAI Laboratories
Teseq Inc.

Turntables
AP Americas Inc.

Cuming-Lehman Chambers, Inc.

HV TECHNOLOGIES, Inc.

Innco Systems GmbH

Sunol Sciences Corporation

VEROCH - Testing Equipment USA

Attenuators
Liberty Labs, Inc.

MITEQ Inc.

Pearson Electronics, Inc.

Solar Electronics Co.

Bluetooth Modules
CSIA, LLC

EM Software & Systems (United States of 
America) Inc.

Laird

LS Research

Cabinets & Enclosures
CST of America

Deltron Enclosures

Fibox Enclosures

HEMCO Corporation

HM Cragg

Lubrizol Engineered Polymers

Magnetic Shield Corporation

Cable Assemblies
Americor Electronics Ltd.

API Technologies Corp.

CST AG

CST of America

HM Cragg

Isodyne Inc.

Lubrizol Engineered Polymers

MegaPhase, LLC

TechDream, Inc.

TRU Corporation

W. L. Gore & Associates, Inc.

Connectors

Backshells

API Technologies Corp.
Aries Electronics Inc.
Gemini Electronic Components, Inc.
Isodyne Inc.

Military (MIL-SPEC) Connectors

Alco Technologies, Inc.
Amphenol Canada
API Technologies Corp.
CST AG
CST of America
EMI Solutions Inc.
Gemini Electronic Components, Inc.
Isodyne Inc.
MegaPhase, LLC
SOURIAU PA&E
Tech-Etch

Terminal Blocks

Americor Electronics Ltd.
API Technologies Corp.
Curtis Industries
METZ CONNECT USA
SCHURTER, Inc.
WECO Electrical Connectors

Displays

Touch Screen Display

Parker Chomerics
Videon Central, Inc.

Electrical Distribution & 
Protection

Braid, Bonding & Ground 
Accessories

HM Cragg

Circuit Breakers

SCHURTER, Inc.

Fuses

HM Cragg
SCHURTER, Inc.

Lightning Protection Systems

Captor Corporation
HM Cragg

http://www.incompliancemag.com
http://www.universalshielding.com
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OnFILTER

Quell Corporation

Radius Power

Reliant EMC LLC

Roxburgh EMC

SCHURTER, Inc.

Solar Electronics Co.

Spira Manufacturing Corporation

TDK RF Solutions

Tech-Etch

Filter Pins

EMI Solutions Inc.

Frequency Converters
Gowanda Electronics

Lionheart Northwest

MITEQ Inc.

VEROCH - Testing Equipment USA

Oscillators
Gemini Electronic Components, Inc.

MITEQ Inc.

Passive & Discrete

Capacitors

Ceramic Capacitors

API Technologies Corp.

AVX Corporation

Dexter Magnetic Technologies, Inc.

Decoupling Capacitors

Oak-Mitsui Technologies

EMC Feedthrough Capacitors

Captor Corporation

Instec Filters LLC

NexTek, Inc.

WEMS Electronics

EMC Suppression Capacitors

Americor Electronics Ltd.

Captor Corporation

Oak-Mitsui Technologies

Filter Capacitors

API Technologies Corp.

Captor Corporation

NexTek, Inc.

Oak-Mitsui Technologies

Okaya Electric America, Inc.

Planar Array Capacitors

API Technologies Corp.

Oak-Mitsui Technologies

Tantalum Capacitors

AVX Corporation

Ferrite Beads, Rods & Forms

Fair-Rite Products Corp.

Gowanda Electronics

MAJR Products

Inductors/Chokes

Data & Signal Line Chokes

Captor Corporation

Gowanda Electronics

Laird

SCHURTER, Inc.

WEMS Electronics

EMI/RFI Inductors

AVX Corporation

Captor Corporation

Gowanda Electronics

Laird

WEMS Electronics

Power Line Chokes

Captor Corporation

Gowanda Electronics

SCHURTER, Inc.

WEMS Electronics

Reactors for Frequency 
Converters

Gowanda Electronics

RF Chokes

Gowanda Electronics

Electromechanical

Electronic Cooling Fans

Americor Electronics Ltd.

Gemini Electronic Components, Inc.

Ross Engineering Corp.

Seal Science, Inc.

Motors

Ross Engineering Corp.

Solid State Relays

Applied Physical Electronics, L.C. (APELC)

Switches

C&K Components

Gemini Electronic Components, Inc.

Giga-tronics Incorporated

Pickering Interfaces

Ross Engineering Corp.

SCHURTER, Inc.

Filters

Air Filters

Alco Technologies, Inc.

HEMCO Corporation

Ja-Bar Silicone Corp

Metal Textiles Corporation

EMC & RFI Filters

Alco Technologies, Inc.

Americor Electronics Ltd.

API Technologies Corp.

BLOCK USA, Inc.

Captor Corporation

Curtis Industries

EMI Filter Company

EMI Solutions Inc.

Enerdoor

ETS-Lindgren

Gemini Electronic Components, Inc.

Kitagawa Industries, America, Inc.

LCR Electronics

Leader Tech

Metal Textiles Corporation

NexTek, Inc.

Okaya Electric America, Inc.
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Surface Mount Inductors

AVX Corporation

Gowanda Electronics

Switchmode Inductors

Gowanda Electronics

VHF Chokes

Gowanda Electronics

Mains (X & Y)

Okaya Electric America, Inc.

Resistors & Potentiometers

Electronic Loads

ES Components

Gemini Electronic Components, Inc.

Potentiometers

Bourns, Inc.

Transformers

Americor Electronics Ltd.

Varistors

AVX Corporation

Power Supply & Conditioning

Adapters

Americor Electronics Ltd.

Associated Power Technologies

Oak-Mitsui Technologies

Converters

Associated Power Technologies

Curtis Industries

Oak-Mitsui Technologies

Interruptions, AC Power

Associated Power Technologies

Isolators, Power/Signal Line

Associated Power Technologies

Line Conditioning Equipment

Associated Power Technologies

Okaya Electric America, Inc.

Power Amplifiers

Empower RF Systems

Giga-tronics Incorporated

Power Cords

Americor Electronics Ltd.

SCHURTER, Inc.

Power Generators

SE Laboratories a Trescal Company

Power Strips

Associated Power Technologies

SCHURTER, Inc.

Power Supplies

AE Techron, Inc.

Americor Electronics Ltd.

Associated Power Technologies

Curtis Industries

Foster Transformer Company

Kikusui America Inc.

Switching Power Supplies

APM TECHNOLOGIES (Dongguan) Co., Ltd 
in China

Associated Power Technologies

Kikusui America Inc.

Voltage Regulators

Associated Power Technologies

Printed Circuit Boards

Backplanes

Oak-Mitsui Technologies

Couplers

AVX Corporation

CST AG

CST of America

Polyonics

Power Entry Modules

Americor Electronics Ltd.

Captor Corporation

Oak-Mitsui Technologies

SCHURTER, Inc.

Timing Circuits

Fast Circuits Inc.

Resonators
MITEQ Inc.

Semiconductors

Diodes

Cree, Inc.

Gemini Electronic Components, Inc.

Transistors

Cree, Inc.

Surge Suppressors
Fischer Custom Communications, Inc.

Gemini Electronic Components, Inc.

NexTek, Inc.

Okaya Electric America, Inc.

http://www.incompliancemag.com
http://www.okaya.com
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Mater ia ls  Resources

Thermally Conductive Silicone 
Materials

Ja-Bar Silicone Corp

Kitagawa Industries, America, Inc.

Nolato Silikonteknik AB

Parker Chomerics

Polyonics

Seal Science, Inc.

Tech-Etch

Metals and Alloys
3Gmetalworx Inc.

Dexmet Corporation

Johnson Bros Metal Forming Co

Magnetic Shield Corporation

The MuShield Company Inc.

Plastics

Resins & Compounds

ARC Technologies, Inc.

Dexmet Corporation

Lubrizol Engineered Polymers

Polyonics

Seal Science, Inc.

Thermoplastics & 
Thermoplastic Materials

ARC Technologies, Inc.

Conductive Containers Inc.

Lubrizol Engineered Polymers

Parker Chomerics

Polyonics

Associations
A2LA

DG Technologies

Laboratory Accreditation Bureau (L-A-B)

Education

Seminars

André Consulting, Inc.

Archambeault EMI/EMC Enterprises

Cherry Clough Consultants Ltd

D. C. Smith Consultants

D.L.S. Electronic Systems, Inc. - Wireless 
Compliance Testing

D.L.S. Electronic Systems, Inc. - Military 
and Aerospace Testing

Don HEIRMAN Consultants

Eisner Safety Consultants

Equipment Reliability Institute (ERI)

ESD Association

Go Global Compliance Inc.

Henry Ott Consultants

Hoolihan EMC Consulting

Jastech EMC Consulting LLC

Keysight Technologies Inc.

Kimmel Gerke Associates Ltd. - Arizona

Kitagawa Industries, America, Inc.

Lewis Bass International Engineering 
Services

Montrose Compliance Services

NTS - Boxborough, MA

NTS - Corporate Calabasas, CA

NTS - El Segundo, CA

NTS - Fullerton, CA

NTS - Plano, TX

NTS - Rockford, IL

NTS - Silicon Valley Fremont & Newark, CA

RTF Compliance

Safe Engineering Services & technologies

SIEMIC

SILENT Solutions LLC

TÜV SÜD America - Tampa, FL

TÜV SÜD America - New Brighton, MN

TÜV SÜD America - Alpharetta, GA

TÜV SÜD America - Auburn Hills, MI

TÜV SÜD America - Holland, MI

TÜV SÜD America - Rancho Bernardo, CA

TÜV SÜD America Inc. - Headquarters 
Peabody, MA

TÜV SÜD America Inc. - San Diego, CA

TÜV SÜD America- Fremont, CA

TÜV SÜD America- Plymouth, MI

TÜV SÜD America- Portland, OR

TÜV SÜD Canada - Gormley, ON

TÜV SÜD Canada - Newmarket, ON

UL Knowledge Solutions

Wyatt Technical Services LLC

Absorbing Materials
3Gmetalworx Inc.

ARC Technologies, Inc.

Cuming-Lehman Chambers, Inc.

Dexmet Corporation

Kitagawa Industries, America, Inc.

Magnetic Shield Corporation

Microwave Vision Group

Seal Science, Inc.

TDK RF Solutions

Adhesives
ARC Technologies, Inc.

Ja-Bar Silicone Corp

Master Bond

Metal Textiles Corporation

Polyonics

Seal Science, Inc.

Coatings and Sealants

Laminates

Oak-Mitsui Technologies

Seal Science, Inc.

Lubricants

Seal Science, Inc.

Powders

Saint-Gobain

Seal Science, Inc.

Conductive Materials

Silicone Conductive Sponges

Kitagawa Industries, America, Inc.

Nolato Silikonteknik AB

Parker Chomerics

Polyonics

Seal Science, Inc.

Tech-Etch
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Training Courses

A2LA

André Consulting, Inc.

ARC Technical Resources, Inc.

Cherry Clough Consultants Ltd

CLMI Safety Training

D. C. Smith Consultants

D.L.S. Electronic Systems, Inc. - Wireless 
Compliance Testing

D.L.S. Electronic Systems, Inc.  - EMC 
Testing

D.L.S. Electronic Systems, Inc. - Military 
and Aerospace Testing

DG Technologies

Don HEIRMAN Consultants

Electronic Instrument Associates

Equipment Reliability Institute (ERI)

ETS-Lindgren

Exemplar Global

Henry Ott Consultants

Hoolihan EMC Consulting

Jastech EMC Consulting LLC

Kimmel Gerke Associates Ltd. - Arizona

Laboratory Accreditation Bureau (L-A-B)

Lewis Bass International Engineering 
Services

Montrose Compliance Services

NTS - Boxborough, MA

NTS - Corporate Calabasas, CA

NTS - El Segundo, CA

NTS - Fullerton, CA

NTS - Pittsfield, MA

NTS - Plano, TX

NTS - Rockford, IL

NTS - Silicon Valley Fremont & Newark, CA

O'Brien Compliance Management

RTF Compliance

Safe Engineering Services & technologies

SILENT Solutions LLC

TÜV SÜD America - Tampa, FL

TÜV SÜD America - New Brighton, MN

TÜV SÜD America - Alpharetta, GA

TÜV SÜD America - Auburn Hills, MI

TÜV SÜD America - Holland, MI

TÜV SÜD America - Rancho Bernardo, CA

TÜV SÜD America Inc. - Headquarters 
Peabody, MA

TÜV SÜD America Inc. - San Diego, CA

TÜV SÜD America- Fremont, CA

TÜV SÜD America- Plymouth, MI

TÜV SÜD America- Portland, OR

TÜV SÜD Canada - Gormley, ON

TÜV SÜD Canada - Newmarket, ON

UL Knowledge Solutions

University of Oxford Continuing 
Professional Development - Technology 
Programme

Washington Laboratories

Wyatt Technical Services LLC

Videos

ARC Technical Resources, Inc.

ESD Association

Keysight Technologies Inc.

Washington Laboratories

Webinars

Cherry Clough Consultants Ltd

Eisner Safety Consultants

ESD Association

Go Global Compliance Inc.

Keysight Technologies Inc.

NTS - Boxborough, MA

NTS - Corporate Calabasas, CA

NTS - El Segundo, CA

NTS - Fullerton, CA

NTS - Plano, TX

NTS - Rockford, IL

NTS - Silicon Valley Fremont & Newark, CA

Safe Engineering Services & technologies

SIEMIC

TÜV SÜD America - Tampa, FL

TÜV SÜD America - New Brighton, MN

TÜV SÜD America - Alpharetta, GA

TÜV SÜD America - Auburn Hills, MI

TÜV SÜD America - Holland, MI

TÜV SÜD America - Rancho Bernardo, CA

TÜV SÜD America Inc. - Headquarters 
Peabody, MA

TÜV SÜD America Inc. - San Diego, CA

TÜV SÜD America- Fremont, CA

TÜV SÜD America- Plymouth, MI

TÜV SÜD America- Portland, OR

TÜV SÜD Canada - Gormley, ON

TÜV SÜD Canada - Newmarket, ON

UL - Fremont, CA

Publications

Books

EMI/EMC Books

André Consulting, Inc.

Cherry Clough Consultants Ltd

D.L.S. Electronic Systems, Inc.  - EMC 
Testing

D.L.S. Electronic Systems, Inc. - Military 
and Aerospace Testing

Montrose Compliance Services

Product Safety Books

Lewis Bass International Engineering 
Services

Magazines

In Compliance Magazine

Standards Resellers
ESD Association

Eyes, Face, and Head
HEMCO Corporation

Safety & Warning Labels
Abstraction Engineering Inc.

Clarion Safety Systems

Coast Label

Enerdoor

HM Cragg

InfoSight Corporation

Lewis Bass International Engineering 
Services

http://www.incompliancemag.com
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Consulting

Cleanroom/Static Control

Advanced ESD Services +

Bennett and Bennett

BestESD Technical Services

Bystat

Protective Industrial Polymers

EMC Consulting

André Consulting, Inc.

Atlas Compliance & Engineering

Cherry Clough Consultants Ltd

CKC Laboratories, Inc.

Compliance & More Inc.

CSIA, LLC

D. C. Smith Consultants

D.L.S. Electronic Systems, Inc. - 
Environmental Testing

D.L.S. Electronic Systems, Inc. - Wireless 
Compliance Testing

D.L.S. Electronic Systems, Inc.  - EMC 
Testing

D.L.S. Electronic Systems, Inc. - Military 
and Aerospace Testing

Dayton T. Brown, Inc.

DG Technologies

Don HEIRMAN Consultants

Enerdoor

ESDEMC Technology LLC

G&M Compliance, Inc.

Go Global Compliance Inc.

Grund Technical Solutions, LLC

Henry Ott Consultants

Hoolihan EMC Consulting

International Certification Services, Inc.

Jastech EMC Consulting LLC

JDM LABS LLC

Kimmel Gerke Associates Ltd. - Arizona

Kitagawa Industries, America, Inc.

LS Research

Montrose Compliance Services

Northwest EMC Inc. - Texas

Northwest EMC, Inc. - Oregon

NTS - Boxborough, MA

NTS - Corporate Calabasas, CA

NTS - Fullerton, CA

NTS - Plano, TX

NTS - Rockford, IL

NTS - Silicon Valley Fremont & Newark, CA

NTS - Tinton Falls, NJ

Panashield LLC

RTF Compliance

SIEMIC

SILENT Solutions LLC

Southwest Research Institute

Spectrum EMC Consulting, LLC

Test Site Services Inc.

TÜV Rheinland of North America - 
Newtown, CT

TÜV Rheinland of North America - 
Pleasanton, CA

TÜV Rheinland of North America - Santa 
Clara, CA

TÜV Rheinland of North America - 
Webster, NY

TÜV Rheinland of North America - 
Youngsville, NC

Wave Scientific Ltd

WEMS Electronics

Wyatt Technical Services LLC

ESD Consulting

Conductive Containers Inc.

ESDEMC Technology LLC

Government Regulations

BMSI (Korea) Regulatory 
Consulting

Atlas Compliance & Engineering

Compliance & More Inc.

D.L.S. Electronic Systems, Inc. - Wireless 
Compliance Testing

Go Global Compliance Inc.

NTS - Corporate Calabasas, CA

NTS - Silicon Valley Fremont & Newark, 
CA

RTF Compliance

EU (Europe) Regulatory Consulting

ACEMA

André Consulting, Inc.

Atlas Compliance & Engineering

CKC Laboratories, Inc.

Compliance & More Inc.

Compliance Worldwide, Inc.

D.L.S. Electronic Systems, Inc. - 
Conformity Assessment

D.L.S. Electronic Systems, Inc. - 
Environmental Testing

Calibration & Repair
A.H. Systems, Inc.

ARC Technical Resources, Inc.

Avalon Equipment Corporation Rentals

Electronic Instrument Associates

EM TEST United States of America

ETS-Lindgren

Excalibur Engineering Inc.

Fischer Custom Communications, Inc.

HAEFELY HIPOTRONICS

IFI

Keysight Technologies Inc.

Liberty Labs, Inc.

MI Technologies

MILMEGA

Pearson Electronics, Inc.

Ross Engineering Corp.

SE Laboratories a Trescal Company

Solar Electronics Co.

TDK RF Solutions

TESEO SpA

Teseq Inc.

Trescal

VEROCH - Testing Equipment USA

Codes, Standards & 
Regulations
A2LA

American National Standards Institute

ConvergePoint: Compliance Software on 
SharePoint

DG Technologies

Eisner Safety Consultants

Enerdoor

Grund Technical Solutions, LLC

InfoSight Corporation

Laboratory Accreditation Bureau (L-A-B)

Phoenix Technical Group

UL Knowledge Solutions
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EU (Europe) Regulatory Consulting

(continued)

D.L.S. Electronic Systems, Inc.  - EMC 
Testing

D.L.S. Electronic Systems, Inc. - Military 
and Aerospace Testing

Eisner Safety Consultants

Go Global Compliance Inc.

International Certification Services, Inc.

Kimmel Gerke Associates Ltd. - Arizona

Montrose Compliance Services

NTS - Corporate Calabasas, CA

NTS - Rockford, IL

NTS - Silicon Valley Fremont & Newark, 
CA

RTF Compliance

TÜV Rheinland of North America - 
Newtown, CT

TÜV Rheinland of North America - 
Pleasanton, CA

TÜV Rheinland of North America - 
Santa Clara, CA

TÜV Rheinland of North America - 
Webster, NY

TÜV Rheinland of North America - 
Youngsville, NC

Wyatt Technical Services LLC

FCC (U.S) Regulatory Consulting

André Consulting, Inc.

Atlas Compliance & Engineering

CKC Laboratories, Inc.

Compliance & More Inc.

Compliance Worldwide, Inc.

D.L.S. Electronic Systems, Inc. - Wireless 
Compliance Testing

D.L.S. Electronic Systems, Inc.  - EMC 
Testing

D.L.S. Electronic Systems, Inc. - Military 
and Aerospace Testing

Go Global Compliance Inc.

International Certification Services, Inc.

Kimmel Gerke Associates Ltd. - Arizona

Montrose Compliance Services

NTS - Corporate Calabasas, CA

NTS - Silicon Valley Fremont & Newark, 
CA

RTF Compliance

TÜV Rheinland of North America - 
Newtown, CT

TÜV Rheinland of North America - 
Pleasanton, CA

TÜV Rheinland of North America - 
Santa Clara, CA

TÜV Rheinland of North America - 
Webster, NY

TÜV Rheinland of North America - 
Youngsville, NC

GOST (Russia) Regulatory 
Consulting

Compliance & More Inc.

Go Global Compliance Inc.

NTS - El Segundo, CA

NTS - Fullerton, CA

NTS - Plano, TX

NTS - Silicon Valley Fremont & Newark, 
CA

RTF Compliance

VCCI Consulting

Atlas Compliance & Engineering

CKC Laboratories, Inc.

Compliance & More Inc.

D.L.S. Electronic Systems, Inc.  - EMC 
Testing

D.L.S. Electronic Systems, Inc. - Military 
and Aerospace Testing

Go Global Compliance Inc.

Lightning Protection

André Consulting, Inc.

Captor Corporation

D. C. Smith Consultants

D.L.S. Electronic Systems, Inc.  - EMC 
Testing

D.L.S. Electronic Systems, Inc. - Military 
and Aerospace Testing

Dexmet Corporation

HM Cragg

NexTek, Inc.

NTS - Boxborough, MA

NTS - Corporate Calabasas, CA

NTS - Fullerton, CA

NTS - Pittsfield, MA

NTS - Plano, TX

NTS - Silicon Valley Fremont & Newark, CA

UL Knowledge Solutions

Medical Device

André Consulting, Inc.

D. C. Smith Consultants

D.L.S. Electronic Systems, Inc. - 
Conformity Assessment

D.L.S. Electronic Systems, Inc.  - EMC 
Testing

D.L.S. Electronic Systems, Inc. - Military 
and Aerospace Testing

Darryl Ray EMC Consultants LLC

Eisner Safety Consultants

G&M Compliance, Inc.

Kimmel Gerke Associates Ltd. - Arizona

Montrose Compliance Services

NTS - Boxborough, MA

NTS - Corporate Calabasas, CA

NTS - El Segundo, CA

NTS - Fullerton, CA

NTS - Plano, TX

NTS - Silicon Valley Fremont & Newark, CA

O'Brien Compliance Management

Orbis Compliance LLC.

Product Safety Consulting

Test Site Services Inc.

TÜV Rheinland of North America - 
Newtown, CT

TÜV Rheinland of North America - 
Pleasanton, CA

TÜV Rheinland of North America - Santa 
Clara, CA

TÜV Rheinland of North America - 
Webster, NY

TÜV Rheinland of North America - 
Youngsville, NC

TÜV SÜD America - Alpharetta, GA

TÜV SÜD America - Auburn Hills, MI

TÜV SÜD America - Holland, MI

TÜV SÜD America - New Brighton, MN

TÜV SÜD America - Rancho Bernardo, CA

TÜV SÜD America - Tampa, FL

TÜV SÜD America Inc. - Headquarters 
Peabody, MA

TÜV SÜD America Inc. - San Diego, CA

TÜV SÜD America- Fremont, CA

TÜV SÜD America- Plymouth, MI

TÜV SÜD America- Portland, OR

TÜV SÜD Canada - Gormley, ON

TÜV SÜD Canada - Newmarket, ON

UL Knowledge Solutions

http://www.incompliancemag.com
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TÜV SÜD America Inc. - San Diego, CA

TÜV SÜD America- Fremont, CA

TÜV SÜD America- Plymouth, MI

TÜV SÜD America- Portland, OR

TÜV SÜD Canada - Gormley, ON

TÜV SÜD Canada - Newmarket, ON

UL Knowledge Solutions

VEROCH - Testing Equipment USA

Quality

Eisner Safety Consultants

InfoSight Corporation

Spectrum EMC Consulting, LLC

TÜV SÜD America - Alpharetta, GA

TÜV SÜD America - Auburn Hills, MI

TÜV SÜD America - Holland, MI

TÜV SÜD America - Rancho Bernardo, CA

TÜV SÜD America - Tampa, FL

TÜV SÜD America Inc. - Headquarters 
Peabody, MA

TÜV SÜD America Inc. - San Diego, CA

TÜV SÜD America- Fremont, CA

TÜV SÜD America- Plymouth, MI

TÜV SÜD America- Portland, OR

TÜV SÜD Canada - Gormley, ON

UL Knowledge Solutions

Telecom

CSIA, LLC

CV. DIMULTI

D. C. Smith Consultants

D.L.S. Electronic Systems, Inc. - Wireless 
Compliance Testing

FPX, LLC

Go Global Compliance Inc.

Nolato Silikonteknik AB

NTS - Boxborough, MA

NTS - Corporate Calabasas, CA

NTS - El Segundo, CA

NTS - Fullerton, CA

NTS - Plano, TX

NTS - Silicon Valley Fremont & Newark, CA

Orbis Compliance LLC.

UL Knowledge Solutions

Tempest

D. C. Smith Consultants

Dayton T. Brown, Inc.

Kimmel Gerke Associates Ltd. - Arizona

Transient

André Consulting, Inc.

D.L.S. Electronic Systems, Inc. - Wireless 
Compliance Testing

Dayton T. Brown, Inc.

Grund Technical Solutions, LLC

NexTek, Inc.

SILENT Solutions LLC

Design
André Consulting, Inc.

Conductive Containers Inc.

CST AG

CST of America

D. C. Smith Consultants

DG Technologies

EMS-PLUS

Jastech EMC Consulting LLC

LS Research

Montrose Compliance Services

NTS - Albuquerque, NM

NTS - Baltimore, MD

NTS - Boxborough, MA

NTS - Camden, AR

NTS - Chicago, IL

NTS - Corporate Calabasas, CA

NTS - Detroit, MI

NTS - El Segundo, CA

NTS - Europe

NTS - Fullerton, CA

NTS - Indianapolis, IN

NTS - Los Angeles, CA

NTS - Pittsfield, MA

NTS - Plano, TX

NTS - Rockford, IL

NTS - Rustburg, VA

NTS - San Bernardino, CA

NTS - Santa Clarita, CA

NTS - Silicon Valley Fremont & Newark, CA

NTS - Tempe, AZ

UL Knowledge Solutions

VEROCH - Testing Equipment USA

Videon Central, Inc.

Washington Laboratories

WEMS Electronics

Wyatt Technical Services LLC

Product Safety Consulting

CASE Forensics

Compliance & More Inc.

Compliance inSight Consulting Inc.

CSIA, LLC

D.L.S. Electronic Systems, Inc. - 
Conformity Assessment

D.L.S. Electronic Systems, Inc. - 
Environmental Testing

D.L.S. Electronic Systems, Inc. - Wireless 
Compliance Testing

D.L.S. Electronic Systems, Inc.  - EMC 
Testing

Eisner Safety Consultants

Evans Regulatory Certification Consulting

G&M Compliance, Inc.

Go Global Compliance Inc.

InfoSight Corporation

Intertek

Lewis Bass International Engineering 
Services

NTS - Boxborough, MA

NTS - Corporate Calabasas, CA

NTS - El Segundo, CA

NTS - Fullerton, CA

NTS - Plano, TX

NTS - Silicon Valley Fremont & Newark, CA

O'Brien Compliance Management

Orbis Compliance LLC.

Product EHS Consulting LLC

Product Safety Consulting

Test Site Services Inc.

TJS Technical Services Inc.

TÜV Rheinland of North America - 
Newtown, CT

TÜV Rheinland of North America - 
Pleasanton, CA

TÜV Rheinland of North America - Santa 
Clara, CA

TÜV Rheinland of North America - 
Webster, NY

TÜV Rheinland of North America - 
Youngsville, NC

TÜV SÜD America - Alpharetta, GA

TÜV SÜD America - Auburn Hills, MI

TÜV SÜD America - Holland, MI

TÜV SÜD America - New Brighton, MN

TÜV SÜD America - Rancho Bernardo, CA

TÜV SÜD America - Tampa, FL

TÜV SÜD America Inc. - Headquarters 
Peabody, MA
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Serv ices  Shielding

Other

Conductive Painting Services

Nolato Silikonteknik AB

VTI Vacuum Technologies, Inc.

Shielded Enclosure Design

3Gmetalworx Inc.

Conductive Containers Inc.

Dexmet Corporation

Magnetic Shield Corporation

Panashield LLC

Raymond EMC Enclosures Ltd.

VTI Vacuum Technologies, Inc.

Site Survey Services

Dayton T. Brown, Inc.

Electronic Instrument Associates

ETS-Lindgren

Spectrum EMC Consulting, LLC

Wave Scientific Ltd

Rentals

See Test Equipment Rentals

Architectural Shielding 
Products
ETS-Lindgren

MAJR Products

Metal Textiles Corporation

Fingerstock
3Gmetalworx Inc.

Laird

Metal Textiles Corporation

Parker Chomerics

Tech-Etch

Shielded Air Filters
Alco Technologies, Inc.

Ja-Bar Silicone Corp

MAJR Products

P & P Technology Ltd

Parker Chomerics

Spira Manufacturing Corporation

Tech-Etch

Shielded Cable Assemblies & 
Harnesses
Alco Technologies, Inc.

EM Software & Systems (United States of 
America) Inc.

Magnetic Shield Corporation

MAJR Products

Shielded Coatings
ARC Technologies, Inc.

Parker Chomerics

VTI Vacuum Technologies, Inc.

Shielded Compounds
Ja-Bar Silicone Corp

Parker Chomerics

Shielded Conduit
Electri-Flex Company

Magnetic Shield Corporation

Shielded Connectors
Alco Technologies, Inc.

Gemini Electronic Components, Inc.

Isodyne Inc.

Metal Textiles Corporation

METZ CONNECT USA

Spira Manufacturing Corporation

Tech-Etch

Shielded Enclosures
3Gmetalworx Inc.

Comply Tek, Inc.

Comtest Engineering Inc.

Cuming-Lehman Chambers, Inc.

ETS-Lindgren

Lionheart Northwest

Magnetic Shield Corporation

The MuShield Company Inc.

Panashield LLC

Raymond EMC Enclosures Ltd.

r  a  y  m  o  n  d e  m  c

Select Fabricators, Inc.

VTI Vacuum Technologies, Inc.

Shielded Tubing
Electri-Flex Company

Magnetic Shield Corporation

Shielded Wire & Cable
Alco Technologies, Inc.

Dexmet Corporation

Isodyne Inc.

Magnetic Shield Corporation

Metal Textiles Corporation

METZ CONNECT USA

http://www.incompliancemag.com
http://www.raymondemc.ca
mailto:sales@raymondemc.ca
mailto:sales@metexcorp.com
http://www.metexcorp.com
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Sh ie lding  Software

VTI Vacuum Technologies, Inc.
W. L. Gore & Associates, Inc.

Magnetic Field Shielding 
Materials

3Gmetalworx Inc.

Cuming-Lehman Chambers, Inc.

Dexmet Corporation

MAJR Products

The MuShield Company Inc.

Shielding, Board-Level
3Gmetalworx Inc.

Conductive Containers Inc.

Faspro Technologies

Laird

MAJR Products

EMC Simulation Software
Altair Development SA (Pty) Ltd

ANSYS Inc.

CST AG

CST of America

Delcross Technologies

Electro Magnetic Applications, Inc. (EMA)

EMS-PLUS

LS Research

Moss Bay EDA

Reliant EMC LLC

Rohde & Schwarz, Inc.

TechDream, Inc.

TESEO SpA

Wave Computation Technologies, Inc.

ESD/Static Control Software
ACL Staticide Inc.

DESCO INDUSTRIES Inc.

Monroe Electronics

Lab Control Software
TESEO SpA

Product Safety Software
O'Brien Compliance Management

OnRule

Signal Integrity & EMC 
Analysis Software
Altair Development SA (Pty) Ltd

CST AG

CST of America

CST STUDIO SUITE® provides powerful 
integrated simulation technology ideally 
suited to EMC analysis.

www.cst.com/emc

Transient and Frequency domain analysis

TLM with compact models

True transient EM/circuit cosimulation

Bidirectional Cable/ field co-simulation

EMC rulechecking

Delcross Technologies

Keysight Technologies Inc.

Remcom

Rohde & Schwarz, Inc.

TDK RF Solutions

Wireless Propagation 
Software
Altair Development SA (Pty) Ltd

Delcross Technologies

Shielding Gaskets
3Gmetalworx Inc.
Alco Technologies, Inc.
Ja-Bar Silicone Corp
Kitagawa Industries, America, Inc.
Laird
MAJR Products
Metal Textiles Corporation
Nolato Silikonteknik AB
P & P Technology Ltd
Parker Chomerics
SAS Industries, Inc.
Spira Manufacturing Corporation
Tech-Etch
VTI Vacuum Technologies, Inc.
W. L. Gore & Associates, Inc.

Shielding Materials

EMI/RFI Shielding Materials

Alco Technologies, Inc.
Bal Seal Engineering
Cuming-Lehman Chambers, Inc.
Dexmet Corporation
Fabritech, Inc.
Fair-Rite Products Corp.
Isodyne Inc.
Ja-Bar Silicone Corp
Kitagawa Industries, America, Inc.
Laird
MAJR Products
Metal Textiles Corporation
P & P Technology Ltd
Panashield LLC
Schlegel Electronic Materials
Spira Manufacturing Corporation
Swift Textile Metalizing LLC

www.swift-textile.com

Swift Textile Metalizing LLC  
is a U.S. manufacturing company that 
specializes in the design, development 

and production of a wide range of 
electrically conductive and reflective 

metal-coated fabrics used in products 
that protect people and equipment 

from Electromagnetic Interference (EMI) 
Radio Frequency Interference (RFI) & 
Static Discharge.  Woven, Nonwoven 

& Knit fabric options.  Custom services 
include tape slitting, laminating, 

sewing, ultrasonic cutting & bonding, 
dimensional cutting, grommets, 

fasteners and calendaring.

http://www.cst.com/emc
http://www.swift-textile.com
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S tat ic Control   Test and Measure

Air Ionizers
Simco-Ion

Clothing & Accessories

Footwear

Amstat Industries, Inc.

Lubrizol Engineered Polymers

Wrist Straps

Amstat Industries, Inc.

Lubrizol Engineered Polymers

Containers
Conductive Containers Inc.

Lubrizol Engineered Polymers

ESD Tape
Conductive Containers Inc.

Polyonics

Flooring

Carpet

Ground Zero

Protective Industrial Polymers

Floor Coatings

ACL Staticide Inc.

Arizona Polymer Flooring

Ground Zero

Protective Industrial Polymers

Tiles

Ground Zero

Packaging
Conductive Containers Inc.

CST AG

CST of America

Lubrizol Engineered Polymers

Simulators

EMP Simulators

CST AG

CST of America

Fischer Custom Communications, Inc.

Grund Technical Solutions, LLC

ESD Simulators

Comply Tek, Inc.

CST AG

CST of America

EM TEST United States of America

ESDEMC Technology LLC

Kikusui America Inc.

TechDream, Inc.

Lightning Simulators

Comply Tek, Inc.

CST AG

CST of America

EM Software & Systems (United States of 
America) Inc.

EM TEST United States of America

Transient Detectors & 
Suppressors
Fischer Custom Communications, Inc.

NexTek, Inc.

Workstations
ACL Staticide Inc.

Conductive Containers Inc.

HEMCO Corporation

Lubrizol Engineered Polymers

MI Technologies

Accelerometers
Clark Testing

SE Laboratories a Trescal Company

Amplifiers

Amplifier Modules

AMETEK Compliance Test Solutions

AR RF/Microwave Instrumentation

Empower RF Systems

IFI

MILMEGA

OPHIR RF

http://www.incompliancemag.com
http://www.inhibitstat.com
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MILMEGA

OPHIR RF

Prana

Rohde & Schwarz, Inc.

TechDream, Inc.

TESEO SpA

TREK, Inc.

RF Amplifiers

A.H. Systems, Inc.

AMETEK Compliance Test Solutions

Avalon Equipment Corporation Rentals

CPI, Inc.

Empower RF Systems

EMSource

ETS-Lindgren

HV TECHNOLOGIES, Inc.

IFI

MI Technologies

MILMEGA

OPHIR RF

Prana

US Microwave Laboratories

Wave Scientific Ltd

Solid State Amplifiers

AMETEK Compliance Test Solutions

AR RF/Microwave Instrumentation

Comply Tek, Inc.

CPI, Inc.

Empower RF Systems

IFI

MILMEGA

OPHIR RF

Prana

TREK, Inc.

Traveling Wave Tube Amplifiers

AR RF/Microwave Instrumentation

Avalon Equipment Corporation Rentals

Comply Tek, Inc.

CPI, Inc.

IFI

OPHIR RF

Analyzers

EMI/EMC, Spectrum Analyzers

Cobham (formerly Aeroflex)

Electro Rent Corporation

Electronic Instrument Associates

EMSource

Excalibur Engineering Inc.

Keysight Technologies Inc.

Narda Safety Test Solutions GmbH

Rigol Technologies

Rohde & Schwarz, Inc.

Signal Hound

Flicker Analyzers

EM TEST United States of America

HV TECHNOLOGIES, Inc.

Kikusui America Inc.

Lionheart Northwest

Reliant EMC LLC

SE Laboratories a Trescal Company

Teseq Inc.

Harmonics Analyzers

EM TEST United States of America

HV TECHNOLOGIES, Inc.

Kikusui America Inc.

Reliant EMC LLC

SE Laboratories a Trescal Company

Teseq Inc.

Network Analyzers

Cobham (formerly Aeroflex)

Electro Rent Corporation

Excalibur Engineering Inc.

Keysight Technologies Inc.

LS Research

Power Quality Analyzers

Electro Rent Corporation

Excalibur Engineering Inc.

Lionheart Northwest

SE Laboratories a Trescal Company

Audio & Video

Audio Systems

Audivo GmbH

Videon Central, Inc.

CCTV

Audivo GmbH

TDK RF Solutions

TESEO SpA

Videon Central, Inc.

Prana

TREK, Inc.

Low Power Amplifiers

A.H. Systems, Inc.

AMETEK Compliance Test Solutions

IFI

MILMEGA

TREK, Inc.

Microwave Amplifiers

AMETEK Compliance Test Solutions

Applied Systems Engineering, Inc.

AR RF/Microwave Instrumentation

Empower RF Systems

Giga-tronics Incorporated

HV TECHNOLOGIES, Inc.

IFI

MILMEGA

OPHIR RF

Prana

Wave Scientific Ltd

Power Amplifiers

AE Techron, Inc.

0

5

25

75

95

100

AMETEK Compliance Test Solutions

AR RF/Microwave Instrumentation

Associated Power Technologies

CPI, Inc.

Empower RF Systems

HV TECHNOLOGIES, Inc.

IFI

Lionheart Northwest

http://www.aetechron.com
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Test  and Measure

Automatic Test Sets
ARC Technical Resources, Inc.

EM TEST United States of America

IFI

MILMEGA

NTS - Albuquerque, NM

Avionics Test Equipment
AMETEK Compliance Test Solutions

Cobham (formerly Aeroflex)

EM TEST United States of America

HV TECHNOLOGIES, Inc.

IFI

MILMEGA

NTS - Albuquerque, NM

NTS - San Bernardino, CA

Burn-in Test Equipment
OPHIR RF

Data Acquisition Monitoring 
Systems
DG Technologies

MI Technologies

Fiber-Optic Systems
DG Technologies

Excalibur Engineering Inc.

HV TECHNOLOGIES, Inc.

Michigan Scientific Corp.

MITEQ Inc.

Ross Engineering Corp.

TESEO SpA

Flow Meters
Advanced Test Equipment Rentals

VEROCH - Testing Equipment USA

Generators

Arbitrary Waveform Generators

AE Techron, Inc.

AMETEK Compliance Test Solutions

Applied Physical Electronics, L.C. (APELC)

EM TEST United States of America

Keysight Technologies Inc.

Teseq Inc.

EMP Generator

EMSource

HV TECHNOLOGIES, Inc.

ESD Generators

AMETEK Compliance Test Solutions

ARC Technical Resources, Inc.

EM TEST United States of America

EMSource

Grund Technical Solutions, LLC

HAEFELY HIPOTRONICS

HV TECHNOLOGIES, Inc.

Teseq Inc.

Fast/Transient Burst Generators

AE Techron, Inc.

AMETEK Compliance Test Solutions

ARC Technical Resources, Inc.

Comply Tek, Inc.

EMSource

HAEFELY HIPOTRONICS

HV TECHNOLOGIES, Inc.

Teseq Inc.

Impulse Generators

AMETEK Compliance Test Solutions

Applied EM Technology

Applied Physical Electronics, L.C. (APELC)

EM TEST United States of America

EMSource

Grund Technical Solutions, LLC

HAEFELY HIPOTRONICS

HV TECHNOLOGIES, Inc.

Solar Electronics Co.

Teseq Inc.

Interference Generators

AMETEK Compliance Test Solutions

EM TEST United States of America

IFI

MILMEGA

Teseq Inc.

Lightning Generators

ARC Technical Resources, Inc.

Avalon Equipment Corporation Rentals

EM TEST United States of America

HAEFELY HIPOTRONICS

HV TECHNOLOGIES, Inc.

Solar Electronics Co.

Signal Generators

Applied EM Technology
Cobham (formerly Aeroflex)
Electro Rent Corporation
Excalibur Engineering Inc.
Giga-tronics Incorporated
Keysight Technologies Inc.
Kikusui America Inc.
Teseq Inc.

Surge Transient Generators

ARC Technical Resources, Inc.
Avalon Equipment Corporation Rentals
EM TEST United States of America
HAEFELY HIPOTRONICS
HV TECHNOLOGIES, Inc.
Solar Electronics Co.
TechDream, Inc.
Teseq Inc.
Thermo Fisher Scientific

Meters

Field Strength Meters

AR RF/Microwave Instrumentation
Monroe Electronics
Narda STS, USA
SE Laboratories a Trescal Company
TREK, Inc.

Megohmmeters

ACL Staticide Inc.
Amstat Industries, Inc.
Chroma Systems Solutions, Inc.
Monroe Electronics
Ross Engineering Corp.

http://www.incompliancemag.com
http://ww.thermoscientific.com/esd
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SE Laboratories a Trescal Company

Teledyne LeCroy

Probes

Current/Magnetic Field Probes

A.H. Systems, Inc.

ETS-Lindgren

Fischer Custom Communications, Inc.

Pearson Electronics, Inc.

Prana

Solar Electronics Co.

Electric Field Probes

Enerdoor

ETS-Lindgren

TREK, Inc.

Voltage Probes

EM TEST United States of America

Fischer Custom Communications, Inc.

Ross Engineering Corp.

Solar Electronics Co.

Receivers

EMI/EMC Receivers

Comply Tek, Inc.

EMSource

Excalibur Engineering Inc.

GAUSS INSTRUMENTS GmbH

HV TECHNOLOGIES, Inc.

Keysight Technologies Inc.

MITEQ Inc.

Reliant EMC LLC

Rohde & Schwarz, Inc.

SE Laboratories a Trescal Company

TechDream, Inc.

RF Receivers

MI Technologies

Reliant EMC LLC

RF Leak Detectors
AR RF/Microwave Instrumentation

Safety Test Equipment
Advanced Test Equipment Rentals

AEMC Instruments

AR RF/Microwave Instrumentation

Chroma Systems Solutions, Inc.

ED&D

HAEFELY HIPOTRONICS

Kikusui America Inc.

O'Brien Compliance Management

Product Safety Consulting

VEROCH - Testing Equipment USA

SAR Testing Equipment
ART-MAN

Shock & Vibration Testing 
Shakers
Cascade TEK - Colorado

Cascade TEK - Oregon Pacific Northwest

NTS - San Bernardino, CA

Susceptibility Test 
Instruments
AMETEK Compliance Test Solutions

ARC Technical Resources, Inc.

DG Technologies

EM TEST United States of America

ESDEMC Technology LLC

Grund Technical Solutions, LLC

IFI

MILMEGA

OPHIR RF

Radiation Hazard Meters

ETS-Lindgren

RF Power Meters

AR RF/Microwave Instrumentation

Cobham (formerly Aeroflex)

Electro Rent Corporation

Giga-tronics Incorporated

Keysight Technologies Inc.

OPHIR RF

SE Laboratories a Trescal Company

Static Charge Meters

ACL Staticide Inc.

Monroe Electronics

TREK, Inc.

Static Decay Meters

Monroe Electronics

TREK, Inc.

Monitors

Current Monitors

Grund Technical Solutions, LLC

Pearson Electronics, Inc.

EMI Test Monitors

DG Technologies

ESD Monitors

Monroe Electronics

Ionizer Balance Monitors

Monroe Electronics

TREK, Inc.

Static Voltage Monitors

Michigan Scientific Corp.

TREK, Inc.

Oscilloscopes & Transient 
Recorders
Avalon Equipment Corporation Rentals

Electro Rent Corporation

Keysight Technologies Inc.

Lionheart Northwest

Reliant EMC LLC

Rohde & Schwarz, Inc.

http://www.reliantemc.com/ieee.html
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Test  and Measure  Test ing

Susceptibility Test 
Instruments
(continued)

TDK RF Solutions

www.tdkrfsolutions.com

Expert solutions in EMC testing

TechDream, Inc.

Teseq Inc.

Telecom Test Equipment
Advanced Test Equipment Rentals

AE Techron, Inc.

AMETEK Compliance Test Solutions

Avalon Equipment Corporation Rentals

Cobham (formerly Aeroflex)

CSIA, LLC

Electro Rent Corporation

EM TEST United States of America

EMSCAN

Fischer Custom Communications, Inc.

HAEFELY HIPOTRONICS

IFI

MILMEGA

TechDream, Inc.

Test Equipment Rentals
Advanced Test Equipment Rentals

AMETEK Compliance Test Solutions

Avalon Equipment Corporation Rentals

Barth Electronics, Inc.

CSZ Testing - Ohio

Electro Rent Corporation

EM TEST United States of America

ESDEMC Technology LLC

Excalibur Engineering Inc.
Grund Technical Solutions, LLC
IFI
Lionheart Northwest
Michigan Scientific Corp.
MILMEGA
TechDream, Inc.
TestWorld Inc.
Transient Specialists, Inc.
VEROCH - Testing Equipment USA

Testers

Current Leakage Testers

Associated Research, Inc.
Barth Electronics, Inc.
Chroma Systems Solutions, Inc.
ESDEMC Technology LLC
Kikusui America Inc.
Ross Engineering Corp.
Slaughter Company, Inc.

Dielectric Strength Testers

Associated Research, Inc.
Chroma Systems Solutions, Inc.
EM TEST United States of America
Slaughter Company, Inc.

Electrical Safety Testers

Associated Research, Inc.
Chroma Systems Solutions, Inc.
Kikusui America Inc.
O'Brien Compliance Management
Slaughter Company, Inc.

EMC Testers

AE Techron, Inc.
AMETEK Compliance Test Solutions
Detectus AB
DG Technologies
EM TEST United States of America
EMSCAN
EMSource
ESDEMC Technology LLC
Grund Technical Solutions, LLC
HAEFELY HIPOTRONICS
IFI
Langer EMV-Technik GmbH
MILMEGA
OPHIR RF
Rohde & Schwarz, Inc.
Teseq Inc.

Ground Bond Testers

Associated Research, Inc.

Chroma Systems Solutions, Inc.

Slaughter Company, Inc.

Ground Resistance Testers

Associated Research, Inc.

Atlas Foundation Company

Slaughter Company, Inc.

Hipot Testers

Applied Physical Electronics, L.C. (APELC)

Associated Research, Inc.

Chroma Systems Solutions, Inc.

Electro Rent Corporation

Kikusui America Inc.

Ross Engineering Corp.

Slaughter Company, Inc.

Thermocouples

Applied Physical Electronics, L.C. (APELC)

VEROCH - Testing Equipment USA

Used & Refurbished Test 
Equipment
Avalon Equipment Corporation Rentals

Electro Rent Corporation

Vibration Controllers
Excalibur Engineering Inc.

Accredited Registrar
Excalibur Engineering Inc.

Green Mountain Electromagnetics, Inc.

Laboratory Accreditation Bureau (L-A-B)

LS Research

Northwest EMC Inc. - Minnesota

Northwest EMC Inc. - Texas

Northwest EMC Inc.- California

Northwest EMC Inc.- Washington

Northwest EMC, Inc. - Oregon

QAI Laboratories

TÜV SÜD America - Alpharetta, GA

http://www.incompliancemag.com
http://www.tdkrfsolutions.com
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Test ing

D.L.S. Electronic Systems, Inc.  - EMC 
Testing

D.L.S. Electronic Systems, Inc. - Military 
and Aerospace Testing

Elite Electronic Engineering

Northwest EMC Inc. - Minnesota

Northwest EMC Inc. - Texas

Northwest EMC Inc.- California

Northwest EMC Inc.- Washington

Northwest EMC, Inc. - Oregon

QAI Laboratories

SIEMIC

TESEO SpA

Test Site Services Inc.

TÜV Rheinland of North America - 
Newtown, CT

TÜV Rheinland of North America - 
Pleasanton, CA

TÜV Rheinland of North America - Santa 
Clara, CA

TÜV Rheinland of North America - 
Webster, NY

TÜV Rheinland of North America - 
Youngsville, NC

TÜV SÜD America - Alpharetta, GA

TÜV SÜD America - Auburn Hills, MI

TÜV SÜD America - Holland, MI

TÜV SÜD America - New Brighton, MN

TÜV SÜD America - Rancho Bernardo, CA

TÜV SÜD America - Tampa, FL

TÜV SÜD America Inc. - Headquarters 
Peabody, MA

TÜV SÜD America Inc. - San Diego, CA

TÜV SÜD America- Fremont, CA

TÜV SÜD America- Plymouth, MI

TÜV SÜD America- Portland, OR

TÜV SÜD Canada - Gormley, ON

TÜV SÜD Canada - Newmarket, ON

UL - Fremont, CA

UL - Italy

UL - Japan Inc. (Yokawa EMC Laboratory)

UL - UK (Ashwood Park)

Washington Laboratories

Environmental Testing & 
Analysis Services
Boeing Technology Services

Cascade TEK - Colorado

Cascade TEK - Oregon Pacific Northwest

CSZ Testing - Ohio

D.L.S. Electronic Systems, Inc. - 
Environmental Testing

D.L.S. Electronic Systems, Inc. - Wireless 
Compliance Testing

D.L.S. Electronic Systems, Inc. - Military 
and Aerospace Testing

Dayton T. Brown, Inc.

DNB Engineering, Inc.

Elite Electronic Engineering

NTS - Boxborough, MA

NTS - Corporate Calabasas, CA

NTS - El Segundo, CA

NTS - Fullerton, CA

NTS - Plano, TX

NTS - San Bernardino, CA

Professional Testing (EMI), Inc.

QAI Laboratories

Retlif Testing Laboratories

Test Site Services Inc.

Trace Laboratories, Inc.

TÜV SÜD America - Alpharetta, GA

TÜV SÜD America - Auburn Hills, MI

TÜV SÜD America - Holland, MI

TÜV SÜD America - New Brighton, MN

TÜV SÜD America - Rancho Bernardo, CA

TÜV SÜD America - Tampa, FL

TÜV SÜD America Inc. - Headquarters 
Peabody, MA

TÜV SÜD America Inc. - San Diego, CA

TÜV SÜD America- Fremont, CA

TÜV SÜD America- Plymouth, MI

TÜV SÜD America- Portland, OR

TÜV SÜD Canada - Gormley, ON

TÜV SÜD Canada - Newmarket, ON

UL - Fremont, CA

UL - India

UL - Italy

UL - Japan Inc. (Yokawa EMC Laboratory)

UL - Japan, Inc. (Ise Head Office)

UL - Japan, Inc. (Shonan EMC Laboratory)

UL - Japan, Inc. (Yamakita)

UL - Korea Ltd.

UL - New Zealand

UL - Novi, MI

UL - Research Triangle Park, NC

UL - UK (Ashwood Park)

UL - UK (Kingsland Park)

UL LLC

Washington Laboratories

TÜV SÜD America - Auburn Hills, MI

TÜV SÜD America - Holland, MI

TÜV SÜD America - New Brighton, MN

TÜV SÜD America - Rancho Bernardo, CA

TÜV SÜD America - Tampa, FL

TÜV SÜD America Inc. - Headquarters 
Peabody, MA

TÜV SÜD America Inc. - San Diego, CA

TÜV SÜD America- Fremont, CA

TÜV SÜD America- Plymouth, MI

TÜV SÜD America- Portland, OR

TÜV SÜD Canada - Gormley, ON

TÜV SÜD Canada - Newmarket, ON

CE Competent Body
D.L.S. Electronic Systems, Inc. - 
Environmental Testing

D.L.S. Electronic Systems, Inc.  - EMC 
Testing

D.L.S. Electronic Systems, Inc. - Military 
and Aerospace Testing

Elite Electronic Engineering

QAI Laboratories

UL - Fremont, CA

UL - India

UL - Italy

UL - Japan Inc. (Yokawa EMC Laboratory)

UL - Japan, Inc. (Ise Head Office)

UL - Japan, Inc. (Shonan EMC Laboratory)

UL - Japan, Inc. (Yamakita)

UL - Korea Ltd.

UL - New Zealand

UL - Novi, MI

UL - Research Triangle Park, NC

UL - UK (Ashwood Park)

UL - UK (Kingsland Park)

UL LLC

Washington Laboratories

CE Notified Body
American Certification Body

CKC Laboratories, Inc.

Clark Testing

Compatible Electronics, Inc.

CSIA, LLC

D.L.S. Electronic Systems, Inc. - 
Environmental Testing

D.L.S. Electronic Systems, Inc. - Wireless 
Compliance Testing
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Homologation Services
CSIA, LLC

Jacobs Technology

Lewis Bass International Engineering 
Services

MET Laboratories, Inc.

Orbis Compliance LLC.

TÜV SÜD America - Alpharetta, GA

TÜV SÜD America - Auburn Hills, MI

TÜV SÜD America - Holland, MI

TÜV SÜD America - New Brighton, MN

TÜV SÜD America - Rancho Bernardo, CA

TÜV SÜD America - Tampa, FL

TÜV SÜD America Inc. - Headquarters 
Peabody, MA

TÜV SÜD America Inc. - San Diego, CA

TÜV SÜD America- Fremont, CA

TÜV SÜD America- Plymouth, MI

TÜV SÜD America- Portland, OR

TÜV SÜD Canada - Gormley, ON

TÜV SÜD Canada - Newmarket, ON

UL - Fremont, CA

UL - India

UL - Italy

UL - Japan Inc. (Yokawa EMC Laboratory)

UL - Japan, Inc. (Ise Head Office)

UL - Japan, Inc. (Shonan EMC Laboratory)

UL - Japan, Inc. (Yamakita)

UL - Korea Ltd.

UL - New Zealand

UL - Novi, MI

UL - Research Triangle Park, NC

UL - UK (Ashwood Park)

UL - UK (Kingsland Park)

UL LLC

Pre-Assessments
A2LA

CertifiGroup Inc.

Clark Testing

Compatible Electronics, Inc.

D.L.S. Electronic Systems, Inc. - Military 
and Aerospace Testing

Eisner Safety Consultants

Elite Electronic Engineering

F2 Labs

International Certification Services, Inc.

Jastech EMC Consulting LLC

Laboratory Accreditation Bureau (L-A-B)

Lewis Bass International Engineering 
Services

Product Safety Consulting

SILENT Solutions LLC

Spectrum EMC Consulting, LLC

UL - Fremont, CA

UL - India

UL - Italy

UL - Japan Inc. (Yokawa EMC Laboratory)

UL - Japan, Inc. (Ise Head Office)

UL - Japan, Inc. (Shonan EMC Laboratory)

UL - Japan, Inc. (Yamakita)

UL - Korea Ltd.

UL - New Zealand

UL - Novi, MI

UL - Research Triangle Park, NC

UL - UK (Ashwood Park)

UL - UK (Kingsland Park)

UL LLC

Wyatt Technical Services LLC

Product & Component Testing 
Services
ART-MAN

Cascade TEK - Colorado

Cascade TEK - Oregon Pacific Northwest

Compliance Testing, LLC

Dayton T. Brown, Inc.

Diversified T.E.S.T. Technologies, Inc.

DNB Engineering, Inc.

Elite Electronic Engineering

F2 Labs

Green Mountain Electromagnetics, Inc.

International Certification Services, Inc.

MI Technologies

NTS - Baltimore, MD

NTS - Boxborough, MA

NTS - Chicago, IL

NTS - Corporate Calabasas, CA

NTS - El Segundo, CA

NTS - Fullerton, CA

NTS - Huntsville, AL Nuclear

NTS - Plano, TX

NTS - Silicon Valley Fremont & Newark, CA

Product Safety Consulting

Retlif Testing Laboratories

SIEMIC

Southwest Research Institute

Trace Laboratories, Inc.

TÜV SÜD America - Alpharetta, GA

TÜV SÜD America - Auburn Hills, MI

TÜV SÜD America - Holland, MI

TÜV SÜD America - New Brighton, MN

TÜV SÜD America - Rancho Bernardo, CA

TÜV SÜD America - Tampa, FL

TÜV SÜD America Inc. - Headquarters 
Peabody, MA

TÜV SÜD America Inc. - San Diego, CA

TÜV SÜD America- Fremont, CA

TÜV SÜD America- Plymouth, MI

TÜV SÜD America- Portland, OR

TÜV SÜD Canada - Gormley, ON

TÜV SÜD Canada - Newmarket, ON

UL - Fremont, CA

UL - India

UL - Italy

UL - Japan Inc. (Yokawa EMC Laboratory)

UL - Japan, Inc. (Ise Head Office)

UL - Japan, Inc. (Shonan EMC Laboratory)

UL - Japan, Inc. (Yamakita)

UL - Korea Ltd.

UL - New Zealand

UL - Novi, MI

UL - Research Triangle Park, NC

UL - UK (Ashwood Park)

UL - UK (Kingsland Park)

UL LLC

Testing Laboratories

Accelerated Stress Testing

Boeing Technology Services

Cascade TEK - Colorado

Cascade TEK - Oregon Pacific Northwest

Core Compliance Testing Services

CSZ Testing - Ohio

D.L.S. Electronic Systems, Inc. - 
Environmental Testing

Dayton T. Brown, Inc.

Elite Electronic Engineering

Intertek

NTS - Baltimore, MD

NTS - Boxborough, MA

NTS - Chicago, IL

NTS - Corporate Calabasas, CA

NTS - El Segundo, CA

NTS - Fullerton, CA

NTS - Los Angeles, CA

NTS - Plano, TX
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NTS - Baltimore, MD

NTS - Boxborough, MA

NTS - Chicago, IL

NTS - Corporate Calabasas, CA

NTS - El Segundo, CA

NTS - Europe

NTS - Fullerton, CA

NTS - Plano, TX

NTS - Rockford, IL

NTS - Rustburg, VA

NTS - San Bernardino, CA

NTS - Santa Clarita, CA

NTS - Silicon Valley Fremont & Newark, CA

NTS - Tinton Falls, NJ

Retlif Testing Laboratories

BSMI Compliant Certification 
Testing

Atlas Compliance & Engineering

Compliance Worldwide, Inc.

Core Compliance Testing Services

D.L.S. Electronic Systems, Inc. - Wireless 
Compliance Testing

Elite Electronic Engineering

Northwest EMC Inc. - Minnesota

Northwest EMC Inc. - Texas

Northwest EMC Inc.- California

Northwest EMC Inc.- Washington

Northwest EMC, Inc. - Oregon

NTS - Baltimore, MD

NTS - Boxborough, MA

NTS - Chicago, IL

NTS - Corporate Calabasas, CA

NTS - Fullerton, CA

NTS - Plano, TX

NTS - Silicon Valley Fremont & Newark, CA

TestingPartners.com

UL - Fremont, CA

UL - India

UL - Italy

UL - Japan Inc. (Yokawa EMC Laboratory)

UL - Japan, Inc. (Ise Head Office)

UL - Japan, Inc. (Shonan EMC Laboratory)

UL - Japan, Inc. (Yamakita)

UL - Korea Ltd.

UL - New Zealand

UL - Novi, MI

UL - Research Triangle Park, NC

UL - UK (Ashwood Park)

UL - UK (Kingsland Park)

UL LLC

CB Test Report

D.L.S. Electronic Systems, Inc. - 
Conformity Assessment

Elite Electronic Engineering

EMC Integrity Inc.

Intertek

NTS - Baltimore, MD

NTS - Chicago, IL

Professional Testing (EMI), Inc.

TÜV Rheinland of North America - 
Newtown, CT

TÜV Rheinland of North America - 
Pleasanton, CA

TÜV Rheinland of North America - Santa 
Clara, CA

TÜV Rheinland of North America - 
Webster, NY

TÜV Rheinland of North America - 
Youngsville, NC

TÜV SÜD America - Alpharetta, GA

TÜV SÜD America - Auburn Hills, MI

TÜV SÜD America - Holland, MI

TÜV SÜD America - New Brighton, MN

TÜV SÜD America - Rancho Bernardo, CA

TÜV SÜD America - Tampa, FL

TÜV SÜD America Inc. - Headquarters 
Peabody, MA

TÜV SÜD America Inc. - San Diego, CA

TÜV SÜD America- Fremont, CA

TÜV SÜD America- Plymouth, MI

TÜV SÜD America- Portland, OR

TÜV SÜD Canada - Gormley, ON

TÜV SÜD Canada - Newmarket, ON

UL - Fremont, CA

UL - India

UL - Italy

UL - Japan Inc. (Yokawa EMC Laboratory)

UL - Japan, Inc. (Ise Head Office)

UL - Japan, Inc. (Shonan EMC Laboratory)

UL - Japan, Inc. (Yamakita)

UL - Korea Ltd.

UL - New Zealand

UL - Novi, MI

UL - Research Triangle Park, NC

UL - UK (Ashwood Park)

UL - UK (Kingsland Park)

UL LLC

NTS - San Bernardino, CA

NTS - Santa Clarita, CA

NTS - Tempe, AZ

NTS - Tinton Falls, NJ

Product Safety Consulting

Professional Testing (EMI), Inc.

Radiometrics Midwest Corporation

Trace Laboratories, Inc.

TÜV SÜD America - Alpharetta, GA

TÜV SÜD America - Auburn Hills, MI

TÜV SÜD America - Holland, MI

TÜV SÜD America - New Brighton, MN

TÜV SÜD America - Rancho Bernardo, CA

TÜV SÜD America - Tampa, FL

TÜV SÜD America Inc. - Headquarters 
Peabody, MA

TÜV SÜD America Inc. - San Diego, CA

TÜV SÜD America- Fremont, CA

TÜV SÜD America- Plymouth, MI

TÜV SÜD America- Portland, OR

TÜV SÜD Canada - Gormley, ON

TÜV SÜD Canada - Newmarket, ON

UL - Fremont, CA

UL - India

UL - Italy

UL - Japan Inc. (Yokawa EMC Laboratory)

UL - Japan, Inc. (Ise Head Office)

UL - Japan, Inc. (Shonan EMC Laboratory)

UL - Japan, Inc. (Yamakita)

UL - Korea Ltd.

UL - New Zealand

UL - Novi, MI

UL - Research Triangle Park, NC

UL - UK (Ashwood Park)

UL - UK (Kingsland Park)

UL LLC

Videon Central, Inc.

Acoustical Testing

Boeing Technology Services

Clark Testing

Core Compliance Testing Services

D.L.S. Electronic Systems, Inc. - 
Conformity Assessment

Dayton T. Brown, Inc.

DNB Engineering, Inc.

Electronic Instrument Associates

Intertek
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CE Marking

Abstraction Engineering Inc.

Atlas Compliance & Engineering

CertifiGroup Inc.

CKC Laboratories, Inc.

Compatible Electronics, Inc.

Compliance Worldwide, Inc.

Core Compliance Testing Services

D.L.S. Electronic Systems, Inc. - 
Conformity Assessment

D.L.S. Electronic Systems, Inc. - 
Environmental Testing

D.L.S. Electronic Systems, Inc. - Wireless 
Compliance Testing

D.L.S. Electronic Systems, Inc.  - EMC 
Testing

D.L.S. Electronic Systems, Inc. - Military 
and Aerospace Testing

Dayton T. Brown, Inc.

DNB Engineering, Inc.

Elite Electronic Engineering

F2 Labs

G&M Compliance, Inc.

Green Mountain Electromagnetics, Inc.

H.B. Compliance Solutions

International Certification Services, Inc.

Intertek

Lewis Bass International Engineering 
Services

Northwest EMC Inc. - Minnesota

Northwest EMC Inc. - Texas

Northwest EMC Inc.- California

Northwest EMC, Inc. - Oregon

NTS - Baltimore, MD

NTS - Boxborough, MA

NTS - Chicago, IL

NTS - Corporate Calabasas, CA

NTS - El Segundo, CA

NTS - Fullerton, CA

NTS - Plano, TX

NTS - Rockford, IL

NTS - Silicon Valley Fremont & Newark, CA

NTS - Tinton Falls, NJ

Professional Testing (EMI), Inc.

Retlif Testing Laboratories

TESEO SpA

Test Site Services Inc.

TestingPartners.com

TÜV Rheinland of North America - 
Newtown, CT

TÜV Rheinland of North America - 
Pleasanton, CA

TÜV Rheinland of North America - Santa 
Clara, CA

TÜV Rheinland of North America - 
Webster, NY

TÜV Rheinland of North America - 
Youngsville, NC

TÜV SÜD America - Alpharetta, GA

TÜV SÜD America - Auburn Hills, MI

TÜV SÜD America - Holland, MI

TÜV SÜD America - New Brighton, MN

TÜV SÜD America - Rancho Bernardo, CA

TÜV SÜD America - Tampa, FL

TÜV SÜD America Inc. - Headquarters 
Peabody, MA

TÜV SÜD America Inc. - San Diego, CA

TÜV SÜD America- Fremont, CA

TÜV SÜD America- Plymouth, MI

TÜV SÜD America- Portland, OR

TÜV SÜD Canada - Gormley, ON

TÜV SÜD Canada - Newmarket, ON

UL - Fremont, CA

UL - India

UL - Italy

UL - Japan Inc. (Yokawa EMC Laboratory)

UL - Japan, Inc. (Ise Head Office)

UL - Japan, Inc. (Shonan EMC Laboratory)

UL - Japan, Inc. (Yamakita)

UL - Korea Ltd.

UL - New Zealand

UL - Novi, MI

UL - Research Triangle Park, NC

UL - UK (Ashwood Park)

UL - UK (Kingsland Park)

UL LLC

Walshire Labs, LLC

China Compulsory Certification

CSIA, LLC

D.L.S. Electronic Systems, Inc. - 
Conformity Assessment

D.L.S. Electronic Systems, Inc. - 
Environmental Testing

D.L.S. Electronic Systems, Inc.  - EMC 
Testing

D.L.S. Electronic Systems, Inc. - Military 
and Aerospace Testing

G&M Compliance, Inc.

Northwest EMC Inc. - Minnesota

Northwest EMC Inc. - Texas

Northwest EMC Inc.- California

Northwest EMC Inc.- Washington

Northwest EMC, Inc. - Oregon

NTS - Baltimore, MD

NTS - Chicago, IL

TestingPartners.com

TÜV Rheinland of North America - 
Newtown, CT

TÜV Rheinland of North America - 
Pleasanton, CA

TÜV Rheinland of North America - Santa 
Clara, CA

TÜV Rheinland of North America - 
Webster, NY

TÜV Rheinland of North America - 
Youngsville, NC

TÜV SÜD America - Alpharetta, GA

TÜV SÜD America - Auburn Hills, MI

TÜV SÜD America - Holland, MI

TÜV SÜD America - New Brighton, MN

TÜV SÜD America - Rancho Bernardo, CA

TÜV SÜD America - Tampa, FL

TÜV SÜD America Inc. - Headquarters 
Peabody, MA

TÜV SÜD America Inc. - San Diego, CA

TÜV SÜD America- Fremont, CA

TÜV SÜD America- Plymouth, MI

TÜV SÜD America- Portland, OR

TÜV SÜD Canada - Gormley, ON

TÜV SÜD Canada - Newmarket, ON

Electrical Safety Testing

Abstraction Engineering Inc.

Boeing Technology Services

CertifiGroup Inc.

Coilcraft CPS

D.L.S. Electronic Systems, Inc. - 
Conformity Assessment

Dayton T. Brown, Inc.

DNB Engineering, Inc.

Elite Electronic Engineering

F2 Labs

G&M Compliance, Inc.

Green Mountain Electromagnetics, Inc.

H.B. Compliance Solutions

Intertek

NTS - Baltimore, MD

NTS - Chicago, IL

NTS - San Bernardino, CA

Orbis Compliance LLC.

Professional Testing (EMI), Inc.
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EMC Testing Laboratory Inc.

F2 Labs

G&M Compliance, Inc.

Global EMC Inc.

Green Mountain Electromagnetics, Inc.

H.B. Compliance Solutions

International Certification Services, Inc.

Intertek

Jacobs Technology

Jastech EMC Consulting LLC

LS Research

MET Laboratories, Inc.

National Institute for Aviation Research

Northwest EMC Inc. - Minnesota

Northwest EMC Inc. - Texas

Northwest EMC Inc.- California

Northwest EMC Inc.- Washington

Northwest EMC, Inc. - Oregon

Antenna Pattern Measurements and Over the Air (OTA) 
measurement chamber designed for fully compliant 
radiated wireless measurements over the frequency 
range of 400 MHz to 6 GHz.

NORTHWEST EMC (888) 364-2378

www.NWEMC.com

Trust Northwest EMC,
the Leader in EMC Testing.

ANTENNA PATTERN & OTA MEASUREMENTS

NTS - Baltimore, MD

NTS - Boxborough, MA

NTS - Chicago, IL

NTS - Corporate Calabasas, CA

NTS - Europe

NTS - Fullerton, CA

NTS - Plano, TX

NTS - Rockford, IL

NTS - Rustburg, VA

NTS - San Bernardino, CA

NTS - Silicon Valley Fremont & Newark, CA

NTS - Tempe, AZ

NTS - Tinton Falls, NJ

Parker Chomerics

Professional Testing (EMI), Inc.

Qualtest, Inc.

Radiometrics Midwest Corporation

Retlif Testing Laboratories

SIEMIC

Southwest Research Institute

Spes Development Co

Test Site Services Inc.

TestingPartners.com

Timco Engineering, Inc.

TÜV Rheinland of North America - 
Newtown, CT

TÜV Rheinland of North America - 
Pleasanton, CA

TÜV Rheinland of North America - Santa 
Clara, CA

TÜV Rheinland of North America - 
Webster, NY

TÜV Rheinland of North America - 
Youngsville, NC

TÜV SÜD America - Alpharetta, GA

TÜV SÜD America - Auburn Hills, MI

TÜV SÜD America - Holland, MI

TÜV SÜD America - New Brighton, MN

TÜV SÜD America - Rancho Bernardo, CA

TÜV SÜD America - Tampa, FL

TÜV SÜD America Inc. - Headquarters 
Peabody, MA

TÜV SÜD America Inc. - San Diego, CA

TÜV SÜD America- Fremont, CA

TÜV SÜD America- Plymouth, MI

TÜV SÜD America- Portland, OR

TÜV SÜD Canada - Gormley, ON

TÜV SÜD Canada - Newmarket, ON

UL - Fremont, CA

UL - India

UL - Italy

UL - Japan Inc. (Yokawa EMC Laboratory)

UL - Japan, Inc. (Ise Head Office)

UL - Japan, Inc. (Shonan EMC Laboratory)

UL - Japan, Inc. (Yamakita)

UL - Korea Ltd.

UL - New Zealand

UL - Novi, MI

UL - Research Triangle Park, NC

UL - UK (Ashwood Park)

UL - UK (Kingsland Park)

UL LLC

Washington Laboratories

WEMS Electronics

Wyatt Technical Services LLC

Yazaki Testing Laboratory

TestingPartners.com

TÜV Rheinland of North America - 
Newtown, CT

TÜV Rheinland of North America - 
Pleasanton, CA

TÜV Rheinland of North America - Santa 
Clara, CA

TÜV Rheinland of North America - 
Webster, NY

TÜV Rheinland of North America - 
Youngsville, NC

TÜV SÜD America - Alpharetta, GA

TÜV SÜD America - Auburn Hills, MI

TÜV SÜD America - Holland, MI

TÜV SÜD America - New Brighton, MN

TÜV SÜD America - Rancho Bernardo, CA

TÜV SÜD America - Tampa, FL

TÜV SÜD America Inc. - Headquarters 
Peabody, MA

TÜV SÜD America Inc. - San Diego, CA

TÜV SÜD America- Fremont, CA

TÜV SÜD America- Plymouth, MI

TÜV SÜD America- Portland, OR

TÜV SÜD Canada - Gormley, ON

TÜV SÜD Canada - Newmarket, ON

UL LLC

EMC Testing

Abstraction Engineering Inc.

AHD

APREL Inc.

ART-MAN

Atlas Compliance & Engineering

Boeing Technology Services

CKC Laboratories, Inc.

Clark Testing

Compatible Electronics, Inc.

Compliance Worldwide, Inc.

Core Compliance Testing Services

CSIA, LLC

D.L.S. Electronic Systems, Inc. - 
Environmental Testing

D.L.S. Electronic Systems, Inc. - Wireless 
Compliance Testing

D.L.S. Electronic Systems, Inc.  - EMC 
Testing

D.L.S. Electronic Systems, Inc. - Military 
and Aerospace Testing

DNB Engineering, Inc.

Electronics Test Centre

EMC Integrity Inc.

http://www.NWEMC.com
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Energy Efficiency Testing

Boeing Technology Services

MET Laboratories, Inc.

NTS - Baltimore, MD

NTS - Boxborough, MA

NTS - Chicago, IL

NTS - Corporate Calabasas, CA

NTS - El Segundo, CA

NTS - Fullerton, CA

NTS - Plano, TX

NTS - San Bernardino, CA

NTS - Silicon Valley Fremont & Newark, CA

TÜV Rheinland of North America - 
Newtown, CT

TÜV Rheinland of North America - 
Pleasanton, CA

TÜV Rheinland of North America - Santa 
Clara, CA

TÜV Rheinland of North America - 
Webster, NY

TÜV Rheinland of North America - 
Youngsville, NC

TÜV SÜD America - Alpharetta, GA

TÜV SÜD America - Auburn Hills, MI

TÜV SÜD America - Holland, MI

TÜV SÜD America - New Brighton, MN

TÜV SÜD America - Rancho Bernardo, CA

TÜV SÜD America - Tampa, FL

TÜV SÜD America Inc. - Headquarters 
Peabody, MA

TÜV SÜD America Inc. - San Diego, CA

TÜV SÜD America- Fremont, CA

TÜV SÜD America- Plymouth, MI

TÜV SÜD America- Portland, OR

TÜV SÜD Canada - Gormley, ON

TÜV SÜD Canada - Newmarket, ON

UL - Fremont, CA

UL - India

UL - Italy

UL - Japan Inc. (Yokawa EMC Laboratory)

UL - Japan, Inc. (Ise Head Office)

UL - Japan, Inc. (Shonan EMC Laboratory)

UL - Japan, Inc. (Yamakita)

UL - Korea Ltd.

UL - New Zealand

UL - Novi, MI

UL - Research Triangle Park, NC

UL - UK (Ashwood Park)

UL - UK (Kingsland Park)

UL LLC

Environmental Simulation 
Testing

Boeing Technology Services

Cascade TEK - Colorado

Cascade TEK - Oregon Pacific Northwest

CertifiGroup Inc.

Coilcraft CPS

www.coilcraft-cps.com

Utilize our Product Testing and Validation 
services to determine the reliability and 
compliance of your manufactured and 
purchased products. 
• Complete electrical testing
• Elemental analysis 
• Real-time X-ray inspection
• Thermal shock & cycling tests
• Resistance to solvents 
• Operational life testing 
• Customized screening

Learn more. Visit us online today!

• Thermal shock & cycling tests

Download our
Testing & Validation

Services brochure

Core Compliance Testing Services

CSZ Testing - Ohio

D.L.S. Electronic Systems, Inc. - 
Environmental Testing

D.L.S. Electronic Systems, Inc.  - EMC 
Testing

D.L.S. Electronic Systems, Inc. - Military 
and Aerospace Testing

DNB Engineering, Inc.

H.B. Compliance Solutions

MET Laboratories, Inc.

NTS - Baltimore, MD

NTS - Boxborough, MA

NTS - Camden, AR

NTS - Chicago, IL

NTS - Corporate Calabasas, CA

NTS - Detroit, MI

NTS - El Segundo, CA

NTS - Europe

NTS - Fullerton, CA

NTS - Huntsville, AL Nuclear

NTS - Indianapolis, IN

NTS - Los Angeles, CA

NTS - Pittsfield, MA

NTS - Plano, TX

NTS - Rockford, IL

NTS - San Bernardino, CA

NTS - Santa Clarita, CA

NTS - Tempe, AZ

NTS - Tinton Falls, NJ

Professional Testing (EMI), Inc.

Retlif Testing Laboratories

Trace Laboratories, Inc.

TÜV SÜD America - Alpharetta, GA

TÜV SÜD America - Auburn Hills, MI

TÜV SÜD America - Holland, MI

TÜV SÜD America - New Brighton, MN

TÜV SÜD America - Rancho Bernardo, CA

TÜV SÜD America - Tampa, FL

TÜV SÜD America Inc. - Headquarters 
Peabody, MA

TÜV SÜD America Inc. - San Diego, CA

TÜV SÜD America- Fremont, CA

TÜV SÜD America- Plymouth, MI

TÜV SÜD America- Portland, OR

TÜV SÜD Canada - Gormley, ON

TÜV SÜD Canada - Newmarket, ON

UL - Fremont, CA

UL - India

UL - Italy

UL - Japan Inc. (Yokawa EMC Laboratory)

UL - Japan, Inc. (Ise Head Office)

UL - Japan, Inc. (Shonan EMC Laboratory)

UL - Japan, Inc. (Yamakita)

UL - Korea Ltd.

UL - New Zealand

UL - Novi, MI

UL - Research Triangle Park, NC

UL - UK (Ashwood Park)

UL - UK (Kingsland Park)

UL LLC

ESD Testing

Compliance Worldwide, Inc.

ESDEMC Technology LLC

H.B. Compliance Solutions

Northwest EMC Inc. - Minnesota

Northwest EMC Inc. - Texas

Northwest EMC Inc.- California

Northwest EMC Inc.- Washington

Northwest EMC, Inc. - Oregon

NTS - Baltimore, MD

NTS - Chicago, IL

NTS - San Bernardino, CA
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NTS - San Bernardino, CA

TÜV Rheinland of North America - 
Newtown, CT

TÜV Rheinland of North America - 
Pleasanton, CA

TÜV Rheinland of North America - Santa 
Clara, CA

TÜV Rheinland of North America - 
Webster, NY

TÜV Rheinland of North America - 
Youngsville, NC

UL - Fremont, CA

UL - India

UL - Italy

UL - Japan Inc. (Yokawa EMC Laboratory)

UL - Japan, Inc. (Ise Head Office)

UL - Japan, Inc. (Shonan EMC Laboratory)

UL - Japan, Inc. (Yamakita)

UL - Korea Ltd.

UL - New Zealand

UL - Novi, MI

UL - Research Triangle Park, NC

UL - UK (Ashwood Park)

UL - UK (Kingsland Park)

UL LLC

GS Mark Certification

NTS - Baltimore, MD

NTS - Chicago, IL

NTS - San Bernardino, CA

TÜV Rheinland of North America - 
Newtown, CT

TÜV Rheinland of North America - 
Pleasanton, CA

TÜV Rheinland of North America - Santa 
Clara, CA

TÜV Rheinland of North America - 
Webster, NY

TÜV Rheinland of North America - 
Youngsville, NC

TÜV SÜD America - Alpharetta, GA

TÜV SÜD America - Auburn Hills, MI

TÜV SÜD America - Holland, MI

TÜV SÜD America - New Brighton, MN

TÜV SÜD America - Rancho Bernardo, CA

TÜV SÜD America - Tampa, FL

TÜV SÜD America Inc. - Headquarters 
Peabody, MA

TÜV SÜD America Inc. - San Diego, CA

TÜV SÜD America- Fremont, CA

TÜV SÜD America- Plymouth, MI

TÜV SÜD America- Portland, OR

TÜV SÜD Canada - Gormley, ON

TÜV SÜD Canada - Newmarket, ON

UL - Fremont, CA

UL - India

UL - Italy

UL - Japan Inc. (Yokawa EMC Laboratory)

UL - Japan, Inc. (Ise Head Office)

UL - Japan, Inc. (Shonan EMC Laboratory)

UL - Japan, Inc. (Yamakita)

UL - Korea Ltd.

UL - New Zealand

UL - Novi, MI

UL - Research Triangle Park, NC

UL - UK (Ashwood Park)

UL - UK (Kingsland Park)

UL LLC

Halogen Testing

NTS - Baltimore, MD

NTS - Chicago, IL

NTS - San Bernardino, CA

Trace Laboratories, Inc.

UL - UK (Kingsland Park)

Lithium-Ion Battery Testing

Boeing Technology Services

Cascade TEK - Colorado

Cascade TEK - Oregon Pacific Northwest

CSZ Testing - Ohio

MET Laboratories, Inc.

NTS - Baltimore, MD

NTS - Boxborough, MA

NTS - Camden, AR

NTS - Chicago, IL

NTS - Corporate Calabasas, CA

NTS - Detroit, MI

NTS - El Segundo, CA

NTS - Fullerton, CA

NTS - Plano, TX

NTS - San Bernardino, CA

NTS - Santa Clarita, CA

Trace Laboratories, Inc.

TÜV SÜD America - Alpharetta, GA

TÜV SÜD America - Auburn Hills, MI

TÜV SÜD America - Holland, MI

TÜV SÜD America - New Brighton, MN

TÜV SÜD America - Rancho Bernardo, CA

TÜV SÜD America - Tampa, FL

TÜV SÜD America Inc. - Headquarters 
Peabody, MA

EuP Directive Compliance

NTS - Baltimore, MD

NTS - Chicago, IL

NTS - San Bernardino, CA

GOST R Certification

G&M Compliance, Inc.

Northwest EMC Inc. - Minnesota

Northwest EMC Inc. - Texas

Northwest EMC Inc.- California

Northwest EMC Inc.- Washington

Northwest EMC, Inc. - Oregon

NTS - Baltimore, MD

NTS - Chicago, IL

NTS - San Bernardino, CA

NTS - Silicon Valley Fremont & Newark, CA

TestingPartners.com

TÜV SÜD America - Alpharetta, GA

TÜV SÜD America - Auburn Hills, MI

TÜV SÜD America - Holland, MI

TÜV SÜD America - New Brighton, MN

TÜV SÜD America - Rancho Bernardo, CA

TÜV SÜD America - Tampa, FL

TÜV SÜD America Inc. - Headquarters 
Peabody, MA

TÜV SÜD America Inc. - San Diego, CA

TÜV SÜD America- Fremont, CA

TÜV SÜD America- Plymouth, MI

TÜV SÜD America- Portland, OR

TÜV SÜD Canada - Gormley, ON

TÜV SÜD Canada - Newmarket, ON

UL - Fremont, CA

UL - India

UL - Italy

UL - Japan Inc. (Yokawa EMC Laboratory)

UL - Japan, Inc. (Ise Head Office)

UL - Japan, Inc. (Shonan EMC Laboratory)

UL - Japan, Inc. (Yamakita)

UL - Korea Ltd.

UL - New Zealand

UL - Novi, MI

UL - Research Triangle Park, NC

UL - UK (Ashwood Park)

UL LLC

Green Energy Compliance

CertifiGroup Inc.

NTS - Baltimore, MD

NTS - Chicago, IL



216    In Compliance   2015 Annual Reference Guide www.incompliancemag.com

Products & Services Directory
Pr

od
uc

t/S
er

vi
ce

 D
ire

ct
or

y
Test ing

Lithium-Ion Battery Testing
(continued)

TÜV SÜD America Inc. - San Diego, CA

TÜV SÜD America- Fremont, CA

TÜV SÜD America- Plymouth, MI

TÜV SÜD America- Portland, OR

TÜV SÜD Canada - Gormley, ON

TÜV SÜD Canada - Newmarket, ON

UL - Fremont, CA

UL - India

UL - Italy

UL - Japan Inc. (Yokawa EMC Laboratory)

UL - Japan, Inc. (Ise Head Office)

UL - Japan, Inc. (Shonan EMC Laboratory)

UL - Japan, Inc. (Yamakita)

UL - Korea Ltd.

UL - New Zealand

UL - Novi, MI

UL - Research Triangle Park, NC

UL - UK (Ashwood Park)

UL - UK (Kingsland Park)

UL LLC

Marine Electronics Testing

Cascade TEK - Colorado

Cascade TEK - Oregon Pacific Northwest

CertifiGroup Inc.

Core Compliance Testing Services

D.L.S. Electronic Systems, Inc. - Wireless 
Compliance Testing

D.L.S. Electronic Systems, Inc. - Military 
and Aerospace Testing

Green Mountain Electromagnetics, Inc.

NTS - Baltimore, MD

NTS - Boxborough, MA

NTS - Chicago, IL

NTS - Corporate Calabasas, CA

NTS - El Segundo, CA

NTS - Fullerton, CA

NTS - Plano, TX

NTS - San Bernardino, CA

NTS - Silicon Valley Fremont & Newark, CA

Retlif Testing Laboratories

Trace Laboratories, Inc.

UL - Research Triangle Park, NC

National Recognized Testing 
Laboratory (NRTL)

CertifiGroup Inc.

MET Laboratories, Inc.

NTS - Baltimore, MD

NTS - Chicago, IL

NTS - San Bernardino, CA

Product Safety Consulting

TÜV Rheinland of North America - 
Newtown, CT

TÜV Rheinland of North America - 
Pleasanton, CA

TÜV Rheinland of North America - Santa 
Clara, CA

TÜV Rheinland of North America - 
Webster, NY

TÜV Rheinland of North America - 
Youngsville, NC

TÜV SÜD America - Alpharetta, GA

TÜV SÜD America - Auburn Hills, MI

TÜV SÜD America - Holland, MI

TÜV SÜD America - New Brighton, MN

TÜV SÜD America - Rancho Bernardo, CA

TÜV SÜD America - Tampa, FL

TÜV SÜD America Inc. - Headquarters 
Peabody, MA

TÜV SÜD America Inc. - San Diego, CA

TÜV SÜD America- Fremont, CA

TÜV SÜD America- Plymouth, MI

TÜV SÜD America- Portland, OR

TÜV SÜD Canada - Gormley, ON

TÜV SÜD Canada - Newmarket, ON

UL - Fremont, CA

UL - India

UL - Italy

UL - Japan Inc. (Yokawa EMC Laboratory)

UL - Japan, Inc. (Ise Head Office)

UL - Japan, Inc. (Shonan EMC Laboratory)

UL - Japan, Inc. (Yamakita)

UL - Korea Ltd.

UL - New Zealand

UL - Novi, MI

UL - Research Triangle Park, NC

UL - UK (Ashwood Park)

UL - UK (Kingsland Park)

UL LLC

Network Equipment Building 
System (NEBS) Testing

International Certification Services, Inc.

NTS - Baltimore, MD

NTS - Boxborough, MA

NTS - Chicago, IL

NTS - Corporate Calabasas, CA

NTS - El Segundo, CA

NTS - Europe

NTS - Fullerton, CA

NTS - Plano, TX

NTS - San Bernardino, CA

NTS - Silicon Valley Fremont & Newark, CA

NTS - Tinton Falls, NJ

UL - Fremont, CA

UL - Research Triangle Park, NC

Product Pre-Compliance 
Testing

ART-MAN

Atlas Compliance & Engineering

Cascade TEK - Colorado

Cascade TEK - Oregon Pacific Northwest

CASE Forensics

CertifiGroup Inc.

Coilcraft CPS

www.coilcraft-cps.com

Utilize our Product Testing and Validation 
services to determine the reliability and 
compliance of your manufactured and 
purchased products. 
• Complete electrical testing
• Elemental analysis 
• Real-time X-ray inspection
• Thermal shock & cycling tests
• Resistance to solvents 
• Operational life testing 
• Customized screening

Learn more. Visit us online today!

• Thermal shock & cycling tests

Download our
Testing & Validation

Services brochure

Compatible Electronics, Inc.

Compliance Worldwide, Inc.

Core Compliance Testing Services

D.L.S. Electronic Systems, Inc. - 
Conformity Assessment

D.L.S. Electronic Systems, Inc. - 
Environmental Testing

D.L.S. Electronic Systems, Inc. - Wireless 
Compliance Testing

D.L.S. Electronic Systems, Inc.  - EMC 
Testing

DNB Engineering, Inc.

F2 Labs

G&M Compliance, Inc.

Green Mountain Electromagnetics, Inc.

H.B. Compliance Solutions

International Certification Services, Inc.
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UL - Novi, MI

UL - Research Triangle Park, NC

UL - UK (Ashwood Park)

UL - UK (Kingsland Park)

UL LLC

Washington Laboratories

Wyatt Technical Services LLC

Product Safety Testing

Abstraction Engineering Inc.

Bharat Test House

Boeing Technology Services

Cascade TEK - Colorado

Cascade TEK - Oregon Pacific Northwest

CASE Forensics

CertifiGroup Inc.

Coilcraft CPS

Compatible Electronics, Inc.

Core Compliance Testing Services

CSA Group

D.L.S. Electronic Systems, Inc. - 
Conformity Assessment

D.L.S. Electronic Systems, Inc. - 
Environmental Testing

D.L.S. Electronic Systems, Inc. - Wireless 
Compliance Testing

D.L.S. Electronic Systems, Inc.  - EMC 
Testing

DNB Engineering, Inc.

F2 Labs

G&M Compliance, Inc.

Green Mountain Electromagnetics, Inc.

Lewis Bass International Engineering 
Services

MET Laboratories, Inc.

NTS - Baltimore, MD

NTS - Chicago, IL

NTS - El Segundo, CA

NTS - San Bernardino, CA

NTS - Silicon Valley Fremont & Newark, CA

NTS - Tinton Falls, NJ

Product Safety Consulting

Professional Testing (EMI), Inc.

SIEMIC

TestingPartners.com

TÜV Rheinland of North America - 
Newtown, CT

TÜV Rheinland of North America - 
Pleasanton, CA

TÜV Rheinland of North America - Santa 
Clara, CA

TÜV Rheinland of North America - 
Webster, NY

TÜV Rheinland of North America - 
Youngsville, NC

TÜV SÜD America - Alpharetta, GA

TÜV SÜD America - Auburn Hills, MI

TÜV SÜD America - Holland, MI

TÜV SÜD America - New Brighton, MN

TÜV SÜD America - Rancho Bernardo, CA

TÜV SÜD America - Tampa, FL

TÜV SÜD America Inc. - Headquarters 
Peabody, MA

TÜV SÜD America Inc. - San Diego, CA

TÜV SÜD America- Fremont, CA

TÜV SÜD America- Plymouth, MI

TÜV SÜD America- Portland, OR

TÜV SÜD Canada - Gormley, ON

TÜV SÜD Canada - Newmarket, ON

UL - Fremont, CA

UL - India

UL - Italy

UL - Japan Inc. (Yokawa EMC Laboratory)

UL - Japan, Inc. (Ise Head Office)

UL - Japan, Inc. (Shonan EMC Laboratory)

UL - Japan, Inc. (Yamakita)

UL - Korea Ltd.

UL - New Zealand

UL - Novi, MI

UL - Research Triangle Park, NC

UL - UK (Ashwood Park)

UL - UK (Kingsland Park)

UL LLC

Washington Laboratories

Radio Performance & 
Functionality Testing

Applied Physical Electronics, L.C. (APELC)

D.L.S. Electronic Systems, Inc. - Wireless 
Compliance Testing

D.L.S. Electronic Systems, Inc.  - EMC 
Testing

H.B. Compliance Solutions

Northwest EMC Inc.- California

NTS - Baltimore, MD

NTS - Chicago, IL

NTS - San Bernardino, CA

Orbis Compliance LLC.

Radiometrics Midwest Corporation

SIEMIC

Test Site Services Inc.

UL - Fremont, CA

Lewis Bass International Engineering 
Services

Northwest EMC Inc. - Minnesota

Northwest EMC Inc. - Texas

Northwest EMC Inc.- California

Northwest EMC Inc.- Washington

Northwest EMC, Inc. - Oregon

NTS - Baltimore, MD

NTS - Boxborough, MA

NTS - Camden, AR

NTS - Chicago, IL

NTS - Detroit, MI

NTS - El Segundo, CA

NTS - Europe

NTS - Fullerton, CA

NTS - Huntsville, AL Nuclear

NTS - Indianapolis, IN

NTS - Los Angeles, CA

NTS - Pittsfield, MA

NTS - Plano, TX

NTS - Rockford, IL

NTS - Rustburg, VA

NTS - San Bernardino, CA

NTS - Santa Clarita, CA

NTS - Silicon Valley Fremont & Newark, CA

NTS - Tempe, AZ

NTS - Tinton Falls, NJ

O'Brien Compliance Management

Product Safety Consulting

Professional Testing (EMI), Inc.

Test Site Services Inc.

TestingPartners.com

TÜV Rheinland of North America - 
Newtown, CT

TÜV Rheinland of North America - 
Pleasanton, CA

TÜV Rheinland of North America - Santa 
Clara, CA

TÜV Rheinland of North America - 
Webster, NY

TÜV Rheinland of North America - 
Youngsville, NC

UL - Fremont, CA

UL - India

UL - Italy

UL - Japan Inc. (Yokawa EMC Laboratory)

UL - Japan, Inc. (Ise Head Office)

UL - Japan, Inc. (Shonan EMC Laboratory)

UL - Japan, Inc. (Yamakita)

UL - Korea Ltd.

UL - New Zealand
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Radio Performance & 
Functionality Testing
(continued)

UL - India

UL - Italy

UL - Japan Inc. (Yokawa EMC Laboratory)

UL - Japan, Inc. (Ise Head Office)

UL - Japan, Inc. (Shonan EMC Laboratory)

UL - Japan, Inc. (Yamakita)

UL - Korea Ltd.

UL - New Zealand

UL - Novi, MI

UL - Research Triangle Park, NC

UL - UK (Ashwood Park)

UL - UK (Kingsland Park)

UL LLC

Washington Laboratories

RoHS Directive Compliance

D.L.S. Electronic Systems, Inc. - 
Conformity Assessment

NTS - Baltimore, MD

NTS - Chicago, IL

NTS - San Bernardino, CA

Trace Laboratories, Inc.

TÜV Rheinland of North America - 
Newtown, CT

TÜV Rheinland of North America - 
Pleasanton, CA

TÜV Rheinland of North America - Santa 
Clara, CA

TÜV Rheinland of North America - 
Webster, NY

TÜV Rheinland of North America - 
Youngsville, NC

TÜV SÜD America - Alpharetta, GA

TÜV SÜD America - Auburn Hills, MI

TÜV SÜD America - Holland, MI

TÜV SÜD America - New Brighton, MN

TÜV SÜD America - Rancho Bernardo, CA

TÜV SÜD America - Tampa, FL

TÜV SÜD America Inc. - Headquarters 
Peabody, MA

TÜV SÜD America Inc. - San Diego, CA

TÜV SÜD America- Fremont, CA

TÜV SÜD America- Plymouth, MI

TÜV SÜD America- Portland, OR

TÜV SÜD Canada - Gormley, ON

TÜV SÜD Canada - Newmarket, ON

UL - Fremont, CA

UL - India

UL - Italy

UL - Japan Inc. (Yokawa EMC Laboratory)

UL - Japan, Inc. (Ise Head Office)

UL - Japan, Inc. (Shonan EMC Laboratory)

UL - Japan, Inc. (Yamakita)

UL - Korea Ltd.

UL - New Zealand

UL - Novi, MI

UL - Research Triangle Park, NC

UL - UK (Ashwood Park)

UL - UK (Kingsland Park)

Shock & Vibration

Boeing Technology Services

Cascade TEK - Colorado

Cascade TEK - Oregon Pacific Northwest

Clark Testing

Coilcraft CPS

www.coilcraft-cps.com

Utilize our Product Testing and Validation 
services to determine the reliability and 
compliance of your manufactured and 
purchased products. 
• Complete electrical testing
• Elemental analysis 
• Real-time X-ray inspection
• Thermal shock & cycling tests
• Resistance to solvents 
• Operational life testing 
• Customized screening

Learn more. Visit us online today!

• Thermal shock & cycling tests

Download our
Testing & Validation

Services brochure

CSZ Testing - Ohio

D.L.S. Electronic Systems, Inc. - 
Environmental Testing

DNB Engineering, Inc.

EMC Integrity Inc.

Fiarex testing laboratory Inc.

MET Laboratories, Inc.

NTS - Baltimore, MD

NTS - Boxborough, MA

NTS - Camden, AR

NTS - Chicago, IL

NTS - Corporate Calabasas, CA

NTS - Detroit, MI

NTS - El Segundo, CA

NTS - Europe

NTS - Fullerton, CA

NTS - Huntsville, AL Nuclear

NTS - Indianapolis, IN

NTS - Los Angeles, CA

NTS - Plano, TX

NTS - Rustburg, VA

NTS - San Bernardino, CA

NTS - Santa Clarita, CA

NTS - Tinton Falls, NJ

Professional Testing (EMI), Inc.

Retlif Testing Laboratories

Trace Laboratories, Inc.

TÜV SÜD America - Alpharetta, GA

TÜV SÜD America - Auburn Hills, MI

TÜV SÜD America - Holland, MI

TÜV SÜD America - New Brighton, MN

TÜV SÜD America - Rancho Bernardo, CA

TÜV SÜD America - Tampa, FL

TÜV SÜD America Inc. - Headquarters 
Peabody, MA

TÜV SÜD America Inc. - San Diego, CA

TÜV SÜD America- Fremont, CA

TÜV SÜD America- Plymouth, MI

TÜV SÜD America- Portland, OR

TÜV SÜD Canada - Gormley, ON

TÜV SÜD Canada - Newmarket, ON

UL - Research Triangle Park, NC

UL LLC

WEMS Electronics

Standards Council of Canada 
Certification Body

CertifiGroup Inc.

NTS - Baltimore, MD

NTS - Chicago, IL

NTS - San Bernardino, CA

TÜV Rheinland of North America - 
Newtown, CT

TÜV Rheinland of North America - 
Pleasanton, CA

TÜV Rheinland of North America - Santa 
Clara, CA

TÜV Rheinland of North America - 
Webster, NY

TÜV Rheinland of North America - 
Youngsville, NC

TÜV SÜD America - Alpharetta, GA

TÜV SÜD America - Auburn Hills, MI

TÜV SÜD America - Holland, MI

TÜV SÜD America - New Brighton, MN

TÜV SÜD America - Rancho Bernardo, CA
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TÜV SÜD America - Holland, MI

TÜV SÜD America - New Brighton, MN

TÜV SÜD America - Rancho Bernardo, CA

TÜV SÜD America - Tampa, FL

TÜV SÜD America Inc. - Headquarters 
Peabody, MA

TÜV SÜD America Inc. - San Diego, CA

TÜV SÜD America- Fremont, CA

TÜV SÜD America- Plymouth, MI

TÜV SÜD America- Portland, OR

TÜV SÜD Canada - Gormley, ON

TÜV SÜD Canada - Newmarket, ON

UL - Fremont, CA

UL - Japan Inc. (Yokawa EMC Laboratory)

UL - Japan, Inc. (Ise Head Office)

UL - Japan, Inc. (Shonan EMC Laboratory)

UL - Japan, Inc. (Yamakita)

UL - Korea Ltd.

UL - Research Triangle Park, NC

UL - UK (Ashwood Park)

UL - UK (Kingsland Park)

UL LLC

Wireless

Atlas Compliance & Engineering

CKC Laboratories, Inc.

Compliance Worldwide, Inc.

Core Compliance Testing Services

D.L.S. Electronic Systems, Inc. - Wireless 
Compliance Testing

Electronic Instrument Associates

EMC Integrity Inc.

F2 Labs

Green Mountain Electromagnetics, Inc.

H.B. Compliance Solutions

International Certification Services, Inc.

MET Laboratories, Inc.

Northwest EMC Inc. - Minnesota

Northwest EMC Inc. - Texas

Northwest EMC Inc.- California

Northwest EMC Inc.- Washington

Northwest EMC, Inc. - Oregon

NTS - Baltimore, MD

NTS - Boxborough, MA

NTS - Chicago, IL

NTS - Corporate Calabasas, CA

NTS - Europe

NTS - Fullerton, CA

NTS - Plano, TX

NTS - San Bernardino, CA

NTS - Silicon Valley Fremont & Newark, CA

Orbis Compliance LLC.

SIEMIC

Test Site Services Inc.

TÜV Rheinland of North America - 
Newtown, CT

TÜV Rheinland of North America - 
Pleasanton, CA

TÜV Rheinland of North America - Santa 
Clara, CA

TÜV Rheinland of North America - 
Webster, NY

TÜV Rheinland of North America - 
Youngsville, NC

TÜV SÜD America - Alpharetta, GA

TÜV SÜD America - Auburn Hills, MI

TÜV SÜD America - Holland, MI

TÜV SÜD America - New Brighton, MN

TÜV SÜD America - Rancho Bernardo, CA

TÜV SÜD America - Tampa, FL

TÜV SÜD America Inc. - Headquarters 
Peabody, MA

TÜV SÜD America Inc. - San Diego, CA

TÜV SÜD America- Fremont, CA

TÜV SÜD America- Plymouth, MI

TÜV SÜD America- Portland, OR

TÜV SÜD Canada - Gormley, ON

TÜV SÜD Canada - Newmarket, ON

UL - Fremont, CA

UL - Japan Inc. (Yokawa EMC Laboratory)

UL - Japan, Inc. (Ise Head Office)

UL - Japan, Inc. (Shonan EMC Laboratory)

UL - Japan, Inc. (Yamakita)

UL - Korea Ltd.

UL - Research Triangle Park, NC

UL - UK (Ashwood Park)

UL - UK (Kingsland Park)

UL LLC

TÜV SÜD America - Tampa, FL

TÜV SÜD America Inc. - Headquarters 
Peabody, MA

TÜV SÜD America Inc. - San Diego, CA

TÜV SÜD America- Fremont, CA

TÜV SÜD America- Plymouth, MI

TÜV SÜD America- Portland, OR

TÜV SÜD Canada - Gormley, ON

TÜV SÜD Canada - Newmarket, ON

UL - Fremont, CA

UL - India

UL - Italy

UL - Japan Inc. (Yokawa EMC Laboratory)

UL - Japan, Inc. (Ise Head Office)

UL - Japan, Inc. (Shonan EMC Laboratory)

UL - Japan, Inc. (Yamakita)

UL - Korea Ltd.

UL - New Zealand

UL - Novi, MI

UL - Research Triangle Park, NC

UL - UK (Ashwood Park)

UL - UK (Kingsland Park)

UL LLC

Telecommunications Testing

Cascade TEK - Colorado

Cascade TEK - Oregon Pacific Northwest

CKC Laboratories, Inc.

Clark Testing

Compliance Worldwide, Inc.

CSIA, LLC

CSZ Testing - Ohio

D.L.S. Electronic Systems, Inc. - Wireless 
Compliance Testing

F2 Labs

Green Mountain Electromagnetics, Inc.

H.B. Compliance Solutions

MET Laboratories, Inc.

NetSPI

NTS - Baltimore, MD

NTS - Chicago, IL

NTS - El Segundo, CA

NTS - Huntsville, AL Nuclear

NTS - San Bernardino, CA

Orbis Compliance LLC.

Retlif Testing Laboratories

SIEMIC

Southwest Research Institute

TÜV SÜD America - Alpharetta, GA

TÜV SÜD America - Auburn Hills, MI
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3Gmetalworx Inc.
90 Snow Boulevard 
Concord, ON L4K 4A2 
Canada

tel: 905-738-7973 
www.3gmetalworx

A2LA
5202 Presidents Court 
Suite 220 
Frederick, MD 21703 USA

tel: 301-644-3248 
www.A2LA.org

Abstraction Engineering Inc
19072 Taylor Avenue 
Morgan Hill, CA 95037 USA

tel: 669-888-3100 
www.abstractionengineering.com

ACEMA
Hilandarska 4 
Belgrade, Belgrade 11000 
Serbia

tel: 381-63-7851732 
www.acema.rs

ACL Staticide Inc.
840 W. 49th Place 
Chicago, IL 60609 USA

tel: 847-981-9212 
www.aclstaticide.com

Advanced ESD Services +
818 E. Windsor Road 
Windsor, NY 13865 USA

tel: 607-759-8133 
www.advancedesdservices.com

Advanced Test Equipment Rentals
10401 Roselle Street 
San Diego, CA 92121 USA

tel: 858-558-6500 
www.atecorp.com

AEMC Instruments
200 Foxborough Boulevard 
Foxborough, MA 2035 USA

tel: 800-343-1391 
www.aemc.com

AHD
92723 M-152 
Sister Lakes, MI 49047 USA

tel: 269-313-2433 
www.ahde.com

Alco Technologies, Inc.
1815 W. 213th Street #175 
Torrance, CA 90501 USA

tel: 310-328-4770 
www.alcotech.com

Altair Development SA (Pty) Ltd
32 Techno Avenue 
Stellenbosch, 7600  
South Africa

tel: 27 21 831 500 
www.feko.info

American Certification Body
6731 Whitter Avenue  
Suite C110 
McLean, VA 22101 USA

tel: 703-847-4700 
www.acbcert.com

American National Standards Institute
25 West 43rd Street, 4th Floor 
New York, NY 10036 USA

tel: 212-642-4979 
webstore.ansi.org

A.H. Systems, Inc.

9710 Cozycroft Avenue
Chatsworth, CA 91311 USA 
818-998-0223
sales@ahsystems.com
www.ahsystems.com

A.H. Systems manufactures a complete line of affordable, reliable, 
individually calibrated EMC Test Antennas, Preamplifiers, Current 
Probes and Low-Loss, High-Frequency Cables that satisfy FCC, 
MIL-STD, VDE, IEC and SAE testing standards. We also provide 
tripods and accessories that compliment other EMC testing 
equipment used to complete your testing requirements. We provide 
rental programs for our equipment and offer recalibration services for 
Antennas, Preamplifiers, Current Probes and Cables, including other 
manufacturers worldwide. A.H. Systems provides next-day, on-time 
delivery for a fast turn around schedule to help minimize any down 
time the customer may be experiencing during testing. Manufacturing 
high quality products at competitive prices with immediate shipment 
plus prompt technical support are goals we strive to achieve at  
A.H. Systems.

AE Techron, Inc.

2507 Warren Street
Elkhart, IN 46516 USA
574-295-9495
ww.aetechron.com

AE Techron, Inc. is a world leader in the design and manufacture  
of audio-frequency power amplifiers for the EMC marketplace. The 
AET 7224 linear amplifier features a DC-300 kHz bandwidth and has 
been recognized by Ford for use in EMC-CS-2009 testing. Other 
products offer solutions for power susceptibility and conducted 
immunity testing found in Telecom (ATIS-0600315.2007), Aviation  
(DO-160, MIL-STD-461) and Automotive (SAE J1113-22, ISO 16750-2,  
MIL-STD-1275, GMW3172).
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API Technologies Corp.
8061 Avonia Road 
Fairview, PA 16415 USA

tel: 855-294-3800 
eis.apitech.com

APM TECHNOLOGIES (Dongguan) Co., Ltd in China
109 Gosun Science Building, 
Nancheng 
Dongguan City Guangdong 
523000 China

tel: 86-139-22919075 
en.apmtech.cn

Applied EM Technology
Post Office Box 1437 
Solomons, MD 20688-1437 
USA

tel: 410-326-6728 
www.AppliedEMtech.com

Applied Physical Electronics, L.C. (APELC)
PO Box 341149 
Austin, TX 78734 USA

tel: 512-264-1804 
www.apelc.com

Applied Systems Engineering, Inc.
7510 Benbrook Parkway 
Fort Worth, TX 76126 

tel: 817-249-4180 
www.applsys.com

APREL Inc.
303 Terry Fox Drive 
Kanata, ON K2K 3J1 Canada

tel: 613-435-8300 
www.aprel.com

ARC Technical Resources, Inc.
3172 Fernside Square 
San Jose, CA 95132 USA

tel: 408-263-6486 
www.arctechnical.com

AMETEK Compliance Test Solutions
52 Mayfield Avenue 
Edison, NJ 8837 USA

tel: 732-417-0501 
www.ametek-cts.com

Amphenol Canada
605 Milner Avenue 
Toronto, ON M1B 5X6 
Canada

tel: 416-291-4401 
www.amphenolcanada.com

Amstat Industries, Inc.
25685 Hillview Court 
Mundelein, IL 60060 USA

tel: 847-998-6210 
www.amstat.com

André Consulting, Inc.
6017 37th Avenue SW 
Seattle, WA 98126-3015 USA

tel: 206-406-8371 
www.andreconsulting.com

Anechoic Systems LLC
14934 Budwin Lane 
Poway, CA 92064 USA

tel: 858-212-1238 
www.anechoicsystems.com

ANSYS Inc.
275 Technology Drive 
Canonsburg, PA 15317 USA

tel: 866-267-9724 
www.ansys.com

AP Americas Inc.
1500 Lakeside Parkway, Suite 
100-B 
Flower Mound, TX 75028 USA

tel: 972 295 9100 
www.apamericas.com

Americor Electronics Ltd.

675 S Lively Boulevard
Elk Grove Village, IL 60007 USA
847-956-6200
marie@americor-usa.com
www.americor-usa.com

Americor's product line includes power cords, IEC 320 power inlets, 
cable assemblies, power supplies, relays, solenoids, fans, terminal 
blocks and strips, Piezo electric, EMI/RFI filters, transformers 
domestic-international, and adapters. ISO9001:2008 & RoHS. 
The new catalog is free, easy to use, and available online at  
www.americor-usa.com.

AR RF/Microwave Instrumentation

160 School House Road
Souderton, PA 18964 USA
215-723-8181
www.arworld.us

AR RF/Microwave Instrumentation is a manufacturer and distributor 
of high power broadband amplifiers from DC – 45 50 GHz, 1 – 
50,000 watts and beyond. Our amplifiers are well suited for radiated 
and conducted immunity testing and equally suitable for general 
laboratory testing. In addition to our world class line of amplifier 
products we have a full line of other instruments and test accessories 
including antennas, directional couplers, field monitoring equipment, 
power meters, electromagnetic safety products and EMC test 
software. We also offer EMI receivers, RF conducted immunity test 
generators and EMC/RF test systems. 
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ARC Technologies, Inc
37 South Hunt Road 
Amesbury, MA 1913 USA

tel: 978-388-2993 
www.arc-tech.com

Archambeault EMI/EMC Enterprises
PO Box 1265 
Four Oaks, NC 27524 USA

tel: 919-963-2025 
www.brucearch.com

Aries Electronics Inc.
2609 Bartram Road 
Bristol, PA 19007-6810 USA

tel: 215-781-9956 
www.arieselec.com

ART-MAN
27 rue Jean Rostand 
Orsay 91400 France

tel: 33 1 78 90 80 73 
www.art-fi.eu

Associated Power Technologies
1142 S. Diamond Bar 
Boulevard #106 
Diamond Bar, CA 91765 USA

tel: 909-860-1646 
www.aspowertechnologies.com

Associated Research, Inc
13860 W. Laurel Drive 
Lake Forest, IL 60045 USA

tel: 847-367-4077 
www.asresearch.com

Atlas Foundation Company
11730 Brockton Lane North 
Osseo, MN 55369 USA

tel: 763-428-2261 
www.atlasfoundation.com

Audivo GmbH
Irrenloher Damm 17 
Schwarzenfeld D 92521 
Germany

tel: 49 9435 5419 0 
www.audivo.com

Avalon Equipment Corporation Rentals
2453 Cades Way Suite B 
Vista, CA 92081 USA

tel: 760 536 0191 
www.avalontestequipment.com

AVX Corporation
1 AVX Boulevard 
Fountain Inn, SC 29644 USA

tel: 864 967-2150 
www.avx.com

Bal Seal Engineering
19650 Pauling 
Foothill Ranch, CA 92610 
USA

tel: 800-366-1006 
www.balseal.com

Barth Electronics, Inc.
1589 Foothill Drive 
Boulder City, NV 89005 USA

tel: 702-293-1576 
www.BarthElectronics.com

Bennett and Bennett
1318 Kenton Street 
Springfield, OH 45505 USA

tel: 888-423-6638 
www.bennettnbennett.com

Arizona Polymer Flooring

7731 N. 68th Ave
Glendale, AZ 85303 USA
623-203-0103
www.apfepoxy.com/category-
static-control-coatings-esd

Founded in 1985, Arizona Polymer Flooring (APF) manufactures high-
performance flooring products and concrete coatings systems for 
contractors, architects and end users nationwide. Using advanced 
polymer chemistry, we formulate a wide variety of high-quality 
products based on epoxy, polyurethane and acrylic technology.

StatRez™ Static Control Coatings protect areas requiring “static 
dissipative” or “conductive” flooring. They prevent electrostatic 
damage, limit the ability of personnel to build up an electric charge 
from people or equipment.

Atlas Compliance & Engineering

1792 Little Orchard Street
San Jose, CA 95125 USA
408-971-9743
info@atlasce.com
www.atlasce.com

Atlas Compliance & Engineering, located in San Jose, California, is 
an accredited test lab which has been in business since 1997. We 
specialize in EMC testing for North America, Europe, Japan, Korea 
and many other markets. We also provide In Situ and Product Safety 
testing. Our solutions support your business during the complete 
product development cycle, from design to production, ensuring 
consistent compliance, accelerating market access. We are very 
reasonable in our prices and we offer many benefits as an engineering 
focused laboratory. Scheduling is quick and we work with you to 
accommodate your needs. We are a service organization and as 
such we understand your need to have the process of regulatory 
compliance to be as smooth and quick as possible.
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CASE Forensics
4636 N Williams Avenue 
Portland, OR 97217 USA

tel: 503-736-1106 
www.case4n6.com

CertifiGroup Inc
901 Sheldon Drive 
Cary, NC 27513 USA

tel: 800-422-1651 
www.CertifiGroup.com

Cherry Clough Consultants Ltd
9 Bracken View, Brocton 
Stafford, Staffordshire  
ST17 0TF United Kingdom

tel: 44 1785 660247 
www.cherryclough.com

Chroma Systems Solutions, Inc
19772 Pauling 
Foothill Ranch, CA 92610 
USA

tel: 949-600-6400 
www.chromausa.com

Cincinnati Sub Zero, Inc
12011 Mosteller Road 
Cincinnati, OH 45241 USA

tel: 513-772-8810 
www.cszindustrial.com

CITEL, Inc.
11381 Interchange Circle South 
Miramar, FL 33025 USA

tel: 954-430-6310 
www.citel.us

BestESD Technical Services
P.O. Box 5146 
Santa Cruz, CA 95063 USA

tel: 831-824-4052 
www.bestesd.com

Bharat Test House
781 & 1474 HSIIDC Industrial 
Estate, Rai  
Dist. Sonepat, Haryana 
131001 India

tel: 931-031-4585 
www.bharattesthouse.com

BLOCK USA, Inc.
1370 Bowes Road Suite 110 
Elgin, IL 60123 USA

tel: 847-214-8900 
www.blockusa.com

Boeing Technology Services
P O Box 3707 
Mail Code 1W-02 
Seattle, WA 98124-2207 

tel: 206-662-1478 
www.boeing.com/bts

Bourns, Inc.
1200 Columbia Avenue 
Riverside, CA 92507 USA

tel: 951-781-5500 
www.bourns.com

Bystat
2630 Sabourin 
Saint-Laurent, QC H4S 1M2 
Canada

tel: 514-333-8880 
www.bystat.com

C&K Components
15 Riverdale Avenue 
Newton, MA 2458 USA

tel: 617 969-3700 
www.ck-components.com

Captor Corporation
5040 S. County Road 
Tipp City, OH 45371 USA

tel: 937-667-8484 
www.captorcorp.com

Cascade TEK - Colorado
1530 Vista View Drive 
Longmont, CO 80504 USA

tel: 720-340-7810 
www.cascadetek.com

Cascade TEK - Oregon Pacific Northwest
5245 NE Elam Young Parkway 
Hillsboro, OR 97124 USA

tel: 888-835-9250 
www.cascadetek.com

CKC Laboratories, Inc.

5046 Sierra Pines Drive
Mariposa, CA 95338 USA
800-500-4362 
www.ckc.com

Outstanding service. Unparalleled quality. Global acceptance. EMC 
testing for Aerospace, Automotive, Medical, Military, Audio-Video, 
Measurement- Test, Security, Transmitters and ITE. Accredited for/
listed with/recognized by: ACA, IC, BSMI, FCC, CE, VCCI, RRA 
and more. CKC is a Certification body for FCC (TCB), Canada (CB) 
and Europe (Notified Body). Aerospace-MIL labs provide radiated 
susceptibility 200 V/m to 40 GHz, HIRF to 3000 V/m, and multi-
stroke, multi-burst lightning transient testing for DO-160 Section 22.
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Clarion Safety Systems
190 Old Milford Road 
Milford, PA 18337 USA

tel: 570-296-5686 
www.clarionsafety.com

Clark Testing
1801 Route 51 South 
Jefferson Hills, PA 15025 USA

tel: 888-325-8517 
www.clarktesting.com

CLMI Safety Training
15800 32nd Avenue N 
Suite 106 
Minneapolis, MN 55447 USA

tel: 763-550-1022 
www.clmi-training.com

Coast Label
17406 Mt. Cliffwood Circle 
Fountain Valley, CA 92708 
USA

tel: 800-995-0483 
www.coastlabel.com

Cobham (formerly Aeroflex)
10200 W York Street 
Wichita, KS 67215 USA

tel: 316-522-4981 
www.aeroflex.com

Coilcraft CPS
1102 Silver Lake Road 
Cary, IL 60013 USA

tel: 847-639-6400 
www.coilcraft-cps.com

Compatible Electronics, Inc.
2337 Troutdale Drive 
Agoura, CA 91301 USA

tel: 818-597-0600 
www.celectronics.com

Compliance & More Inc.
1076 Deer Clover Way 
Castle Rock, CO 80108 USA

tel: 303-663-3396 
www.compliance-more.com

Compliance inSight Consulting Inc.
145 Deer Ridge Drive 
Kitchener, ON N2P 2K9 
Canada

tel: 519-650-4753 
www.complianceinsight.ca

Compliance Testing, LLC
1724 S Nevada Way 
Mesa, AZ 85204 USA

tel: 866-311-3268 
fcccertification.com

Compliance Worldwide, Inc.
357 Main Street 
Sandown, NH 3873 USA

tel: 603-887-3903 
www.ComplianceWorldwide.com

Comply Tek, Inc.
13114 Lomas Verdes Drive 
Poway, CA 92064 USA

tel: 858-674-6155 
www.ComplyTek.com

Comtest Engineering Inc.
13114 Lomas Verdes Drive 
Poway, CA 92064 USA

tel: 858-674-6155 
www.comtestengineering.com

Conductive Containers Inc
4500 Quebec Avenue 
New Hope, MN 55428 USA

tel: 763-537-2090 
www.corstat.com

ConvergePoint: Compliance Software on SharePoint
710 North Post Oak Road 
Suite 311 
Houston, TX 77024 USA

tel: 888-484-8048 
www.convergepoint.com

Core Compliance Testing Services
79 River Road (Rte. 3A) 
Hudson, NH 3051 USA

tel: 603-889-5545 
www.corecompliancetesting.com

Cree, Inc.
4600 Silicon Drive 
Durham, NC 27703 USA

tel: 919-313-5300 
www.cree.com

CPI, Inc.

45 River Drive
Georgetown, ON L7G 2J4 
Canada
905-877-0161
www.cpii.com/emc

CPI manufactures wideband, high power amplifiers for EMI/EMC 
applications. The company has manufactured more than 40,000 
high power RF amplifiers over the past 35 years. CPI currently offers 
S-band through Q-band TWTAs and KPAs, with power levels ranging 
from 20W to 4 kW CW, and pulsed power amplifiers up to 4800 W.
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CV. DIMULTI
JL Swatantra V, Villa 
Andalusia No.9, Jatirasa, 
Jatiasih 
Bekasi Selatan, Jawa Barat 
17424 Indonesia

tel: 62-85106608337 
www.dimulti.co.id

D. C. Smith Consultants
1305 Arizona Street, Boulder 
Dam Hotel, Suite 101 
Boulder City, NV 89005 USA

tel: 702-570-6108 
www.emcesd.com

D.L.S. Electronic Systems, Inc. - Conformity Assessment
200 E. Marquardt 
Wheeling, IL 60090 USA

tel: 847-537-6400 
www.dlsemc.com/safety/safety.
htm

D.L.S. Electronic Systems, Inc. - Environmental Testing
220 E. Marquardt 
Wheeling, IL 60090 USA

tel: 847-537-6400 
www.dlsemc.com/environmental/
environmental.htm

D.L.S. Electronic Systems, Inc. - Wireless Compliance Testing
166 S. Carter 
Genoa City, WI 53128 USA

tel: 847-537-6400 
www.dlsemc.com/wireless/
wireless.htm

D.L.S. Electronic Systems, Inc. - Military and Aerospace Testing

1250 Peterson Drive, Suite 2 
Wheeling, IL 60090 USA

tel: 847-537-6400 
www.dlsemc.com/emc-testing/
milstd/milstd.htm

Crystal Rubber Ltd
Unit 22, Kingsland Grange 
Woolston, Warrington  
WA1 4RW United Kingdom

tel: 44 0 1925 825552 
www.crystalrubber.com

CSA Group
8501 East Pleasany Valley 
Road 
Independence, OH 44131 
USA

tel: 866-797-4272 
www.csagroup.org

CSIA, LLC
61535 SW Highway 97  
Suite 9635 
Bend, OR 97702 USA

tel: 503-489-8006 
www.csiassoc.com

CST AG
Bad Nauheimer Str. 19 
Darmstadt 64289 Germany

tel: 49 6151 7303-0 
www.cst.com

CSZ Testing - Ohio
11901 Mosteller Road 
Cincinnati, OH 45241 USA

tel: 513-793-7774 
www.csztesting.com

Cuming-Lehman Chambers, Inc.
5800 Cumberland Highway 
Chambersburg, PA 17202 
USA

tel: 717-263-4101 
www.cuminglehman.com

Curtis Industries
2400 S. 43rd Street 
Milwaukee, WI 53219 USA

tel: 414-649-4200 
www.curtisind.com

CST of America

492 Old Connecticut Path,  
Suite 500
Framingham, MA 01701 USA
508-665-4400
www.cst.com

CST develops and markets high performance EM field simulation 
software, and sells and supports complementary EM design tools. 
These products make it possible for devices to be characterized, 
design and optimized before going into the lab or measurement 
chamber. This can help cut the cost of designing new and innovative 
products, reduce design risk, and improve overall performance and 
profitability.

D.L.S. Electronic Systems, Inc.

1250 Peterson Drive
Wheeling, IL 60090 USA
847-537-6400
jblack@dlsemc.com
www.dlsemc.com

D.L.S. Electronic Systems, Inc. offers EMC, Product Safety, Wireless, 
and Environmental compliance testing and consulting services for 
electric and electronic equipment and devices for the Military, 
Avionics, Commercial, Medical, and Industrial marketplace, including 
MIL STD, RTCA, FCC, IC, CE, IEC, ETSI,EN, UL-c, UL and other 
global standards. D.L.S. is a NVLAP Accredited and iNARTE certified 
organization, is accredited to the UL third party testing program, and 
is a Notified Body for EMC and RTTE Directives. D.L.S. offers design 
seminars on a regular basis, including proprietary design software 
and a hands-on workshop.
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Darryl Ray EMC Consultants LLC
7336 Corte Hortensia 
Carlsbad, CA 92009 USA

tel: 925-487-0072 
www.dray-emc.com

Dayton T. Brown, Inc.
1175 Church Street 
Bohemia, NY 11716 USA

tel: 800-232-6300 
www.dtbtest.com

dB Instruments Co.
22 Berwick Road 
Easton, MA 2375 USA

tel: 508-238-1303 

Delcross Technologies
301 N. Neil Street, Suite 302 
Champaign, IL 61820-3167 
USA

tel: 217-363-3396 
www.delcross.com

Deltron Enclosures
Deltron Emcon House, 
Hargreaves Way, Sawcliffe 
Industrial Park, 
Scunthorpe, North 
Lincolnshire DN15 8RF United 
Kingdom

tel: 44 1724 273206 
www.dem-uk.com/deltron-
enclosures

DESCO INDUSTRIES INC.
3651 Walnut Avenue 
Chino, CA 91710 USA

tel: 909-627-8178 
www.DescoIndustries.com

Detectus AB
45 Voyager Court N 
Toronto, ON M9W4Y2 
Canada

tel: 416-674-8970 
www.detectus.se

Dexmet Corporation
22 Barnes Industrial Road 
South 
Wallingford, CT 6492 USA

tel: 203-294-4440 
www.dexmet.com

Dexter Magnetic Technologies, Inc.
1050 Morse Avenue 
Elk Grove Village, IL 60007 
USA

tel: 847-956-1140 
www.dextermag.com

DG Technologies
33604 West 8 Mile Road 
Farmington Hills, MI 48335 
USA

tel: 248-888-2000 
www.dgtech.com

Diversified T.E.S.T. Technologies, Inc.
4675 Burr Drive 
Liverpool, NY 13088 USA

tel: 800-724-6452 
www.dttlab.com

DNB Engineering, Inc.
3535 W. Commonwealth 
Avenue 
Fullerton, CA 92833 USA

tel: 714-870-7781 
www.dnbenginc.com

Don HEIRMAN Consultants
143 Jumping Brook Road 
Lincroft, NJ 07738-1442 USA

tel: 732-741-7723 
www.donheirman.com

Dutch Microwave Absorber Solutions
Industrieweg 12 
Zoeterwoude 2382 NV 
Netherlands

tel: 31 71 5012526 
www.dmas.eu

Eeonyx Corporation
750 Belmont Way 
Pinole, CA 94564 USA

tel: 510-741-3602 
www.eeonyx.com

Eisner Safety Consultants
3331 SW Seymour Street 
Portland, OR 97239 USA

tel: 503-244-6151 
www.EisnerSafety.com

ED&D Inc.

901 Sheldon Drive
Cary, NC 27513 USA
919-469-9434
info@productsafet.com
www.ProductSafeT.com

World leading manufacturer of Product Safety test equipment, 
including Hipot, ground continuity, leakage current, access probes, 
impact testers, burn test equipment, ingress protection equipment, 
cable and cord testers, and everything else. ISO 17025 accredited.

http://www.incompliancemag.com
http://www.dray-emc.com
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EMC Integrity Inc.
1736 Vista View Drive 
Longmont, CO 80504 USA

tel: 303-776-7249 
www.emcintegrity.com

EMC Testing Laboratory Inc
1490-D, Nobel Street 
Boucherville, QC J4B 5H3 
Canada

tel: 450-868-0351 
www.labcem.com

EMI Filter Company
12750 59th Way North 
Clearwater, FL 33760 USA

tel: 800-323-7990 
www.emifiltercompany.com

EMI Solutions Inc
13805 Alton Parkway #B 
Irvine, CA 92618 USA

tel: 949-206-9960 
www.4EMI.com

Empower RF Systems
316 West Florence Avenue 
Inglewood, CA 90292 USA

tel: 310-412-8100 
www.EmpowerRF.com

EMS-PLUS
PO Box 1264 
Four Oaks, NC 27524 USA

tel: 919-963-2025 
www.ems-plus.com

Electri-Flex Company
222 W. Central Avenue 
Roselle, IL 60172 USA

tel: 630-529-2920 
www.electriflex.com

Electro Magnetic Applications, Inc (EMA)
7655 W. Mississippi Avenue, 
Suite 300 
Lakewood, CO 80226 USA

tel: 303-980-0070 
www.ema3d.com

Electro Rent Corporation
6060 Sepulveda Boulevard 
Van Nuys, CA 91411 USA

tel: 800-688-1111 
www.ElectroRent.com

Electronic Instrument Associates
PO Box 6487 
Bloomingdale, IL 60108 USA

tel: 630-924-1600 
www.electronicinstrument.com

Electronics Test Centre
302 Legget Drive, Unit 100 
Ottawa, ON K2K 1Y5 Canada

tel: 613-599-6800 
www.etc-mpb.com

EM Software & Systems (United States of America) Inc
100 Exploration Way 
Hampton, VA 23666 USA

tel: 757-224 0548 
www.feko.info

EM TEST United States of America
52 Mayfield Avenue 
Edison, NJ 8837 USA

tel: 732-417-0501 
www.emtest.com

Elite Electronic Engineering

1516 Centre Circle
Downers Grove, IL 60515 USA
800-ELITE-11
sglaya@elitetest.com
www.elitetest.com

Elite Electronic Engineering is the one-stop laboratory for EMC & 
environmental stress testing that you can rely on. Our services cover 
automotive, aerospace, military, and commercial products. MIL/Aero 
capabilities include MIL-461 & DO-160, lightning (Level 5), HIRF 
(up to 5000V/m), and EMP. We are for Ford, GM, and Chrysler EMC 
approved. Auto resources include five CISPR 25 chambers and a 
whole vehicle EMC chamber. Elite is an FCC & CE Mark test lab. We 
have two 3-meter chambers and are a FCC and Canada wireless 
certification body (TCB). Our full environmental lab includes temp, 
humidity, vibe and much more.

ESDEMC Technology LLC

4000 Enterprise Drive, Suite 103
Rolla, MO 65401 USA
573-202-6411
info@esdemc.com
www.esdemc.com

ESDEMC develops ESD/EMC related solutions.  We are devoted 
to delivering creative, advanced, high quality and cost-effective 
test equipment, general consulting, test services and customized 
projects.

We offer products includes World Top Spec Pulsed IV-Curve 
Characterization Solution TLP/VFTLP up to 160A, HMM up to 
Equivalent IEC 30kV, HBM up to 20 kV; High Power Pulse Generators 
up to 1200A/60kV, Cable Discharge Events (CDE) Evaluation 
Systems; ESD Simulator and Calibration kit; High Voltage Wideband 
Pulse Attenuators; IC Stripline TEM Cells for Emission / Immunity 
test; HV Modules & Systems up to 120kV/200W; Customized RF 
System Design up to 50GHz. 

http://www.emcintegrity.com
http://www.labcem.com
http://www.emifiltercompany.com
http://www.4EMI.com
http://www.EmpowerRF.com
http://www.ems-plus.com
http://www.electriflex.com
http://www.ema3d.com
http://www.ElectroRent.com
http://www.electronicinstrument.com
http://www.etc-mpb.com
http://www.feko.info
http://www.emtest.com
mailto:sglaya@elitetest.com
http://www.elitetest.com
mailto:info@esdemc.com
http://www.esdemc.com


228    In Compliance   2015 Annual Reference Guide www.incompliancemag.com

Vendor Directory
Ve

nd
or

 D
ire

ct
or

y

EMSCAN
#1 - 1715 27 Avenue NE 
Calgary, AB T2E 7E1 Canada

tel: 403-291-0313 
www.emscan.com

EMSource
4122 4th Avenue 
Peachland, BC V0H 1X5 
Canada

tel: 250-826-7830 
www.emsource.ca

Enerdoor
77 Industrial Way 
Portland, ME 4103 USA

tel: 207-210-6511 
www.Enerdoor.com

Equipment Reliability Institute (ERI)
1520 Santa Rosa Avenue 
Santa Barbara, CA 93109 
USA

tel: 805-564-1260 
www.equipment-reliability.com

ES Components
108 Pratts Junction Road 
Sterling, MA 1564 USA

tel: 978-422-7641 
www.escomponents.com

ESD Association
7900 Turin Road, Building 3 
Rome, NY 13440-2069 USA

tel: 315-339-6937 
www.esda.org

Evans Regulatory Certification Consulting
286 CR-7 
Jasper, ON K0G1G0 Canada

tel: 613-704-4338 

Excalibur Engineering Inc.
9201 Irvine Boulevard 
Irvine, CA 92618 USA

tel: 949-454-6603 
www.excaliburengineering.com

Exemplar Global
600 N Plankinton Avenue 
Milwaukee, WI 53201 USA

tel: 414-272-3937 
www.exemplarglobal.org

F2 Labs
26501 Ridge Road 
Damascus, MD 20872 USA

tel: 877-405-1580 
www.f2labs.com

Fabritech, Inc.
20 Hagerty Boulevard Suite 2 
West Chester, PA 19382 USA

tel: 516-637-6334 
www.fabritechemi.com

Fair-Rite Products Corp.
One Commercial Row 
Wallkill, NY 12589 USA

tel: 888-324-7748 
www.fair-rite.com

Faspro Technologies
500 W. Campus Drive 
Arlington Heights, IL 60004 
USA

tel: 847-392-9500 
www.fasprotech.com

Fast Circuits Inc.
3660 Midland Avenue,  
Suite 3010B 
Scarborough, ON M1V 0B8 
Canada

tel: 888-868-2272 
www.7pcbmanufacturing.com

Fiarex Testing Laboratory Inc.
2425, Industrial Boulevard 
Chambly, QC J3L 4W3 
Canada

tel: 514-651-6312 
www.fiarex.com

ETS-Lindgren

1301 Arrow Point Drive
Cedar Park, TX 78613 USA
512-531-6400
info@ets-lindgren.com
www.ets-lindgren.com

ETS-Lindgren is a leading manufacturer of turn-key systems and 
components for EMC, Wireless, Acoustic, and RF testing. We adapt 
new technologies and apply proven engineering principles to create 
value-added solutions for our customers. Our well known products 
include antennas, field probes and monitors, positioners, RF and 
microwave absorbers, shielded enclosures, and anechoic chambers, 
to name a few. Innovative software offered includes TILE!™ for 
EMC test lab management and EMQuest™ for antenna pattern 
measurement. ETS-Lindgren provides expert calibration services 
at our A2LA accredited calibration lab. Based in Cedar Park, Texas, 
ETS-Lindgren has facilities in North America, South America, Europe 
and Asia. 
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Gowanda Electronics
One Magnetics Parkway 
PO Box 111 
Gowanda, NY 14070 USA

tel: 716-532-2234 
www.gowanda.com

Green Mountain Electromagnetics, Inc.
219 Blake Roy Road 
Middlebury, VT 5753 USA

tel: 802-388-3390 
www.gmelectro.com

Ground Zero
PO Box 70 
Bradenton, FL 34206 USA

tel: 941-751-7581 
www.gndzero.com

H.B. Compliance Solutions
5005 S. Ash Avenue 
Suite # A-10 
Tempe, AZ 85282 USA

tel: 480-684-2969 
www.hbcompliance.com

HAEFELY HIPOTRONICS
1650 Route 22 N. 
Brewster, NY 10509 USA

tel: 845-279-3644 x240 
www.haefelyemc.com

HEMCO Corporation
711 South Powell Road 
Independence, MO 64056 
USA

tel: 800-779-4362 
www.hemcocorp.com

Fibox Enclosures
810 Cromwell Park Drive, 
Suite R 
Glen Burnie,, MD 21061 USA

tel: 888-342-6987 
www.fiboxusa.com

Fischer Custom Communications, inc.
20603 Earl Street 
Torrance, CA 90503 USA

tel: 310-303-3300 
www.fischercc.com

Foster Transformer Company
3820 Colerain Avenue 
Cincinnati, OH 45223 USA

tel: 800-963-9799 
www.foster-transformer.com

FPX, LLC
8000 Norman Center Drive, 
Suite 310 
Minneapolis, MN 55437 USA

tel: 866-826-6344 
www.fpx.com

G&M Compliance, Inc.
154 South Cypress Street 
Orange, CA 92866 USA

tel: 714-628-1020 
www.gmcompliance.com

GAUSS INSTRUMENTS GmbH
Agnes-Pockels-Bogen 1 
Munich, Bavaria 80992 
Germany

tel: 49 89 54046990 
www.tdemi.com

Gemini Electronic Components, Inc.
420 Columbus Avenue 
Valhalla, NY 10595 USA

tel: 914-769-9200 
www.geminielec.com

Giga-tronics Incorporated
4650 Norris Canyon Road 
San Ramon, CA 94583 USA

tel: 800-238-4650 
www.gigatronics.com

Global EMC Inc.
2972 J.-A.-Bombardier 
Laval, QC H7P6E3 Canada

tel: 450-687-4976 
www.globalemclabs.com

Go Global Compliance Inc.
4454 Crabapple Court 
Tracy, CA 95377 USA

tel: 408-416-3772 
www.goglobalcompliance.com

Grund Technical Solutions, LLC

320 South Abbott Ave
Milpitas, CA 95035
408-216-8364
support@grundtech.com
www.grundtech.com

At GTS our constant commitment is to provide for all your ESD 
device characterization needs. We do this by developing cutting 
edge equipment with features you won't find anywhere else. Whether 
you're a designer, technician, or program manager we have the 
products and expertise to solve the problems you face.

Our products fall into three main categories, stress generation, stress 
delivery, and stress measurement. This means we can offer you a 
fully integrated solution that can not only generate the standards 
compliant waveforms to qualify your devices, but deliver them to 
your part without distortions, while showing you what stress was 
provided to your part measured at your part.
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Henry Ott Consultants
48 Baker Road 
Livingston, NJ 7039 USA

tel: 973-992-1793 
www.hottconsultants.com

HM Cragg
7490 Bush Lake Road 
Edina, MN 55439 USA

tel: 800-672-7244 
www.hmcragg.com

Hoolihan EMC Consulting
32515 Nottingham Court 
Lindstrom, MN 55045 USA

tel: 651-213-0966 

HV TECHNOLOGIES, Inc.
8526 Virginia Meadows Drive 
Manassas, VA 20109 USA

tel: 703-365-2330 
www.hvtechnologies.com

IFI
903 South 2nd Street 
Ronkonkoma, NY 11779 USA

tel: 631-467-8400 
www.ifi.com

In Compliance Magazine
531 King Street Suite 5 
Littleton, MA 1460 USA

tel: 978-486-4684 
www.incompliancemag.com

InfoSight Corporation
20700 US Highway 23 
PO Box 5000 
Chillicothe, OH 45601 USA

tel: 740-642-3600 
www.infosight.com

Innco Systems GmbH
Erlenweg 12 
Schwarzenfeld D 92521 
Germany

tel: 49 9435 301659 0 
www.inncosystems.com

Instec Filters LLC
7426A Tanner Parkway 
Arcade, NY 14009 USA

tel: 716-532-2234 
www.instec-filters.com

International Certification Services, Inc.
1100 Falcon Avenue 
Glencoe, MN 55336 USA

tel: 320-864-4444 
www.icsi-us.com

Intertek
70 Codman Hill Road 
Boxborough, MA 1719 USA

tel: 800-WORLDLAB 
www.intertek.com

inTEST Thermal
41 Hampden Road 
Mansfield, MA 2048 USA

tel: 781-688-2300 
www.inTESTthermal.com

Isodyne Inc.
7706 E. Osie 
Wichita, KS 67207 USA

tel: 316-682-5634 
www.isodyneinc.com

Jacobs Technology
3300 General Motors Road, 
MC-483-340-145 
Milford, MI 48380 USA

tel: 248-388-9981 
www.jacobstechnology.com

Jastech EMC Consulting LLC
47523 Clipper Street 
Plymouth, MI 48170 USA

tel: 248-876-4810 
www.Jastech-EMC.com

JDM LABS LLC
430 Weidner Road 
Buffalo Grove, IL 60089 USA

tel: 847-630-2769 
www.linkedin.com/in/
jerrymeyerhoff/

Ja-Bar Silicone Corp

252 Brighton Road
Andover, NJ 07821 USA
tel: 973-786-5000
mcruz@ja-bar.com
www.jabar.com
ISO 9001:2008

Ja-Bar specializes in silicone and elastomeric materials for 
electromagnetic shielding. Products include Electrically Conductive 
particle filled elastomers, Wire oriented in silicone, Elastomer filled 
metallic sheeting, BeCu fingers, Shielding Vents and Windows, 
manufactured to Military, Federal, AMS, SAE and customer 
specifications.
AZ . . . .GL Smith . . . . . . . . . .714-701-1800
CA . . . .GL Smith . . . . . . . . . .714-701-1800
CT . . . .Tuna Associates . . . .617-548-0741
IA . . . . .Harris Hanson . . . . . .636-519-7776
KS . . . .Harris Hanson . . . . . .636-519-7776
MA . . . .Tuna Associates . . . .617-548-0741
ME . . . .Tuna Associates . . . .617-548-0741 
MO. . . .Harris Hanson . . . . . .636-519-7776

NE . . . .Harris Hanson . . . . . . 636-519-7776
NH . . . .Tuna Associates . . . . 617-548-0741
NM . . . .GL Smith . . . . . . . . . . 714-701-1800
OR . . . .GL Smith . . . . . . . . . . 714-701-1800
RI . . . . .Tuna Associates . . . . 617-548-0741
VT  . . . .Tuna Associates . . . . 617-548-0741
WA . . . .GL Smith . . . . . . . . . . 714-701-1800
ISR . . . .Phoenix International . . 972-9-7644800
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Laboratory Accreditation Bureau (L-A-B)
11617 Coldwater Road  
Suite 101 
Fort Wayne, IN 46845 USA

tel: 260-637-2705 
www.l-a-b.com

Laird
3481 Rider Trail South 
Earth City, MO 63045 USA

tel: 636-898-6049 
www.lairdtech.com

Langer EMV-Technik GmbH
Nöthnitzer Hang 31 
Bannewitz, Saxony 1728 
Germany

tel: 49 351 43 00 93 0 
www.langer-emv.com

LCR Electronics
9 S Forest Avenue 
Norristown, PA 19401 USA

tel: 484-754-0415 
www.lcr-inc.com

Leader Tech
12420 Race Track Road 
Tampa, FL 33626 USA

tel: 813-855-6921 
www.leadertechinc.com

Liberty Labs, Inc.
1346 Yellowwood Road 
Kimballton, IA 51543 USA

tel: 712-773-2199 
www.libertycalibrationcorps.com

Lionheart Northwest
15874 NE 93rd Way 
Redmond, WA 98052 USA

tel: 425-882-2587 
www.lionheartnw.com

Johnson Bros Metal Forming Co
5520 McDermott Drive 
Berkeley, IL 60163 USA

tel: 708-449-7050 
www.JohnsonRollForming.com

Julie Industries, Inc.
134 Park Street 
North Reading, MA 1864 USA

tel: 978-276-0820 
www.StaticSmart.com

Keysight Technologies Inc.
1400 Fountaingrove Parkway 
Santa Rosa, CA 95403-1738 
USA

tel: 800-829-4444 
www.keysight.com/find/emc

Kikusui America Inc
2975 Bowers Avenue 
Suite 307 
Santa Clara, CA 95051 USA

tel: 877-876-2807 
www.kikusuiamerica.com

Kimmel Gerke Associates Ltd. - Arizona
2256 W. Lindner Avenue #31 
Mesa, AZ 85202 USA

tel: 888-EMI-GURU 
www.emiguru.com

Kitagawa Industries, America, Inc.
2325 Paragon Drive, Suite 
#10 
San Jose, CA 95131 USA

tel: 408-971-2055 
www.kgs-ind.com

Knowles (UK) Ltd ( formerly Syfer Technology Ltd )
Old Stoke Road, Arminghall 
Norwich, Norfolk NR14 8SQ 
United Kingdom

tel: 44 1603 723300 
www.knowlescapacitors.com

Lewis Bass International Engineering Services

142 N. Milpitas Blvd., Suite 236
Milpitas, CA 95035 USA
408-942-8000
www.lewisbass.com

With over 30 years of helping companies produce safe products 
and safe work environments, Lewis Bass International Engineering 
Services’ mission is to offer the safety expertise necessary to provide 
our customers with a strategic edge in all marketplaces. LBI’s services 
include Field Labeling of unlisted products, SEMI S2 evaluations and 
CE Marking necessary for European compliance.

Lubrizol Engineered Polymers

9911 Brecksville Road
Cleveland, OH 44026 USA
888-234-2436
www.lubrizol.com/ 
Engineered-Polymers

Lubrizol Engineered Polymers offers the widest variety of permanent 
static-control polymers and highly flexible, durable engineered 
polymer choices for electronic applications. In fact, Lubrizol 
pioneered engineered static control technology more than a decade 
ago with the invention of Stat-Rite® (The world’s first permanently 
static dissipative polymer) and Carbo-Rite™ (The ultimate conductive 
polymer product line).
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LS Research
W66 N220 Commerce Court 
Cedarburg, WI 53012 USA

tel: 262-375-4400 
www.lsr.com

M.C. Global Access LLC
Athlone 
Menlo Park, CA 94025 USA

tel: 760 500-7139 
www.mcglobalaccess.com

Mag Daddy, LLC
1155 Rose Road 
Lake Zurich, IL 60047 USA

tel: 847-719-5600 
www.magdaddyusa.com

Magnetic Shield Corporation
740 N. Thomas Drive 
Bensenville, IL 60106 USA

tel: 630-766-7800 
www.magnetic-shield.com

MAJR Products
780 South Street 
Saegertown, PA 16433 USA

tel: 814-763-3211 
www.majr.com

Master Bond
154 Hobart Street 
Hackensack, NJ 7601 USA

tel: 201-343-8983 
www.masterbond.com

MegaPhase, LLC
122 Banner Road 
Stroudsburg, PA 18360 USA

tel: 570-424-8400 
www.megaphase.com

MET Laboratories, Inc.
914 W. Patapsco Avenue 
Baltimore, MD 21230 USA

tel: 410-354-3300 
www.metlabs.com

Metal Textiles Corporation
970 New Durham Road 
Edison, NJ 8818 USA

tel: 732-287-0800 
www.metexcorp.com

METZ CONNECT USA
200 Tornillo Way 
Tinton Falls, NJ 7712 USA

tel: 732-389-1300 
www.metz-connect.com/us

MI Technologies
1125 Satellite Boulevard, 
#100 
Suwanee, GA 30024 USA

tel: 678-475-8300 
www.mitechnologies.com

Michigan Scientific Corp.
321 East Huron Street 
Milford, MI 48381 USA

tel: 248-685-3939 
www.michsci.com

Microwave Vision Group
2105 Barrett Park Drive 
Suite 104 
Kennesaw, GA 19044 USA

tel: 678-797-9172 
www.microwavevision.com

MILMEGA
Limited Park Road 
Ryde, Isle of Wight PO33 2BE 
United Kingdom

tel: 44 1983 618004 
www.milmega.co.uk

MITEQ Inc.
100 Davids Drive 
Hauppauge, NY 11788 USA

tel: 631-436-7400 
www.miteq.com

Monroe Electronics
100 Housel Avenue 
Lyndonville, NY 14098 USA

tel: 585-765-2254 
www.monroe-electronics.com

Montrose Compliance Services
2353 Mission Glen Drive 
Santa Clara, CA 95051 USA

tel: 408-247-5715 
www.montrosecompliance.com

Moss Bay EDA
23889 NE 112th Cir #2 
Redmond, WA 98053 USA

tel: 206-779-5345 
www.mossbayeda.com

The MuShield Company Inc.
9 Ricker Avenue 
Londonderry, NH 3053 USA

tel: 603-666-4433 
www.mushield.com

Narda Safety Test Solutions GmbH
Sandwiesenstrasse 7 
Pfullingen Germany 72793

tel: 49 7121 9732 0 
www.narda-sts.com
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Northwest EMC Inc. - Texas
3801 E. Plano Parkway  
uite 150 
Plano, TX 75074 USA

tel: 888-364-2378 
www.nwemc.com

Northwest EMC Inc.- California
41 Tesla 
Irvine, CA 92618 USA

tel: 888-364-2378 
www.nwemc.com

Northwest EMC Inc.- Washington
19201 120th Avenue NE 
Suite 104 
Bothell, WA 98011 USA

tel: 888-364-2378 
www.nwemc.com

NTS - Albuquerque, NM
3801 Academy  
Parkway North NE 
Albuquerque, NM 87109 USA

tel: 505-821-4740 
www.nts.com/locations/
albuquerque

NTS - Baltimore
5 North Park Drive 
Hunt Valley, MD 21030 USA

tel: 410-584-9009 
www.nts.com/locations/baltimore

NTS - Boxborough, MA
1146 Massachusetts Avenue 
Boxborough, MA 1719 USA

tel: 978-266-1001 
www.nts.com/locations/
boxborough

NTS - Camden, AR
Highland Industrial Park, 
Highway 274 Bldg K5 
Camden, AR 71701 USA

tel: 870-574-0031 
www.nts.com/locations/camden

NTS - Chicago
1150 West Euclid Avenue 
Palatine, IL 60067 USA

tel: 847-934-5300 
www.nts.com/locations/chicago

NTS - Corporate Calabasas, CA
24007 Ventura Boulevard 
Suite 200 
Calabasas, CA 91302 USA

tel: 818-591-0776 
www.nts.com

Narda STS, USA
435 Moreland Road 
Hauppauge, NY 11788 USA

tel: 631-231-1700 
www.narda-sts.us

National Institute for Aviation Research
1845 Fairmount Street 
Wichita, KS 67260-0093 USA

tel: 316-978-5727 
www.niar.wichita.edu/researchlabs/
eme.asp

NetSPI
800 Washington Avenue 
North #670 
Minneapolis, MN 55401 USA

tel: 612-465-8880 
www.netspi.com

NexTek, Inc.
2 Park Drive, Building #1 
Westford, MA 1886 USA

tel: 978-486-0582 
www.nextek.com

Nolato Silikonteknik AB
P.O. Box 179 
Rocky Face, GA 30740 USA

tel: 651-955-9505 
www.nolato.com/emc

Northwest EMC Inc. - Minnesota
9349 W Broadway Avenue 
Brooklyn Park, MN 55445 
USA

tel: 888-364-2378 
www.nwemc.com

Northwest EMC, Inc

22975 NW Evergreen Pkwy 
Suite 400
Hillsboro, OR 97124
888-364-2378  
alangford@nwemc.com
www.nwemc.com

Northwest EMC Inc. is an independent, accredited, commercial 
EMC compliance test laboratory. With six facilities and counting, 
Northwest EMC has locations in California, Minnesota, New York, 
Oregon, Texas, and Washington. Facilities include FCC listed 10M, 
5M, and 3M chambers with a full complement of immunity and 
wireless testing capabilities. Additional offerings include SAR, DFS, 
MIL STD, Automotive and Global Approvals with the latest addition 
of Antenna Pattern and Over the Air (OTA) measurements. As the 
largest EMC provider in the United States, let Northwest EMC show 
you the advantages of testing with a proven leader.
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NTS - Detroit, MI
12601 Southfield Road 
Detroit, MI 48223 USA

tel: 313-835-0044 
www.nts.com/locations/detroit

NTS - El Segundo, CA
128 Maryland Street 
El Segundo, CA 90245 USA

tel: 310-322-1763 
www.nts.com/locations/el_
segundo

NTS - Europe
Hofmannstr. 50 
Munich, Munich 81379 
Germany

tel: 49-89-787475-160 
www.nts.com/locations/europe

NTS - Fullerton, CA
1536 East Valencia Drive 
Fullerton, CA 92831 USA

tel: 800-677-2687 
www.nts.com/locations/fullerton

NTS - Huntsville, AL Nuclear
7800 Highway 20 West 
Huntsville, AL 35806 USA

tel: 256-837-4411 
www.nts.com/locations/huntsville

NTS - Indianapolis, IN
5701 Fortune Circle South. 
Suite O 
Indianapolis, IN 46241 USA

tel: 317-241-8248 
www.nts.com/locations/
indianapolis

NTS - Los Angeles, CA
5320 West 104th Street 
Los Angeles, CA 90045 USA

tel: 310-348-0900 
www.nts.com/locations/los_
angeles

NTS - Pittsfield, MA
10 Downing Industrial 
Parkway 
Pittsfield, MA 1201 USA

tel: 413-499-2135 
www.nts.com/locations/pittsfield

NTS - Plano, TX
1701 E. Plano Parkway  
Suite 150 
Plano, TX 75074 USA

tel: 972-509-2566 
www.nts.com/locations/plano

NTS - Rockford, IL
3761 S. Central Avenue 
Rockford, IL 61102 USA

tel: 815-315-9250 
www.nts.com/locations/rockford

NTS - Rustburg, VA
3915 Sunnymeade 
Rustburg, VA 24588 USA

tel: 434-846-0244 
www.nts.com/locations/rustburg

NTS - San Bernardino, CA
3505 E. Third Street 
San Bernardino, CA 92408 
USA

tel: 909-863-5150 
www.nts.com/locations/san_
bernardino

NTS - Santa Clarita, CA
20970 Centre Pointe Parkway 
Santa Clarita, CA 91350 USA

tel: 661-259-8184 
www.nts.com/locations/santa_
clarita

NTS - Silicon Valley Fremont & Newark, CA
41039 Boyce Road 
Fremont, CA 94538 USA

tel: 510-578-3500 
www.nts.com/locations/silicon_
valley

NTS - Tempe, AZ
1155 West 23rd Street  
Suite 11A 
Tempe, AZ 85282 USA

tel: 480-966-5517 
www.nts.com/locations/tempe

NTS - Tinton Falls, NJ
36 Gilbert Street South 
Tinton Falls, NJ 7701 USA

tel: 732-936-0800 
www.nts.com/locations/tinton_falls

O’Brien Compliance Management
73 Princeton Street 
North Chelmsford, MA 1863 
USA

tel: 978-970-0525 
www.obcompman.com

Oak-Mitsui Technologies
80 First Street 
Hoosick Falls, NY 12090 USA

tel: 518-686-4961 
www.faradflex.com
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Phoenix Technical Group
PO Box 159 
Clayton, NC 27528 USA

tel: 919-585-7082 
www.PhoenixTechnicalGroup.com

Pickering Interfaces
221 Chelmsford Street 
Suite 6 
Chelmsford, MA 1824 USA

tel: 781-897-1710 
www.pickeringtest.com

Polyonics
28 Industrial Park Drive 
Westmoreland, NH 3467 USA

tel: 603-352-1415 
www.polyonics.com

Prana
52 Avenue de la Libération 
Malemort sur Corrèze, 
Corrèze 19360 France

tel: 335-558-64997 
www.prana-rd.com

Product EHS Consulting LLC
4 Meserve Road 
Durham, NH 3824 USA

tel: 603-868-2017 
www.productehsconsulting.com

Product Safety Consulting
605 Country Club Drive 
Bensenville, IL 60106 USA

tel: 630-238-0188 
www.productsafetyinc.com

Professional Testing (EMI), Inc.
1601 North A.W. Grimes 
Boulevard, Suite B 
Round Rock, TX 78665 USA

tel: 512-244-3371 
www.ptitest.com

OnFILTER
730 Mission Street Suite102 
Santa Cruz, CA 95060 USA

tel: 831-824-4052 
www.onfilter.com

OnRule
4800 Patrick Henry Drive 
Santa Clara, CA 95054 USA

tel: 408-204-2521 
www.onrule.com

OPHIR RF
5300 Beethoven Street 
Los Angeles, CA 90066 USA

tel: 310-306-5556 
www.ophirrf.com

Orbis Compliance LLC.
15105 Concord Circle 
Suite 230 
Morgan Hill, CA 95037 USA

tel: 408-722-6636 
www.orbiscompliance.com

P &P Technology Ltd
1-3 Finch Drive 
Springwood Industrial Estate 
Braintree, Essex CM7 2SF 
United Kingdom

tel: 44 01376 550525 
www.p-p-t.co.uk

Parker Chomerics
77 Dragon Court 
Woburn, MA 1801 USA

tel: 781-935-4850 
www.chomerics.com

Pearson Electronics, Inc
4009 Transport Street 
Palo Alto, CA 94303 USA

tel: 650-494-6444 
www.pearsonelectronics.com

Okaya Electric America, Inc.

52 Marks Road, Suite 1
Valparaiso, IN 46383 USA
219-477-4488
sales@okaya.com
www.okaya.com

Okaya Electric is a manufacturer of Noise and Surge Suppression 
devices. Okaya is the world's leading manufacturer of X-capacitors 
and a leading manufactuer of Surge suppressors including AC and 
DC Power line, Electrostatic and Network line and SMD TVSS gas 
tubes. Other products include EMI-RFI Filters, Single Phase, Three 
Phase, IEC Inlet and PCB Style, Lightning arrestors, Gas Discharge 
Tubes, Spark Quenchers and High Pulse and Snubber Caps. Okaya 
also offers a complete line of LCD, TFT and OLED displays.

Panashield LLC

9260 Broken Arrow Expressway
Tulsa, OK 74145
203-866-5888
www.panashield.com

Panashield, a Braden Shielding Systems Company, provides facility 
solutions for global electromagnetic compatibility (EMC), by creating 
controlled electromagnetic environments necessary for testing 
electronic devices in today’s world.
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Protective Industrial Polymers
7875 Bliss Parkway 
North Ridgeville, OH 44039 
USA

tel: 440-327-0015 
www.protectpoly.com

QAI Laboratories
834 80 Street SW. 
Everett, WA 98201 USA

tel: 425-512-8419 
www.qai.org/emcemi/

Qualtest, Inc
6881 Kingspointe Parkway 
Suite 14 &15 
Orlando, FL 32819 USA

tel: 407-313-4230 
www.qualtest.com

Quell Corporation
5639 Jefferson NE 
Albuquerque, NM 87109 USA

tel: 505-243-1423 
www.eeseal.com/ic

Radiometrics Midwest Corporation
12 East Devonwood 
Romeoville, IL 60446 USA

tel: 815-293-0772 
www.radiomet.com

Radius Power
22895 Eastpark Drive 
Yorba Linda, CA 92887 USA

tel: 714-289-0055 
www.radiuspower.com

Raymond EMC Enclosures Ltd.
5185 Dolman Ridge Road 
Ottawa, ON K1C 7G4 Canada

tel: 800-362-1495 
www.raymondemc.ca

Reality Consulting Yemen
Hadda Street 
Sana’a 967 Yemen

tel: 967714701603 
www.reality-consulting.com

Remcom
315 S. Allen Street, Suite 416 
State College, PA 16823 USA

tel: 814-861-1299 
www.remcom.com

Retlif Testing Laboratories
795 Marconi Avenue 
Ronkonkoma, NY 11779 USA

tel: 613-737-1500 
www.retlif.com

Rigol Technologies
7401 First Place Suite N 
Oakwood Village, OH 44146 
USA

tel: 440-232-4488 
www.rigolna.com

Rohde & Schwarz, Inc.
6821 Benjamin Franklin Drive 
Columbia, MD 21046 USA

tel: 888-837-8772 
www.rohde-schwarz.com

Ross Engineering Corp.
540 Westchester Drive 
Campbell, CA 95008 USA

tel: 408-377-4621 
www.rossengineeringcorp.com

Roxburgh EMC
DEM Manufacturing, Deltron 
Emcon House, Hargreaves 
Way, Sawcliffe Industrial Park, 
Scunthorpe 
North Lincolnshire DN15 8RF 
United Kingdom

tel: 44 1724 273206 
www.dem-uk.com/roxburgh

RTF Compliance
22431 Antonio Parkway 
#B160-698 
Rancho Santa Margarita, CA 
92688 USA

tel: 949-813-6095 
www.rtfcomp.com

Reliant EMC LLC

6501 Crown Boulevard,  
Suite 106A9
San Jose, CA 95120 USA
408-916-5750
Contact@ReliantEMC.com
www.ReliantEMC.com

Reliant EMC offers Emissions and Immunity test instrumentation 
from DANA – Lab Power Supplies • EMCIS - EMI & Filter Analyzers 
• DC Bias Source • EMC Test Design - Smart Fieldmeter • Frankonia 
- Anechoic Chambers • RF Shielded Rooms • GTEM • EMC 
Instrumentation • Laplace Instruments - Emission & Immunity 
Instrumentation • Test Cells • OnFILTER - EMI Filters • Schwarzbeck 
Mess-Elektronik – Antennas • TEM-Cells • Spitzenberger & Spies - 
Amplifiers & Complete Immunity Test Systems • York EMC Services -  
Comb & Noise Generators

Reliant EMC, your trusted Instrumentation Source, provides advice 
on EMI/EMC test requirements and products.
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Select Fabricators, Inc.
5310 North Street Building 5 
POB 119 
Canandaigua, NY 14424-0119 
USA

tel: 585-393-0650 
www.select-fabricators.com

SIEMIC
775 Montague Expressway 
Milpitas, CA 95035 USA

tel: 408-526-1188 
www.siemic.com

Signal Hound
35707 NE 86th Avenue 
La Center, WA 98629 USA

tel: 360-263-5006 
www.signalhound.com

SILENT Solutions LLC
10 Northern Boulevard,
Suite 1 
Amherst, NH 3031 USA

tel: 603-578-1842 x203 
www.silent-solutions.com

Simco-Ion
1750 North Loop Road 
Alameda, CA 94502 USA

tel: 510-217-0600 
www.simco-ion.com

Slaughter Company, Inc
28105 N. Keith Drive 
Lake Forest, IL 60045 USA

tel: 847-932-3662 
www.hipot.com

Solar Electronics Co.
10866 Chandler Boulevard 
North Hollywood, CA 91601 
USA

tel: 818-755-1700 
www.solar-emc.com

SOURIAU PA&E
434 Olds Station Road 
Wentchee, WA 98801 USA

tel: 509-667-5480 
www.pacaero.com

Southwest Research Institute
6220 Culebra Road 
P.O. Drawer 28510 
San Antonio, TX 78228-0510 
USA

tel: 210-522-2122 
www.swri.org

Saf-T-Gard International, Inc.
205 Huehl Road 
Northbrook, IL 60062 USA

tel: 800-548-4273 
www.saftgard.com

Safe Engineering Services & technologies
3055 Boulevard Des Oiseaux 
Laval, QC H7L 6E8 Canada

tel: 450-622-5000 
www.sestech.com

Saint-Gobain
4702 Route 982 
Latrobe, PA 15650 USA

tel: 724-554-1869 
www.saint-gobain.comen

SAS Industries, Inc.
939 Wading River Manor 
Road 
Manorville, NY 11949 USA

tel: 631-727-1441 
www.sasindustries.com

Schlegel Electronic Materials
1600 Lexington Avenue 
Suite 236A 
Rochester, NY 14606 USA

tel: 585-643-2000 
www.schlegelemi.com

SCHURTER, Inc.
447 Aviation Boulevard 
Santa Rosa, CA 95403 USA

tel: 707-636-3000 
www.schurterinc.com

SCR ELEKTRONIKS
W-188 Phase 2, MIDC 
Dombivli East 
Dist. Thane, Maharashtra 
421204 India

tel: 91 25 12871778 
www.screlektroniks.com

SE Laboratories a Trescal Company
1065 Comstock Street 
Santa Clara, CA 95954 USA

tel: 408-727-3286 
www.selabs.com

Seal Science, Inc.
17131 Daimler Street 
Irvine, CA 92614 USA

tel: 949-253-3130 
www.sealscience.com

http://www.select-fabricators.com
http://www.siemic.com
http://www.signalhound.com
http://www.silent-solutions.com
http://www.simco-ion.com
http://www.hipot.com
http://www.solar-emc.com
http://www.pacaero.com
http://www.swri.org
http://www.saftgard.com
http://www.sestech.com
http://www.saint-gobain.comen
http://www.sasindustries.com
http://www.schlegelemi.com
http://www.schurterinc.com
http://www.screlektroniks.com
http://www.selabs.com
http://www.sealscience.com


238    In Compliance   2015 Annual Reference Guide www.incompliancemag.com

Vendor Directory
Ve

nd
or

 D
ire

ct
or

y

Spectrum EMC Consulting, LLC
3238 Black Oak Drive 
Eagan, MN 55121 USA

tel: 651-327-8362 
www.spectrumemc.com

Spes Development Co
3977 S Michael Road 
Ann Arbor, MI 48103 USA

tel: 734-646-3580 
www.spesdev.com

Spira Manufacturing Corporation
12721 Saticoy Street South 
North Hollywood, CA 91605 
USA

tel: 888-98-SPIRA 
www.spira-emi.com

Sprinkler Innovations
95 Ledge Road, Suite 4 
Seabrook, NH 3874 USA

tel: 978-375-2302 
www.sprinklerinnovations.com

Structural Anchor Supply
11730 Brockton Lane North 
Osseo, MN 80239 USA

tel: 763-428-2368 
www.structuralanchorsupply.com

Sunol Sciences Corporation
6780 Sierra Court, Suite R 
Dublin, CA 94568 USA

tel: 925-833-9936 
www.sunolsciences.com

Swift Textile Metalizing LLC
P.O. Box 66 
Bloomfield, CT 06002-0066 
USA

tel: 860-243-1122 
www.swift-textile.com

Tech-Etch
45 Aldrin Road 
Plymouth, MA 2360 USA

tel: 508-747-0300 
www.tech-etch.com

TechDream, Inc.
19925 Stevens Creek 
Boulevard #100 
Cupertino, CA 95014 USA

tel: 408-800-7362 
www.tech-dream.com

Teledyne LeCroy
700 Chestnut Ridge Road 
Chestnut Ridge, NY 10977 
USA

tel: 800-553-2769 
teledynelecroy.com

TESEO SpA
Corso Alexander Fleming, 27 
Druento (TO), Italy 10040 Italia

tel: 39 011 9941911 
www.teseo.net

Test Site Services Inc
30 Birch Street 
Milford, MA 1757 USA

tel: 508-962-1662 
www.testsiteservices.com

TestingPartners.com
18200 SR 306 
Chagrin Falls, OH 44023 USA

tel: 862-243-2329 
www.testingpartners.com

TestWorld Inc
250 Technology Way 
Rocklin, CA 95765 USA

tel: 916-644-1537 
www.testworldinc.com

Thermotron
291 Kollen Park Drive 
Holland, MI 49423 USA

tel: 616-393-4580 
www.thermotron.com

Timco Engineering, Inc.
P.O. Box 370 
Newberry, FL 32669 USA

tel: 888-472-2424 
www.timcoengr.com

TJS Technical Services Inc.
203 - 304 Main Street 
Suite 160 
Airdrie, AB T4B 3C3 Canada

tel: 403-612-6664 
www.tjstechnical.com

TDK RF Solutions

1101 Cypress Creek Road
Cedar Park, TX 78613 USA
512-258-9478
www.tdkrfsolutions.com

TDK RF Solutions is a world leader in the design, development & 
manufacture of technical solutions for the EMC testing and Antenna 
measurement industries. We offer a complete range of solutions 
including automated test systems, anechoic chambers, RF absorber, 
antennas, software, RF filters, and a wide range of test products & 
accessories. We call it Total System Technology®, and it means TDK 
RF Solutions is your best choice of partner for proven solutions & 
services. If you are in the market for a complete turnkey solution or 
looking to expand your test capabilities with a new antenna, contact 
us to see what TDK can do for you.
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Teseq Inc.

52 Mayfield Avenue
Edison, NJ 8837 USA
732-417-0501
www.tesequsa.com

Teseq is a leading global developer and provider of EMC 
instrumentation and systems for radiated and conducted interference 
in the automotive, consumer electronics, telecommunications, 
medical, aerospace and defense industries. With our Teseq, IFI 
and MILMEGA brands, we offer the world’s most comprehensive 
range of EMC systems for immunity and emissions testing. Our 
strong global service network with local accredited calibration labs 
ensures fast turn-around for calibration and repair. Teseq is the only 
pulsed immunity manufacturer in North America with an accredited 
calibration lab. Teseq is now part of AMETEK Compliance Test 
Solutions, a unit of AMETEK, Inc., a leading global manufacturer of 
electronic instruments and electromechanical devices with annual 
sales of $3.6 billion. 

TÜV Rheinland of North America - Newtown, CT
12 Commerce Road 
Newtown, CT 6470 USA

tel: 1-TUV-RHEINLAND 
www.us.tuv.com

TÜV Rheinland of North America - Pleasanton, CA
1279 Quarry Lane, Suite A 
Pleasanton, CA 92618 USA

tel: 1-TUV-RHEINLAND 
www.us.tuv.com

TÜV Rheinland of North America - Santa Clara, CA
2305 Mission College 
Boulevard 
Santa Clara, CA 95054 USA

tel: 1-TUV-RHEINLAND 
www.us.tuv.com

TÜV Rheinland of North America - Webster, NY
710 Resende Road 
Webster, NY 14624 USA

tel: 1-TUV-RHEINLAND 
www.us.tuv.com

TÜV Rheinland of North America - Youngsville, NC
762 Park Avenue 
Youngsville, NC 27596 USA

tel: 1-TUV-RHEINLAND 
www.us.tuv.com

TÜV SÜD America - New Brighton, MN
1775 Old Highway 8 NW 
New Brighton, NM 55112 
USA

tel: 651-631-2487 
www.tuv-sud-america.com

TÜV SÜD America - Alpharetta, GA
5945 Cabot Parkway 
Suite 100 
Alpharetta, GA 30005 USA

tel: 678-341-5904 
www.tuv-sud-america.com

Tomort Electronics Co., Ltd.
No. 154, Sec., 1, Chang An 
Road, LuZhu 338, Taoyuan, 
Taiwan, ROC 
Taoyuan Taiwan 338

tel: 886-3-352-2975 
www.tomort.com.tw

Trace Laboratories, Inc.
5 North Park Drive 
Hunt Valley, MD 21030 USA

tel: 410-584-9099 
www.tracelabs.com

Transient Specialists, Inc.
7704 S. Grant Street 
Burr Ridge, IL 60527 USA

tel: 630-887-0329 
www.transientspecialists.com

TREK, INC.
190 Walnut Street 
Lockport, NY 14094 USA

tel: 716-438-7555 
www.trekinc.com

TRU Corporation
245 Lynnfield Street 
Peabody, MA 1960 USA

tel: 978-717-2500 
www.trucorporation.com

TTE Filters, LLC
11652 W. Olympic Boulevard 
Los Angeles, CA 90064 USA

tel: 716-532-2234 
www.tte.com

Thermo Fisher Scientific  

200 Research Drive
Wilmington, MA 01887  USA
tel: 978-935-9337
neil.olansky@thermofisher.com
www.thermoscientific.com/esd

Thermo Fisher Scientific is the leader in conducted immunity (EMC) 
solutions for regulatory compliance and quality/performance testing. 
Thermo Scientific products support global certifications such as 
CE Marking, and industry standards such as RTCA DO-160 for 
commercial avionics testing. Additional EMC standards supported 
include the IEC 61000-4-X series (ESD, EFT/B, Surge, Magnetic 
Field, Dips) and Telecom surge standards (FCC, GR-1089, BT, etc).
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TÜV SÜD America - Auburn Hills, MI
1755 Atlantic Boulevard 
Auburn Hills, MI 48326 USA

tel: 248-393-6984 
www.tuv-sud-america.com

TÜV SÜD America - Holland, MI
345 East 48th Street 
Holland, MI 49423 USA

tel: 616-546-3902 
www.tuv-sud-america.com

TÜV SÜD America - Rancho Bernardo, CA
16530 Via Esprillo 
Rancho Bernardo, CA 92127 
USA

tel: 858-678-1444 
www.tuv-sud-america.com

TÜV SÜD America - Tampa, FL
3925 Coconut Palm Drive  
Suite 127 
Tampa, FL 33619 USA

tel: 352-457-8608 
www.tuv-sud-america.com

TÜV SÜD America Inc. - Headquarters Peabody, MA
10 Centennial Drive 
Peabody, MA 1960 USA

tel: 800-TUV-0123 
www.tuv-sud-america.com

TÜV SÜD America Inc. - San Diego, CA
10040 Mesa Rim Road 
San Diego, CA 92121 USA

tel: 858-678-1400 
www.tuv-sud-america.com

TÜV SÜD America- Fremont, CA
47460 Fremont Boulevard 
Fremont, CA 94538 USA

tel: 510-393-9993 
www.tuv-sud-america.com

TÜV SÜD America- Plymouth, MI
47523 Clipper Street 
Plymouth, MI 48170 USA

tel: 734-455-4841 
www.tuv-sud-america.com

TÜV SÜD America- Portland, OR
7800 SW Durham Road 
Suite 200 
Portland, OR 97224 USA

tel: 503-672-1521 
www.tuv-sud-america.com

TÜV SÜD Canada - Gormley, ON
11 Gordon Collins Drive 
Gormley, ON L0H 1G0 
Canada

tel: 519-716-6703 
www.tuv-sud.ca

TÜV SÜD Canada - Newmarket, ON
1229 Ringwell Drive 
Newmarket, ON L3Y 8T8 
Canada

tel: 877-888-2187 
www.tuv-sud.ca

UL - Fremont, CA
47173 Benicia Street 
Fremont, CA 94538 USA

tel: 510-771-1000 
www.ul.com

UL - India
Kalyani Platina (Phase 1), 3rd 
Floor, Sy.no.24, Kundalahalli, 
K.R.Puram Hobli 
South Taluk, Whitefield 
Bangalore 560 066 India

tel: 91 80 4138 4400 
www.ul.com

UL - Italy
Via delle Industrie, 6 
Carugate, MI 20061 Italy

tel: 39 029 2503 501 
www.ul.com/italy/eng/pages/

UL - Japan, Inc. (Ise Head Office)
108, Yokowa-cho 
Ise-shi, Mie-ken 516-1106 
Japan

tel: 81 596 39 1485 
www.ul.com/japan/jpn/pages/

Trescal
1200 N. Old US-23 
P.O. Box 559
Hartland, MI 48353-0559
810-225-4601
www.trescal.us

All Trescal Inc. facilities are accredited to ISO/IEC 17025 standards. 
Our NIST- traceable network of 75 worldwide Laboratories comprise 
one of the largest, most experienced group of facilities of our kind. Our 
10 US facilities are accredited by A2LA and spread throughout the 
country to support calibration requirements either at our Laboratory or 
our Customer’s site. We have over 35 years of calibration experience, 
using state-of-the-art equipment and processes throughout each 
Laboratory to provide quality test equipment calibration, repair 
and preventive maintenance. Specifically, we offer Accredited 
Calibrations in a variety of EMC disciplines including ESD, EFT/B, 
Surge, Power Quality, and Harmonic & Flicker. Our commitment to 
precision and technique means that you can rest assured that we are 
on top of today’s latest standards and measurement techniques, a 
leader in the practices of tomorrow. 
Trescal – Atlanta, GA . . . . . .  678-965-4660 
Trescal – Baltimore, MD . . . . 4710.337.0687
Trescal – Charlotte, NC . . . . . 407.987.4300
Trescal – Chicago, IL . . . . . . . 847.718.0172
Trescal – Cleveland, OH. . . . . 440.442.8080

Trescal - Dallas/Fort Worth . . 214.723.5600
Trescal - Houston: . . . . . . . . . 281.242.2957
Trescal – Newark, NJ . . . . . . . 973.299.2950
Trescal – Santa Clara . . . . . . . 408.727.3286
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Universal Shielding

20 West Jefryn Boulevard
Deer Park, NY 11729 USA
631-667-7900
info@universalshielding.com
www.universalshielding.com

Universal Shielding Corp. was established in 1972 and is a pioneer 
in providing pre-fabricated shielded enclosures for the military, 
commercial, and medical industries. USC has the capabilities 
to provide a shielded enclosure of any size; from the smallest 
prefabricated unit for an R & D lab to the largest and most complex 
installations for a computer or communications center. USC offers a 
full range of RF Shielded Enclosures, RF Shielded Doors, RF Shielded 
Cabinets, Exterior Doors and RF Shielding Accessories.

UL - Research Triangle Park, NC
12 Laboratory Drive 
Research Triangle Park, NC 
27709-3995 USA

tel: 919-549-1400 
www.ul.com

UL - UK (Ashwood Park)
Pavilion A, Ashwood Park, 
Ashwood Way 
Basingstoke, Hampshire 
RG23 8BG United Kingdom

tel: 44 125 631 2000 
www.ul.com/uk/eng/pages/

UL - UK (Kingsland Park)
Unit 3 Horizon, Wade Road, 
Kingsland Business Park 
Basingstoke, Hampshire 
RG24 8AH United Kingdom

tel: 44 125 631 2000 
www.ul.com/uk/eng/pages/

UL Knowledge Solutions
333 Pfingsten Road 
Northbrook, IL 60062 USA

tel: 888-503-5536 
www.ul.com/knowledgesolutions

UL LLC
333 Pfingsten Road 
Northbrook, IL 60062 USA

tel: 847-272-8800 
www.UL.com

University of Oxford Continuing Professional Development - 
Technology Programme

Department for Continuing 
Education, Rewley House, 1 
Wellington Square 
Oxford, Oxfordshire OX1 2JA 
United Kingdom

tel: 4401865286958 
www.conted.ox.ac.uk/courses/
professional/

US Microwave Laboratories
7412 Summerfield Road #303 
Summerfield, North Carolina 
27358 USA

tel: 336-582-0603 

Vectawave Technology Limited
Unit D, The Apex,Street Cross 
Business Park, Monks Brook 
Newport, Isle of Wight PO30 
5XW United Kingdom

tel: 44 0 1983 821818 
www.vectawave.co.uk

UL - Japan, Inc. (Shonan EMC Laboratory)
1-22-3, Megumigaoka 
Hiratsuka-shi, Kanagawa-ken 
259-1220 Japan

tel: 81 463 50 6400 
www.ul.com/japan/jpn/pages/

UL - Japan, Inc. (Yamakita)
907 Kawanishi, Yamakita-
machi, 
Ashigarakami-gun, 
Kanagawa-ken 258-0124 
Japan

 
www.ul.com/japan/jpn/pages/

UL - Japan, Inc. (Yokawa EMC Laboratory)
4383-326 Asama-cho 
Ise-shi, Mie-ken 516-0021 
Japan

tel: 81 596 24 6717 
www.ul.com/japan/jpn/pages/

UL - Korea Ltd.
GFC Bldg. 33rd Fl. 
737 Yeoksam-dong 
Gangnam-gu, Seoul 135-984 
Korea

tel: 82 2 20099100 
www.ul.com/korea/eng/pages/

UL - New Zealand
10 Vanadium Place 
Middleton, Christchurch 8024 
New Zealand

tel: 64 3 940 4400 
www.ul.com/newzealand/eng/
pages/

UL - Novi, MI
25175 Regency Drive, Unit 6 
Novi, MI 48375 USA

tel: 408-754-6500 
www.ul.com
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VEROCH - Testing Equipment USA
10080 NW 53rd Street 
Sunrise, Florida 33351 USA

tel: 954-990-7544 
www.veroch.com

Videon Central, Inc.
2171 Sandy Drive 
State College, PA 16803 USA

tel: 814-235-1111 
www.videon-central.com

Vitrek Corporation
12169 Kirkham Road 
Poway, CA 92064 USA

tel: 858-689-2755 
www.vitrek.com

W. L. Gore & Associates, Inc.
380 Starr Road 
Landenberg, PA 19350 USA

tel: 410-506-7787 
www.gore.com

Walshire Labs, LLC
8545 126th Avenue N. 
Largo, FL 33773 USA

tel: 727-530-8637 
www.walshirelabs.com

Washington Laboratories
7560 Lindbergh Drive 
Gaithersburg, MD 20879 USA

tel: 301-216-1500 
www.wll.com

Wave Computation Technologies, Inc.
1800 Martin Luther King Jr. 
Parkway Suite 204 
Durham, NC 27707 USA

tel: 919-419-1500 
www.wavenology.com

Wave Scientific Ltd
3/5 Vinalls Business Centre 
Henfield, West Sussex BN5 
9DZ United Kingdom

tel: 44 1273 906022 
www.wave-scientific.com

WECO Electrical Connectors
18050 Trans-Canada Highway 
Kirkland, Quebec H9J4A1 
Canada

tel: 514-694-9136 
www.wecoconnectors.com

WEMS Electronics
4650 West Rosecrans Avenue 
Hawthorne, CA 90250-6898 
USA

tel: 310-962-4410 
www.wems.com

Wyatt Technical Services LLC
56 Aspen Drive 
Woodland Park, CO 80863 
USA

tel: 719-310-5418 
www.emc-seminars.com

Yazaki Testing Laboratory
6800 N. Haggerty Road 
Canton, MI 48187 USA

tel: 734-983-6012 
www.yazakiemc.com

VTI Vacuum Technologies, Inc.

1215 Industrial Avenue
Reedsburg, WI 53959 
USA
608-524-9822
VTIsales@vactecinc.com
www.vactecinc.com

VTI Vacuum Technologies Inc. supplies EMI/RFI/ESD Shielding 
and Form-In-Place Gasketing solutions for medical, defense, 
aerospace and industrial devices.  VTI utilizes a vacuum deposition 
process for selectively shielding plastic electronic enclosures 
against electromagnetic interference, radio frequency interference 
and electrostatic discharge.  The company robotically dispenses 
conductive and environmental Form-In-Place (FIP) Gaskets for sealing 
on plastic or metal components.  VTI is an ISO 9001:2008 certified, 
ITAR compliant and veteran owned small business established  
in 1993.
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2015 EMC Dresden . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 99 . . . . . . . . . . . . . . . . . . . . . . . . . . www.emc2015.org

2015 EMCSI Santa Clara . . . . . . . . . . . . . . . . . . . . . . . . . . 87 . . . . . . . . . . . . . . . . . www.emc2015usa.emcss.org

37th EOS/ESD Symposium . . . . . . . . . . . . . . . . . . . . . . . 123 . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . www.esda.org

A.H. Systems, Inc. . . . . . . . . . . . . . . . . . . . . . C2, 10/11, 179 . . . . . . . . . . . . . . . . . . . . . . . . www.ahsystems.com

Advanced Test Equipment Rentals . . . . . . . . . . . . . 63, 179 . . . . . . . . . . . . . . . . . . . . . . . . . . .www.atecorp.com

American Certification Body . . . . . . . . . . . . . . . . . . . . . 171 . . . . . . . . . . . . . . . . . . . . . . . . . . .www.acbcert.com

AMETEK Compliance Test Solutions . . . . . . . . . . . . . . . 179 . . . . . . . . . . . . . . . . . . . . . . . .www.ametek-cts.com

AMTA 2015 . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 93 . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .www.amta.org

André Consulting, Inc. . . . . . . . . . . . . . . . . . . . . . . . . . . 178 . . . . . . . . . . . . . . . . . . . www.andreconsulting.com

AP Americas Inc. . . . . . . . . . . . . . . . . . . . . . . . . . . . . 61, 179 . . . . . . . . . . . . . . . . . . . . . . . www.apamericas.com

AR. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . Gate Fold, 179 . . . . . . . . . . . . . . . . . . . . . . . . . . . . www.arworld.us

ARC Technologies, Inc. . . . . . . . . . . . . . . . . . . . . . . . 43, 179 . . . . . . . . . . . . . . . . . . . . . . . . . . www.arc-tech.com

Arizona Polymer Flooring. . . . . . . . . . . . . . . . . . . . 125, 180 . . . . . . . . . . . . . . . . . . . . . . . . . www.apfepoxy.com

Bal Seal Engineering . . . . . . . . . . . . . . . . . . . . . . . . . . . . 176 . . . . . . . . . . . . . . . . . . . . . . . . . . . www.balseal.com

Boeing Technology Services . . . . . . . . . . . . . . . . . . . . . . . 75 . . . . . . . . . . . . . . . . . . . . . . . . www.boeing.com/bts

Captor Corporation. . . . . . . . . . . . . . . . . . . . . . . . . . . . . 180 . . . . . . . . . . . . . . . . . . . . . . . . www.captorcorp.com

Chomerics . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 31, 180 . . . . . . . . . . . . . . . . . . . . . . . . www.chomerics.com

Comtest Engineering Inc. . . . . . . . . . . . . . . . . . . . . . 37, 180 . . . . . . . . . . . . . . . . www.comtestengineering.com

CST of America . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 180 . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .www.cst.com

Cuming-Lehman Chambers, Inc. . . . . . . . . . . . . . . . 57, 180 . . . . . . . . . . . . . . . . . . . . www.cuminglehman.com

Darryl Ray EMC Consultants LLC . . . . . . . . . . . . . . . . . . 178 . . . . . . . . . . . . . . . . . . . . . . . . . www.dray-emc.com

Don HEIRMAN Consultants . . . . . . . . . . . . . . . . . . . . . . 178 . . . . . . . . . . . . . . . . . . . . . . .www.donheirman.com

E. D. & D., Inc. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 107, 181 . . . . . . . . . . . . . . . . . . . . . . www.ProductSafeT.com

EM TEST. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 51, 181 . . . . . . . . . . . . . . . . . . . . . . . . . . . www.emtest.com

Empower RF Systems . . . . . . . . . . . . . . . . . . . . . . . . 59, 181 . . . . . . . . . . . . . . . . . . . . . . . www.EmpowerRF.com

ETS-Lindgren . . . . . . . . . . . . . . . . . . . . . . . . . 12/13, 181, C3 . . . . . . . . . . . . . . . . . . . . . . . www.ets-lindgren.com

Exemplar Global . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 71 . . . . . . . . . . . . . . . . . . . . . www.exemplarglobal.org

F2 Labs. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 176 . . . . . . . . . . . . . . . . . . . . . . . . . . . . www.f2labs.com

Fair-Rite . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 73, 182 . . . . . . . . . . . . . . . . . . . . . . . . . . . www.fair-rite.com

Fischer Custom Communications, Inc. . . . . . . . . . . 65, 182 . . . . . . . . . . . . . . . . . . . . . . . . . .www.fischercc.com

Go Global Compliance Inc.. . . . . . . . . . . . . . . . . . . . . . . 176 . . . . . . . . . . . . . . . . www.goglobalcompliance.com

HAEFELY HIPOTRONICS. . . . . . . . . . . . . . . . . . . . . . . 67, 182 . . . . . . . . . . . . . . . . . . . . . . . www.haefelyemc.com

Henry Ott Consultants . . . . . . . . . . . . . . . . . . . . . . . . . . 178 . . . . . . . . . . . . . . . . . . . . www.hottconsultants.com
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HV TECHNOLOGIES, Inc. . . . . . . . . . . . . . . . . . 3, 14/15, 182 . . . . . . . . . . . . . . . . . . . . www.hvtechnologies.com

Hoolihan EMC Consulting. . . . . . . . . . . . . . . . . . . . . . . . 178

IFI . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 53, 182 . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . www.ifi.com

ISPCE 2015. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 121 . . . . . . . . . . . . . . . . . . . . www.psessymposium.org

Keysight Technologies Inc. . . . . . . . . . . . . . . . . . . . . . 9, 182 . . . . . . . . . . . . . . . . . .www.keysight.com/find/emc

Lubrizol Engineered Polymers . . . . . . . . . . . . . . . . . . . . 183 . . . . . . . . www.lubrizol.com/Engineered-Polymers

MI Technologies . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 77 . . . . . . . . . . . . . . . . . . . . www.mitechnologies.com

MILMEGA . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 55, 183 . . . . . . . . . . . . . . . . . . . . . . . . . www.milmega.co.uk

Monroe Electronics . . . . . . . . . . . . . . . . . . . . . . . . . . . . 176 . . . . . . . . . . . . . . . . www.monroe-electronics.com

Montrose Compliance Services . . . . . . . . . . . . . . . . . . . 178 . . . . . . . . . . . . . . . www.montrosecompliance.com

The MuShield Company . . . . . . . . . . . . . . . . . . . . . . 33, 183 . . . . . . . . . . . . . . . . . . . . . . . . . www.mushield.com

Narda Safety Test Solutions GmbH . . . . . . . . . . . . . . . . 109 . . . . . . . . . . . . . . . . . . . . . . . . . . . www.narda-sts.us

Northwest EMC Inc. . . . . . . . . . . . . . . . . . . . . . . . . . . . . 183 . . . . . . . . . . . . . . . . . . . . . . . . . . . www.nwemc.com

Okaya Electric America, Inc.. . . . . . . . . . . . . . . . . . . . . . 183 . . . . . . . . . . . . . . . . . . . . . . . . . . . . www.okaya.com

OPHIR RF . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 89 . . . . . . . . . . . . . . . . . . . . . . . . . . . www.ophirrf.com

Panashield LLC. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 69 . . . . . . . . . . . . . . . . . . . . . . . . www.panashield.com

Pearson Electronics, Inc.. . . . . . . . . . . . . . . . . . . . . . . . . . 83 . . . . . . . . . . . . . . . . . www.pearsonelectronics.com

Radiometrics Midwest Corporation . . . . . . . . . . . . . . . . 91 . . . . . . . . . . . . . . . . . . . . . . . . . www.radiomet.com

Reliant EMC LLC . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 183 . . . . . . . . . . . . . . . . . . . . . . . . www.reliantemc.com

Rigol Technologies . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 25 . . . . . . . . . . . . . . . . . . . . . . . . . . . www.rigolna.com

Rohde & Schwarz, Inc. . . . . . . . . . . . . . . . . . . . . . . . . . . . . .5 . . . . . . . . . . . . . . . . . . . . .www.rohde-schwarz.com

Schlegel Electronic Materials . . . . . . . . . . . . . . . . . . 23, 184 . . . . . . . . . . . . . . . . . . . . . . . www.schlegelemi.com

SCHURTER, Inc. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 85 . . . . . . . . . . . . . . . . . . . . . . . .www.schurterinc.com

SIEMIC . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 184 . . . . . . . . . . . . . . . . . . . . . . . . . . . .www.siemic.com

Spira Manufacturing Corporation . . . . . . . . 18/19, 27, 184 . . . . . . . . . . . . . . . . . . . . . . . . . www.spira-emi.com

TDK RF Solutions . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 184 . . . . . . . . . . . . . . . . . . . . . www.tdkrfsolutions.com

Teseq Inc.. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 49, 184, C4 . . . . . . . . . . . . . . . . . . . . . . . . . .www.tesequsa.com
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ETS-U 2015 Class Schedule:
 • EMC Fundamentals  

 March 24 – 26, Nov 10 – 12

 • EMC Fundamentals with MIL– STD 461 F 
 June 15 – 19

 • Wireless Over-The-Air 
 April 22 – 24, Sept 22 – 24

Course Benefits:
 • Classroom study with hands-on 

 lab sessions
 • Taught by experienced engineers  
 • Low student to instructor ratio
 • Courses qualify for two CEU credits
 • Course study guide included
 • Our training facilities include an A2LA 

accredited calibration lab, CTIA CATL, 
and NVLAP accredited acoustic lab. 
More information and registration is 
available at: www.ets-lindgren.com/learning

Phone +1.512.531.6400 • Fax +1.512.531.6500 • info@ets-lindgren.com • www.ets-lindgren.com
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Experience Hands-On 
Learning in a Lab
Get practical real-world training from experts!
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NSG 437 & NSG 438 ESD SIMULATORS –
BEST-IN-CLASS FEATURES FOR 30 kV ESD TESTING

The NSG 437 and NSG 438 are the most user friendly ESD simula-

tors, offering a unique touch screen and activity log. Even with its 

bright new color display, the NSG 438 features the longest battery 

life of any ESD simulator on the market, with over 30,000 discharges 

at 30 kV on a single battery charge. The simulators also feature a 

unique activity log, allowing the user to easily scroll through the 

touch screen to check what has been tested and in what timeframe.

As these simulators are fully compliant to the IEC, ANSI, SAE and ISO 

standards, they are ideal for use in ESD testing of automobiles and 

their subassemblies as well as ESD testing of all consumer electron-

ics and white goods, information technology, medical and industrial 

equipment.

Key Features

 Discharge voltage from 200 V to 30 kV in 100 V steps

 Up to 30 s hold time

 Battery life over 30,000 discharges at 30 kV (NSG 438)

 Over 60 quickly interchangeable discharge networks 

available (150 pF/330 Ω standard)

 Custom discharge networks from 0 Ω and up to 2 nF

 Built-in ISO self-calibration
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